Kommunikation

Art.-Nr.
IP-Zentrale IPZ 1000 REG
Reiheneinbaugerat REG
ETS-Produktfamilie: Kommunikation
Produkttyp: IP/IP-Zentrale
Funktionsbeschreibung:

Die IP-Zentrale bildet die Schnittstelle zwischen einem Ethernet (LAN = Local Area Network) und dem KNX. Mit Hilfe des Ethernet-Anschlusses
hat der Anwender Uber einen lokalen PC seines LAN oder auch Uiber das Internet Zugriff auf seine intelligente Gebaudetechnik.

Die Verbindung zum Internet kann neben einer LAN-Verbindung (z.B. in Veerbindung mit DSL) auch mit einem analogen Modem (z.B. V.90 56K)
oder einem ISDN-Modem (mit RS232-Anschluss) aufgebaut werden. Somit Iasst sich die IP-Zentrale einfach in neue oder bereits vorhandene
Heim- oder Blironetzwerke integrieren.

Die IP-Zentrale fungiert als Webserver und kann als zentrale Steuer-, Melde- und Kontrolleinheit komfortabel (iber einen Browser (Microsoft
Internet Explorer ab Version 5.5) bedient werden.

Weiter erméglicht die IP-Zentrale eine benutzergefiihrte Inbetriebnahme und Konfiguration, indem Uber die Web-Oberflache verschiedene Ein-
stellungen vorgenommen werden kénnen. Die KNX-Konfiguration findet tber ein in der ETS eingebettetes Plugin statt.

Die Zentrale kann als Bus-Systemuhr arbeiten, wobei sie die 'Normalzeit' tiber einen Timeserver aus dem Internet beziehen kann. Die Systemuhr
kann als zentrale Jahresschaltuhr mit Astrofunktion und Tagesprofilen (Zeitplaner) sowie als Anwesenheitssimulation fungieren. Zusatzlich stehen
Logik-Gatter und Benachrichtigungs-Funktion per E-Mall, ein integriertes E-Mail-Adressbuch, Zentralfunktionen und Szenarien fir Licht, HLK- und
Alarmtechnik zur Verfligung.

Darstellung: Abmessungen:
¢ F E P Breite: 144 mm (8 TE)
LAN RS232 Hohe: 90 mm
Tiefe: 61 mm
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Pz norec e B: Programmier-Taste

) / C: a/b-Triggereingang (z.B. Nebenstellen-

TP

o ’— P ausgang einer TK-Anlage fir analoge

Mask:

mstavso KNR® DHCP: ‘ o End geréte)
— c D: RS-232 (V.24) Schnittstelle zum Anschluss

@ eines externen Modems
A o0 E: LAN-Anschluss RJ45-Buchse

F: Anschluss flr 'local Bus' (reserviert flir

H

B kiinftige Anwendungen)
Power / (griin): Leuchtet bei anliegender Versorgungsspannung nach Initialisierung G: Anschlussidemmen fiir exterme
dauerhaft Spannungsversorgung
Online / (gelb): Signalisiert aktive Internet-Verbindung tber das angeschlossene
Modem (RS232).
Link / (gelb): Leuchtet bei bestehender Verbindung zum LAN (Verbindung zu einem

Ethernet Connection Point wie z.B. einem Hub oder Switch (straight) oder
einem PC (cross)). Flackert bei Datentransport (ber LAN.
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Technische Daten:

Versorgung KNX (Busklemme)
Spannung:
Leistungsaufnahme:

Anschluss:

Versorgung extern (Schraubklemmen)

Spannung:
Leistungsaufnahme:

Anschluss:

Verhalten bei Spannungsausfall
Nur Busspannung:

Versorgungsspannung:
Verhalten beim Wiedereinschalten
Nur Busspannung:

Versorgungsspannung:

LAN
Anzahl:
Anschluss:
LAN-Verbindung:

Protokolle:
IP-Adressierung:

a/b-Triggereingang
Anzahl:
Signalspannung:

Signaldauer:
Anschluss:

RS232 (V.24)
Anzahl:
Anschluss:
max. Ubertragungsrate:
RS232-Verbindung:

Pinbelegung RS232:

'local bus'
Anzahl:
Anschluss:

Funktion:

21-32VDC SELV

typ. 150 mW

(Der Buscontroller wird aus der externen Spannungsversorgung gespeit!)
KNX Anschluss- und Abzweigklemme

24\ DC SELV (21 - 32 V DC z.B. Uiber ungedrosselten Ausgang
einer KNX-Spannungsversorgung)

typ. 3 W/ max. 6 W bei Verwendung der 'local bus'-Schnittstelle
(bei 24 V DC)

Schraubklemmen:

0,5 — 4 mm?eindrahtig u. feindrahtig ohne Aderendhtilse

0,5 - 2,5 mm? feindrahtig mit Aderendhilse

keine Reaktion (IP-Kommunikation méglich / Der Versuch, KNX-Datenpunkte zu
verandern oder zu lesen bleibt ergebnislos.)
keine Reaktion (Gerat schaltet vollstandig aus)

Die KNX-Schnittstelle initialisiert sich. KNX-Datenpunkte werden gemaB der Einstellung
mit Defaultwerten gesetzt oder vom Bus ausgelesen und aktualisiert.

Gerét initialisiert sich (Bootvorgang startet und dauert einige Sekunden.

Wahrend des Bootvorgangs erlischt die griine Power-LED). KNX-Datenpunkte

werden geméB der Einstellung mit Defaultwerten gesetzt oder vom Bus ausgelesen und
aktualisiert.

1

RJ45-Buchse (10/100 MBit/s Fast Ethernet) 8 polig

straight zu einem Ethernet-Connection-Point (Hub, Switch, etc.),
cross zu einem PC

TCP/IP (HTTP auf Port 80), UDP, POP, SMTP, SNTP, PPP
IP-Adresse, Subnetzmaske, Gateway-Adresse und DNS-Server-Adresse einstellbar; DHCP
mdglich (werkseingestellt aktiv), AutolP

1

typ. 30 - 60 V AC (Klingelsignal der analogen Telefonie)
max. 0 =96V AC

min. 40 ms

Schraubklemmen:

0,5 -4 mm? eindrahtig u. feindrahtig ohne Aderendhtilse
0,5 - 2,5 mm? feindrahtig mit Aderendhilse

1

9-poliger SUB-D Stecker (male)

115.200 KBaud

Die Anbindung an ein Modem erfolgt Uber eine RS232-Verlangerungsleitung

(1:1 verschaltet). Die L&nge der Verbindungsleitung sollte 15 m nicht Gberschreiten.

IP-Zentrale Modem
+—>
1: nicht belegt (DCD)
<+—— 2: RxD (Daten vom Modem empfangen)
— 3: TxD (Daten zum Modem senden)
— 4:DTR
5: GND
L« 6:DSR
—— 7:RTS
<«— 8:CTS
9: nicht belegt (RI)

2 (1 xextern /1 x intern)

extern: 'local bus'-Stecker (4polig),

intern: 'local bus'-Steckbuchse (6polig)

Derzeit nicht unterstutzt! Fir zukUnftige Verwendung vorbereitet.
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Technische Daten:

Prozessor (LAN)
Typ:
Betriebssystem:
Struktur / Takt:
Speicher:

Systemuhr:

Mikrocontroller (KNX / EIB)
Typ:

Kommunikationsobjekte:

Gruppenadressen:

Interner Uhrenbaustein
Gangreserve:
Gangabweichung:
Versorgung:

Schutzart:

Priifzeichen:
Umgebungstemperatur:
Lager-/Transporttemperatur:

Einbaulage:
Mindestabstéande:
Befestigungsart:

Netarm (Netsilicon)
Net OS
32-Bit RISC / 46 MHz
16 MB RAM
8 MB Flash
(intern auf max. 64 MB Flash erweiterbar)
separat gepufferte RTC (Real Time Clock)
Uber Internet Timeserver oder KNX-Systemuhr synchronisierbar

BIM M 112 (mit TP-UART und AT Mega 128 versorgt aus
externer Spannungsversorgung)

max. 275

(256 frei verfligbar + 3 feste fir Systemuhr +

1 Sammelobjekt Anfragegruppen + 15 Sammelobjekte)
Auf den Bus sendend: max. 256

Vom Bus empfangend: max. 250

min. 12 Stunden
< 2 Minuten pro Monat
Gold-Cap; gespeiBt aus externer 24V -Versorgungsspannung

IP20

KNX

-5 °C bis +45 °C

-25°C bis +70 °C

(Lagerung bei Temperaturen Uber +45 °C reduziert die Lebensdauer)
beliebig

keine

Aufschnappen auf Hutschiene (keine Datenschiene erforderlich!)

ETS-Suchpfad: ETS-Symbol
Kommunikation / IP / IP-Zentrale EIB
AST-Typ 00 Hex 0 Dez No adapter used
Applikationen:
Nr. Kurzbeschreibung: Name: Version:
1 Erstellung des Objektmodells

fUr die IP-Zentrale und

Gerétekonfiguration. IP-Zentrale C00901 0.1
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6 Hardware-Beschreibung

1. Montage und Installation

Die IP-Zentrale ist als Reiheneinbaugerat (REG) ausgefihrt und fir den Einbau in einen Schaltschrank oder Installationsverteiler vorgesehen.
Grundsatzlich benétigt das Gerat eine externe Spannungsversorgung von 24 V DC und eine Verbindung zum KNX. Weiter werden in
Abhangigkeit der verwendeten Anschlussvariante zusétzlich eine Ethernet-Verbindung (LAN) oder eine Modemverbindung Uber die RS232-

Schnittstelle und ggf. eine Verbindung zu einem analogen Telefonanschluss erforderlich.
Bevor die Spannungsversorgung angeschlossen wird, sollten alle tibrigen Verbindungen hergestellt werden!

1.1 Anschliisse
¢ Ethernet-Anschluss:

Soll die IP-Zentrale mit einem lokalen Netzwerk (LAN) ggf. mit Verbindung zum Internet oder auch direkt mit einem PC verbunden werden, ist eine
Ethernet-Verbindung herzustellen. Dazu verfligt die IP-Zentrale Uber eine 8 polige RJ45-Steckbuchse als Netzwerkschnittstelle. An diese Buchse
wird eine Twisted-Pair (TP) Verbindungsleitung angesteckt, die in Abhangigkeit der miteinander zu verbindenden Gerate wie folgt auszuflihren ist:
—als 1:1-Verbindungsleitung (Patchkabel) beim Anschluss an den 'Normal'- oder Auto-MDIX-Port eines Netzwerkverteilers

(z.B. Hub, Switch, Router),

- als gekreuzte Verbindungsleitung (crossover) beim direkten Anschluss an einen PC (Punkt-zu-Punkt).
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Die verwendeten Ethernet-Leitungen sollten mindestens dem Cat.5-Standard entsprechen. Es sind unbedingt die allgemeinen Installationsricht-
linien zur Ethernetverkabelung zu beachten!

Die IP-Zentrale unterst(tzt die Standards 10BaseT (10 Mbit) und 100BaseT (100 Mbit).

Sobald die physikalische Verbindung mit einem Netzwerkverteiler oder einem PC hergestellt ist, leuchtet bei angelegter Versorgungsspannung die
gelbe Link / LAN LED auf der Geratefront. Diese LED flackert, wenn Datentelegramme Uber die Ethernet-Schnittstelle empfangen werden.

Die logische Verbindung mit dem Netzwerk wird erst mit der Vergabe einer IP-Adresse hergestellt. Die Beschreibung zur IP-Adressierung erfolgt
detaillierter im Kapitel "2. Konfiguration".

* Modem-Anschluss:

In Abh&ngigkeit der verwendeten Anschlussvariante kann ein analoges Modem oder ein ISDN-Modem mit serieller RS232-Schnittstelle zwecks
Einwahl ins Internet an die IP-Zentrale angeschlossen werden. Der Anschluss erfolgt durch eine 1:1-Verbindungsleitung, die eine L&nge von 15 m
nicht Uberschreiten sollte. GemaB der folgenden Pinbelegung sollte die Verbindungsleitung mit mindestens der benannten Signale belegt sein:

IP-Zentrale Modem
—>
1: nicht belegt (DCD)
<+«— 2: RxD (Daten vom Modem empfangen)
— 3: TxD (Daten zum Modem senden)
— 4:DTR
5: GND
L« 6:DSR
—» 7:RTS
«— 8:CTS
9: nicht belegt (RI)

Sobald eine Online-Verbindung von oder zu der IP-Zentrale aufgebaut wurde, leuchtet die gelbe Online / Modem LED auf der Geratefront.
In diesem Fall werden Daten ausgetauscht und es fallen Online- oder TelefongebUihren an. Die Steuerung des Modems erfolgt mit Hilfe
international standardisierter AT-Befehle, sodass eine Vielzahl gangiger Modems angeschlossen werden kénnen. Weitere Konfigurationsein-
stellungen, insbesondere die Vorgabe des verwendeten Modemtyps, werden im Kapitel "2. Konfiguration" erléutert.

Der Anschluss eines Modems an das ¢rtliche Telefonnetz ist u.U. herstellerspezifisch und sollte deshalb der Dokumentation des verwendeten
Modems entnommen werden.

¢ Telefonanschluss:

Die IP-Zentrale verfligt Uber einen analogen Telefon-Triggereingang. Dieser Eingang kann in Abhéngigkeit der Anschlussvariante zur
Antriggerung einer Internet-Einwahl 'von auBen' verwendet werden. Diese Funktion ist sinnvoll bei zeit- oder volumengebundenen Internet-Tarifen
(vgl. "1.2 Anschlussvarianten").

Die IP-Zentrale 'Uberwacht" die Signalspannung am a/b-Eingang auf ein Klingelsignal. Wird ein Klingelsignal erkannt, leitet die Zentrale eine
Internetverbindung tber die konfigurierte Verbindung ein.

Da nur das Klingelsignal 'belauscht' wird und keine Rufannahme erfolgt, fallen auch keine Gespréchsgebtihren an.

Es erfolgt Uiber die a/b-Klemmen keine Erkennung der Rufnummer (CLI: Call Line Identification).

Es wird daher jeder Anruf auf der angeschlossenen Leitung als Trigger erkannt.

Aus diesem Grund sollte die angeschlossene analoge Telefonleitung Uber eine eigene Telefonnummer verfligen. Das kann beispielsweise durch
einen eigenen Amtsanschluss oder durch eine separate analoge Nebenstelle einer Telefonanlage erzielt werden.

Der Anschluss der Telefonleitung an die IP-Zentrale erfolgt Uber das Schraubklemmenpaar "a / b". Die Leitung wird flir gewdhnlich an einem
Klemmenpaar einer Telefonanlage (vgl. Bild 1) oder an einer vorhandenen TAE-Dose (vgl. Bild 2) angeschlossen.

Nebenstellenausgang
einer Telefonanlage IP-Zentrale
219 QIS 00
| ]

Bild 1: Anschluss an die Klemmieiste einer Telefonanlage

Amt/

Nebenstelle —\ |

W E
FHF G
! IP-Zentrale /-

Y O ?
|

/

TAE-Buchse

Bild 2: Anschluss an einer vorhandenen TAE-Dose

Erfolgt der Anschluss an eine TAE-Dose wie im Bild 2 gezeigt, wird die Verbindung zur IP-Zentrale beim Einstecken eines Endgeréts in die
TAE-Dose weggeschaltet. Aus diesem Grund sollte kein Endgerét in die TAE-Dose eingesteckt werden.

Auf die Polung der Leitung sollte der Ubersichtlichkeit wegen geachtet werden. Grundsétzlich ist die Polung einer analogen Telefonleitung an
der IP-Zentrale jedoch beliebig.
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¢ Anschluss der Versorgungsspannung und Busanschluss:

Die IP-Zentrale bendtigt zum Betrieb eine externe Versorgungsspannung von 24 V DC. Diese Versorgungsspannung kann beispielsweise vom
ungedrosselten Spannungsausgang einer KNX-Spannungsversorgung abgegriffen (21 — 32 V DC) oder durch ein zusétzliches Netzteil (SELV!)

zur Verflgung gestellt werden.
Der Busanschluss ist durch eine Busanschlussklemme herzustellen.

24V DC

ooo
cog
[ X XKX] pog

+ 24V -

(ON©)

’ LAN ‘ RS232

local bus

IP - Zentrale
IPZ 1000 REG
DC24v=

[CXOR®)

instabus ® mo EIF  vasencemany

~Link / LAN

Power / Betrieb
’V |—0nline/Modem

P-
Adresse:
Subnet
Mask

DHCP:

Bereich:

Linie:

TLN-
Nr.

@O —

©

/

(@]
b

\

KNX

Bild 1: Anschluss der externen Versorgungsspannung und Busanschluss

1.2  Anschlussvarianten

Die IP-Zentrale bildet die Schnittstelle zwischen einem Ethernet (LAN = Local Area Network) und dem KNX. Mit Hilfe des Ethernet-Anschlusses
hat der Anwender Uber einen lokalen PC seines LAN (vgl. Bild 1) oder auch zusétzlich oder alternativ Uber das Internet (vgl. Bild 2) Zugriff auf sein

KNX-System.

LAN (Local Area Network)

Browser (Internet-Explorer) als
Web-Client

Browser (Internet-Explorer) als
Web-Client

IP-Zentrale als
Web-Server

IP-Zentrale als
Web-Server

Bild 2: Zugriff auf die IP-Zentrale (iber das Internet (WAN)

Die Verbindung zum Internet kann neben einer LAN-Verbindung (z.B. DSL) auch mit einem analogen Modem (z.B. V.90 56K) oder einem ISDN-
Modem (mit RS232-Anschluss) aufgebaut werden. Somit 1&sst sich die IP-Zentrale einfach in neue oder bereits vorhandene Heim- oder Blronetz-

werke integrieren.
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Im Folgenden werden die verschiedenen Anschlussvarianten erldutert. Die zur Anschlussvariante erforderlichen Konfigurations-Einstellungen
werden im Kapitel "2. Konfiguration" beschrieben.

Crosskabel

IP-Zentrale

Anschlussvariante A (Betrieb an einem LAN mit nur einem PC)

Direkte Verbindung eines PC mit der IP-Zentrale Uber ein Crossoverkabel (crossover = gekreuzte Verbindung der Sende- und Empfangsleitungen
/ erfordert eine spezielle Netzwerkleitung). Bei dieser Anschlussvariante hat nur der direkt mit der Zentrale verbundene PC Zugriff auf das Gerét.

z.B.

1| patchkabel  Hub/ Switch
Per ! Patchkabel

= aeaa e
- A
S ol il .

IP-Zentrale

1
PC 2 . Patchkabel

Anschlussvariante B (Betrieb an einem LAN mit einem oder mehrerer PC Uber einen Netzwerkverteiler)

Bei dieser Anschlussart besteht die Mdglichkeit, dass mehrere PC des lokalen Netzwerks auf die IP-Zentrale zugreifen. Die physikalische
Verbindung der Netzwerkkomponenten erfolgt Uber 1:1 verschaltete Patchkabel.

Hinweis zur Verwendung mehrerer PC (Clients):

Die IP-Zentrale kann zeitgleich max. 10 IP-Verbindungen (Sessions) aufbauen, d.h. dass maximal 10 Klienten zur selben Zeit Daten aus der
Zentrale (Server) laden koénnen. Es ist zu beachten, dass der Microsoft InternetExplorer zum Laden einer Webseite mitunter mehrere logische
IP- Sessions aufbaut, um den Ladevorgang zu beschleunigen.

Unabhéngig davon ist das statische Betrachten einer geladenen Webseite (kein Datendownload) nicht an eine bestimmte Anzahl von Sessions

gebunden.

z.B.
DsL Internet
optional 1 Patchkabel __ Patchkabel
PC 1 I !_ __.,, ,._,--'_
p - Router
) l— 1

IP-Zentrale

2e

Anschlussvariante C (Betrieb an einem LAN mit permanenter Verbindung zum Internet)

Ein lokales Ethernet (LAN) stellt mit Hilfe eines Routers oder Proxy-Servers eine permanente Verbindung mit dem Internet bereit. Diese Anschluss-
variante ist beispielsweise bei einer DSL-Flatrate oder bei einer Internet-Standleitung sinnvoll.

Die IP-Zentrale kann mit "keep-alive” Telegrammen dafiir sorgen, dass die Verbindung vom Router oder Serviceprovider (ISP) nicht getrennt wird.
Auch nach einer Zwangstrennung vom Serviceprovider (abhdngig vom Tarif haufig nach 24 Stunden Verbindungsdauer) wird somit stdndig eine
Verbindung zum Internet bereitgestellt.
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Der Zugriff 'von AuBen' erfolgt mit Hilfe eines externen PC mit der Bedienoberflache des Browers und einer Passworteingabe flir den Benutzer-
zugriff. Nach erfolgreichem Einloggen, baut sich die Webseite der IP-Zentrale auf. Die KNX-Anlage kann direkt gesteuert und tiberwacht werden.
Damit der Webzugriff auf die IP-Zentrale aus dem Internet méglich ist, muss der dazwischengeschaltete Router oder Proxy-Server die 'externen’
HTTP-Anfragen auf die IP-Zentrale im lokalen Netzwerk weiterleiten. Dazu kann NAT (Network Address Translation) im Router verwendet werden.
Dabei 'Ubersetzt' der Router die HTTP-Anfragen aus dem Internet auf die lokale IP-Adresse der IP-Zentrale. Die Zentrale wird fur HTTP auf Port
80 angesprochen. Weitere Grundlagen und Konfigurations-Einstellungen sind im Kapitel "2. Konfiguration" beschrieben.
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Anschlussvariante D (Betrieb an einem LAN mit Einwahl auf Modem-Anfrage zum Internet / Triggerung durch Modem)

Ein lokales Ethernet (LAN) stellt mit Hilfe eines Routers oder Proxy-Servers eine Verbindung mit dem Internet auf Modemanfrage bereit.
Diese Anschlussvariante ist beispielsweise bei einem DSL-Anschluss mit Zeit- oder Volumentarif sinnvoll.

Der Triggeranruf Uber eine Modemverbindung (einfacher Anruf an die Telefonnummer des Modems) veranlasst die IP-Zentrale, Uber ihre LAN-
Schnittstelle eine Verbindung zum Internet aufzubauen. Sobald die Verbindung steht, kann auf die IP-Zentrale zugegriffen werden. Der Anruf an
das Modem baut keine Telefonverbindung auf, es entstehen daher auch keine Verbindungskosten. Das Modem erkennt lediglich das "Klingeln*
und gibt diese Information an die IP-Zentrale weiter.

Hierbei empfiehlt sich die Verwendung von Modems mit Erkennung der Rufnummer des Anrufenden (CLIP-Funktion). Dadurch kann zusétzlich
eine Autorisierung des Triggeranrufs erfolgen. Bei freigegebener CLIP-Funktion werden nur Triggeranrufe akzeptiert, deren Telefonnummer der
IP-Zentrale bekannt ist! In diesem Fall muss die Ubermittlung der Rufnummer des Anrufenden vom Telefonanschluss untersttitzt werden.

Die IP-Zentrale kann mit "keep-alive” Telegrammen dafiir sorgen, dass die Verbindung vom Router oder Serviceprovider (ISP) nicht getrennt wird.
Auch nach einer Zwangstrennung vom Serviceprovider (abhangig vom Tarif haufig nach 24 Stunden Verbindungsdauer) wird somit standig eine
Verbindung zum Internet bereitgestellt.

Damit bei aufgebauter Verbindung der Webzugriff auf die IP-Zentrale aus dem Internet méglich ist, muss der dazwischengeschaltete Router oder
Proxy-Server die 'externen' HTTP-Anfragen auf die IP-Zentrale im lokalen Netzwerk weiterleiten. Dazu kann NAT (Network Address Translation) im
Router verwendet werden. Dabei 'Ubersetzt' der Router die HTTP-Anfragen aus dem Internet auf die lokale IP-Adresse der IP-Zentrale.

Die Zentrale wird fur HTTP auf Port 80 angesprochen. Weitere Grundlagen und Konfigurations-Einstellungen sind im Kapitel "2. Konfiguration”

beschrieben.
Telefon-
Daten «— trigger —»
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Anschlussvariante E (Betrieb an einem LAN mit Einwahl auf Telefonanfrage zum Internet / Triggerung durch analogen Telefonanschluss)

Ein lokales Ethernet (LAN) stellt mit Hilfe eines Routers oder Proxy-Servers eine Verbindung mit dem Internet auf Telefonanfrage bereit.
Diese Anschlussvariante ist beispielsweise bei einem DSL-Anschluss mit Zeit- oder Volumentarif sinnvoll.

Der Triggeranruf Uber den analogen a-b Eingang veranlasst die IP-Zentrale, Uiber ihre LAN-Schnittstelle eine Verbindung zum Internet aufzubauen.
Sobald die Verbindung steht, meldet sich die IP-Zentrale am Verzeichnisserver an.




IP-Zentrale Art.-Nr. IPZ 1000 REG

Der Anruf an den a-b Port baut keine Telefonverbindung auf, es entstehen daher auch keine Verbindungskosten. Die IP-Zentrale erkennt lediglich
das "Klingeln* an den a/b-Klemmen.

Es erfolgt Uiber diese Kiemmen keine Erkennung der Rufnummer (CLI: Call Line Identification). Es wird daher jeder Anruf auf der angeschlossenen
Leitung als Trigger erkannt.

Aus diesem Grund sollte die angeschlossene analoge Telefonleitung tber eine eigene Telefonnummer verfligen. Das kann beispielsweise durch
einen eigenen Amtsanschluss oder durch eine separate analoge Nebenstelle einer Telefonanlage erzielt werden.

Die IP-Zentrale kann mit "keep-alive” Telegrammen dafiir sorgen, dass die Verbindung vom Router oder Serviceprovider (ISP) nicht getrennt wird.
Auch nach einer Zwangstrennung vom Serviceprovider (abhangig vom Tarif haufig nach 24 Stunden Verbindungsdauer) wird somit standig eine
Verbindung zum Internet bereitgestellt.

Damit bei aufgebauter Verbindung der Webzugriff auf die IP-Zentrale aus dem Internet méglich ist, muss der dazwischengeschaltete Router oder
Proxy-Server die 'externen' HTTP-Anfragen auf die IP-Zentrale im lokalen Netzwerk weiterleiten. Dazu kann NAT (Network Address Translation) im
Router verwendet werden. Dabei 'Ubersetzt' der Router die HTTP-Anfragen aus dem Internet auf die lokale IP-Adresse der IP-Zentrale.

Die Zentrale wird fur HTTP auf Port 80 angesprochen. Weitere Grundlagen und Konfigurations-Einstellungen sind im Kapitel "2. Konfiguration”
beschrieben.
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Anschlussvariante F (Betrieb mit / ohne LAN und Einwahl zum Internet durch ein Modem an einem Telefonanschluss oder an einer Telefonanlage)

Es besteht tber das LAN keine Verbindung zum Internet. Die LAN-Schnittstelle bietet — bei Bedarf — somit nur den Zugriff (iber einen PC im lokalen
Netzwerk.

Der Triggeranruf Uber eine Modemverbindung (einfacher Anruf an die Telefonnummer des Modems) veranlasst die IP-Zentrale, eine Verbindung
zum Internet aufzubauen. Dazu wahlt sich die IP-Zentrale (iber das angeschlossene Modem beim vorgegebenen Serviceprovider ein

(PPP: Point-to-Point Protocol; Punkt-Zu-Punkt-Verbindung), sobald der Triggeranruf beendet ist. Wenn die Verbindung steht, kann auf die
IP-Zentrale zugegriffen werden.

Der Triggeranruf an das Modem baut keine Telefonverbindung auf, es entstehen daher auch keine Verbindungskosten. Das Modem erkennt ledig-
lich das "Klingeln* und gibt diese Information an die IP-Zentrale weiter.

Bei Modemeinwahl der IP-Zentrale in das Internet fallen Telefongebiihren und zusétzlich - je nach Online-Tarif — auch Onlinegebtihren an!

Es empfiehlt sich die Verwendung von Modems mit Erkennung der Rufnummer des Anrufenden (CLIP-Funktion). Dadurch kann zusétzlich eine
Autorisierung des Triggeranrufs erfolgen. Bei freigegebener CLIP-Funktion werden nur Triggeranrufe akzeptiert, deren Telefonnummer der IP-
Zentrale bekannt ist! In diesem Fall muss die Ubermittiung der Rufnummer des Anrufenden vom Telefonanschiuss unterstiitzt werden.

2. Konfiguration

2.1 Internet Grundlagen

Die IP-Zentrale fungiert in ihrer zentralen Rolle als Webserver und stellt dem Anwender die Inhalte ihrer Webseiten zur Verfigung.

Die IP-Zentrale wird zu diesem Zweck entweder in ein lokales Netzwerk (LAN) integriert oder durch geeignete Gateways oder Modems mit dem
Internet verbunden.

Der Anwender erhélt (ber die Weboberflache seines auf dem PC installierten Browsers (Microsoft InternetExplorer ab Version 5.5) Zugriff auf den
Webserver der IP-Zentrale. Der Zugriff und die Ubertragung der Webinhalte erfolgt (ber das weltweit genutzte HTTP (HTTP: Hyper Text Transfer
Protocol).

StandardmaBig ist dieses Protokoll in das Kommunikationsprotokoll TCP/IP (Transport Control Protocol - Internet Protocol) eingebunden, das eine
sichere und von Hard- und Software unabhangige weltweite Datenkommunikation ermdglicht. Erst dieses Internet-Protokoll macht es méglich,
eine unbestimmte Anzahl von Einzelnetzen (z.B. private Heimnetzwerke) zu einem Gesamtnetzwerk (z.B. das Internet) zusammenzufiihren.

Es ermdglicht den Datenaustausch zwischen zwei beliebigen Netzwerkteilnehmern, die jeweils in beliebigen Einzelnetzwerken integriert sein
kénnen (vgl. Bild 1). Die physikalische Ausfiihrung der Netze oder der Ubertragungswege (Ethernet, DSL, ISDN, etc.) spielt hierbei keine Rolle.
Geeignete Netzwerkknoten (Router, Modems, Bridges) verbinden dabei die Netze physikalisch und in den meisten Fallen auch logisch miteinander.
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Bild 1: Zusammenflihrung von Einzelnetzen zu einem Gesamtnetzwerk

2.1.1 Datenaustausch bei Webkommunikation

Soll in der Bedienoberflache am PC eine Seite der IP-Zentrale geladen werden, erzeugt der Browser (Client) eine HTTP-Anfrage an den Webserver.
Die IP-Zentrale beantwortet die Anfrage und Ubertragt die angeforderte Seite als HTML-Datei, die am PC durch den Webbrowser in Text, Grafik
und Design dargestellt wird (vgl. Bild 2). Die Inhalte der HTML-Seiten sind u.a. dynamisch abhangig vom Zustand der KNX / EIB Datenpunkte.

PC HTTP IP-Zentrale

Y

II =—————————— NTTP-Request

- ~— HTTP-Response + HTML-Webseite

Bild 2: Client - Server-Prinzip bei Webkommunikation mit HTTP-Protokoll

2.1.2 IP-Adressen

Damit der Webclient den Webserver ansprechen und dessen Dienste in Anspruch nehmen kann, benétigt der Webbrowser die IP-Adresse des
Servers. Jeder Teilnehmer in einem Einzelnetzwerk besitzt eine eigene und eindeutige IP-Adresse. Diese Internet-Adresse ist ein 32 Bit Wert, der
zur besseren Lesbarkeit immer in Form von vier durch Punkte getrennten Dezimalzahlen (8 Bit Werten) angegeben wird. Diese Darstellung nennt
man Dot-Notation. Hier ein Beispiel einer moglichen IP-Adresse der IP-Zentrale: 192.168.1.100 .

Die Internet-Adresse unterteilt sich zur Unterscheidung der einzelnen Netzwerke in Net-ID und Host-ID. Die Net-ID adressiert das Netz und die
Host-ID adressiert den Netzteilnehmer (z.B. PC oder IP-Zentrale). Ahnlich sind auch Telefonnummern aufgebaut. Auch hier unterscheidet man
zwischen Vorwahl und Teilnehmerrufnummer.

Ob der Empfanger, zu dem eine Netzwerkverbindung aufgebaut werden soll, im gleichen Einzelnetzwerk wie der Sender zu finden ist, erkennt
man an der Net-ID. Stimmt dieser Teil der IP-Adreesse bei Sender und Empféanger tberein, befinden sich beide Kommunikationspartner im selben
Netzwerk. Stimmt er nicht Uberein, befindet sich der Empfanger in einem anderen Netzwerk. Welcher Teil der IP-Adresse zur Net-ID und welcher
zur Host-ID gehdrt, hangt von der GréBe des Einzelnetzes (Subnetz) ab und wird im Wesentlichen von der Subnetzmaske bestimmt.

Die Subnetzmaske ist genau wie die IP-Adresse ein 32 Bit Wert, der auch in Dot-Notation dargestellt wird. Betrachtet man die Subnetzmaske in
binérer Schreibweise, ist der Anteil der Net-ID mit Einsen und der Anteil der Host-ID mit Nullen aufgefilllt (vgl. Bild 3).

Dot-Notation 255 . 255 . 255 . 0
binare Darstellung 11111111 11111111 11111111 00000000
! Net-ID ‘ Host-ID 1
32 8 0

Bild 3: Bit-Aufbau und Notation der Subnetzmaske (Beispiel)

Bei jedem zu verschickenden Datenpaket vergleicht der Sender die eigene IP-Adresse mit der des Empfangers. Hierbei werden die Bits der
Host-ID tber den mit Nullen aufgeflillten Teil der Subnetzmaske ausgeblendet. Sind dabei die ausgewerteten Bits beider IP-Adressen identisch,
befindet sich der anzusprechende Netzteilnehmer im selben Subnetz (vgl. Bild 4). Unterscheidet sich auch nur ein einziges der ausgewerteten Bits,
befindet sich der gewahlte Netzteilnehmer nicht im selben Subnetz (vgl. Bild 5). In diesem Fall muss das Datenpaket zur weiteren Vermittlung ins
Zielnetzwerk — wie z.B. das Internet — dem Gateway (z.B. Router) (ibergeben werden. Aus diesem Grund benétigt die IP-Zentrale auch die
IP-Adresse des Gateways.

Subnetzmaske 255 255 255 . 0

(11111111 11111111 11111111_00000000
IP-Adresse Sender: 172.16.235.22 10101100 00010000 11101011
IP-Adresse Empfanger: 172.16.235.15 10101100 00010000 11101011

Bild 4: Sender und Empfanger im selben Subnetz (Beispiel)
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Subnetzmaske 255 . 255 . 255 . 0

(11111111 11111111 11111111 00000000

IP-Adresse Sender: 172.16.235.22 10101100 00010000 11101011
IP-Adresse Empfanger: 172.16.232.15 10101100 00010000 11101000

Bild 5: Sender und Empfanger in verschiedenen Subnetzen (Beispiel)

Wenn keine Internetverbindung erforderlich ist (Kommunikationspartner nur im Subnetz), dann kann die IP-Adresse des Gateways unber(icksichtigt
bleiben (0.0.0.0 oder leeres Eingabefeld).

2.1.3 DHCP

Wie im vorherigen Abschnitt beschrieben, benbtigt die IP-Zentrale zur Kommunikation mit anderen Netzwerkteilnehmern deren IP-Adresse,

die eigene Subnetzmaske und ggf. die IP-Adresse eines vorhandenen Gateways. Prinzipiell kdnnen diese Adressen bei der Inbetriebnahme der
IP-Zentrale vorgegeben und in die Geratekonfiguration eingetragen werden. Der Netzwerkadministrator muss dazu die Informationen dem
Betreiber oder dem Installateur der IP-Zentrale Ubergeben.

In groBeren Netzwerken bringt dieses Verfahren allerdings schnell ein hohes MaB an Konfigurations- und Verwaltungsaufwand mit sich.

Nicht nur aus diesem Grund bietet sich in vielen Fallen die Verwendung von DHCP (Dynamic Host Control Protocol) an.

Mit DHCP kénnen Netzwerkeinstellungen der einzelnen Endgeréte, wie beispielsweise die bendtigten IP-Adressen, automatisch, einheitlich abge-
stimmt und zentral konfigurierbar vorgegeben werden. Fir die Nutzung von DHCP wird im Netzwerk mindestens ein DHCP-Server benétigt, der
die Konfigurationsdaten flir einen vorgegebenen IP-Adressbereich verwaltet. DHCP-fahige Endgeréte, wie z.B. die IP-Zentrale, fragen bei jedem
Booten (Einschalten der Versorgungsspannung) vom DHCP-Server ihre IP-Adresse und die dazugehdrigen Parameter wie Subnetzmaske und
Gateway-Adresse ab.

Moderne Router, wie sie beispielsweise zur Anbindung eines Einzelnetzes an das Internet bendtigt werden und relativ hdufig auch in Verbindung
mit DSL-Anschllssen im privaten Bereich eingesetzt werden, verfligen in der Regel bereits tber einen DHCP-Server. Dadurch bietet sich die Ver-
wendung von DHCP auch bereits in kleineren Netzwerken an. Bei der IP-Zentrale ist die Verwendung von DHCP werksseitig aktiviert und default
konfiguriert. Auf diese Weise ist die Integration der IP-Zentrale auch in gréBere Netzwerke Plug-and-Play einfach.

AutolP bei DHCP:

In einigen Féllen kann es sein, dass sich die IP-Zentrale, wenn sie mit dem Netzwerk physikalisch verbunden ist, durch DHCP eine Netzwerk-
konfiguration laden soll, jedoch kein DHCP-Server ansprechbar ist. In diesem Fall weist sich die IP-Zentrale selbst eine IP-Adresse aus einem
vordefinierten AutolP-Bereich zu und startet mit der selbst zugewiesenen Adresse neu. Dabei priift die IP-Zentrale, ob die Adresse nicht bereits
von einem anderen Netzwerkteilnehmer verwendet wird. Die folgenden Werte werden bei AutolP gesetzt:

IP-Konfiguration Wertebereich / Wert

|P-Adresse 169.254.x.y

Subnetzmaske 255.255.0.0

IP-Adresse Gateway 0.0.0.0 (nicht eingestellt / kein Gateway vorhanden)
DHCP deaktiviert

Der Host-ID Teil der IP-Adresse (x, y) ist zufallig gewahlt. Die AutolP-Konfiguration behalt solange Gultigkeit, bis dass die IP-Zentrale neu bootet
(Wiederkehr der Versorgungsspannung). Ein DHCP-Server wird grundsétzlich nur einmal wéahrend des Bootvorgangs gesucht.

Hinweis zu AutolP:

Wahrend der Inbetriebnahme kénnen im Netzwerk installierte IP-Zentralen Giber das Inbetriebnahmetool "Gateway Browser" gefunden und
lokalisiert werden. Dabei bedient sich das Tool einem UDP Broadcast-Service, auf den alle IP-Zentralen einmal mit deren IP-Adressen antworten
(weitere Informationen im Kapitel "4. Inbetriebnahme”).

Bei AutolP ist zu erwarten, dass der PC, von dem die Suchanfrage gestartet wurde, und die IP-Zentralen mit verschiedenen Subnetzmasken
arbeiten, jedoch im selben Teilnetzwerk installiert sind. Damit auch bei AutolP die Antwort einer IP-Zentrale den PC erreicht, sendet die Zentrale
die Discovery-Antwort unmittelbar an den PC, ohne ein Gateway anzusprechen. Deshalb ist die Gateway-Adresse bei AutolP nicht eingestellt.
Nur auf diese Weise wird es ermdglicht, die zufallige AutolP-Adressen der IP-Zentralen zu erkennen und mit den Geréten kommunizieren zu
konnen.

2.1.4 DNS-Namensauflésung

Ein Webbrowser baut Uber die IP-Adresse eine Netzwerkverbindung zur IP-Zentrale auf. Es ist also erforderlich, die IP-Adresse der IP-Zentrale
zu kennen, mit der man kommunizieren mochte.

Im Internet existieren millionenfach verschiedene IP-Adressen. Fir den Nutzer wére der Umgang mit den vielen Adressen — sogar schon in
Kleineren Heimnetzwerken — schwierig, denn die langen Nummern sind nur auBerordentlich schwer zu merken oder gar ganzlich unbekannt.
Hier hilft das DNS (Domain Name System). Dabei werden die Zuordnungen von IP-Adressen und Domainnamen auf DNS-Servern abgelegt,
standig gepflegt und dort bei Bedarf angefragt. Das DNS ist quasi als das Telefonbuch des Internet zu verstehen.

Domainnamen sind alphanumerische Zeichenketten, die sich aus mindestens einer Top-Level-Domain (z.B. ".de" oder ".com") und einer oder
mehrerer Sub-Level-Domains zusammensetzen. Domainnamen im Internet beginnen in der Regel zusétzlich mit www (world wide web) und kenn-
zeichnen damit einen Hostnamen bei dem in der Regel Webinformationen abrufbar sind.

Es féllt nicht schwer, sich die Internetadresse www.jung.de zu merken. Hingegen ist das Behalten der zugehdrigen IP-Adresse in Dot-Notation
kaum maglich.

Der Anwender gibt also lediglich den Domainnamen des gewUinschten Ziels im Webbrowser ein. Letzterer sorgt vollautomatisch Uber das DNS
fur die Auflésung des Namens in die dazu passende IP-Adresse.
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Auch die IP-Zentrale ermdglicht dem Anwender oder dem Installateur als Systemadministrator an einigen Stellen die Eingabe von Domainnamen
anstatt direkter IP-Adressen. Aus diesem Grunde bendtigt auch die IP-Zentrale genau wie ein Webbrowser die gliltige Adresse eines DNS-Servers,
um dort die Namen anfragen zu kénnen.

Diese Adresse kann genau wie die eigene IP-Adresse, die Subnetzmaske oder die Gateway-Adresse entweder 'manuell’ in der IP-Geréte-
konfiguration angegeben oder durch DHCP zugeteilt werden.

Gultige IP-Adressen flir DNS-Server erhélt man vom Netzwerkadministrator oder vom zustandigen Internet-Serviceprovider (ISP).

In einigen Féllen sind Mini-DNS-Server bereits im Internet-Router des eigenen Netzwerkes integriert. Das hangt jedoch vom verwendeten Router
ab. In diesen Féllen ist die Adresse des DNS-Servers gleich der Adresse des Standard-Gateways.

2.1.5 PPP - Die Modemverbindung

Das PPP (Poaint-to-Paint Protocol) ist ein Protokoll zur Steuerung einer Datenkommunikation Uber die Telefonleitung (zumeist (iber analoge Modem
oder ISDN). Es erméglicht die Ubertragung verschiedenster Netzwerkprotokolle, u.a. auch TCP/IP, und erlaubt somit auch die Anbindung an das
Internet. Voraussetzung flir einen Internetzugang ist, dass man ein gliltiges Benutzerkonto bei einem Serviceprovider (ISP) angemeldet hat.

Um Uber PPP eine Internetverbindung aufzubauen, ist eine Telefoneinwahl zum Serviceprovider erforderlich. Dazu wird eine Telefonnummer ange-
geben und gewéhit. Bei bestehender Verbindung erfolgt eine Zugangslegitimierung, indem ein Benutzername und ein Passwort abgeglichen wird.
Nach erfolgreicher Einwahl kdnnen Daten zum Internet gesendet oder vom Internet empfangen werden.

Auch die IP-Zentrale ermdglicht die Interneteinwahl durch ein Modem. Wird in Abhé&ngigkeit der Anschlussvariante ein Modem zur Datenkommu-
nikation verwendet, missen in die Geratekonfiguration die Daten des Benutzerkontos beim ISP eingetragen werden.

Zusétzlich bietet die IP-Zentrale die Mdglichkeit, die Modemverbindung auf Funktion zu prifen. Dazu wird ein Zyklusintervall angegeben, nach
dessen Ablauf die IP-Zentrale eine Verbindung zu einem vorgegebenen SMTP-E-Mail-Server aufbaut. Bei der Priifung werden keine E-Mails
versendet. Die Kommunikation mit dem SMTP-Server stellt lediglich sicher, ein gultiges Ziel im Internet ansprechen zu kénnen. Wird ein Kommu-
nikationsfehler erkannt, weil beispielsweise das Modem nicht angeschlossen ist oder die Telefonleitung eine Stdrung hat, setzt die IP-Zentrale das
Modem intern zurlick und beendet eine Verbindung. Somit wird ein stérungsfreier Betrieb gewahrleistet. Die Priifung erfolgt nur dann, wenn bereits
eine Datenverbindung zum Internet tber das Modem besteht.

Es ist zu beachten, dass auch bei einer Modemverbindung zum Internet durch den Serviceprovider eine Internet-Adresse zugewiesen wird.

Wenn keine Standleitung verwendet wird ist diese IP-Adresse haufig dynamisch zugeteilt, sie &ndert sich also bei jeder Einwahl. Im Gegensatz

zu einer Internetverbindung tber LAN und einem Router ist die IP-Adresse bei einer Modemverbindung in der Regel nicht offen einsehbar und
deshalb unbekannt.

Hier empfiehlt sich die Verwendung eines Verzeichnisservers im Internet. Ein Verzeichnisserver verflgt stets Uber eine feste Adresse oder Domain.
Mehr Hinweise zur Erreichbarkeit der IP-Zentrale aus dem Internet sind im Kapitel "2.1.8 Internet-Kommunikation und dynamische Internet-
Adressen" nachzulesen.

2.1.6 SNTP - Das Zeitprotokoll im Netzwerk

Das SNTP (Simple Network Time Protocol) ist ein Standardprotokoll zur Zeit- und Datumsynchronisation tber Netzwerke. Das SNTP ist in das
TCP/IP eingebunden, sodass auch NTP-Zeitserver im Internet angesprochen werden kénnen.

Ein Zeitserver halt — meist durch ein sehr genaues Zeitnormal gesteuert - die aktuelle Uhrzeit sekundengenau und das aktuelle Datum nach.
Durch eine SNTP-Anfrage bei solch einem Server kann die interne Systemuhr der IP-Zentrale gestellt und somit synchronisiert werden.

Die IP-Zentrale benétigt die IP-Adresse eines beliebigen Zeitsevers (vorzugsweise ein Server in der selben Zeitzone), um die SNTP-Anfrage
absetzen zu kénnen. Alternativ kann ein zweiter Server vorgegeben werden, falls der erste nicht ansprechbar ist. Default sind zwei IP-Adressen
von im Internet vorhandenen Zeitservern in die Gerétekonfiguration eingetragen. Prinzipiell kénnen jedoch auch andere Server vorgegeben werden
—auch z.B. Zeitserver in einem firmeneigenen Netzwerk.

Nach Ablauf eines parametrierbaren SNTP-Abfrageintervalls und beim Booten versucht die IP-Zentrale, den oder die vorgegebenen Zeitserver
anzusprechen. Gelingt dies aus irgendwelchen Griinden nicht, wird die interne Systemuhr nicht gestellt. Die Uhr 18uft in diesem Fall jedoch mit
der zu erwartenden Gangabweichung weiter. Erst nach Ablauf des Abfrageintervalls versucht die IP-Zentrale erneut, die Zeit und das Datum zu
synchronisieren.

Alternativ oder zusatzlich zu SNTP kann die interne Uhr der IP-Zentrale (ber das Webinterface (Browseroberflache) manuell gestellt werden.
Auch ist eine Synchronisation Uber den KNX méglich.

2.1.7 SMTP und POP - Die E-Mail

E-Mail ist ein Dienst in Computernetzwerken (vor allem im Internet), der es erlaubt, elektronische Nachrichten zwischen einem Sender und einem
oder mehreren Empféngern auszutauschen. E-Mail ist neben dem World Wide Web der derzeit am haufigsten genutzte Dienst des Internets.

Im Gegensatz zu vielen anderen Anwendungen im Internet oder im LAN ist das Versenden von E-Mails ein Vorgang, bei dem keine direkte
Verbindung zwischen Sender und Empfanger besteht. Um von der Zeit und von einer permanenten Verbindung unabhéngig zu sein, benétigt der
E-Mail-Empfénger ein Postfach (Mailbox) auf einem Mailserver, in dem eingehende Nachrichten abgelegt werden. Analog setzt der Sender einer
E-Mail die elektronische Post an die Mailbox des Empféangers ab. Dazu bendtigt auch der Absender ein gultiges E-Mail-Postfach.

Der Weg einer E-Mail vom Absender zum Empfénger besteht aus zwei Teilabschnitten, auf denen der Transport Uber unterschiedliche Protokolle
geregelt wird.

Das SMTP (Simple Mail Transfer Protocol) steuert den Versand einer E-Mail vom E-Mail-Client (E-Mail Programm auf einem PC oder die
IP-Zentrale) zum Mailserver des Empféngers. Hat die E-Mail das Zeil erreicht, wird sie im Postfach des Empféngers abgelegt und bleibt dort
solange liegen, bis sie vom Empfanger abgeholt wird.

Um nun eingetroffene E-Mails aus dem Postfach abzuholen, kann sich der Empfanger dem POP (Post Office Protocol) bedienen. Der Empfanger
wird dabei nicht Uber eingegangene E-Mails informiert. Er muss sein Postfach selbststéndig auf neue E-Mail Uberprifen. Heutzutage wird die dritte
Version des Post-Office-Protokolls benutzt, kurz POP3.

Eine E-Mail-Adresse setzt sich stets aus dem Postfachnamen und der Zieldomain zusammen. Als Trennzeichen steht das "@" zwischen diesen
Bestandteilen. Da die beiden Protokolle SMTP und POP3 in das TCP/IP eingebunden sind, muss auch hier eine Namensaufldsung durch den
vorgegebenen DNS-Server erfolgen, damit zur Adressierung die IP-Adresse bekannt ist.
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Auch die IP-Zentrale ist in der Lage, Ereignismeldungen per E-Mail zu versenden. Wenn diese Funktion benutzt wird, muss der Betreiber der
IP-Zentrale Uber ein gliltiges E-Mail-Postfach verfligen und die Adresse seines SMTP-Servers in die Gerétekonfiguration der IP-Zentrale eintragen.
Einige Serviceprovider fordern aus Sicherheitsgriinden beim Versenden von E-Mails (iber SMTP zu Beginn der Kommunikation eine Authentifi-
zierung des Absenders. In der Regel wird dabei verlangt, dass vor dem E-Mail-Versand einmal das eigene Postfach per POP abgerufen wird.

Da POP auch die Ubertragung eines Benutzernamens und eines Passwortes erfordert, kann auf diesem Weg eine Benutzerauthentifizierung
erfolgen. Die IP-Zentrale bietet deshalb die Mdglichkeit, zum Versenden von E-Mail auch POP-Zugangsdaten in die Gerétekonfiguration einzu-
geben.

Die SMTP- und POP-Server-Adressen als auch die erforderliche Authentifizierung und die Zugangsdaten werden vom Serviceprovider des
E-Mail-Zugangs mitgeteilt oder sind dort anzufragen.

21.8 Internet-Kommunikation und dynamische Internet-Adressen

2.1.8.1 Internet-Anbindung

In vielen Anwendungen ist es reizvoll oder erforderlich, die IP-Zentrale und somit seine KNX Geb&udeautomation tber das Internet zu steuern oder
Anlagenzustande zu visualisieren.

Ereignisse im Haus oder in der Wohnung lassen sich so per E-Mail auf das Handy oder auf den Pocket-PC Ubertragen. Im Wochenendhaus wird
auf Knopfdruck die Heizung auf Komforttemperatur eingeregelt und ein Stromausfall zu Hause wird auch im Urlaub erkannt, sodass die Nachbarn
einschreiten kdnnen. Und das sind nur einige Beispiele méglicher Uberwachungs- und Steuerungsfunktionen, die die IP-Zentrale bietet (vgl. Bild 6).

Internet

2¢

das Wochenendhaus

im Buro

Bild 6: Steuerung und Uberwachung einer KNX Anlage (iber das Internet

Es gibt verschiedene Mdglichkeiten, das gesamtes lokale Netzwerk oder auch die IP-Zentrale allein an das Internet anzukoppeln. Die Beschrei-
bung der Anschlussvarianten der IP-Zentrale in dieser Dokumentation zeigt die gebrauchlichsten Anschluss-Methoden. Ein lokales Netzwerk wird
in der Regel Uber einen Router oder Proxyserver in Verbindung mit einem DSL-Anschluss mit dem Internet verbunden. Diese Methode hat sich
heute sehr stark im privaten Bereich etabliert. In mittleren oder groBen Firmennetzwerken werden auch Internet-Standleitungen - haufig auf ATM-
Basis - zu diesem Zweck betrieben.

Eine andere traditionelle Alternative — in der Regel in Verbindung mit analogen oder ISDN-Telefonanschliissen - ist eine Internetanbindung tber ein
Modem. In diesem Fall ist eine Telefoneinwahl zum Serviceprovider (ISP) erforderlich und es fallen Telefongebiihren und ggf. Onlinekosten an.

Bei einer LAN-basierten Internetverbindung sind immer haufiger Flatrate-Tarife vornanden, die eine sténdige Verbindung zum Internet ermdglichen.
In jedem Fall wird dem 'Internet-Anschluss' durch den Serviceprovider eine eigene und im Internet einmalige IP-Adresse zugeteilt. Egal also wie
der Internet-Anschluss ausgefihrt ist (DSL-Router, Modem, etc.) existiert fiir den Anschluss immer mindestens eine 6ffentliche IP-Adresse.

Von auBen ist das Netzwerk nur Uber die eine (oder wenigen) 6ffentliche(n) IP-Adresse(n) ansprechbar.

2.1.8.2 NAT - Die Adressumsetzung

Offentliche IP-Adressen werden immer knapper, da es immer mehr Internet-Anschliisse gibt. Deshalb geht man den Weg, dass man kleinere
Einzelnetzwerke (z.B. das LAN zu Hause oder in der Firma) mit einem eigenen IP-Adressraum (eigene Net-ID; vgl. Kapitel "2.1.2 IP-Adressen") an
das Internet ankoppelt. Router (als eigensténdige Hardware oder als Software auf einem PC) haben dabei die Aufgabe, die aus dem Internet
empfangenen Datenpakete auf die Netzwerkteilnehmer in lokalen Netzwerk und in umgekehrte Richtung zu leiten (zu 'routen' / vgl. Bild 7).
Router koppeln somit zwei Netzwerkbereiche auf Protokollebene miteinander und arbeiten in der Regel medienunabhangig, sodass die Schnitt-
stellen eines Routers an verschiedene Medien (Ethernet, DSL, ISDN, etc.) angeschlossen sein kénnen.
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Bild 7: Kopplung eines lokalen Netzwerkes mit privaten IP-Adressen an das Internet durch einen Router

Computer im Internet sind in der Lage, das lokale Netzwerk (iber die 6ffentliche IP-Adresse des Routers anzusprechen. Die einzelnen IP-Adressen
der Netzwerkkomponenten im LAN sind im Internet nicht bekannt. So auch nicht die private IP-Adresse der IP-Zentrale. Diese Eigenschaft ist auch

ein wichtiger Sicherheitsaspekt!

Um die IP-Zentrale als Webserver aus dem Internet heraus ansprechen zu kénnen, muss der Router nun die fir den Webserver bestimmten
Datenpakete an die IP-Zentrale weiterleiten (im Beispiel aus Bild 7 muss die 6ffentliche IP-Adresse "80.153.161.63" in die private "192.168.2.102"

umgesetzt werden).

Zu diesem Zweck bedient man sich der NAT (Network Address Translation).

Die NAT ist in Computernetzen ein Verfahren, um eine IP-Adresse in einem Datenpaket durch eine andere zu ersetzen. Haufig wird diese Funktion
benutzt, um private IP-Adressen auf 8ffentliche IP-Adressen an einem Ubergang zwischen zwei Netzen abzubilden.

Zum Anderen dient die Umsetzung der Datensicherheit, weil die interne Struktur des Netzes nach auBen hin verborgen bleibt (Security through

Obscurity).

Zusatzlich bietet NAT bei einer Weiterleitung von Datenpaketen die Mdglichkeit, auch die Portadressen weiterzuleiten oder umzuschreiben,

falls erforderlich.

"Was sind Portadressen ?" ...

Ports sind Adresskomponenten, die in Netzwerkprotokollen eingesetzt werden, um Datenpakete den richtigen Diensten (Protokollen)
zuzuordnen. Die Portnummer ist 16 Bit groB, d.h. sie kann Werte von 0 bis 65535 annehmen. Bestimmte Applikationen verwenden
fest zugewiesene und allgemein bekannte Portnummern. Sie liegen Ublicherweise zwischen 0 und 1023, und werden als well known
Ports bezeichnet (z.B. HTTP Port 80, FTP Port 21). Zwischen Port 1024 und 49151 befinden sich die registrierten Ports.

Diese kénnen bei Bedarf von Anwendungsherstellern fir eigene Protokolle registriert werden, &hnlich wie Domainnamen.

Die restlichen Ports bis Portnummer 65535 sind so genannte dynamische und/oder private Ports. Diese lassen sich variabel einsetzen,
da sie nicht registriert und damit keiner Anwendung zugehdrig sind.
FUr bekannte Portnummern kann die Angabe der Portadresse entfallen, da sie fir gewdhnlich durch das verwendete Protokoll
vorgegeben wird. So ist es z.B. nicht erforderlich, hinter einer HTTP-Internet-URL die Portadresse anzugeben.

Eine Angabe (":

+ "Portnummer") ist aber optional moglich: "http://www.xyz.de:80".

Werden bei NAT auch die Port-Nummern umgeschrieben, spricht man dabei von Maskieren oder PAT (Port Address Translation). Ein Umschreiben
ist beispielsweise dann erforderlich, wenn man im privaten Netzwerk zwei Webserver betrieben mdchte. So kann beispielsweise der 6ffentliche
Standard-HTML-Port 80 auf die IP-Zentrale und ein anderer Port (z.B. 8080) auf den zweiten Webserver umgesetzt werden. Beide Webserver

werden intern Uber Port 80 angesprochen (vgl. Bild 8).

Um mit HTTP auf die IP-Zentrale zugreifen zu kénnen, missen die Datenpakete mit Webinhalt stets auf den Port 80 der IP-Zentrale umgeleitet
werden. Ein Umleiten weiterer Ports ist flr den Betrieb der IP-Zentrale nicht erforderlich.
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Bild 8: Umsetzung einer 6ffentlichen IP-Adresse in eine private mit Portweiterleitung bei Webzugriff auf die IP-Zentrale

Wie NAT bei dem verwendeten Router eingeschaltet und konfiguriert wird, ist der Dokumentation des entsprechenden Gerates zu entnehmen.
Haufig wird die Funktion auch als "virtueller Server" bezeichnet.

2.1.8.3 Dynamische IP-Adressen - Das DynDNS

Jedem Daten-Anschluss, der eine Verbindung mit dem Internet erméglicht, wird vom Serviceprovider (ISP) mindestens eine éffentliche IP-Adresse
zugewiesen. Man unterscheidet Internet-Anschliisse, die statische Verbindungen aufbauen und Uber stets die selbe 6ffentliche IP-Adresse
ansprechbar sind und dynamische Verbindungen, denen nur temporér gllltige 6ffentliche IP-Adressen zugewiesen werden.

Statische IP-Adressen sind flr Firmennetzwerke oder permanente Internetauftritte interessant. Dabei kann das Internet die Funktion einer Stand-
leitung Ubernehmen.

Dynamische IP-Adressen kommen bei den meisten privaten Internet-Zugéngen — haufig auch in Verbindung mit DSL - zur Anwendung.

Der Serviceprovider weiBt dem Anschluss bei jeder Internet-Einwahl eine passende IP-Adresse zu. Der Vorteil dieser dynamischen Zuweisung von
Adressen liegt u.a. darin, dass auf diese Weise der weltweite Vorrat an glltigen IP-Adressen weiterhin gewahrt bleibt.

In einigen L&ndern - so auch in Deutschland - gibt es bei dynamischen Internet-Anschliissen zur Zeit noch eine gesetzliche Bestimmung, die den
Serviceprovider zwingt, nach maximal 24 Stunden auch bei permanentem Datenaustausch die Internet-Verbindung zwangsgesteuert zu trennen.
Dadurch wird mindestens einmal am Tag die IP-Adresse des Anschlusses gewechselt. Direkte Wiedereinwahl nach einer automatischen Trennung
ist in der Regel problemlos mdglich.

Das automatische Wechseln der &ffentlichen IP-Adresse ist ein Nachteil, wenn man im privaten Netzwerk einen eigenen Webserver, der aus dem
Internet erreichbar sein soll, betreiben mdchte. Die IP-Zentrale kann ein solcher Webserver sein. Die IP-Zentrale im eigenen Netzwerk ist Uber das
Internet nur dann erreichbar, wenn man die zugeteilte IP-Adresse kennt.

Uber das DNS kann eine in den Webbrowser eingegebene Internet-URL "http://www.xyz.de" in die zugehdrige IP-Adresse aufgeldst werden

(vgl. "2.1.4 DNS-Namensaufldsung”). Auf diese Weise kénnen sich die IP-Adressen &ndern, ohne dass sich der Domainname mitandert.

Eine Anderung der IP-Adressierung erfolgt auf diese Weise im Hintergrund, ohne dass der Anwender dartiber informiert wird oder wissen muss.
Zur Adressierung muss der DNS-Server Uber die jeweils giltige IP-Adresse in Kenntnis gesetzt werden. Der DNS-Server benétigt also die Infor-
mation, wann die Adresse sich andert und welche Adresse nun aktuell ist. Genau dazu kann man das DynDNS (Dynamic Domain Name System)
verwenden.

Bei Verwendung von DynDNS gleicht ein spezielles Client-Programm bei jeder Einwahl ins Internet oder zyklisch unmittelbar die aktuelle éffentliche
IP-Adresse mit dem DynDNS-Server ab. Das Client-Programm wird fur gewdhnlich auf einem PC im lokalen Netzwerk installiert oder ist - als
bevorzugte Losung in Verbindung mit der IP-Zentrale — direkt im verwendeten Router vorhanden.

Es existieren verschiedene freie und kostenlose DynDNS-Server weltweit. Der bekannteste Serverdienst ist wohl "www.dyndns.com” (englisch-
sprachig). Damit man DynDNS nutzen kann, muss auf einem DynDNS-Server ein Benutzerkonto eingerichtet sein. Ein dort registrierter Benutzer
entscheidet sich flr eine der vorgegebenen Domains, unter dieser sein Internet-Anschluss erreichbar sein soll.

Fortan ist der Internet-Anschluss unter der registrierten DynDNS-Domain erreichbar. Eine Adressierung Uber die dynamischen IP-Adressen im
Webbrowser entféllt.

Viele im freien Markt befindliche Hardware-Router bieten eine Client-Lésung flir DynDNS an. Aufgrund den unterschiedlichen Implementierungen
und Konfigurationen wird an dieser Stelle auf die Dokumentationen der verwendeten Gerate hingewiesen. Auch fir die Beschreibung zur Anmel-
dung und Einrichtung eines DynDNS-Zugangs wird auf die jeweiligen Anbieter verwiesen.

Hinweis zur Internetkommunikation Uber ein Modem:

Auch bei einer Modemverbindung wird durch den Serviceprovider dem Anschluss eine &ffentliche Internet-Adresse zugewiesen. Im Gegensatz zu
einer Internetverbindung tber LAN und einem Router ist die IP-Adresse bei einer Modemverbindung in der Regel nicht oder nur sehr umstandlich
Uber ein Client-Programm mit einem DynDNS-Server abgleichbar.

Um aber dennoch Uber ein festes Ziel im Internet eine Verbindung mit der IP-Zentrale in einem privaten Netzwerk aufbauen zu kénnen, ohne die
dynamische IP-Adresse zu kennen, kann ein Verzeichnisserver zur Kommunikation verwendet werden. Die IP-Zentrale ist zur Verwendung mit
einem Verzeichnisserver vorbereitet.

Zu Servicezwecken lasst sich bei Verwendung eines Modems die durch den Seviceprovider zugeteilte IP-Adresse im Programm "Gateway
Browser" in der Geratekonfiguration einsehen (vgl. "4. Inbetriebnahme").
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2.1.8.4 Firewall und Sicherheitseinstellungen

Aufgrund der immer bedeutungsvoller werdenden Netzwerksicherheit, insbesondere bei Datenkommunikation mit dem Internet, werden immer
haufiger Firewalls eingesetzt. Firewalls sitzen idealer Weise an den Schnittstellen zwischen einzelnen Netzen und kontrollieren den Datenverkehr
zwischen diesen, um ungewiinschten Verkehr zu verhindern oder nur den gewtinschten Verkehr weiterzuleiten. Auf diese Weise wird die Kommu-
nikation zwischen dem lokalen Netz und dem Internet kontrolliert und gesteuert. Haufig besitzen Router oder Proxy-Server auch Firewall-Eigen-
schaften.

In der Firewall kann definiert werden, welche Datenpakete in das lokale Netzwerk eindringen durfen oder welche Daten das Netzwerk verlassen
konnen. Auch ist es mdglich, die Portweiterleitung zu beeinflussen, sodass Portadressierungen abgeblockt werden.

Wetitere Firewall-Filter erlauben die Priifung der Inhalte von Datenpaketen und die Filterung bestimmter Programmelemente wie beispielsweise in
HTML eingebundene JavaScripts.

Alternativ oder besser zusétzlich kdnnen sogenannte private Firewalls auf einem PC installiert sein. So filtern auch diese Firewalls den Datenverkehr
auf einem Computer, durch den Uber den Webbrowser auf die IP-Zentrale zugegriffen werden soll.

Gangige Webbrowser verfligen zuséatzlich Uber Sicherheitseinstellungen, die Authentifizierungen und die Ausfiihrung verschiedener Programm-
pakete beeinflussen.

Die IP-Zentrale bendtigt zum stérungsfreien Betrieb flr ihre benutzten Dienste einen 'freien Weg' durch installierte Firewalls. Aus diesem Grund
muss die IP-Zentrale als Webserver auch aus dem Internet erreichbar und durfen verschiedene Ports nicht gesperrt sein.

Generell ist zu empfehlen, die IP-Zentrale in eine DMZ (DeMilitarized Zone) der Firewall zu integrieren. Eine DMZ ist ein im privaten Netzwerk vom
restlichen LAN logisch getrennter Bereich, der 'von auBen' zugénglich ist. Die Firewall-Filterregeln flir diesen Bereich erlauben eine sichere Daten-
kommunikation mit der IP-Zentrale, sodass auf das hohe Sicherheitsmal einer Firewall nicht verzichtet werden braucht.

Uber die folgenden Ports (falls der jeweilige Dienst verwendet wird) muss die Firewall eine Kommunikation zu oder von der IP-Zentrale gewahr-
leisten:

Port-Nr. Dienst Funktion

21 FTP (TCP/IP) Programmierverbindung (ETS)

25 SMTP (TCP/IP) E-Mail (Postausgang)

53 DNS (TCP/IP) Namensauflésung von Domainnamen zu IP-Adressen
80 HTTP (TCP/IP) Webkommunikation

110 POP3 (TCP/IP) E-Mail (Posteingang)

123 NTP (TCP/IP) Zeitserver-Kommunikation (auch SNTP)

19001 Broadcast (UDP) Discovery-Service

Die IP-Zentrale Ubertragt die Inhalte ihrer Webseite auch teilweise als JavaScript. Aus diesem Grund darf eine im Netzwerk der IP-Zentrale
installierte Firewall oder eine private Firewall auf dem PC, der die IP-Zentrale bedient, die Ausflihrung von JavaScripts nicht unterbinden.

Analog missen die Sicherheitseinstellungen am steuernden Webbrowser JavaScripting erlauben.

Firewalls werden — bedingt durch ihre unterschiedlichen Einsatzzwecke — recht unterschiedlich konfiguriert. An dieser Stelle wird fir weiterfihrende
Beschreibungen der Einstellungen und Méglichkeiten auf die Dokumentation der verwendeten Firewalls verwiesen.

21.8.5 Zugriffsschutz

Ein Zugriff durch das Internet auf die IP-Zentrale erfolgt — wie in den Kapiteln zuvor beschrieben - Uber die &ffentliche IP-Adresse des Internet-
Anschlusses, an dem die IP-Zentrale entweder direkt oder Uber ein LAN verbunden ist. Prinzipiell kann jede Person, die die IP-Adresse oder den
Domainnamen kennt, das Gerat ansprechen. Eine Bedienung des Gerétes ist jedoch nicht sofort moglich.

Die IP-Zentrale verfligt Uber verschiedene Funktionen, die den Zugriff und somit den Zugang zur Weboberflache oder eine Programmierung
kontrollieren.

¢ Schutz durch Passwortauthentifizierung auf verschiedenen Benutzerebenen:
Die IP-Zentrale unterscheidet 4 Benutzerebenen, denen verschiedene Berechtigungen fest zugewiesen sind oder zugeteilt werden kdnnen
(vgl. "2.2 Konfigurations-Einstellungen").

¢ Schutz durch Vorgabe zugangsberechtigter IP-Adressen:
Die Konfiguration der IP-Zentrale ermdglicht die Vorgabe von IP-Adressen, die Zugang zum Gerat haben dirfen. Wird durch das Internet auf das
Gerét zugegriffen, kann eine nicht berechtigte IP-Adresse und somit eine nicht legitimierte Person abgewiesen werden.

¢ Schutz durch Verwendung eines Internet-Verzeichnisservers:

Ein Verzeichnisserver ermdglicht eine Internet-Kommunikation mit der IP-Zentrale, ohne dass sich ein Benutzer direkt mit der IP-Zentrale
verbindet. Damit ein nicht autorisierter Zugriff auf das Gerat und somit auf das KNX-System vermieden wird, muss sich der Internetbenutzer Gber
ein Benutzerkonto am Verzeichnisserver identifizieren.

Nur bei einer erfolgreichen Identifizierung stellt der Verzeichnisserver die Verbindung zur IP-Zentrale Gber die vorkonfigurierte Schnittstelle

(LAN oder Modem) her. Erst dann ist ein Internetzugriff auf die IP-Zentrale méglich (vgl. Bild 9).

Die IP-Zentrale ist zur Kommunikation mit einem Verzeichnisserver vorbereitet.
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Verzeichnis-Server

Bild 9: Webkommunikation (iber einen Verzeichnisserver
2.2 Konfigurations-Einstellungen

Die IP-Zentrale wird durch ein in die ETS eingebundenes Plugin konfiguriert. Der Konfigurations-Dialog erscheint, wenn das Plugin gestartet ist und
der Button "Konfigurieren" in der rechten Menlileiste betatigt wird. Alternativ kann die Gerate-Konfiguration aufgerufen werden, wenn im Kontext-
menU (Rechtsmausklick in der linken Baumstruktur-Ansicht) der Menlpunkt "Gerate Konfiguration" angewahlt oder der Button 2 in der oberen
Menlileiste angeklickt wird. Der Konfigurations-Dialog besteht aus neun Seiten mit Parametern zur Gerate-Einstellung, die in den folgenden
Unterkapiteln beschrieben werden.

2.2.1 Parameter zur "IP-Konfiguration"

Gerate Konhiguration
Modem/ntermet ] Syztemuhr ] Dizcovery Taal ] Yerzeichniz-Server ]
IP Kanfiguration ] Sicherheit ] FRP ] Pazswiiter ] Users ]
SefiennLummer |3E|E|E|E|‘| 26
Gerate Beschreibung: |IF'-ZentraIe 1

1P &d | 192 . 188 . 2 . 100
Subnet Mask: | 285 285 255 0 0
Default gateway: [ 192 188 2 . 1
DNS Server: | 167 153 . 10 . 7

Benutze Standart Parameter | Ok, | Abbrechen Ubemeshmen

Seriennummer:

An dieser Stelle wird die Seriennummer der konfigurierten IP-Zentrale angezeigt. Wenn das Gerat neu in der ETS-Projektierung angelegt und noch
keine Verbindung zu einem Gerat aufgebaut wurde, ist dieses Feld leer. Beim Laden einer vorhandenen Projektierung aus einer IP-Zentrale
erscheint an dieser Stelle die entsprechende Gerate-Seriennummer. Jede IP-Zentrale besitzt eine eigene und eindeutige Seriennummer!

Geratebeschreibung:

An dieser Stelle wird die Beschreibung des projektierten Gerats angezeigt. Die Beschreibung wird in der ETS-Geb&dude- oder Topologieansicht bei
den Eigenschaften der IP-Zentrale (Doppelklick oder Kontextmen( 'Eigenschaften') im Textfeld "Beschreibung” eingetragen. Beim Programmieren
der IP-Zentrale wird diese Beschreibung in den Speicher des Gerates ibernommen.

DHCP:

An dieser Stelle kann DHCP ein- oder ausgeschaltet werden. Wenn das Kontrollhékchen gesetzt ist, versucht die IP-Zentrale beim Bootvorgang
eine IP-Konfiguration bei einem DHCP-Server anzufragen.

st das Kontrollh&kchen abgewahlt, wird kein DHCP verwendet und die bendtigten IP-Adressen missen in den darunter liegenden Adressfeldern
eingetragen werden. Im Auslieferungszustand der IP-Zentrale ist DHCP aktiviert!
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IP-Adresse, Subnetzmaske, Standard Gateway und DNS-Server:

Wenn DHCP deaktiviert ist, miissen in diese Adressfelder die vier zur TCP/IP-Kommunikation und Namens-auflésung erforderlichen IP-Adressen
eingetragen werden. Bendtigt werden die eigene IP-Adresse der Zentrale, die Subnetzmaske des lokalen Netzwerkes, die Adresse des Standard-
Gateways (z.B: Router, Proxyserver, etc.) falls eine Internetverbindung erforderlich ist und die IP-Adresse eines verfligbaren DNS-Servers.

Eine detailliertere Beschreibung der Bedeutung dieser Adressen ist im Kapitel "2.1.2 IP-Adressen” nachzulesen.

Die IP-Konfigurationen auf dieser Seite sind nur dann erforderlich, wenn die LAN-Schnittstelle der IP-Zentrale verwendet wird.

2.2.2 Parameter zur "Sicherheit"

Gerate Konfiguration
tModem/Antemet ] Syztemubr ] Dizcovery Tool ] Verzeichniz-Server ]
IP Fonfiguration Sicherheit ] FPFP ] Pazgwiorter ] Uszerz ]

¥ Bearbeiten der zugriffsberechtigten IP-Adressen
[T Generelle Freigabe der lokalen |P-4dreszen

192.168.2.100 Liozchen

192 168 . 2 100

Benutze Standart Paraneter | 0K | Abbrechen UI_:ernehmen|

Die Konfiguration der IP-Zentrale ermdglicht die Vorgabe von IP-Adressen, die Zugang zum Gerat haben diirfen (Secure IP Adresses). Wird durch
das Internet oder Uber das lokale Netzwerk auf die Weboberflache des Gerates zugegriffen oder eine Programmierverbindung aufgebaut, kann
eine nicht berechtigte IP-Adresse und somit eine nicht legitimierte Person abgewiesen werden.

Auf dieser Konfigurationsseite kann der Zugriffsschutz eingeschaltet werden. Zusatzlich werden die IP-Adressen festgelegt, denen ein Zugriff auf
das Gerét erlaubt ist.

Der Zugriffsschutz wird durch Aktivieren des Kontrollhdkchens "Bearbeiten der zugriffsberechtigten IP-Adressen” eingeschaltet. Bei eingeschal-
tetem Schutz mussen die zugangsberechtigten IP-Adressen in das Eingabefeld eingegeben und dem Listenfeld hinzugefiigt werden.

Die eingetragenen Adressen (max. 10) miissen gliltig und auch als Netzwerkteilnehmer vorhanden sein. Andernfalls ist das Gerat nach dem
Programmieren dieser Konfiguration weder Uber das Webinterface, noch ber die Programmierschnittstelle der ETS ansprechbar!

Bei leerem Listenfeld ist der Zugriffschutz stets deaktiviert.

Dem Listenfeld hinzugefligte IP-Adressen kdnnen durch selektieren und betétigen der Schaltflache "Ldschen" entfernt werden.

Bei Aktivierung der Funktion "Generelle Freigabe der lokalen IP-Adressen” wird bei aktiviertem Zugriffschutz allen IP-Adressen des eigenen lokalen
Netzwerkes (selbe Subnetzmaske) der Zugriff auf die IP-Zentrale erméglicht.

Nicht berechtigte Zugriffe auf die IP-Zentrale werden negativ beantwortet. Webseiten werden nicht dargestellt und eine Programmierverbindung
wird mit einem Fehler abgebrochen.

Wenn zur Internetanbindung ein Verzeichnisserver verwendet wird, muss die IP-Adresse dieses Servers in das Listenfeld eingetragen werden.

2.2.3 Parameter zur Modemverbindung "PPP"

Gerate Konfiguration
Modem/Anternet ] Syzternubr ] Dizcoveny Tool ] Verzeichniz-Server ]
IP Konfiguration ] Sicherheit PPP l Pazzworter ] Uzers ]
Telefonnummer: |DD4SD1 911234567
Benutzername: |1 23456739
Bazzwot: | ””””””””

xxxxxxxx

Pazzwort-Bestatigunag: |

SMTP-Server IF:
[micht zum Mail zenden) |2-I 222715167

Priif-Intervall: 2 Minuten.

Modem trigger CLIF: |DD492351 123456

FTR/HTTF 25 Minuten,

PP DNS Server: [ 195 20 224 o7

Benutze Standart Parameter | 0K | Abbrechen | Ulgemehmen|

Die IP-Zentrale ist in der Lage, eine Internetkommunikation auch Uber eine klassische Modemverbindung (analog oder ISDN) zu realisieren.
Dazu ist die Einwahl bei einem Serviceprovider mit den passenden Zugangsdaten erforderlich. Der Modemzugang wird mit dem Point-To-Point
Protokoll (PPP) gesteuert. Die erforderlichen Verbindungsdaten und -parameter werden auf dieser Karte eingetragen.

Die PPP-Konfigurationen auf dieser Seite sind nur dann erforderlich, wenn die Internet-Datenverbindung tber ein Modem erfolgt

(kein Internet « LAN). Andernfalls kénnen die Eingabefelder, auch bei Modemverwendung nur als Internet-Trigger, leer bleiben.
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Telefonnummer:
Hier wird die Telefonnummer des Serviceproviders (ISP) zur Interneteinwahl angegeben. Die Eingabe erfolgt wie bei einer gewdhnlichen Telefon-
nummer mit Lander- und Ortsvorwahl und Anschlussrufnummer ohne Leerzeichen. Die Eingabe der Landerrufnummer ist optional.
Wenn die Landervorwahl eingegeben wird, ist die Ortsvorwahl ohne vorangestellte "0" einzutragen.

Beispiel: "004923511234567" - 0049 = Landervorwahl (Deutschland) + (0)2351 = Ortsvorwahl (weglassen der "0"))

+ Rufnummer des Anschlusses (hier: 1234567)

Befindet sich das Modem hinter einer Telefonanlage, so ist zu bertcksichtigen, dass zusétzlich die Amtsholkennziffer (meist eine "0" zu Beginn der
Telefonnummer) einzugeben ist.
Die Nummer wird vom Serviceprovider vorgegeben und ist dort ggf. anzufragen.

Benutzername:
Eingabe des Benutzernamens zur Interneteinwahl. Der Benutzername wird vom Serviceprovider mitgeteilt.
Bitte GroB- und Kleinschreibung beachten.

Passwort und Passwort-Bestatigung:

Eingabe des Passworts und Passwortbestatigung zur Interneteinwahl. Das Passwort wird vom Serviceprovider mitgeteilt.

Bitte GroB- und Kleinschreibung beachten.

Die Passworter werden als *-Notation nicht im Klartext dargestellt, um Missbrauch zu verhindern.

Das Passwort muss zur separaten Bestétigung zweimal eingegeben werden. Stimmen erste und zweite Eingabe nicht Uberein, erkennt das Plugin
den Fehler und meldet die Abweichung. Bei Bestatigung schliet der Konfigurationsdialog. Es ist das Passwort erneut einzugeben und auf korrekte
Schreibweise zu achten.

SMTP-Server IP:

Die IP-Zentrale kann bei Verwendung eines Modems und bei bestehender Internetverbindung die Datenleitung Uberprifen. Dazu baut die
IP-Zentrale zyklisch eine IP-Verbindung zum angegebenen SMTP-Server auf.

Bei der Prifung werden keine E-Mails versendet. Die Kommunikation mit dem SMTP-Server stellt lediglich sicher, ein glltiges Ziel im Internet
ansprechen zu kénnen (Ping). Wird ein Kommunikationsfehler erkannt, weil beispielsweise das Modem nicht angeschlossen ist oder die Telefon-
leitung eine Stérung hat, setzt die IP-Zentrale das Modem intern zurlick und beendet die Internetverbindung. Somit bleibt die IP-Zentrale auch im
Fehlerfall im lokalen Netzwerk arbeits- und diagnoseféhig. Erst bei einem ndchsten Verbindungsversuch mit dem Internet wird die Modemkommu-
nikation erneut aktiviert.

Erfolgt die Stdrungserkennung wahrend einer aktiven Dateniibertragung (aktive Session: z.B. Ubertragung einer E-Mail oder Laden einer Web-
seite), so erfolgt prinzipbedingt innerhalb der ndchsten 25 Minuten keine Reaktion der IP-Zentrale auf HTTP-Ebene. Nach Ablauf dieser Wartezeit
werden jedoch alle in dieser Zeit eingegangenen Ereignisse oder Aktionen ausgefuhrt.

Die Eingabe der IP-Adresse des SMTP-Servers erfolgt in Dot-Notation (!l). Es ist unbedingt und immer darauf zu achten, dass eine gultige
IP-Adresse und somit ein existierender Server angegeben wird!

Im Zweifel ist die Internet-Adresse des SMTP-Servers beim E-Mail-Provider anzufragen. Die Modemprifung kann nicht deaktiviert werden.

Wird das angeschlossene Modem nur als Internet-Trigger verwendet (Datenlibertragung zum Internet Uber das LAN), so ist die Angabe eines
SMTP-Servers nicht erforderlich.

Priif-Intervall:
Die hier eingetragene Intervalizeit gibt vor, zu welchen Zeitpunkten die zyklische SMTP-Prifung der Modenverbindung erfolgen soll.
Die Einstellung "0" bewirkt eine standige Prlifung! Die Modempriifung kann nicht deaktiviert werden.

Modem trigger CLIP:
Ein an die IP-Zentrale angeschlossenes Modem kann zur Triggerung einer Internet-Einwahl 'von auBen' verwendet werden. Die IP-Zentrale
‘belauscht’ in diesem Fall die Modemschnittstelle (RS-232) auf eingehende Klingelsignale (Ring Indication). Wird ein Klingelsignal erkannt, leitet
die Zentrale eine Interneteinwahl ein.
Bei Benutzung des Modemtriggers besteht die Mdglichkeit, bei Verwendung von Modems mit CLIP-Funktion die Telefonnummer des Trigger-
anrufes zu erkennen, wenn der Telefonanschluss diese Funktion unterstitzt.
Wird an dieser Stelle eine Telefonnummer angegeben, reagiert die IP-Zentrale bei einem erkannten Trigger nur dann, wenn die per CLIP (ber-
tragene Rufnummer der eingetragenen Nummer entspricht.
Die Eingabe erfolgt wie bei einer gewdhnlichen Telefonnummer mit Lander- und Ortsvorwahl und Anschlussrufnummer ohne Leerzeichen.
Die Eingabe der Landerrufnummer ist optional. Wenn die L&ndervorwahl eingegeben wird, ist die Ortsvorwahl ohne vorangestellte "0" einzutragen.
Die Vorgabe der Landervorwahl ist abhé&ngig vom Telefonanbieter und dem Format der per CLIP Ubertragenen Rufnummer.
Beispiel: "004923511234567" - 0049 = Landervorwahl (Deutschland) + (0)2351 = Ortsvorwahl (weglassen der "0"))

+ Rufnummer des Anschlusses (hier: 1234567)
Stellvertretend flir die "00" vor der Landervorwahl kann auch das "+" angegeben werden.
Befindet sich das Modem hinter einer Telefonanlage, so ist zu beriicksichtigen, dass zusétzlich die Amtsholkennziffer (meist eine "0" zu Beginn
der Telefonnummer) einzugeben ist.

FTP/HTTP:

An dieser Stelle wird das Timeout-Inervall fir eine bestehende Internetverbindung Uiber das Modem angegeben. Werden flir die Dauer der hier
angegebenen Zeit keine HTTP- oder FTP-Daten mehr mit dem Internet kommuniziert (z.B. keine Aktualisierung von Webseiten oder deren Inhalten
mehr, keine Ubertragung von E-Malls, etc.), trennt die IP-Zentrale die Verbindung.

Die gelbe Online / Modem LED auf der Geratefront leuchtet bei einer aktiven Modemverbindung. In diesem Fall fallen in der Regel Telefon-
und/oder Onlinegebtihren an. Bei getrennter Verbindung erlischt die LED.

Bei der Einstellung "0" unterbricht die IP-Zentrale die Modemverbindung sofort, sobald die Datentibertragung beendet ist.
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6

2.2.4 Parameter zur Benutzerverwaltung "Benutzer" und "Passworter"

Gerate Konfiguration Gerate Konfiguration
Modem/|ntermet l Systemuhr l Diseovery Tool ] Werzeichnis-Server | Madem/Internet ] Systemuhr ] Discovery Toal | Verzeichnis-Server ]
IP Konfiguratio ] Sicherheit ] FFP ] Passwirter : IP Kanfiguration ] Sicherheit ] FFP : ]
Gastzugang: |Gast Sysadmin: |

Pazswort-Bestatigung; |

Gastzugang: [
USER: |Eenutzer

Pazswort-Bestatigung: |

LUSER: e
ADMIMISTRATOR |-"—\E|I‘nin Pazzwort-Bestatigung: | xxxxx

ADMIMISTRATOR | xxxxxxxx

xxxxxxxx

Pazzwort-Bestatigunag: |

Benutze Standart Parameter | Ok | Abbrechen Ubemehmen Benutze Standart Parameter | Ok | Abbrechen Ubernehmen

Auf diesen Seiten werden die Parameter flir den Geréate-Zugriffschutz definiert.

Die IP-Zentrale 18sst sich durch einen Webbrowser Uiber die Bedienoberflache ansteuern und bedienen. In Betrieb genommen wird das Geréat
durch die Programmierschnittstelle der ETS.

Damit nicht jede beliebige Person Zugriff auf die KNX Gebaudeinstallation oder die Programmierumgebung erhalten kann, werden in der
IP-Zentrale bis zu vier Benutzerebenen unterschieden. Der Zugang zu einer Benutzerebene wird jeweils durch ein separates Passwort geschitzt.

Uber die folgenden Benutzerebenen wird ein Zugriff auf das Gerét ermdglicht.

Programmierzugriff erhalt ausschlieBlich der

¢ Systemadministrator

Der Systemadministrator ist der Programmierer oder der Inbetriebnehmer der IP-Zentrale. Um Uber die ETS oder die Inbetriebnahme-Software
"Gateway Browser" einen FTP-Programmierzugriff auf das Gerét zu erhalten, muss stets das Systemadministrator-Passwort eingeben werden.
In der Regel erhélt der Systemintegrator zur Planung oder der Elektroinstallateur Rechte fiir die Systemadministration.

Zugriff auf die Web-Bedienoberflache ermdglicht der

* Administrator

Der Administrator erhélt volle Bedien- und Konfigurationsrechte in der Bedienoberflache der IP-Zentrale. Er entscheidet, welche Rechte oder
Méglichkeiten die untergeordneten Zugriffsebenen "Benutzer" und "Gastzugang" erhalten. Der Administrator sollte der Eigentiimer der Anlage oder
der Netzwerkadministrator sein.

* Benutzer

Der Benutzer ist der eigentliche Bediener der Web-Oberflache. Er erhalt Zugriff auf die elementarsten Anzeige- und Bedienstrukturen.

Fr gewodhnlich sind Benutzer Familienmitglieder oder Angestellte in einem Betrieb.

¢ Gastzugang

Der Gastzugang erlaubt 'der breiten Offentlichkeit' einen Gerétezugang auf angegebene Anzeige- und Bedienelemente. Die Einschréankung ist
soweit mdglich, dass Elemente nur noch betrachtet, nicht jedoch veréndert werden kénnen. Die den Gasten eingerdumten Rechte oder Mog-
lichkeiten werden vom "Benutzer" oder vom "Administrator" vergeben.

Definition der Namen fiir die Zugriffsebenen:

Auf der Parameterkarte "Benutzer" werden die Benutzernamen flir die drei Zugriffsebenen der Bedienung angegeben. Beim Zugriff auf die
Web-Bedienoberflache wird der Betrachter aufgefordert, sich als eine der drei Mdglichkeiten zu identifizieren. Dabei muss der selbe Name in den
Identifizierungsdialog eingetragen werden, wie in der Geratekonfiguration parametriert. Dabei ist auf GroB3- und Kleinschreibung zu achten!

Der Name flir die Systemadministration ist grundsétzlich vordefiniert als "sysadmin". Eine Eingabe ist bei einer Programmierung nicht erforderlich.

Definition der Passworter fiir die Zugriffebenen:

Die Passworter werden als *-Notation nicht im Klartext dargestellt, um Zugriffsmissbrauch zu verhindern.

Jedes Passwort muss zur separaten Bestatigung zweimal eingegeben werden. Stimmen erste und zweite Eingabe nicht Uberein, erkennt das
Plugin den Fehler und meldet die Abweichung. Bei Bestatigung schlieBt der Konfigurationsdialog. Es ist das Passwort erneut einzugeben und auf
korrekte Schreibweise zu achten. Grundséatzlich ist auf GroB3- und Kleinschreibweise zu achten!

Nur flir den Systemadmimistrator ist ein Passwort ab Werk in der IP-Zentrale voreingestellt.

Default Passwort Systemadministrator: "sysadminpw"

Dieses Passwort ist bereits bei einer ersten Inbetriebnahme anzugeben. Erst nach dem ersten Programmiervorgang wird ggf. das vorhandene
Passwort durch das in die Geréte-Konfiguration eingetragene ersetzt.

Im Auslieferungszustand sind die Passwarter flir Administrator, Benutzer und Gastzugang leer.

Die Ethernet-Ubertragung der Passwérter zwischen Inbetriebnahmeumgebung oder Web-Bedienoberflache und IP-Zentrale erfolgt im Klartext.

Hinweis zur den Benutzerebenen: In der Web-Bedienoberflache sind die verschiedenen Zugriffsebenen auf Verzeichnisebene implementiert.
Prinzipiell werden die zuganglichen Informationen oder Einstellungen Uber unterschiedliche Verzeichnisse in der Speicherstruktur angesprochen.
Auf diese Weise ist sichergestellt, dass alle Benutzerebenen logisch und funktionell gegenseitig isoliert zu betrachten sind. Ein Missbrauch wird
dadurch verhindert.
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6 2.25 Parameter fiir den Internetzugang "Modem / Internet"

Gerate Konfiguration
IP K.onfiguration Sicherheit l FFF l Pazswirter ] Users l
ModemdIntemet | Systerubr | Discovery Tool | WerzeichrisServer |

Einstellungen
Moadem-Typ:

Baudrate: |57600 hd

o Moder Ji
Maodem:-Initializierungzbefehl:
ISDM: |AT EFETM0595=1 2w 25E 2B MNP 51 55=14801

Analog: |AT&FE1 Q0RK3RD2ECTIMO

Clip Format
tademn Mame: |NDCIipMndem j

LClip format: |

Internet-Yerbindung Liber:

wia LAN |
Benutze Standard Parameater | (0] | Abbrechen

Auf dieser Seite werden die Parameter fiir den Internetzugang definiert. In Abhangigkeit der verwendeten Anschlussvariante erfolgt der Internet-
zugang entweder (iber das lokale Netzwerk (in Verbindung mit z.B. einem Router) oder mit einem an die RS-232-Schnittstelle der IP-Zentrale
angeschlossenen Modem.

Auch, wenn ein angeschlossenes Modem nur als Internet-Trigger verwendet wird, missen auf dieser Seite die passenden Modemeinstellungen
parametriert werden.

Internet-Verbindung tiber:

Dieser Parameter legt fest, (iber welche Geréteschnittstelle eine Internet-Verbindung aufgebaut wird. Bei der Einstellung "via LAN" werden die
IP-Daten an das vorgegebene Standard-Gateway und somit zum Internet geleitet. Bei der Konfiguration "via Modem" erfolgt eine Internet-
Datenkommunikation durch PPP Uber das angeschlossene Modem.

Wenn keine Internetanbindung realisiert oder gefordert ist (nur Verwendung im lokalen Netzwerk; kein Modem oder Internet-Gateway vorhanden),
dann ist die Einstellung dieses Parameters irrelevant.

Modem-Typ:
Sobald ein Modem an die RS-232-Schnittstelle der IP-Zentrale angeschlossen wird, muss hier angegeben werden, ob es sich um ein analoges
oder um ein ISDN-Modem handelt.

Baudrate:

Wenn ein Modem angeschlossen ist, muss die Ubertragungsgeschwindigkeit der RS-232-Verbindung (nicht die Geschwindigkeit der Dateniber-
tragung auf der Telefonleitung!) angegeben werden. Mégliche Einstellungen sind an die heute Ublichen Standards angelehnt (38.600, 57.600 und
115.200 Baud) und missen mit der Dokumentation des verwendeten Modems abgeglichen werden.

Moderne Geréte verfiigen haufig tiber eine automatische Baudratenerkennung, sodass im Zweifel auf die schnellste Ubertragungsgeschwindigkeit
(115.200) eingestellt werden kann.

Modeme-Initialisierungsbefehl:

Die Ansteuerung und der Datenaustausch mit dem angeschlossenen Modem erfolgt Uber international standardisierte AT-Befehle. An dieser Stelle
kann getrennt flir ein analoges oder ein ISDN-Modem der AT-Initialisierungsbefehl vorgegeben werden.

Ein Modem-Initialisierungsbefehl bestehen aus einer Kette von Zeichen und ggf. Ziffern. Sie richten das Modem fur die Kommunikation ein, legen
den Wahimodus, Wartezeiten, Erkennung des Besetztzeichens und viele andere Dinge fest. Die einzelnen Befehlszeichen kénnen zudem herstel-
lerabhangig sein.

In der Plugin-Gerétekonfiguration der IP-Zentrale ist ein Standard-Initialisierungsbefehl vorgegeben, aufgrund dessen eine Initialisierung und Steu-
erung der meisten Modems stattfinden kann. Nur in wenigen Einzelfallen muss eine Anpassung auf Grundlage der Dokumentation des Modems
durchgefihrt werden.

So ist es beispielsweise bei Nebenstellenanschliissen hinter einer Telefonanlage erforderlich, die Freizeichenerkennung am Modem abzuschalten.
Abhé&ngig von der Einstellung der Telefonanlage ist es in der Regel so, dass am Nebenstellenanschluss beim 'Abheben des Horers' ein besonderer
interner Freiton zu héren ist. Ein Modem in der Default-Konfiguration erwartet jedoch das dauerhafte Freizeichen des Telefonanbieters, so dass das
Gerét bei internem Freiton nicht wahlt. Hier kann der Initialisierungsbefehl zu Beginn mit dem Zeichen "ATX0" oder "ATX3" (anstatt "AT") verandert
werden. Dieser Befehl deaktiviert die Freizeichenerkennung im Modem.

Alternativ kann in der Telefonanlage der betroffene Nebenstellenanschluss auf eine "sofortige Amtsholung" eingestellt werden.

Modem Name:

Ein an die IP-Zentrale angeschlossenes Modem kann zur Triggerung einer Internet-Einwahl 'von auBen' verwendet werden. Die IP-Zentrale
'belauscht' in diesem Fall die Modemschnittstelle (RS-232) auf eingehende Klingelsignale (Ring Indication). Wird ein Klingelsignal erkannt, leitet
die Zentrale eine Interneteinwahl ein.

Bei Benutzung des Modemtriggers und Verwendung von Modems mit CLIP-Funktion besteht die Méglichkeit, die Telefonnummer des Trigger-
anrufes zu erkennen, wenn der Telefonanschluss diese Funktion unterstitzt.
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Nicht alle Modems unterstUtzen diese Funktionalitat. Der Parameter "Modem Name" gibt eine Auswahl gangiger Modem-Produkte vor, die eine
CLIP-Funktion haben. Wird an dieser Stelle ein Modem-Typ selektiert, wird die CLIP-Rufnummernerkennung in der IP-Zentrale aktiviert.

Die IP-Zentrale reagiert bei einem erkannten Trigger nur dann, wenn die per CLIP Ubertragene Rufnummer mit der im Parameter "Modem trigger
CLIP" auf der Parameterkarte "PPP" Ubereinstimmt. "Die Einstellung "kein CLIP-Modem" deaktiviert die Rufnummern-erkennung. In diesem Fall
werden alle eingehenden Modem-Trigger akzeptiert. Bitte auch die Beschreibung des Parameters "Clip Format" beachten!

CLIP Format:

Dieser Parameter ist ausschlieBlich anzeigend und nicht editierbar. Er zeigt das CLIP-Format des unter "Modem Name" selektierten Modems

an. Die CLIP-Implementierung im Modem ist herstellerabhéngig. Die eingehende Rufnummer wird haufig im RING-Steuerbefehl Ubertragen
(Platzhalter X).

Wird ein anderes Modem an die IP-Zentrale angeschlossen als in der Auswahl "Modem Name" angeboten, richtet sich die Einstellung des
Modemnamens nach dem CLIP-Format, das das verwendete Gerat unterstitzt. In diesem Fall ist bei "Modem Name" eine Einstellung zu wahlen,
deren angezeigtes CLIP-Format mit dem Format des angeschlossenen Modems Ubereinstimmt. Hierzu ist die Dokumentation des Modems heran-
zuziehen.

2.2.6 Parameter zur internen "Systemuhr"

Gerdte Konfiguration
IP Konfiguiation | Sicherheit ] FPF ] Passworter ] Uzers ]
Modem/Internet Systemubr ] Discovery Tool ] Yerzeichnis-Server ]
SNTF [P Adresse: | 192 . 83 . 103 . 103
Erzatz SHTP IP Adresse: | 192 . B3 103 . 104
SMTP Abfrageintervall [Std ] |8
Suternubr: |Aut0nnmnus ﬂ
Senden von Zeit und Datum; |Trigger ﬂ
-

Benutze Standart Parameter | QK | Abbrechen | Ulgemehmen|

Auf der Parameterkarte "Systemuhr" wird die Verwendung des internen RTC-Uhrenbausteins (RTC: Real Time Clock) definiert.
Weiter wird festgelegt, wie oder wann die Synchronisation erfolgt.

Die interne Uhr der IP-Zentrale unterscheidet im Wesentlichen die drei folgenden Betriebsarten

1. Autonomer Einzelbetrieb

In dieser Betriebsart arbeitet die Uhr selbststandig und unabhangig vom Bus KNX. Sie steuert bei Bedarf den Zeitplaner und die Anwesenheits-
simulation oder protokolliert mit einem Zeitstempel die Ereignismeldungen bei der IP-Zentrale. Eine Synchronisation kann entweder 'manuell' Uber
die Bedienoberflache durch Vorgabe eines Datums und der Uhrzeit oder zusétzlich durch einen Zeitserver (SNTP) erfolgen.

IP-Zentrale
|_ Anfrage
)

<

LAN / Internet
Zeitserver

Zeit / Datum

Der Parameter "Senden von Zeit und Datum" hat in diesem Fall keine Funktion! Es sind auch keine KNX Kommunikationsobjekte verfligbar.

2, Masterbetrieb

In dieser Betriebsart arbeitet die interne Systemuhr als Zeit- und Datumsgeber auf den Bus KNX und steuert — wie im Autonombetrieb — zusétzlich
die internen Funktionen der IP-Zentrale. Uber ein separates KNX-Triggerobjekt kénnen auf Anfrage Zeit und Datum auf den Bus ausgesendet
werden. Eine Synchronisation kann entweder 'manuell' Uber die Bedienoberflache durch Vorgabe eines Datums und der Uhrzeit oder zusétzlich
durch einen Zeitserver (SNTP) erfolgen.

KNX

IP-Zentrale

Zeit / Datum /(D Anfrage
Ny 1<

Trigger A4 Zeit / Datum

LAN / Internet
Zeitserver

23



IP-Zentrale Art.-Nr. IPZ 1000 REG

Im Masterbetrieb sind die folgenden KNX-Kommunikationsobjekte verfligbar:

Objektname Funktion Format Datenpunkityp
SystemClock Time senden der Uhrzeit 3 Byte 10.001 Uhrzeit
SystemClock Date senden des Datums 3 Byte 11.001 Datum
SystemClock Trigger empfangen eines Triggers 1 Bit 1.xxx boolesch

In Abhdngigkeit des Parameters "Senden von Zeit und Datum" (ibertragt die IP-Zentrale zyklisch (Einstellungen "jede Minute", "jede Stunde”,
"um 0:00", "um 0:02" und "jede Stunde und um 0:02") oder nur auf Triggeranfrage (Einstellung "Trigger") die aktuelle Uhrzeit und das Datum auf
den Bus.

3.  Slavebetrieb

In dieser Betriebsart arbeitet die interne Systemuhr als Zeit- und Datumsempfénger. Sie empféngt entsprechende Telegramme vom Bus KNX und
steuert - wie im Autonombetrieb — die internen Funktionen der IP-Zentrale. Uber ein separates Triggerobjekt (Anfrage) kann die IP-Zentrale optional
Zeit und Datum vom Bus anfordern. Eine Synchronisation kann zusatzlich entweder 'manuell’ tiber die Bedienoberfldche durch Vorgabe eines
Datums und der Uhrzeit oder durch einen Zeitserver (SNTP) erfolgen.

KNX

IP-Zentrale

Trigger Yol e Anfrage
Ry
Zeit / Datum X, | Zeit/Datum

LAN / Internet
Zeitserver

Im Slavebetrieb sind die folgenden KNX-Kommunikationsobjekte verflgbar:

Objektname Funktion Format Datenpunkityp
SystemClock Time empfangen der Uhrzeit 3 Byte 10.001 Uhrzeit
SystemClock Date empfangen des Datums 3 Byte 11.001 Datum
SystemClock Trigger senden eines Triggers 1 Bit 1.Xxx boolesch

Das Triggerobjekt ist nur bei aktiviertem Kontrolifeld "Benutze Systemuhr Aktivierung" verfiigbar! In diesem Fall fordert die IP-Zentrale zyklisch
durch ein Triggertelegramm die aktuelle Uhrzeit und das Datum vom Bus - beispielsweise von einer KNX Systemuhr oder von einer anderen
IP-Zentrale — an. Die Zykluszeit legt der Parameter "Senden von Zeit und Datum" fest (dabei ist die Einstellung "Trigger" ohne Funktion!).

SNTP- und 'manuelle' Synchronisation:

In allen Betriebsarten kann eine Synchronisation der internen Uhr auch durch einen SNTP-Zeitserver erfolgen. Bei Verwendung ist mindestens eine
IP-Adresse eines guiltigen Servers in das Feld "SNTP IP-Adresse" einzutragen. Alternativ sollte ein zweiter SNTP-Server angegeben und dessen
IP-Adresse in das Feld "Ersatz SNTP IP-Adresse" eingetragen werden. Ist der erste Server nicht zu erreichen - beispielsweise weil er wegen
Wartungsarbeiten abgeschaltet ist — dann versucht die IP-Zentrale den zweiten Server anzusprechen und Datum und Uhrzeit bei ihm anzufordern.
Es ist zu beachten, dass bei IP-Adressen, die nicht zum lokalen Subnetz gehéren, eine Internetverbindung aufgebaut wird.

In der Defaultkonfiguration sind bereits zwei bekannte SNTP-Server im Internet vorgegeben.

Andere Adressen kdnnen in der Regel beim zusténdigen Internet-Serviceprovider (ISP) angefragt werden.

In der Konfiguration der Systemuhr kann weiter ein "SNTP Abfrageintervall" parametriert werden. Nach Ablauf der hier vorgegebenen Zeit in
Stunden (voreingestellt auf "8") fragt die IP-Zentrale die aktuelle Zeit und das Datum beim Zeitserver an. Auf diese Weise erfolgt eine zyklische
Synchronisation. Beim Einschalten der Versorgungsspannung (Bootvorgang) synchronisiert die IP-Zentrale durch SNTP die interne Uhr.

Danach startet sie das Abfrageintervall. Ist der SNTP-Synchronisationsvorgang erfolglos, wird die interne Systemuhr nicht gestellt. Die Uhr 18uft in
diesem Fall jedoch mit der zu erwartenden Gangabweichung weiter. Erst nach Ablauf des néchsten Abfrageintervalls versucht die IP-Zentrale
erneut, die Zeit und das Datum zu anzufragen.

Alternativ oder zusétzlich zu SNTP kann die interne Uhr der IP-Zentrale in jeder Betriebsart Uber das Webinterface (Browseroberfldche) manuell
gestellt werden (vgl. "5. Bedienoberflache und Funktionen").

227 Konfigurationen zur Inbetriebnahme "Discovery-Tool"
Gerate Konfiguration

IF Konfiguration ] Sicherheit ] FFF ] Pazzwiarter ] Uzers ]
M odemnternet ] Syztemubr Digcovery Tool ] Werzeichniz-S erver ]

Venwendete
Netzwerkkarte: |172.10.6.102 (3Com 3C30x Ethemet Adapte ¥ |

Bitte markieren Sie daz Zielgerat fur die Inbetriebnahme

Zielgerat 183 0 254 24 0 72

Ip&ddr=172.10.7.9 SerMum=20000008 Servicel ED=off IP-2

| | ©

Benutze Standart Farameter ok | Abbrechen | Ubernehmen
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Im Konfigurationsdialog der IP-Zentrale wird die Moglichkeit geboten, die im lokalen Netzwerk installierten IP-Zentralen aufzufinden und zu identifi-
zieren. Im Zuge der Inbetriebnahme ist diese Funktion wichtig, denn die Programmierung des Gerétes erfolgt Uiber die Netzwerkverbindung des
Inbetriebnahme-PC. Dabei wird die IP-Zentrale (iber deren IP-Adresse angesprochen.

In vielen Fallen — insbesondere wenn DHCP verwendet wird — ist die IP-Adresse flir den ETS-Programmierer unbekannt. Hier hilft das Discovery-
Tool in der Gerétekonfiguration. Durch Betatigung der Schaltflache "Suchen" erzeugt das Plugin tber die Netzwerkverbindung des PC ein beson-
deres UDP-Broadcast Telegramm (UDP: User Datagram Protocol / verbindungsloses IP-Protokoll). Nur IP-Zentralen antworten auf diesen Rundruf
mit ihrer IP-Adresse und ihrer Seriennummer dem Plugin zurlick. Alle Antworten der Zielgeréte werden in der Konfiguration in einem Fenster
angezeigt. Zusatzlich erscheint an dieser Stelle die Information, ob die Programmiertaste am Gerat gedriickt wurde. Dadurch kann eine gesuchte
IP-Zentrale genau identifiziert werden. Durch selektieren des gewinschten Gerétes und Betatigung der Schaltflache "Zielgerat" wird die entspre-
chende IP-Adresse in die Gerétekonfiguration tbernommen. Weitere Informationen sind im Kapitel "4. Inbetriebnahme" nachzulesen.

2.2.8 Parameter zu einem "Verzeichnis-Server"

Gerate Konfiguration
IP* Kanfiguration ] Sicherheit ] FFF ] Pazswarter ] Uszers ]
Modemdntemnet | Systemubr | Discovey Tool  Verzeichnis-Server

W Yerzeichnis-Server venwenden

Eirmwahl-Intervall: 1d

Benutze Standart Parameter | Ok | Abbrechen |

Diese Parameterkarte konfiguriert die IP-Zentrale, falls ein Internet Verzeichnisserver verwendet werden soll. Die IP-Zentrale ist flr zukinftige
Anwendungen zur Kommunikation mit einem Verzeichnisserver vorbereitet. Auch die automatische Aufrechterhaltung einer Internet-Verbindung
(Keep Alive) kann durch den Parametersatz auf dieser Karte aktiviert werden.

Verzeichnisserver:

Ein Verzeichnisserver ermdglicht eine Internet-Kommunikation mit der IP-Zentrale, ohne dass sich ein Benutzer direkt mit der IP-Zentrale
verbindet. Damit ein nicht autorisierter Zugriff auf das Gerat und somit auf das KNX-System vermieden wird, muss sich der Internetbenutzer Uber
ein Benutzerkonto am Verzeichnisserver identifizieren.

Nur bei einer erfolgreichen Identifizierung stellt der Verzeichnisserver die Verbindung zur IP-Zentrale Uber die vorkonfigurierte Schnittstelle

(LAN oder Modem) her. Erst dann ist ein Internetzugriff auf die IP-Zentrale moglich.

Damit der Verzeichnisserver mit der IP-Zentrale kommunizieren kann, muss sich die IP-Zentrale mindestens einmal am Verzeichnisserver angemel-
det haben. Die Anmeldung erfolgt automatisch, wenn das Kontrollhdkchen "Verzeichnis-Server verwenden" aktiviert ist. In diesem Fall meldet sich
die IP-Zentrale beim Einschalten der Versorgungsspannung (Bootvorgang) einmal beim Verzeichnisserver an. Soll die Anmeldung zyklisch erfolgen,
kann zusétzlich ein "Einwahl-Intervall" in Minuten (Einstellung < "0") definiert werden. Bei der zyklischen Anmeldung am Verzeichnisserver wird
immer eine bestehende Internet-Verbindung benutzt. Es wird also zur Anmeldung keine Internet-Verbindung aufgebaut, wenn diese nicht sowieso
schon existiert.

Der zu verwendende Internet Verzeichnis-Server ist fest vorgegeben. Dessen IP-Adresse ist unveranderbar in der IP-Zentrale eingestellt.

Hinweis: Wenn zur Internetanbindung ein Verzeichnisserver verwendet wird, muss die IP-Adresse dieses Servers zusétzlich in das Listenfeld
der zugangsberechtigten IP-Adressen auf der Parameterkarte "Sicherheit" eingetragen werden. Dazu ist der Zugriffsschutz einzuschalten.
Die erforderliche IP-Adresse kann kiinftig beim Hersteller angefragt werden.

Keep-Alive einer Internetverbindung:

Auch, wenn kein Verzeichnis-Server verwendet wird, ist die Funktion der automatischen Anmeldung an einem Ziel im Internet sinnvoll und nutzbar.
Wenn die IP-Zentrale beispielsweise durch einen DSL-Anschluss mit dem Internet verbunden ist und sie auch auf diesem Weg standig erreichbar
sein soll, muss eine Automatik daftir sorgen, dass die Internetverbindung permanent zur Verfligung steht.

Beispiel: Bei privaten DSL-Anschllissen mit dynamischen IP-Adressen — auch bei Flat-Tarifen — erfolgt durch den Internet-Serviceprovider in der
Regel eine Trennung der Verbindung, wenn keine Daten mehr Ubertragen werden. Nach spétestens 24 Stunden erfolgt eine Zwangstrennung,
auch wenn noch eine Datenkommunikation zu verzeichnen ist. Damit die IP-Zentrale erreichbar bleibt, muss in solchen Fallen unmittelbar wieder
eine neue Interneteinwahl erfolgen.

Lésung: Durch Aktivierung der automatischen Anmeldung an einem Verzeichnis-Server (Kontrollhdkchen "Verzeichnis-Server verwenden"
aktivieren) kann die IP-Zentrale zyklisch ein Keep-Alive-Telegramm ins Internet senden, sodass sténdig ein Datenverkehr stattfindet und auch
nach einer Zwangstrennung durch den Serviceprovider sofort erneut eine Internetverbindung aufgebaut wird. Das Ziel im Internet (der
Verzeichnis-Server) spielt dabei keine bedeutende Rolle. Lediglich die Tatsache, dass Daten mit dem Internet ausgetauscht werden, halt die
Verbindung offen.

Wichtig dabei ist, dass die IP-Zentrale zyklisch ein Ziel im Internet anspricht. Deshalb muss ein "Einwahl-Intervall" gréBer "0" parametriert
werden. Die an dieser Stelle vorgegebene Zeit sollte kleiner eingestellt sein, als das Internetverbindungs-Timeout in den verwendeten Routern,
falls dort vorhanden und aktiviert.
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2.2.9 Defaultkonfiguration

Das Plugin der IP-Zentrale bietet die Moglichkeit, die Konfigurationseinstellungen jederzeit auf die Standardwerte zuriickzusetzen. Bei Betatigung
der Schaltflache "Benutze Standard Parameter" unten links im Konfigurationsdialog werden alle Parameter auf Defaultwerte gesetzt. Lediglich die
IP-Adressen und die eingestellte Subnetzmaske auf der Parameterkarte "IP-Konfiguration" bleiben unverandert. DHCP wird jedoch aktiviert.

3. Projektierung und ETS Plugin

3.1 Allgemeines

Damit die IP-Zentrale als Visualisierungswerkzeug und als Bedienungs- oder Steuerungseinheit einer KNX-Anlage arbeiten kann, benétigt das
Gerét genaue Informationen Uber die vorhandene KNX-Installation. Ein speziell fur die IP-Zentrale entwickeltes ETS Plugin 'Ubersetzt' die Projektie-
rungsdaten in ein gesondertes Objektmodell, welches in die IP-Zentrale geladen wird. Das Objektmodell beinhaltet alle KNX-Datenpunkte und
Parameterdaten und bildet die logische Schnittstelle zwischen dem Netzwerk und dem Installationsbus.

Zu jeder IP-Zentrale im ETS-Projekt existiert ein eigenes Objektmodell in der ETS-Datenbank.

Der Anwender bedient das durch den Systemadministrator in der ETS angelegte Objektmodell Uber die Browseroberflache und ist in der Lage,
den Zustand der verschiedenen Datenpunkte zu verdndern oder einzusehen. Ein Verdndern oder Erweitern des Objektmodells und somit der
Datenstruktur ist nur in der ETS moglich.

Das ETS Plugin der IP-Zentrale ist vollstandig in die Produktdatenbank eingebunden (kein externes Plugin). Es lasst sich sowohl in der ETS 2

ab Version 1.3 und in der ETS 3 ab Version 3.0 betreiben. Bei der ETS 3 wird das Plugin durch einen normalen Import der Produktdatenbank im
*VD3-Format installiert. Bei der ETS 2 erfolgt die Installation in zwei Schritten zun&chst durch Ausflihren des Installationsprogramms im

* EXE-Format und dem anschlieBenden Import der Produktdatenbank im *.VD2-Format.

Es wird grundsatzlich empfohlen, die letzten zur Verfligung stehenden Patches zur ETS zu installieren.

Hinweise bei Verwendung der ETS 2:

Das Plugin selbst und dadurch die gesamte Projektierungs- und Inbetriebnahmeumgebung ist im Vergleich zur ETS 3 absolut identisch.

Lediglich die Daten des Objektmodells und die Gerétekonfiguration wird bei der ETS 2 systembedingt nicht in der ETS-Datenbank abgespeichert,
sondern in einer separaten externen Datei.

ETS-Suchpfad: ETS-Symbol
Kommunikation / IP / IP-Zentrale EIB
AST-Typ 00 Hex 0 Dez No adapter used

Applikationen:

Nr. Kurzbeschreibung: Name: Version:
1 Erstellung des Objektmodells

fur die IP-Zentrale und

Geratekonfiguration. IP-Zentrale C00901 0.1

Das Plugin der IP-Zentrale wird automatisch gestartet, sobald der Parameterdialog in der ETS aufgerufen wird ("Parameter" oder "Parameter
bearbeiten”). Voraussetzung ist natiirlich, dass die IP-Zentrale als Gerat aus dem Produktkatalog in das ETS-Projekt eingefligt wurde.
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3.2 Erstellen der Gebaude- und Raumstruktur

3.2.1 Plugin starten
Beim Starten des Plugins durch Offnen der Parameteransicht in der ETS erscheint ein "Eigenschaften-Dialog” (vgl. Bild 1). In diesem Dialog werden
die Start-Optionen des Plugins definiert.
Parameter IP-Zentrale
Start Eigenschaften 1

& Laden der Daten aus der IP-Zentrale

Hirweis: Alle zwischenzeitichen Andemungen nach der letzten Inbetrisbnahme werden
ir der Datenbank iberschrieben!

|P-Adiesse; | 169. 254, 24 . 73

" Laden der Daten aus der Datenbank

Hirweis: Alle Benutzereinstellungen [2.B. im Zeitplaner] im Gerdt werden lberschrieben!

Objekt-Yerbindungen
& Verbundene Gruppenadressen priifen
¥ laschen, wenn nicht im ETS-Projekt varhanden

" Alle verbundene Gruppenadressen ldschen

-

1=

eues Projekt

171

R &ume im Projekt B
Hindemithstrale 124 ohnung 4 [0GMaohnzimmer
Hindemithstrafe 124w ohnung 4 [0G]\Kiiche
Hindemithstrafe 124w ohnung 4 [0G]\Biiro
Hindemithstrafe 12%w/ohnung 4 [0G]MWC
Hindemithstrafie 124w ohnung 4 (0GB ad

LimAmrmitlabe = 0m 1M 1 lalnins wnm d T2 D alel=Foirnrnmr h
4| | »

Bild 1: Start-Eigenschaften beim Offnen des Plugins

Durch Auswahl der folgenden drei Optionen wird bei Betatigung der Schaltfldche "OK" das Objektmodell der IP-Zentrale initialisiert

¢ Laden der Daten aus der IP-Zentrale (Voreinstellung)

Wenn eine IP-Zentrale vorhanden ist, also schon programmiert und in Betrieb genommen wurde, kann durch Auswahl dieser Start-Option das
Objektmodell, welches in der IP-Zentrale vorhanden ist, geladen werden. Das Plugin baut dazu eine IP-Verbindung zur vorgegebenen IP-Zentrale
auf und lieBt das abgespeicherte Datenmodell aus. Dieser Vorgang kann einige Zeit dauern.

Es ist zu beachten, dass das ausgelesene Objektmodell geratebezogen in der ETS-Datenbank abgespeichert wird und — wenn das Gerat nicht
neu in das ETS-Projekt eingefiigt wurde — evtl. vorhandene Daten und Konfigurationen iiberschreibt! Deshalb sind alle Anderungen, die in der
ETS-Datenbank zu einem Geréat nach der letzten Inbetriebnahme vorgenommen wurden, in diesem Fall nicht mehr herzustellen!

Damit das Plugin auch die richtige IP-Zentrale auslieBt, muss die IP-Adresse des Gerates angegeben werden.

Zusétzlich ist das System-administrator-Passwort anzugeben, damit ein Missbrauch geladener Daten verhindert wird (vgl. "2.2.4 Parameter zur
Benutzerverwaltung"). Durch Betatigung der Schaltflache "..." rechts neben der IP-Adresse kann das Discovery-Tool gedffnet werden. Dieses Tool
erleichtert das Auffinden vorhandener IP-Zentralen im lokalen Netzwerk (vgl. "4. Inbetriebnahme").

Beim Beenden des Plugins (Betétigung des Buttons "Zuriick zur ETS") werden die ausgelesenen und ggf. veranderten Daten und Geréate-
konfigurationen in die ETS-Datenbank geschrieben!

¢ Laden der Daten aus der Datenbank

Bei Auswahl dieser Start-Option wird das in der ETS-Datenbank abgespeicherte Objektmodell geladen. Dabei wird das Plugin mit dem Daten-
modell initialisiert, dass beim letzten Beenden des Plugins in der Datenbank abgelegt wurde.

Es ist zu beachten, dass beim Programmieren des Gerates Benutzereinstellungen, die vom Anwender in der Weboberflache der IP-Zentrale ein-
gestellt wurden wie beispielsweise Schaltzeiten oder Lichtszeneneinstellungen, mit den Daten aus der ETS-Datenbank iberschrieben werden.
Beim Beenden des Plugins (Betétigung des Buttons "Zurlick zur ETS") werden die ggf. verénderten Daten und Geratekonfigurationen wieder in die
ETS-Datenbank zuriick geschrieben!

* Neues Projekt

Wenn eine IP-Zentrale erstmals projektiert und in Betrieb genommen werden soll, ist diese Start-Option zu wahlen. Wenn keine weiteren Optionen
festgelegt werden, startet das Plugin mit einem leeren Objektmodell. Raume, Gewerke, Funktionsgruppen und KNX-Datenpunkte missen voll-
sténdig ‘manuell' angelegt werden.

Alternativ kdnnen durch Anklicken des Kontrollhdkchens "Standard-Funktionen erzeugen" vordefinierte Gewerke und Funktionsgruppen angelegt
werden. Diese vorinitialisierten Elemente kdnnen als Projektierungsvorlage genutzt werden und sind insbesondere bei der ersten Projektierung
einer IP-Zentrale sinnvoll und zu empfehlen.

Als weitere Alternative beim Erstellen eines neuen Objektmodells kann die Gebaudestruktur des ETS-Projektes mit in das Plugin (ibernommen
werden. Durch Aktivierung des Kontrollhékchens "Raumstruktur aus dem ETS-Projekt laden” wird das Auswahlfeld "Raume im Projekt" aktiviert.
In diesem Auswahlfenster sind alle R&ume oder Schaltschrénke aufgelistet, die im ETS-Projekt angelegt wurden. Durch Anklicken des eckigen
Kontrolifeldes vor einem Raum oder Schaltschrank, wird dieser selektiert und in das Plugin tbernommen. Maximal 16 R&ume oder Schaltschrénke
lassen sich in Summe dadurch in das Objektmodell der IP-Zentrale Ubernehmen.
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Die Benennungen der Rdume in der ETS kdnnen auch "abstrakter Natur' sein (z.B. Raum "Zentral" zum Anlegen aller Zentralfunktionen in der KNX-
Anlage).

Beim Beenden des Plugins (Betétigung des Buttons "Zuriick zur ETS") werden die Daten und Geratekonfigurationen in die ETS-Datenbank
geschrieben!

Priifen der Objekt-Verbindungen

In den Fallen "Laden der Daten aus der IP-Zentrale" und "Laden der Daten aus der Datenbank" werden auf vorhandene Objektmodelle zurlick-
gegriffen. Es werden entweder direkt aus einer vorhandenen IP-Zentrale oder aus einem in der Datenbank projektierten Gerét alle angelegten
KNX-Datenpunkte und die damit verkn(ipften Gruppenadressen ausgelesen und im Plugin eingestellt. Dabei besteht die Méglichkeit, dass ausgele-
sene Gruppenadressen zwar im Plugin, nicht aber im ETS-Projekt vorkommen oder aber deren Datenformat nicht Gbereinstimmt.

Beim Starten des Plugins kann aus diesem Grunde festgelegt werden, was mit den ausgelesenen Gruppenadressen geschehen soll (vgl. Bild 2).

Objekterhindungen
& erbundene Gruppenadressen prifen
Vv lgzchen, wenn nicht im ETS-Praojekt worhanden

" Alle verbundene Gruppenadressen [Gschen

Bild 2: Optionen zur Priifung der Objekt-Verbindungen beim Plugin-Start

Bei der Einstellung "Verbundene Gruppenadressen prifen” (Voreinstellung) werden automatisch alle ausgelesenen Gruppenadressen mit den
Adressen, die im ETS-Projekt vorhanden sind, abgeglichen. Werden im ausgelesenen Objektmodell Gruppenadressen erkannt, die selbst im
ETS-Projekt nicht existieren oder deren Datenformat nicht ibereinstimmt, dann gibt es die zwei folgenden Mdglichkeiten, diesen Konflikt zu
beseitigen:

Maglichkeit 1 - Gruppenadressen l6schen, wenn diese nicht im ETS-Projekt vorhanden sind.
In dieser Méglichkeit ist das Kontrollhdkchen "Ldschen, wenn nicht im ETS-Projekt vorhanden" (Voreinstellung) aktiviert. Die im Plugin angelegten
jedoch nicht in der ETS verwendeten Adressen werden in einem Reportfenster angezeigt (vgl. Bild 3).

Daten laden B

E % sind Widerspriiche beim aktualizieren der Daten aus der D atenbank
aufgetreten, Siehe 'Report’ fur eine detaillierte Beschreibung,

<< Repart Ok

Objekt Zluweizen 2u Gruppenadresze . Beschreibung

Schalten Sende-und Em...  1/0/2 Die Gruppenadresse 1,/0/2 zugeordnet zu Sende- und Emp
Riickmeldung Sende-und Em...  1/0/3 Der Datentyp des Objektes Sende- und Empfangzgruppena
< | +

Bild 3: Widerspruch beim Abgleich der Gruppenadressen

Im weiteren Verlauf startet das Plugin und l6scht die aufgelisteten Gruppenadressen aus dem Objektmodell. Dadurch ist der Konflikt zur ETS-
Projektierung vorerst behoben. Die betroffenen KNX-Datenpunkte bleiben angelegt und sind frei. Das Plugin 'behalt' sich jedoch, dass Gruppen-
adressen geldscht wurden und protokolliert jede geléschte Verbindung in einem Fehler-Report (vgl. "3.2.2.2 Darstellung des Objektmodells -
Kategorie (E) Fehler-Report"). Im Fehler-Report werden nochmals alle bearbeiteten KNX-Datenpunkte aufgelistet. Zusétzlich wird beschrieben,
welcher Konflikt zum ETS-Projekt bestand. Der Systemadministrator sollte jeden protokollierten Fehler priifen und ggf. das ETS-Projekt oder das
Objektmodell der IP-Zentrale anpassen und aufeinander abstimmen.

Moglichkeit 2 - Gruppenadressen beibehalten und ETS-Projekt anpassen.

In dieser Moglichkeit ist das Kontrollhakchen "Ldschen, wenn nicht im ETS-Projekt vorhanden" deaktiviert.

In diesem Fall wird das ausgelesene Objektmodell in das Plugin der IP-Zentrale ibernommen - auch die Gruppenadressen, die evtl. nicht im ETS-
Projekt vorhanden sind. Das ETS-Projekt wird um die fehlenden Gruppenadressen ergénzt (Gruppenadressen-Ansicht).

Wenn jedoch die Datenformate der ausgelesenen Adressen nicht mit den Formaten im Projekt Ubereinstimmt, dann meldet das Plugin — wie in
der Méglichkeit 1 beschrieben — einen Konflikt und 16scht die betroffenen Verbindungen. Auch hier werden im Fehler-Report alle entstandenen
Konflikte protokolliert.

Bei der Einstellung "Alle verbundenen Gruppenadressen 16schen” werden alle Verbindungen zwischen Gruppenadressen und KNX-Datenpunkten
im Plugin geldscht. In diesem Fall wird das vollstandige Objektmodell ausgelesen und rekonstruiert, die ausgelesenen Gruppenadressen werden
jedoch verworfen. Als Resultat sind alle Datenpunkte frei.

Diese Funktion ist interessant, wenn ein Datenmodell als Vorlage flir andere IP-Zentralen ausgelesen werden soll. Die Gruppenadressen kénnen
dann in jeder IP-Zentrale separat und unterschiedlich parametriert werden. Es ist allgemein zu beachten, dass beim L&schen aller vorhandenen
Gruppenadressen beim Verlassen des Plugins tber den Button "Zuriick zur ETS" die Anderung in der Datenbank gespeichert wird! Somit sind
beim Auslesen eines Objektmodells aus der Datenbank die zuvor verbundenen Gruppenadressen dadurch unwiederbringlich geléscht!
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6 Das Plugin meldet einen erfolgreichen Abgleich der Gruppenadressen beim Start, wenn keine Konflikte erkannt wurden (vgl. Bild 4).
Daten laden

Draten erfolgreich aktualisiert.

Bild 4: Alle Gruppenadressen wurden erfolgreich ausgelesen und in das Plugin eingefligt

3.2.2 Plugin-Oberflache

Das Plugin wird durch &ffnen der Parameteransicht in der ETS gestartet. Nachdem im Start-Dialog von der angegebenen Quelle ein vorhandenes
Objektmodell ausgelesen oder ein neues Modell angelegt wurde, ffnet sich die Projektierungs-Oberflache des Plugins.

Die Projektierungs-Oberflache ist in vier wesentliche Teile gegliedert (vgl. Bild 5). Jeder Teil oder das gesamte Fenster kann in seiner GréBe durch
Mausklick und ziehen beliebig gedndert werden.

Im oberen linken Teil (A) wird das Objektmodell als Baumstruktur dargestellt mitsamt den Gewerken, Rdumen, Funktionsgruppen, KNX-
Datenpunkten und VerknUpfungsfunktionen. Auch der Fehler-Report erscheint in diesem Fenster.

In dem Teilbereich darunter (B) werden die in dem ETS-Projekt angelegten und aus der Datenbank ausgelesenen Gruppenadressen gezeigt.
Eine Verbindung von Gruppenadressen zu Editierfeldern von KNX-Datenpunkten kann per Drag & Drop aus diesem Teilfenster heraus hergestellt
werden. Das Andern oder Léschen von vorhandenen Gruppenadressen im Plugin ist nicht méglich.

Das obere rechte Teilfenster (C) enthélt Parametersétze und Verbindungen von Gruppenadressen derjenigen Elemente, die im linken Fenster
angewahlt sind.

Im unteren rechten Teil (D) erscheinen Direkthilfe-Texte, die das im dariiber liegenden Fenster markierte Parameter-Element beschreiben und
Konfliktbeschreibungen des Fehler-Reports.

B IP-Zentrale i [=]E3
O L2 . ap A% =]
+ 1 Giewetke (1/16) Zuriick au ETS
=i L} Réume [1/16) Objekte (11/512) Dbiektname: [biekt
= 17} Paum Abbrechen
= 1 Gewerk/Funktionsgruppe: ity [DPT 01 2 Baolesch 1 Bl 2| =
32 Obiekt Konfigureren
= Aktual : x
i \./aﬂ;r\:::lu;gm [IVE"] Aillaens e | Inbetiishriahme
+ 019 Fehler Repot
+ R Feste Objekte
= Abbldungstest fir Wert D Abbildungstest fir Wert 1: Vatlage importieren
StandardWert Verlsge expottieren

~ EB © Intemn
(bjekteigenschatien im Brawser
I™ Unsichtbar im Browser [ nur Statusanzeige
™ Lesbar ™ Stahusshirage

A Gruppenadressen
Sende- und Emplangsgruppenadiesse:

Empfangsgruppenadiesse: [

{bemehmen
Lschen
I Leseguppenadiesse:

= 1 Bihniragequppenadiesse: 7 €

1 um die Status- ige des Objektes

Hil

=1 B3] Hauptaruppen
= B4 OHauplguppe

=2 0/0 Mittelgruppe
B8 0/0/2 Bruppenadresse D

Bild 5: Projektierungs-Oberflache des Plugins der IP-Zentrale

F1.00 02350000

3.22.1  Menii- und Servicefunktionen

Das Plugin stellt dem Systemadministrator verschiedene Menii- und Servicefunktionen zur Verfligung.

In der Symbolleiste oben links stehen verschiedene Icons zur Auswahl (vgl. Bild 6), die, analog zu den Funktions-Schaltflachen am rechten Rand
des Plugins (vgl. Bild 7), unterschiedliche Funktionen und Aufgaben erfillen.

Die einzelnen Elemente sind in den Bildern 6 und 7 durch Kennziffern unterschieden, wobei gleiche Ziffern auf identische Funktionen hindeuten.
Zusétzlich kann durch einen Rechtsmausklick ein Kontextmen( aufgerufen werden, wenn sich der Mauszeiger in einem freien Bereich im Fenster
des Objektmodells befindet (es ist kein Baumknoten angewahlt).

D |E| @ ﬁ :!: % ﬁ%rh (X) [E @ | Zuriick zur ETS | 17
12 3 4 56 7 8 9 10 11 | 13
Eonfigurieren | A

Bild 6: Icons in der MenUleiste
|nbetriebnakime | 5
Yorlage importieren | 4
Yorlage exportieren | 3

Bild 7: Funktions-Schaltflachen
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Im Folgenden werden die verschiedenen Funktionen beschrieben.

*1:1con " [ )" oder Kontextmenii Befehl "Léschen"
Diese Funktion bewirkt ein vollstandiges Riicksetzen des Objektmodells. Dabei werden alle Gewerke, Raume, Funktionsgruppen, Datenpunkte
(auch die festen der Systemuhr) und VerknUpfungen geléscht. Das Objektmodell befindet sich nach Ausfiihrung dieses Befehls im Defaultzustand.
Wenn ein neues Objektmodell beim Starten mit Standard-Funktionen initialisiert wurde, sind die dadurch default angelegten Gewerke auch nach
dem Ldschen noch vorhanden.
Die Gerétekonfiguration wird durch den Léschvorgang nicht beeinflusst (Ausnahme Systemuhr: Master- oder Slavebetrieb wird auf autonom
zurlickgesetzt).

*2lcon" E| " oder Kontextmenii Befehl "Speichern"
Diese Funktion speichert die aktuellen Daten des Objektmodells und die eingestellte Geratekonfiguration in der Datenbank der ETS.
Unabhangig vom SchlieBen des Plugins kann auf diesem Wege zur Datensicherung jederzeit ein separater Speichervorgang ausgeflihrt werden.
(Slavebetrieb wird auf autonom zuriickgesetzt).

*3:lcon" @", Funktions-Schaltflache "Vorlage exportieren" oder Kontextmenii Befehl "Vorlage exportieren"

Diese Funktion ermdglicht es, das vollstandige Objektmodell und die Geratekonfiguration in eine externe Datei zu speichern, beispielsweise als
Vorlage fur andere IP-Zentralen, oder als Backup zu sichern.
Der Daten-Export kann entweder in ein speziell fir die IP-Zentrale angelegtes binéres Format "*.ingw" oder in ein "*.XML"-Format erfolgen.
Um eine XML-Datei exportieren zu kdnnen, muss der Microsoft XML-Parser 4.0 auf dem PC installiert sein ("msxmi4.dll"). Eine entsprechende
Installation kann auf der Microsoft-Homepage (www.microsoft.com/downloads) fir Betriebssysteme ab Windows 98 heruntergeladen werden.
Das entsprechende Programmpaket ist "MSXML 4.0 Service Pack 2 (Microsoft XML Core Services)".
Hinweise zu XML:
- Beim XML-Export werden aus Sicherheitsgriinden keine Passwarter exportiert! Diese miissen nach einem Import 'manuell’ angepasst werden.
- Das Dateiformat "XML" ist im Exportdialog nicht vordefiniert angegeben. Falls ein XML-Export gew(inscht ist, muss die Dateiendung "*.xml" beim

Dateinamen selbst eingetragen werden.

* 4: Icon " )", Funktions-Schaltfliche "Vorlage importieren" oder Kontextmenii Befehl "Vorlage importieren"
Durch Ausflihrung dieser Funktion kann ein zuvor als "*.ingw" oder "*.xml" exportiertes Objektmodell inkl. Geratekonfiguration in das Plugin
geladen werden (vgl. "Vorlage exportieren" auf der Seite zuvor).
Genau wie beim Starten des Plugins wird hierbei das Plugin mit dem Geratemodell aus der Datei initialisiert. Aus diesem Grunde missen auch
an dieser Stelle Objekt-Verbindungen mit Gruppenadressen auf Plausibilitat geprUft und mit dem ETS-Projekt abgeglichen werden.
Zur Beschreibung der Import-Optionen (vgl. Bild 8) wird auf das Kapitel "3.2.1 Plugin starten - Priifen der Objekt-Verbindungen" verwiesen.

Daten importieren
Die aktuelle Konfiguration wird gelascht. Fortfahren’? la
Mein
Objekterbindungen

% Mertbundene Gruppenadressen prifers

W lgschen, wenn nicht im ETS-Projekt varhanden

" Alle verbundenen Gruppenadressen laschen

Bild 8: Optionen zur Priifung der Objekt-Verbindungen beim Import

Bei einem Import werden alle projektierten Daten und Einstellungen im Plugin mit den Daten aus der Datei Uberschrieben!

Hinweise zu XML:

- Beim XML-Import werden aus Sicherheitsgriinden keine Passwérter importiert! Diese miissen nach einem Import 'manuell’ angepasst werden.

- Das Dateiformat "XML" ist im Importdialog nicht vordefiniert angegeben. Falls ein XML-Import gewdnscht ist, muss die Dateiendung "*.xml" beim
Dateinamen selbst eingetragen werden.

- Beim Laden einer XML-Datei wird deren Schema auf Plausibilitat und Korrektheit Gberprift. Im Fehlerfall wird der Importvorgang durch eine
Fehlermeldung abgebrochen und die Projektierung des Plugins bleibt unverandert.

*5:lcon" " Funktions-Schaltflache "Inbetriebnahme" oder Kontextmenii Befehl "Inbetriebnahme"
Diese Funktion ruft den Inbetriebnahme-Dialog (vgl. Bild 9) auf. Detailliertere Beschreibungen zur Inbetriebnahme sind im Kapitel
"4, Inbetriebnahme" nachzulesen.

Gerite Einstellungen

Inbetriebnahme: ]

Ziel IPAesse 72,0 . 7 167 Discover

MNeustart des Gerdtes erforderlich, um alle Anderungen
nach der Inbetriebnahme zu Ubemehmen!

W Autamatischer Neustart nach Inbetriebnahme

Start Inbetriebnahme Gert neu starten

Bild 9: Inbetriebnahme-Dialog
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®6:lcon" & ", Funktions-Schaltflache "Konfigurieren" oder Kontextmenii Befehl "Gerate Konfiguration"
Diese Funktion ruft die Geréte-Konfiguration (Parametereinstellungen) auf. Der Konfigurations-Dialog besteht aus neun Seiten mit Parametern zur
Geréte-Einstellung, die im Kapitel "2.2 Konfigurations-Einstellungen" beschrieben werden.

o7:lcon " gf" oder Kontextmenii "Zentrale Adressen"
Durch Ausflihrung dieser Funktion &ffnet die Ansicht "Zentrale Gruppenadressen” im oberen rechten Teilfenster des Plugins (vgl. Bild 10).
Durch diese Funktion lassen sich zentral genutzte Gruppenadressen auf angelegte Datenpunkte verbinden. Durch einen Objekt-Filter kénnen
Raume, Gewerke oder Funktionsgruppen selektiert oder ausgeblendet werden, sodass eine schnelle und effektive Verbindung der Zentraladressen
im Objektmodell der IP-Zentrale erfolgen kann.

Obijekt-Filker
Baum | Raum 1
Gewerk | Licht

Led Ll

Furktionsgruppe |Funkt|0nsgruppe

=~ [J=-3 Funktionsgruppe
CLE Schalken
O _[21 Riickmeldung
O Werkniipfung
O _[21 Sperung
O _[21 Zwangsstellung

Gruppenadiesse
mpfangsgruppenadiesse

Leseguppenadresse

Gruppenadresse um die Status-Mwertanzeige des Objektes auszublenden

Sende- und Empfangzgruppenadresse
E
L

.
-
-
-

Bild 10: Ansicht "Zentrale Gruppenadressen”

Eine detaillierte Beschreibung der zentralen Gruppenadressen und deren Projektierung ist im Kapitel "3.2.2.3 Darstellung und Verarbeitung von
Gruppenadressen und Datenpunkten in der ETS" nachzulesen.

*8,9und 10: Icons " j{’ " ““ und “ [ﬂ “
Durch Anklicken dieser Icons lassen sich die Funktionen "Ausschneiden c}{) "Kopieren " und "Einfigen [E " ausflhren.
Im Objektmodell (oberes linkes Teilfenster im Plugin) lassen sich mit Hilfe dieser Funktionen Raume, Gewerke, Funktionsgruppen und Datenpunkte
umsortieren (Befehle: ausschneiden und einfligen) und kopieren (Befehle: kopieren und einfligen).
Durch die Kopierfunktion lassen sich einmal vorhandene und projektierte Elemente duplizieren — auch mehrfach. Das Umsortieren ist eine wichtige
Funktion, denn die Reihenfolge der angelegten R&ume, Funktionsgruppen und Datenpunkte in der Bedienoberflache wird durch die projektierte
Reihenfolge dieser Elemente im Plugin festgelegt.
Die lcons lassen sich nur dann bedienen, wenn die hinterlegten Funktionen ausfuhrbar sind.

Beim Duplizieren von Datenpunkten — egal auf welche Weise — werden keine Gruppenadressen mitkopiert!

Auch Uber die Tastatur lassen sich mit Hilfe der Shortcut-Funktionen die Befehle "Ausschneiden” (Strg + X), "Kopieren" (Strg + C) und "Einfligen"
(Strg + V) wie gewohnt ausflihren.

Ein Veerschieben oder Umsortieren vorhandener Elemente ist auch per Drag & Drop mit dem Mauszeiger méglich.

*11:lcon “@“ oder Kontextmenii "Dokumentation drucken"
Zum Zwecke der Archivierung oder als Historiendokumentation des Projektes kann das Plugin der IP-Zentrale jederzeit eine Dokumentation
erstellen.
Diese Dokumentation fasst sehr detailliert alle Gerate-Konfigurationen (Parametereinstellungen), das gesamte Objektmodell inkl. der Einstellungen
und Gruppen-Adressen und die parametrierten Verkniipfungs-Funktionen zusammen.
Das Plugin erstellt die Dokumentation in einem "* XLST"-Format, ein formatiertes XML-Dokument, dass beispielsweise in einem Webbrowser
dargestellt werden kann (XSLT: Extensible Stylesheet Language (XSL) Transformations).
Durch Anklicken des Icons "&3" oder Aufrufen des Befehls "Dokumentation drucken" im Kontextmen(i 6ffnet sich der Standard-Webbrowser
(empfohlen: Microsoft, Internet Explorer ab Version 5.5) und stellt die XSLT-Datei dar. Mit Hilfe des Webbrowsers kann die Datei ausgedruckt
oder abgespeichert werden.
Die Sprache der XSLT-Dokumentation richtet sich nach der aktiven Spracheinstellung der ETS.
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3.2.2.2 Darstellung des Objektmodells
Die Darstellung des Objektmodells erfolgt im Teilfenster des Plugins oben links als Baumstruktur in vier Kategorien (vgl. Bild 11).

= Gewerke (6/16)
-1 Licht
=4 Heizung
-1 Jalousie PEI\.
=4 Sicherheit
-1 Zentral
1 Liftung
~ Ly Ridume [3/16) Objgkte (30/512)
- lr_:_} Raumn 1
—-0-1 Licht/Funktionsagruppe 2
_] Schalten
_F] Riickmeldung
_F] Yerkniipfung B
_&] Sperung
_[21 Zwangzstelung
+-[H1 J alouzsie/Funkhionsgruppe 2
+/-0H1 Heizung/Funktionsgruppe 3
! Raum 2
L Paumn 3
— L) Werkniipfungen [2/54]
"V erkniipfung #1: Yerkniipfung 1 ]
L1 Werknipfung #2: Yerknupfung 2 [
— _If| Feste Objekte
| SystemClockTime
_B| SustemClockDate D
| SpstemClack Trigger
- ! Fehler Repart

O] Schalten E

Bild 11: Objektmodell im Plugin

Die erste Kategorie (A) zeigt im Basisknoten "Gewerk" die Sammlung der angelegten Gewerke.

Wenn ein neues Objektmodell angelegt wird, kdnnen als Start-Option die 6 Standard-Gewerke "Licht", "Heizung", "Jalousie", "Sicherheit",
"Zentral" und "Luftung" angelegt werden. Beim Start mit einem leeren Objektmodell (default) sind keine Gewerke vordefiniert.

Grundsatzlich kénnen bis zu 16 Gewerke durch Anwahlen des Basisknotens und Betatigung der rechten Maustaste (Kontextmen(i — Befehl
"Hinzufligen") angelegt werden.

Die zweite Kategorie (B) zeigt im Basisknoten "Raume" die Sammiung aller Rdume oder Schaltschranke.
Das Objektmodell der IP-Zentrale orientiert sich an der Gebaudestruktur der KNX-Installation. Das bedeutet, dass alle Schnittstellen zum Bus
(KNX-Datenpunkte, z. B. Kommunikationsobjekte "Schalten" und "Dimmen") mit einer Funktionsgruppe (Funktionskanal, z.B. "Dimmaktor -
Ausgang 1"), dann mit einem Gewerk (z.B. "Licht") und schlieBlich mit einem Raum verbunden sind. Ein Projektierungsbeispiel fiir diese Anwen-
dung zeigt Bild 12.
=R R .'E1iume (1/16] Objekte [12/512]
= Raum

=1 Gewerk, Licht/Funkbonzgruppe Dimmkanal
1 Schalen

I Dimmen

Bild 12: Projektierungsbeispiel fiir Raum — Gewerk — Funktionsgruppe — Datenpunkte

Die raumUbergreifende Steuerung der gesamten KNX-Anlage kann mit der IP-Zentrale durch den Anwender wahlweise raumorientiert oder funk-
tionsorientiert (nach Gewerken) vorgenommen werden. Die Benutzerschnittstelle im Webbrowser unterscheidet diesbeziglich die Bedienschnitt-
stellen nach raum- oder gewerkorientierter Steuerung. Dadurch gliedert sich die Benutzerschnittstelle in der Web-Oberflache der IP-Zentrale Uber-
sichtlich.

Die Ansteuerung der KNX-Installation erfolgt kanalorientiert. So wird beispielsweise das Schalten oder Dimmen einer Beleuchtung durch Viorgabe
eines Helligkeitswertes oder die Ansteuerung einer Jalousie oder einer Heizanlage in jeweils separate Funktionsgruppen unterteilt. Eine Funktions-
gruppe kann beispielsweise ein Sensorkanal (Tastsensor Wippe 1) oder ein Aktorausgang (Dimmaktor Ausgang 1) sein. Jede Funktionsgruppe
enthélt weiter verschiedene Datenpunkte (Kommunikationsobjekte), durch die dann eine Buskommunikation erméglicht wird. Es werden die Daten-
formate aller géngigen KNX-Spezifikationen unterstlitzt.
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Wenn ein neues Objektmodell angelegt wird, kdnnen als Start-Option die im ETS-Projekt angelegten R&ume oder Schaltschrénke als Initialisie-
rungsvorlage in das Plugin bernommen werden. Beim Start mit einem leeren Objektmodell (default) werden keine Raume ‘importiert'.

Maximal kbnnen 16 R&ume in der IP-Zentrale unterschieden werden.

Raume, Funktionsgruppen und Datenpunkte werden durch Anwahlen eines Knotens in der Kategorie (B) und Betétigung der rechten Maustaste
(Kontextmen( - Befehl "Hinzufligen") angelegt. Alternativ ist auch ein Loschen dieser Elemente jederzeit méglich (Kontextment — Befehl
"Léschen’).

Die dritte Kategorie (C) zeigt im Basisknoten "Verkn(lipfungen" die Sammiung aller in der IP-Zentrale angelegten logischen Verknlipfungsfunktionen.
Durch Anwahlen eines Knotens in dieser Kategorie und Betétigung der rechten Maustaste (Kontextmen( - Befehl "Hinzufligen") kénnen Ver-
knUpfungen angelegt werden. Alternativ ist auch ein Léschen dieser Elemente jederzeit moglich (Kontextmenti — Befehl "Léschen”).

Die vierte Kategorie (D) zeigt die festen KNX-Datenpunkte der IP-Zentrale. Das sind ausschlieBlich die Busdatenpunkte der internen Systemuhr im
Master- oder Slavebetrieb, wenn die Uhrenfunktionalitat freigeschaltet ist. Die festen Datenpunkte werden in der ETS-Objektansicht (kein gestar-
tetes Plugin) als separate Objekte dargestellt (Objektnummern 257 — 259).

Die flinfte Kategorie (E) zeigt im Basisknoten "Fehler Report" die Sammlung aller protokollierten Datenbank-Konflikte, die im Zuge der Rekon-
struktion eines vorhandenen Objektmodells - beispielsweise beim Starten des Plugins oder bei einem Vorlagenimport — oder bei einer Zentral-
adressierung aufgetreten sind.

Unterhalb des Basisknotens des Fehler-Reports werden alle fehlerhaften KNX-Datenpunkte aufgelistet. Beim Markieren eines Datenpunktes wird
der zugehorige Parametersatz im Teilfenster oben rechts des Plugins eingeblendet. Zusatzlich wird im Teilfenster unten rechts beschrieben, welche
Konflikte zum ETS-Projekt bestanden.

Der Systemadministrator sollte jeden protokollierten Fehler priifen und ggf. das ETS-Projekt oder das Objektmodell der IP-Zentrale anpassen und
aufeinander abstimmen.

Geprufte oder bearbeitete Fehler kdnnen vom Systemadministrator bestatigt werden, indem das Bestétigungsfeld eines Fehlers in der Baum-
struktur angeklickt wird (vgl. Bild 13). Der betroffene Fehler wird daraufhin umgehend geldscht und aus der Liste entfernt. Alternativ kann ein
Fehlereintrag durch den Befehl "Léschen” des Kontextmeniis (Rechtsmausklick bei angeklicktem Fehlereintrag) entfernt werden.

-/lf] ‘! Fehler Hepart
. <o L Schalten
Bestitigungstelder— LS
e > [ LE Riickmeldung
Bild 13: Beispiel eines Fehlerreports im Objektmodell

Analog kénnen auch alle protokollierten Fehler gemeinsam bestétigt und geldscht werden, indem das Bestatigungsfeld des Basisknotens “Fehler
Report" angeklickt wird. In diesem Fall fordert das Plugin eine weitere Bestatigung, ob tatséchlich alle Fehler entfernt werden sollen (vgl. Bild 14).

\‘g) Wollen Sie wirklich alle Fehler Eintrage aus der Liste lozchen?
[Hirweis: Die Ligte kann nicht wiederhergestelt werden)

Bild 14: Bestétigung beim Loschen aller Fehler-Reports

Der Fehler-Report wird auch vollstandig gel6scht, wenn neue Zuweisungen von Zentraladressen (vgl. "3.2.2.3 Darstellung und Verarbeitung von
Gruppenadressen und Datenpunkten in der ETS") vorgenommen werden. Bei der Zuweisung wird der Benutzer zur Bestatigung Uber das Ldschen
aufgefordert (vgl. Bild 15).

? Ez gibt immer noch ungelozte Fehler Eintrage. Bein Fartfahren werden alle eingetragenen Fehler gelazcht.
Wiollen Sie wirklich fortfahren’?

Bild 15: Bestatigung zur Loschung des Fehler-Reports bei der Zuweisung von Zentraladressen

Der Systemadministrator hat die Mdglichkeit, zur gesamten Fehlerliste eine Dokumentation zu erstellen. Durch Anwahl des Basisknotens
"Fehler Report" und Rechtsmausklick wird der Befehl "Fehler im Browser anzeigen" sichtbar. Bei Ausfiihrung dieses Befehls generiert das
Plugin eine unformatierte XML-Datei, die im Standard-Webbrowser (empfohlen: Microsoft, Internet Explorer ab Version 5.5) dargestellt wird
und auf diesem Wege auch ausgedruckt oder abgespeichert werden kann.
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3.2.2.3 Darstellung und Verarbeitung von Gruppenadressen und Datenpunkten in der ETS

Gruppenadressen aus dem ETS-Projekt:

Die Darstellung der im Projekt angelegten Gruppenadressen erfolgt wie in der ETS in einer separaten Baumstruktur im unteren linken Teilfenster
des Plugins (vgl. Bild 16). Je nach Einstellung in der ETS erfolgt die Darstellung in zwei oder drei Adressebenen.

Eine Verbindung von Gruppenadressen zu Editierfeldern von KNX-Datenpunkten kann per Drag & Drop aus diesem Teilfenster heraus hergestellt

werden.
B8 Gruppenadiessen in IPZ

Hauptgruppen
— B 1H
3 Gruppenadresse 1
4 Gruppenadresse 2
B Gruppenadresse 2
+ 1 Mittelgruppe 2
+ 2 Mittelgruppe 3
+ 2 Hauptgruppe 2
+ 3 Hauptgruppe 3

| | ]

Bild 16: Darstellung der Gruppenadressen im Plugin

Es kénnen neue Haupt-, Mittel- und Untergruppen angelegt werden (vgl. Bild 17). Das Andern oder Léschen von vorhandenen Gruppenadressen
ist im Plugin nicht moglich!

Gruppenadrezze einfugen

M arne: |.-'1‘~dresse

Adresze: |1
(1] | Abbrechen

Bild 17: Anlegen einer neuen Gruppenadresse

Datenpunkte in der ETS:

Samtliche mit Sende-, Empfangs- oder Lesegruppenadressen (vgl. "3.2.3.5 Vergabe der Gruppenadressen ") verbundene KNX-Datenpunkte der
IP-Zentrale werden in der ETS-Objektansicht (kein gestartetes Plugin) als separate Kommunikationsobjekte dargestellt.

Sobald einem Datenpunkt eine Gruppenadresse zugewiesen wird, legt das Plugin ein Objekt mit einer eindeutigen Objektnummer an.

Da dieser Vorgang dynamisch ist, werden in der ETS-Ansicht keine Namen oder Bezeichnungen, die auf die Funktion des Objektes schlieBen
lassen, vergeben.

Wenn die Diagnoseunterstltzung der ETS 3 verwendet wird (Telegrammaufzeichnung, Aussenden von Telegrammen), ist zu empfehlen, jedem
Objekt der IP-Zentrale in Abhangigkeit des Datenformats einen KNX-Datenpunkt-Typen zuzuweisen. Diese Zuweisung muss in der ETS 3-Ansicht
fir jedes Objekt separat bei den Objekteigenschaften erfolgen. Nur durch die Vorgabe der Datenpunkt-Typen werden in der Diagnoseumgebung
der ETS 3 die Werte der Telegramme von oder zu der IP-Zentrale — wie bei jedem anderen Busgerét auch - sinnig formatiert und ggf. mit Einheit
dargestellt.

Das Verbinden von Gruppenadressen direkt in der ETS ohne gestartetes Plugin ist nicht mdglich! Die ETS verweigert den Zugriff in diesem Fall.
Das Verandern von Objekteigenschaften (Flags, etc.) in der ETS hat keine Auswirkung auf das Datenmodell der IP-Zentrale.

Zentraladressen:

Das Anklicken des Icons ,5%5 " in der Symbolleiste des Plugins oder die Ausflihrung des Befehls "Zentrale Adressen" im Kontextmen( 6ffnet die
Ansicht "Zentrale Gruppenadressen” im oberen rechten Teilfenster des Plugins. Durch diese Funktion lassen sich zentral genutzte Gruppen-
adressen im ETS-Projekt gleichzeitig auf mehrere Datenpunkte der IP-Zentrale verbinden.

Zentraladressen ermdglichen beispielsweise Zentral-AUS- oder Panik-EIN-Funktionen fiir die Beleuchtung, erlauben die Zentralsteuerung von
Jalousien oder Rollladen zur Auf- oder Abwartsfahrt oder dienen der gleichzeitigen Umschaltung der Betriebsmodi aller Raumtemperaturregler
in einem Gebaude.

Zunéchst muss dem Plugin mitgeteilt werden, auf welche Datenpunkte die Zentraladresse zu verbinden ist. Zur Vereinfachung der Auswahl
konnen die Datenpunkte nach Raum, Gewerk und Funktionsgruppe gefiltert und in Abhangigkeit der Filterung angezeigt werden (vgl. Bild 18).
Eine Objekt-Filterung ist nicht zwingend erforderlich. Wenn kein Filter gesetzt ist (default), dann sind alle Datenpunkte sichtbar. Die Filterein-
stellungen sind dynamisch, d.h. die zuerst gesetzten Filter beeinflussen die anderen Filtereinstellungen und schrénken deshalb ggf. Auswahl-
maglichkeiten ein.

Leere Raume oder Funktionsgruppen ohne verbundenen Datenpunkt werden in der Ubersicht nicht angezeigt. Es werden auBerdem nur KNX-
Datenpunkte mit Ausnahme der festen Datenpunkte fur die interne Systemuhr angezeigt. Interne Datenpunkte kdnnen nicht mit Zentraladressen
verbunden werden.
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Im Anschluss werden die Datenpunkte, die mit der Zentraladresse verbunden werden sollen, im Auswahlfenster selektiert. Dazu muss das
Kon-trollh&kchen aktiviert werden, das sich unmittelbar vor jedem Datenpunkt befindet. Auch Rdume, Gewerke und Funktionsgruppen besitzen
eine Kontrollbox. Bei einer Aktivierung dieser Ubergeordneten Elemente werden alle untergeordneten Datenpunkte automatisch selektiert.

Als Signalisierung, dass nicht alle untergeordneten Datenpunkte selektiert sind, hinterfarbt das Plugin die Kontrollelemente der tUbergeordneten
Baumknoten grau (vgl. Bild 18 — A). Wenn alle untergeordneten Datenpunkte angewahlt sind, sind die tUbergeordneten Kontrollelemente weil3
hinterfarbt (vgl. Bild 18 - B).

Objekt-Filter
Baum |a||e j
Gewerk |a||e j
Funktionsgruppe |a||e j
- Auswahlfenster
z | =
S Licht
=/ F0 Funkii 1 .
A ] B I Sohaten < Nur ein Datenpunkt der
v DI Riickmeldung Funktionsgruppe ausgewahit.
= 1 Heizung
>~ ] Funklionsgruppe 2
B / B1LH Stclorie ﬁAlle Qatenpunkte der )
[ M1 Oberast / Kurzschiup 4~ Funktionsgruppe ausgewahlt. .|

Gruppenadresse

3/1/1 Sende- und Empfangsgruppenadresse

B
Empfangsgruppenadresse
Leseguppenadresze

G

V4
I
I
[T Gruppenadresse um die Status-"Wertanzeige des Objektes auszublendsn

Bild 18 A: Ansicht "Zentrale Gruppenadressen"

Im néchsten Schritt muss die zentrale Gruppenadresse eingetragen werden, die mit den selektierten Datenpunkten verbunden werden soll

(im Beispiel Bild 18 Gruppenadresse "3/1/1"). Dabei ist auf korrekte Schreibweise zu achten (Eingabe mit Schrégstrichen). Alternativ kann eine
vorhandene Gruppenadresse per Drag & Drop in das Eingabefeld gezogen werden.

Es ist zu beachten, dass die Gruppenadresse giiltig im ETS-Projekt existieren muss. Andernfalls erfolgt keine zentrale Zuweisung.

Gegebenenfalls muss eine neue Gruppenadresse im Adressfenster des Plugins unten links neu angelegt werden.

Jeder Datenpunkt kann in Abhéngigkeit der Parametrierung der Gruppenadressen bidirektional ausgeflihrt sein und bei Bedarf auch aktiv Objekt-
werte bei anderen Busteilnehmern anfordern. Zur Definition dieser Eigenschaften verfligt jeder Bus-Datenpunkt Uber verschiedene Adressfelder, so
dass Uber bestimmte und ggf. unterschiedliche Gruppenadressen Werte gesendet oder empfangen werden. Auch Leseanforderungen lassen sich
Uber separate Gruppenadressen Ubermitteln.

Im weiteren Verlauf der zentralen Gruppenadressierung im Plugin der IP-Zentrale muss festgelegt werden, auf welche Adressfelder der selektierten
Datenpunkte die Zentraladresse eingetragen werden soll. Zu diesem Zweck sind rechts neben dem Eingabefeld fur die Zentraladresse 4 Kontroll-
elemente angeordnet, die bei Aktivierung die Zentralgruppenadresse in die entsprechenden Adressfelder eintrégt.

Mdgliche Adressfelder sind

- Sende- und Empfangsgruppenadresse

- Empfangsgruppenadresse

- Lesegruppenadresse

- Gruppenadresse, um die Status-/Wertanzeige des Objektes auszublenden.

Weitere Informationen zu den Kommunikations-Eigenschaften der Datenpunkte sind im Kapitel "3.2.3.5 Vergabe der Gruppenadressen" nach-
zulesen.

Wenn im Anschluss die Schaltflache "Ubernehmen” betatigt wird, weist das Plugin den selektierten Datenpunkten die Zentraladresse zu.
Ein erfolgreicher Verbindungsvorgang wird bestatigt (vgl. Bild 19). Zur Verbindung weiterer zentralen Adressen kann eine andere Zentralgruppen-
adresse eingegeben und der Vorgang wiederholt werden.

Ergebnizse ¥erknipfung

Alle Objekte wurden erfolgreich zugewiesen,

Bild 19: Bestatigung eines erfolgreichen Verbindungsvorgangs einer Zentralgruppenadresse

Bei der Verbindung einer Zentralgruppenadresse mit den Adressfeldern eines Datenpunktes kdnnen Konflikte auftreten. Um diese zu erkennen,

findet bei jedem Verbindungsvorgang eine Uberpriifung statt. Die folgenden Punkte werden gepriift:

¢ Fir alle Gruppenadressen: Das Datenformat (1 Bit, 1 Byte, etc.) muss Ubereinstimmen. Wenn eine Gruppenadresse im ETS-Projekt oder bei
der IP-Zentrale schon mit mindestens einem Kommunikationsobjekt verbunden ist, dann gilt das Datenformat der vorhandenen Verbindungen.
Bei Verwendung einer freien Gruppenadresse wird zur Priifung der Ubereinstimmung des Datenformats das Format des zuerst verbundenen
Objektes in der IP-Zentrale verwendet. KNX-Datenpunkt-Typen diirfen bei Ubereinstimmung des Datenformats verschieden sein.
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* Fir Sende- und Empfangsgruppenadressen: Der Datenpunkt darf nicht "nur Statusanzeige" sein.

* Fir Sende- und Empfangsgruppenadressen und Lesegruppenadressen: Es darf nur eine Gruppenadresse zugewiesen sein.

* Fir Sende- und Empfangsgruppenadressen: Im gesamten Objektmodell dlirfen maximal 250 Gruppenadressen vom Bus empfangend sein.

* Fir Lesegruppenadressen, Empfangsgruppenadressen und Gruppenadressen zum Ausblenden eines Status: Im gesamten Objektmodell dirfen
maximal 256 Gruppenadressen auf den Bus sendend sein,

* Fir Empfangsgruppenadressen und Gruppenadressen zum Ausblenden eines Status: Es dlirfen je Datenpunkt maximal 4 Gruppenadressen
zugewiesen sein.

* Fir Empfangsgruppenadressen und Gruppenadressen zum Ausblenden eines Status: Es dirfen nur im ETS-Projekt verwendete Gruppen-
adressen verbunden werden.

Wenn bei der Verbindung zentraler Gruppenadressen ein Konflikt erkannt wurde, also nicht alle gewlinschten Verbindungen hergestellt werden

konnten, dann erstellt das Plugin einen Fehler-Report fur alle betroffenen Datenpunkte.

Wenn der Grund des Konfliktes eine bereits verbundene Gruppenadresse ist und deshalb keine weitere mit dem Adressfeld des Datenpunktes ver-

bunden werden kann, dann 'fragt' das Plugin den Systemadministrator in einem separaten Dialog (vgl. Bild 20) welche Adresse verbunden werden

soll.

Dabei gibt es zwei Moglichkeiten:

1. Die bereits verbundene Gruppenadresse wird beibehalten - Betétigung "Nein".
In diesem Fall wird die Zentralgruppenadresse nicht zugewiesen und der Konflikt wird in einem Fehler-Report festgehalten!

2 Die bereits verbundene Gruppenadresse wird Uberschrieben-->Betétigung "Ja".
In diesem Fall wird die alte Verbindung geldscht und die neue Zentralgruppenadresse zugewiesen. Es wird zu diesem Konflikt kein Fehler-Report
protokolliert.

Existierende Gruppenadresse uberschreiben

Die Gruppenadresse konnte nicht 2ugewiesen werden, da die Sende-

) und Empfangsgruppenadresse von Objekt ‘Helligkeitewert’ bereits mit

\.]) der Gruppenadresse 2/3/2 verbunden ist. Wollen Sie die exiztierende
Gruppenadresse Lberschreiben?

[ Antwort fur alle Ubermehmen und nicht noch einmal fragen

Hein

Bild 20: Beispiel eines Konfliktes bei bereits verbundener Gruppenadresse

Fr den Fall, dass im aktuellen Anpassungsvorgang weitere Datenpunkte gefunden werden, die bereits mit einer Gruppenadresse verbunden sind,
kann die zuletzt getroffene Auswahl (Ja / Nein) auf alle weiteren Viorgange angewendet werden. Dazu ist das Kontrollelement "Antwort flir alle Giber-
nehmen und nicht noch einmal fragen" zu aktivieren.

Hinweis: Ein ggf. vorhandener Fehler-Report wird volistandig geldscht, wenn neue Zuweisungen von Zentraladressen vorgenommen werden.

Bei der Zuweisung wird der Benutzer zur Bestatigung Uber das Léschen aufgefordert.

3.2.3 Objektmodell anlegen und editieren
Beim Anlegen eines neuen Objektmodells sind grundsétzlich die folgenden Schritte — vorzugsweise der angegebenen Reihenfolge nach -
bei der Projektierung einer IP-Zentrale auszufiihren:

1 Anlegen einer Raumstruktur
2  Definition der erforderlichen Gewerke
3  Anlegen der erforderlichen Funktionsgruppen
4  Anlegen und Konfiguration der Datenpunkte
5 Vergabe der Gruppenadressen

3.23.1  Anlegen einer Raumstruktur

Das Objektmodell der IP-Zentrale orientiert sich an der Geb&udestruktur der KNX-Installation. Das bedeutet, dass in der Projektierung alle weiteren
Strukturelemente (Funktionsgruppen in Verbindung mit einem Gewerk und Datenpunkte) stets einem Raum untergeordnet sind. Deshalb sind
zuerst alle bendtigten R&ume anzulegen.

Die Benennungen der Rdume kénnen auch 'abstrakter Natur' sein. So kann ein Raum beispielsweise auch als Schaltschrank benannt werden oder
ausschlieBlich Zentral- oder Alarmfunktionen in sich vereinigen etc.

Maximal 16 Rdume oder Schaltschrénke lassen sich in Summe im Objektmodell der IP-Zentrale anlegen.

Beim Starten des Plugins gibt es die Option, die in der ETS-Projektierung angelegten Rdume oder Schaltschranke in das Objektmodell zu Gber-
nehmen (vgl. "3.2.1 Plugin starten"). Unabhéngig davon hat der Systemadministrator jederzeit die Mdglichkeit, weitere Rdume 'manuell' anzulegen
oder vorhandene zu verdndern oder zu ldschen.

Ein Raum kann im Objektmodell des Plugins durch Anwéhlen des Basisknotens "Réume" und Rechtsmausklick durch den Befehl "Hinzufligen"
angelegt werden (vgl. Bild 21).

Wenn ein Raum angelegt wurde, erscheint beim Anklicken dieses neuen Raumes der Raumparameter "Name" im Teilfenster des Plugins oben
rechts (vgl. Bild 22). An dieser Stelle kann dem Raum ein geeigneter Name definiert werden (maximal 40 Zeichen), der als solcher auch in der Web-
Bedienoberfldche der IP-Zentrale angezeigt wird. Es ist zu beachten, dass bedingt durch die Formatierung der Web-Oberflache weniger Zeichen
des Namens dargestellt werden kénnen. Es sind ausschlieBlich alphanumerische Eingaben (groB3 und klein / keine Sonderzeichen) und Leerzeichen
im Namen zul&ssig.
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E] Objekte [35/512]

Hinzufugen

Einklappen

Bild 21: Anlegen eines Raumes durch das Kontextmenu

M arme: R aurm
Bild 22: Raumparameter "Name"

Im Basisknoten "Réume" werden die Raumressourcen angezeigt. Die Zahlen in den Klammern geben die Anzahl aller angelegten Raume

(im Beispiel Bild 21 "3") im Vergleich zu den maximal verfligbaren Rdumen ("16") an.

Durch die Funktionen "Ausschneiden”, "Kopieren" und "Einfligen" oder mit dem Mauszeiger und der Tastatur lassen sich R&ume umsortieren
oder duplizieren. Beim Duplizieren werden alle untergeordneten Elemente (Funktionsgruppen, Datenpunkte — jedoch ohne Gruppenadressen) mit
kopiert. Durch den Befehl "Léschen" im Kontextmeni eines Raumes kann ein Raum separat aus dem Objektmodell entfernt werden.

3.2.3.2 Definition der erforderlichen Gewerke

Die raumUbergreifende Steuerung der gesamten KNX-Anlage kann mit der IP-Zentrale durch den Anwender wahlweise raumorientiert oder
funktionsorientiert (nach Gewerken) vorgenommen werden. Die Benutzerschnittstelle im Webbrowser unterscheidet diesbezuglich die Bedien-
schnittstellen nach raum- oder gewerkorientierter Steuerung. Als Gewerk verstanden werden beispielsweise die Sammlung aller Beleuchtungen
oder aller Fensterbeschattungen, die Sicherheitstechnik oder die Zentralfunktionen in einem Gebaude.

Maximal 16 Gewerke lassen sich in Summe im Objektmodell der IP-Zentrale anlegen.

Beim Starten des Plugins gibt es die Option, die 6 Standard-Funktionen "Licht", "Heizung", "Jalousie", "Sicherheit", "Zentral" und "Luftung" als
Gewerke im Objektmodell anzulegen (vgl. "3.2.1 Plugin starten"). Unabh&ngig davon hat der Systemadministrator jederzeit die Mdglichkeit, weitere
Gewerke 'manuell’ anzulegen oder vorhandene zu verandern.

Ein Gewerk kann im Objektmodell des Plugins durch Anwahlen des Basisknotens "Gewerke" und Rechtsmausklick durch den Befehl "Hinzufiigen"
angelegt werden (vgl. Bild 23).

Wenn ein Gewerk angelegt wurde, erscheint beim Anklicken dieses neuen Gewerkes der Gewerkparameter "Name" im Teilfenster des Plugins
oben rechts (vgl. Bild 24). An dieser Stelle kann dem Gewerk ein geeigneter Name definiert werden (maximal 40 Zeichen), der als solcher auch in
der Web-Bedienoberflache der IP-Zentrale angezeigt wird. Es ist zu beachten, dass bedingt durch die Formatierung der Web-Oberflache weniger
Zeichen des Namens dargestellt werden kdnnen. Es sind ausschlieBlich alphanumerische Eingaben (groB und Klein / keine Sonderzeichen) und
Leerzeichen im Namen zulassig.

- T‘" Gewerke [6/1E]
~ Licht Hinzufiigen
= Heizung Einklappen
“;‘" Jalouszie
“{‘" Sicherheit
T" Zentral
= Lidftung

Bild 23: Anlegen eines Gewerkes durch das Kontextmenti

Mame: |Gewerk

Bild 24: Gewerkparameter "Name"

Im Basisknoten "Gewerke" werden die Gewerkressourcen angezeigt. Die Zahlen in den Klammern geben die Anzahl aller angelegten Gewerke
(im Beispiel Bild 23 "6") im Vergleich zu den maximal verfiigbaren Gewerken ("16") an.

Durch die Funktionen "Ausschneiden”, "Kopieren" und "Einfligen" oder mit dem Mauszeiger und der Tastatur lassen sich Gewerke umsortieren
oder duplizieren.

Durch den Befehl "Loschen” im Kontextmen( eines Gewerkes kann ein Gewerk separat aus dem Objektmodell entfernt werden.

Die 6 Standard-Gewerke kénnen nicht geléscht werden! Auch kdnnen Gewerke nur dann geléscht werden, wenn sie im Objektmodell nicht
verwendet werden, also mit keiner Funktionsgruppe verbunden sind.

3.2.3.3 Anlegen der erforderlichen Funktionsgruppen

Die Ansteuerung der KNX-Installation erfolgt kanalorientiert. So wird beispielsweise das Schalten einer Beleuchtung oder die Ansteuerung einer
Jalousie oder einer Heizanlage in jeweils separate Funktionsgruppen unterteilt. Eine Funktionsgruppe kann beispielsweise ein Sensorkanal
(Tastsensor Wippe 1) oder ein Aktorausgang (Dimmaktor Ausgang 1) sein. Jede Funktionsgruppe enthalt weiter verschiedene Datenpunkte
(Kommunikationsobjekte), durch die dann eine Buskommunikation erméglicht wird.

Der Systemadministrator muss in Abstimmung mit dem ETS-Projekt raum- und gewerkbezogen Funktionsgruppen im Objektmodell definieren
und anlegen. Eine Funktionsgruppe kann durch Anwéhlen des Basisknotens eines beliebigen Raumes und Rechtsmausklick durch den Befehl
"Hinzufligen" angelegt werden (vgl. Bild 25).
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= L.y REume (3/16] Objekte [10/512)

9
Faum 2 Hinzufiigen

Lo Raum 3 Ldschen
Auzklappen

F.opieren CTRL+C
Auszchneiden CTHRL+=

Bild 25: Anlegen einer Funktionsgruppe durch das Kontextment

Im Anschluss 6ffnet sich ein Fenster, in dem die Gewerkzuordnung der neuen Funktionsgruppe festgelegt werden muss. Dabei werden im
Wesentlichen zwei Falle unterschieden, die von der Start-Option des Plugins (vgl. "3.2.1 Plugin starten") abhéngig sind. Auch, wenn das Objekt-
modell direkt aus einer vorhandenen IP-Zentrale oder aus einer Vorlage ausgelesen wurde, greift die folgende Fallunterscheidung.

Fall 1 - Das Objektmodell wurde urspriinglich mit Standard-Funktionen initialisiert:

In diesem Fall hat der Systemadministrator die Moglichkeit, anhand einer Funktionsgruppen-Vorlage die neue Funktionsgruppe mit vordefinierten
Datenpunkten zu flillen und einem vordefinierten Gewerk zuzuordnen (Auswahl: "Vordefinierte Funktionsgruppe” default).

Alternativ bietet sich die Moglichkeit, eine leere Funktionsgruppe anzulegen (Auswahl: "Funktionsgruppe ohne Objekte"). Insbesondere bei der
ersten Projektierung einer IP-Zentrale bietet es sich an, mit vordefinierten Funktionsgruppen zu arbeiten.

Wenn auf eine Vorlage zurlickgegriffen wird, erhlt der Systemadministrator eine Auswahl aus verschiedenen Funktionsgruppen (vgl. Bild 26).
Die Auswahl bietet fiir das Gewerk "Licht" die Funktionen "Schalten”, "Dimmen" und "Steuereinheit", fir das Gewerk "Jalousie" die Funktion
"Jalousie / Rolllade" und fir das Gewerk "Heizung" die Funktionen "Heizung 1 Bit" und "Heizung 8 Bit". Die Gewerke sind fest zugeordnet!

Gewerkezuordnung fur die neue Funktionzgruppe

* ‘ordefinierte Funktionsgruppe K

™ Funktonsgruppe ohne Objekte Abbrechen

o a

Cantral unit 1-10
Shutter

Heating - switching 1 bit
Heating - steady 8 bit

Bild 26: Auswahl aus vordefinierten Funktionsgruppen

Wenn eine leere Funktionsgruppe angelegt wird, muss der Systemadministrator lediglich das Gewerk auswahlen, dem die Funktionsgruppe
zugeteilt werden soll. Es stehen alle angelegten — und auch die vordefinierten — Gewerke zur Auswahl (vgl. Bild 27).

Gewerkezuordnung fiir die neue Funktionsgruppe

™ Yordefinierte Funktionsauppe K

¥ Funktionsgruppe ohne Objskte Asbbrechen

Heizung
Jalouzie
Sicherheit
Zentral
Liifturg

Bild 27: Auswahl des Gewerks fir die neue und leere Funktionsgruppe

Fall 2 - Das Objektmodell wurde urspriinglich ohne Standard-Funktionen initialisiert:
In diesem Fall bietet sich nur die Moglichkeit, leere Funktionsgruppen ohne Datenpunkte anzulegen. Auch hier muss der Systemadministrator
lediglich das Gewerk auswahlen, dem die Funktionsgruppe zugeteilt werden soll. Es stehen alle angelegten Gewerke zur Auswahl (vgl. Bild 28a).

Funktionsgruppe des Gewerkes auswahlen

K

Abbrechen

Bild 28a: Auswahl des Gewerks flir die neue und leere Funktionsgruppe
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FUr jeden Fall gilt: Die Zuordnung einer Funktionsgruppe zu einem Gewerk ist nach der Bestatigung durch die Schalflache "OK" fest und kann
nicht mehr geandert werden!

Nach Auswahl einer Vorlage oder eines Gewerkes wird die neue Funktionsgruppe entweder mit oder ohne Datenpunkte im Objektmodell
angelegt.

Wenn eine Funktionsgruppe angelegt wurde, erscheinen beim Anklicken dieser Gruppe die Gruppenparameter "Name" und "Gewerk" (nicht
veranderbar) im Teilfenster des Plugins oben rechts (vgl. Bild 28b). An dieser Stelle kann der Funktionsgruppe ein geeigneter Name definiert wer-
den (maximal 40 Zeichen), der als solcher auch in der Web-Bedienoberflache der IP-Zentrale angezeigt wird. Es ist zu beachten, dass bedingt
durch die Forma-tierung der Web-Oberflache weniger Zeichen des Namens dargestellt werden kénnen. Es sind ausschlieBlich alphanumerische
Ein-gaben (groB und klein / keine Sonderzeichen) und Leerzeichen im Namen zulassig.

Marme: |Funktiunsgruppe

Gewerk: |

Bild 28b: Gruppenparameter "Name" und "Gewerk"

Durch die Funktionen "Ausschneiden”, "Kopieren" und “Einfligen" oder mit dem Mauszeiger und der Tastatur lassen sich Funktionsgruppen
umsortieren oder duplizieren.
Durch den Befehl "Ldschen" im Kontextmen( einer Funktionsgruppe kann eine Funktionsgruppe separat aus dem Objektmodell entfernt werden.

3.2.3.4 Anlegen und Konfiguration der Datenpunkte

Jede Datenkommunikation zur Ansteuerung einer KNX Installation erfolgt bei der IP-Zentrale — wie bei jedem anderen Busgerét auch - Uber
Kommunikationsobjekte. Im Objektmodell der IP-Zentrale werden die Kommunikationsobjekte durch die EIB-Datenpunkte représentiert.
Klassisch sind flr jede Steuerungsinformation gemaB der KNX-Standardisierung separate Objekte und passende Datenformate im Plugin der
IP-Zentrale parametrierbar.

Datenpunkte der IP-Zentrale kénnen auch nur intern wirken. Interne Datenpunkte verfiigen nicht Gber eine Schnittstelle zum Bus und werden
beispielsweise flr gerateinterne logische Verbindungen der Verknlipfungs-funktionen oder als Anzeige- und Bedienelemente besonderer Geréte-
funktionen (Szenennebenstelle, Anwesenheitssimulation, etc.) verwendet.

Die verschiedensten Datenpunkte konnen zu Funktionsgruppen kanalorientiert zusammengefligt werden. Dadurch, und durch die Integration in
Gewerke und Raume, wird die Benutzerschnittstelle in der Web-Oberflache strukturiert und eine schnelle und einfache Bedienung — auch durch
nicht umfangreich in das Gerat eingewiesene Personen — ermdglicht.

Ein Datenpunkt kann durch Anwéhlen des Basisknotens einer beliebigen Funktionsgruppe und Rechtsmausklick durch den Befehl "Hinzufligen"
angelegt werden (vgl. Bild 29).

~-L-) Réurne [1/16) Objekte [11/512)

= Raum
SRELEE 5 cwerl Funkionsgruppe
| Obijekt Hinzufiigen
Lozchen
Einklappen

K.opieren CTRL+C
Auzzchneiden CTRL+=

Bild 29: Anlegen eines Datenpunktes durch das Kontextmenti

Alternativ kdnnen auch vorhandene Datenpunkte durch "Kopieren" und "Einfligen" oder durch Drag & Drop mit dem Mauszeiger und der Tastatur
dupliziert werden. Beim Duplizieren von Datenpunkten werden verbundene Gruppenadressen nicht mit kopiert.

Wenn das Objektmodell mit vordefinierten Funktionen angelegt wurde, sind bereits die zur Funktionsgruppen-Auswahl passenden Datenpunkte
angelegt. Er wird empfohlen, nicht verwendete Datenpunkte aus dem Objektmodell zu I6schen, um die Bedienoberflache 'sauber' und tbersicht-
lich zu halten.

Die IP-Zentrale kann maximal 512 Datenpunkte unterscheiden. Im Basisknoten "Rédume" werden die Datenpunktressourcen angezeigt. Die Zahlen
in den Klammern rechts geben die Anzahl aller angelegten Datenpunkte (im Beispiel Bild 29 "11") im Vergleich zu den maximal verfligbaren Daten-
punkten ("512") an. Es ist zu beachten, dass stets 10 Datenpunkte fest und fir den Systemadministrator unzugénglich im Geréat angelegt sind.
Von den 502 frei zur Verfugung stehenden Datenpunkten kénnen maximal 256 auf den KNX wirken. Der verbleibende Rest kann ausschlieBlich
intern genutzt werden.

Je Funktionsgruppe lassen sich maximal 10 Datenpunkte anlegen.

Sémtliche mit Gruppenadressen verbundene KNX-Datenpunkte der IP-Zentrale werden in der ETS-Objektansicht (kein gestartetes Plugin) als
separate Kommunikationsobjekte dargestellt.

Sobald einem Datenpunkt eine Gruppenadresse zugewiesen wird, legt das Plugin ein Objekt mit einer eindeutigen Objektnummer an. Da dieser
Vorgang dynamisch ist, werden in der ETS-Ansicht keine Namen oder Bezeichnungen, die auf die Funktion des Objektes schlieBen lassen, ver-
geben.

Das Verbinden von Gruppenadressen direkt in der ETS ohne gestartetes Plugin ist nicht méglich! Die ETS verweigert den Zugriff in diesem Fall.
Das Verandern von Objekteigenschaften (Flags, etc.) in der ETS hat keine Auswirkung auf das Datenmodell der IP-Zentrale.
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6 Grundparameter der Datenpunkte
Die Parameteransicht eines Datenpunktes im Teilfenster des Plugins oben rechts (vgl. Bild 30) erscheint, wenn ein vorhandener Datenpunkt im
Objektmodell angeklickt wird.

Objektnarne: |Elhiekt

Obiekttup: |DF'T 07 wwx Boolezch [1 Bit] ﬂ
[Datentyp=1]

Ak tualisierung: | imnrmer ﬂ

Abbildungstest fir et 0: Abbildungstest fiir wert 1:

Standard-wiert: |

~ EIE " ntem
Objekteigenschatten im Browser
[ Unsichtbar im Browser [ nur Statusanzeige

[ Lesbar [ Statusabfrage

Bild 30: Parameter eines Datenpunktes

"Objektname”:

An dieser Stelle kann dem Datenpunkt ein geeigneter Name definiert werden (maximal 40 Zeichen), der als solcher auch in der Web-Bedien-
oberflache der IP-Zentrale angezeigt wird. Es ist zu beachten, dass bedingt durch die Formatierung der Web-Oberflache weniger Zeichen des
Namens dargestellt werden kénnen. Es sind ausschliefllich alphanumerische Eingaben (gro und klein / keine Sonderzeichen) und Leerzeichen im
Namen zulassig. Der Objektname wird nicht in der ETS-Objektansicht angezeigt.

"Objekttyp":

An dieser Stelle wird der KNX-Datenpunkt-Typ (DPT) des ausgewahiten Datenpunktes bestimmt. Der Datenpunkt-Typ definiert das Daten- und das
Darstellungsformat und ggf. die Einheit des Wertes flir den Datenpunkt.

Das Plugin ermdglicht die Parametrierung der folgenden Datenpunkt-Typen gemaB KNX-Spezifikation.

DPT-Nummer vormals DPT-Name DPT-Format DPT-Einheit
34 01.xxx EIS 1 Boolesch 1 Bit

[ 02.xxx EIS8 1 Bit mit Steuerung (2 Bit) 2 Bit

4 04.002 EIS13 Zeichen 1 Byte

1 05.001 EIS6 Prozent 1 Byte %

[ 05.xxx EIS6 8-bit ohne Vorzeichen 1 Byte

[ 05.xxx EIS6 Jalousie Position 1 Byte %

= 06.010 EIS 14 mVZ 8-bit mit Viorzeichen 1 Byte

[ 07.xxx EIS 10 oVZ2 -Oktet ohne Vorzeichen 2 Byte

[ 08.xxx EIS 10 mVZ 2-Oktet mit Vorzeichen 2 Byte

1 09.xxx EIS5 2-Oktet Gleitkommazahl 2 Byte definierbar
4 10.001 EIS3 Uhrzeit 3 Byte

3 11.001 EIS 4 Datum 3 Byte

[ 12.xxx EIS110VZ 4-Oktet ohne Vorzeichen 4 Byte

4 13.xxx EIS 11 mvZ 4-Oktet mit Vorzeichen 4 Byte

O 14.xxx EIS9 4-Oktet Gleitkommazahl 4 Byte definierbar
= 16.001 EIS 15 Zeichenfolge 14 Byte

4 18.001 Szene 1 Byte

oVZ = ohne Vorzeichen / mVZ = mit Vorzeichen

"Aktualisierung":

Die IP-Zentrale arbeitet in elementarer Funktion als Visualisierungswerkzeug. Dabei ist es in der Regel wichtig, bei einer Aktualisierung der Web-
Bedienoberfldche stets die aktuellen Datenwerte anzuzeigen und dem Bediener zuganglich zu machen. Zudem mussen z.B. auch die Eingénge
einer VerknUpfungsfunktion stets aktuell sein.

Der Parameter "Aktualisierung" definiert den Aktualisierungszyklus des Datenpunktes. Dadurch wird das Anzeige-verhalten eines Datenwertes bei
einer Aktualisierung der Web-Bedienoberflache und der Zustand von Eingans-variablen fir Verknlpfungen beeinflusst. In Abhé&ngigkeit der Para-
metrierung erzeugt die IP-Zentrale entweder eine Wertabfrage auf dem Bus zur Aktualisierung des Wertes oder verarbeitet den intern im Objekt-
modell abgespeicherten Datenwert. Der Parameter "Aktualisierung" ist nur fir externe KNX-Datenpunkte wirksam und ist nur dann parametrierbar,
wenn eine Lesegruppenadresse projektiert ist!
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Die folgenden Einstellungen sind maglich.

- "immer"

Bei dieser Einstellung wird der Datenwert des betroffenen Datenpunktes bei jeder Aktualisierung der Web-Oberflache oder internen Verarbeitung
aktiv angefordert. Die IP-Zentrale erzeugt zu diesem Zweck ein Wert-Lesetelegramm Uber die "Lesegruppenadresse” (vgl. "3.2.3.5 Vergabe der
Gruppenadressen") auf dem Bus.

-"1 Minute"

Bei dieser Einstellung wird der Datenwert des betroffenen Datenpunktes nur dann vom Bus angefordert, wenn seit der letzten Aktualisierung
mindestens 1 Minute vergangen ist. Erst bei der darauf folgenden Aktualisierung der Web-Bedienoberfldche oder internen Verarbeitung wird der
Datenwert durch ein Wert-Lesetelegramm Uber die "Lesegruppenadresse” aktiv vom Bus angefordert.

-"10 Minuten"

Bei dieser Einstellung wird der Datenwert des betroffenen Datenpunktes nur dann vom Bus angefordert, wenn seit der letzten Aktualisierung
mindestens 10 Minuten vergangen sind. Erst bei der darauf folgenden Aktualisierung der Web-Bedienoberflache oder internen Verarbeitung wird
der Datenwert durch ein Wert-Lesetelegramm Uber die "Lesegruppenadresse” aktiv vom Bus angefordert.

- "nie" (Voreinstellung)

Bei dieser Parametrierung wird niemals beim Aktualisieren der Web-Bedienoberflache oder bei einer internen Verarbeitung ein Datenwert vom Bus
angefordert. Diese Einstellung ist beispielsweise fur Datenwerte interessant, die durch andere Busteilnehmer zyklisch auf den Bus ausgesendet
werden. Hierbei braucht keine gesonderte Datenanfrage durch die IP-Zentrale stattfinden, da sich die Werte regelmaBig 'selbst' aktualisieren.

Bei einer Datenwert-Anfrage der IP-Zentrale wird flir jeden Datenpunkt separat ein Lese-Telegramm (ValueRead) auf dem Bus erzeugt, auch dann,
wenn einige Datenpunkte die selbe Gruppenadressierung haben. Es ist zu beachten, dass bei einer Aktualisierung der Web-Bedienoberflache mit
vielen Datenpunkten in einem Raum oder in einem Gewerk eine relativ hohe Buslast flir die Dauer der Wertanfragen zu verzeichnen ist! Dieser
Effekt verstérkt sich, wenn Aktualisierungen in kurzen Zeitabsténden erfolgen.

Fir Datenpunkte, deren Wert erwartungsgemaB nur selten verandert wird (z.B. Schaltuhrenkanale, Zustande von Jalousiekanélen, etc.), sollte der
Parameter "Aktualisierung" aus diesem Grund auf eine zeitgesteuerte Aktualisierung (Einstellungen "1 Minute" oder besser "10 Minuten") eingestellt
werden.

Hinweise zur Datenwert-Aktualisierung:

¢ Damit auf eine Wertanfrage der IP-Zentrale geantwortet werden kann, muss bei einem Busteilnehmer beim Kommunikationsobjekt der aus-
gelesenen Gruppe das "L"-Flag gesetzt sein. Der zurlickgemeldete Wert wird in der Web-Bedienoberflache der IP-Zentrale angezeigt und intern
im Objektmodell abgespeichert.

* Wenn kein Wert als Riickmeldung empfangen wird, bleibt weiterhin der zuletzt im Objektmodell abgespeicherte Wert angezeigt.

* Wenn eine Wertrlickmeldung (ValueResponse) auf einer "Sende- und Empfangsgruppenadresse” oder auf einer "Empfangsgruppenadresse”
empfangen wird, dann interpretiert die IP-Zentrale diese Riickmeldung als gewohnliche Datenpunktaktualisierung (wie ValueWrite) und aktualisiert
das Objektmodell.

Erweiterte Parameter der Datenpunkte
In Abh&ngigkeit des eingestellten Datenpunkt-Typs (DPT) ergeben sich weitere Datenpunkt-Parameter, die im Folgenden beschrieben werden.

"Abbildungstext":
FUr den Datenpunkt-Typ "01.xxx Boolesch" kénnen flr die Datenwerte "1" oder "0" separate Abbildungstexte parametriert werden.
In Abhangigkeit des aktuellen Datenwertes wird in der Web-Bedienoberflache der Abbildungstext angezeigt.

Beispiele:

Datenwert = "0"; "Abbildungstext fir Wert 0" = "Aus" - Anzeige in der Bedienoberflache "Aus"
Datenwert = "1"; "Abbildungstext fur Wert 1" = "Ein" - Anzeige in der Bedienoberfléche "Ein"
Datenwert = "0"; "Abbildungstext fur Wert 0" = "Inaktiv" - Anzeige in der Bedienoberflache "Inaktiv"
Datenwert = "1"; "Abbildungstext fir Wert 1" = "Aktiv" - Anzeige in der Bedienoberflache "Aktiv"

Wenn fir einen Datenwert kein Abbildungstext parametriert ist (Voreinstellung), dann wird der Wert direkt ("0" oder "1") angezeigt.

"Einheit":

Fir die Datenpunkt-Typen "09.xxx 2-Oktet Gleitkommazahl (2 Byte)" und "14.xxx 4-Oktet Gleitkommazahl (4 Byte)" kdnnen Einheiten zu den
Datenwerten definiert werden. Im Parameter "Einheit" kann ein maximal 9 Zeichen langer Text eingegeben werden. Dieser Text wird unmittelbar
hinter dem Anzeigewert in der Web-Bedienoberflache der IP-Zentrale angezeigt.

Der Parameter hat keine Auswirkung auf das Datenformat, auf die Telegrammdibertragung oder auf die Wertanzeige selbst. Es ist lediglich als
zusatzlicher Anzeigetext zu verstehen, um einen angezeigten Wert zu beschreiben.

Die Datenpunkt-Typen "05.001Prozent (1 Byte)" und "05.xxx Jalousie Position (1 Byte)" sind fest mit der Einheit "%" spezifiziert.

Zu diesen Typen ist kein Parameter zur Definition einer Einheit vorhanden.

41



IP-Zentrale Art.-Nr. IPZ 1000 REG

"Wertdarstellung":

Fir die Datenpunkt-Typen "09.xxx 2-Oktet Gleitkommazahl (2 Byte)" und "14.xxx 4-Oktet Gleitkommazahl (4 Byte)" kann die Darstellung des
Datenwertes in der Web-Bedienoberflache formatiert werden.

Der Parameter "Nachkommastellen" legt die Anzahl aller Stellen hinter dem Komma des anzuzeigenden Wertes fest.

Wenn bei diesem Parameter keine Anzahl vorgegeben ist (Voreinstellung) werden flr 4 Byte Gleitkommawerte 6 Nachkommastellen und flir 2 Byte
Gleitkommawerte 2 Stellen angezeigt. Die Einstellung "0" blendet alle Stellen nach dem Komma aus.

"Standard-Wert":

Ein Datenpunkt hat nach einer Initialisierung der IP-Zentrale (Bootvorgang nach dem Einschalten der Spannungsversorgung oder nach dem
Restart-Kommando nach einem Programmiervorgang) oder nach Busspannungswiederkehr standardmaBig den Wert "ungiltig", d.h. einen leeren
Datenwert.

Insbesondere flr Datenpunkte, die als Eingang fur Verknipfungsfunktionen verwendet werden, miissen auch nach einer Initialisierung gultige
Datenwerte vorhanden sein. Dazu kann ein Standard-Wert separat fir jeden Datenpunkt parametriert werden, der nach dem Bootvorgang als
gultiger Wert verarbeitet werden kann.

Der Standard-Wert ist flir jeden Datenpunkt-Typ einstellbar.

Alternativ kann wahrend einer Initialisierung der IP-Zentrale, nach Busspannungswiederkehr oder nach einem Reset der BCU (Programmieren der
physikalischen Adresse) ein Datenwert aktiv vom Bus angefragt werden (vgl. "Objekteigenschaften im Browser" weiter unten).

Im Falle eines parametrierten Standard-Werts wird grundsétzlich keine Busanfrage ausgeftihrt!

Wenn keine Standard-Werte im Plugin vorgegeben sind (Voreinstellung) oder wenn auf eine Statusanfrage kein Riickmeldewert empfangen wird,
dann sind die betroffenen Datenpunkte nach dem Initialisierungsvorgang oder nach Busspannungswiederkehr weiterhin "unguiltig”, bis dass ein
Wert empfangen oder vorgegeben wird.

Auch internen Datenpunkten kann ein Standard-Wert vorgegeben werden.

Die folgende Tabelle zeigt die in Abhangigkeit des Datenpunkt-Typs einstellbaren Standard-Werte und gibt somit auch die méglichen Werte-
bereiche des Datenwerts vor.

Es ist darauf zu achten, dass die Standard-Werte genau wie angegeben (bei Gleitkomma-Werten inkl. aller Nachkommastellen!) eingetragen
werden! Ein Komma wird in "."-Notation (Punkt) dargestellt.

DPT Standard-Wert FuBnote
01.xxx Boolesch Werte "0", "1" oder [Abbildungstext] 1)
02.xxx 1 Bit mit Steuerung (2 Bit) Werte "0", 1", "2", "3" 2)
04.002 Zeichen Ein Zeichen geméB 8 Bit ASCII-Tabelle 3)
05.001 Prozent Werte "0" bis "100"

05.xxx 8-bit ohne Vorzeichen Werte "0" bis "360" 4)
05.xxx Jalousie Position Werte "0" bis "100" 5)
06.010 8-bit mit Vorzeichen Werte "-128" bis "127"

07 .xxx 2-Oktet ohne Vorzeichen Werte "0" bis "65535"

08.xxx 2-Oktet mit Vorzeichen Werte "-32768" bis "32767"

09.xxx 2-Oktet Gleitkommazahl Abhangig von der gewahlten Einheit! 6)
10.001 Uhrzeit [Wochentag]-[Stunden]:[Minuten]:[Sekunden] 7)
11.001 Datum [Tag].[Monat].[Jahr] (“tt.mm.jjj")

12.Xxx 4-Oktet ohne Vorzeichen Werte "0" bis "4294967295"

13.XxX 4-Oktet mit Vorzeichen Werte "-2147483648" bis "2147483647"

14.Xxx 4-Oktet Gleitkommazahl Werte "-3.40282356+38" bis "3.4028235e+38" 8)
16.001 Zeichenfolge 14 Zeichen geméB 8 Bit ASCII-Tabelle

18.001 Szene Werte "1" bis "64"

1) Als Standard-Wert kann auch einer der beiden Abbildungstexte eingegeben werden. In diesem Fall miissen die Eingaben jedoch absolut
Ubereinstimmen! Bei der Eingabe der Werte "0" oder "1" ersetzt das Plugin automatisch diese Werte durch die Abbildungstexte, falls vor-
handen.

2) Wert "0" = keine Zwangsfihrung — Schalten "Aus" / Wert "1" = keine Zwangsflihrung — Schalten "Ein" / Wert "2" = Zwangsflihrung
"Aus" / Wert "3" = Zwangsfihrung "Ein"

3) Es ist auch die Eingabe eines dezimalen ASCII-Wertes (0 bis 127) méglich. Das Plugin errechnet aus dem Wert automatisch das passende
ASCIl-Zeichen.

4 GemaB KNX-DPT 05.003 "Angle" (0°...360°).

5) Der Standard-Wert "0" bedeutet eine ungtiltige Position.
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6 °

Bei dem Datenpunkt-Typ "09.xxx 2-Oktet Gleitkommazahl" kann eine zusétzliche Unterscheidung der untergeordneten Datenpunkt-Typen
gemaB der KNX-Spezifikation erfolgen. Die untergeordneten Typen werden durch die Einheit definiert, die neben dem Datenpunkt-Typen
eingestellt werden kann (vgl. Bild 31).

B

Dbiektvp: l[l FT 09 s 2-0ktet Gletkommazahl [2 Bute)
[Datentyp=16]

L
s
Pa
e

msz
i

i,

Bild 31: Einheit zur Unterscheidung der 2 Byte Gleitkomma-Datenpunkt-Typen

GeméB KNX ergeben sich die folgenden Parametrierungsméglichkeiten zum Standard-Wert.

DPT-Nr. | DTP-Typ Standard-Wert * Einheit
9.001 Value_Temp -273.00 bis 670760.00 °C
9.002 Value_Tempd -670760.00 bis 670760.00 K
9.003 Value_Tempa -670760.00 bis 670760.00 K/h
9.004 Value_Lux 0 bis 670760.00 Lux
9.005 Value_Wsp 0 bis 670760.00 M/s
9.006 Value_Pres 0 bis 670760.00 Pa
9.010 Value_Time1 -670760.00 bis 670760.00 S
9.011 Value_Time2 —-670760.00 bis 670760.00 ms
9.020 Value_Volt -670760.00 bis 670760.00 mv
9.021 Value_Curr —-670760.00 bis 670760.00 mA

*: Die Anzahl der Nachkommastellen ist vom Parameter "Nachkommastellen" abhangig
(Voreinstellung = "2")! Ein Komma wird in "."-Notation (Punkt) dargestellt.

Hinweis zu den Gleitkommawerten:

In der Web-Bedienoberflache lassen sich grundsétzlich von der Einheit unabhéngig Werte von "-671088,64" bis "670760,96" angeben.
Auf den Bus ausgesendet oder intern verarbeitet werden jedoch nur die Werte, die durch die Einheit vorgegeben werden. Werte dartber
hinaus (in den negativen oder positiven Bereich) werden ignoriert.

In dem Datenpunkt-Typ "10.001 Uhrzeit" werden Stunden, Minuten, Sekunden und auch der Wochentag tUbermittelt. Deshalb missen
diese Parameter bei der Zuweisung des Standard-Wertes berlicksichtigt werden.
[Wochentag]-[Stunden]:[Minuten]:[Sekunden]
[Wochentag] : 1=Montag; 2=Dienstag; 3=Mittwoch; 4=Donnerstag; 5=Freitag; 6= Samstag; 7=Sonntag;
0=kein Tag angegeben
[Stunden] : 0 ... 23 ; [Minuten] : O ... 59 ; [Sekunden] : 0 ... 59
Beispiel: "3-12:12:00" = Mittwoch, 12Uhr und 12 Minuten und O Sekunden

Beim Datenpunkt "14.xxx 4-Oktet Gleitkommazahl" werden keine weiteren untergeordneten Datenpunkt-Typen bei der IP-Zentrale unter-
schieden. Die Vorgabe des Standard-Wertes muss in den Grenzen "-3.4028235e+038" bis "3.4028235e+038" erfolgen. Das Anzeige-
format ist [Vorzeichen][Basis]e+[Exponent]. Es ist zu beachten, dass der Standard-Wert automatisch durch das Plugin dem Anzeigeformat
in der Web-Bedienoberflache angepasst wird und deshalb die Basis ggf. auf Nachkommastellen rundet und anpasst.

Objekteigenschaften im Browser

In der Voreinstellung wird jeder im Objektmodell angelegte Datenpunkt in der Web-Oberflache angezeigt und somit dem Bediener der IP-Zentrale
sichtbar und zugénglich. Im Hinblick auf die Verfligbarkeit und Darstellung in der Web-Oberflache kénnen jedem Datenpunkt unabhéngig
Eigenschaften vergeben werden, die ggf. eine Bedienung einschranken oder verhindern. Diese Eigenschaften und die Zuweisung besonderer
Kommunikations-funktionen fiir KNX-Datenpunkte ermdglichen die im Folgenden beschriebenen Objekteigenschaften (vgl. Bild 32).

Eine Eigenschaft wird aktiviert, indem das entsprechende Kontrollhékchen gesetzt wird.

Objekteigenzchaften im Browszer
[ Umnsichtbar im Browser W nur Statusanzeige
W {eshas [ Statuzabfrage

Bild 32: Objekteigenschaften im Browser flir Datenpunkte
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"Unsichtbar im Browser":

Wenn diese Eigenschaft gesetzt ist, wird der betroffene Datenpunkt flr jeden Benutzer nicht in der Web-Bedienoberflache angezeigt.

Diese Funktion ist fir Datenpunkte interessant, die beispielsweise als Ein- oder Ausgang flr die internen Verknipfungsfunktionen dienen und selbst
nicht visualisiert oder durch den Bediener verstellt werden sollen. Diese Eigenschatft ist fir KNX oder interne Datenpunkte wirksam.

"nur Statusanzeige":

Diese Eigenschaft verhindert, falls aktiviert, fir jeden Benutzer eine Verstellung des Datenwertes in der Web-Oberfléche. Der betroffene Datenpunkt
fungiert in diesem Fall nur als nicht editierbare Statusanzeige. Diese Funktion ist niitzlich, wenn beispielsweise Ist-Temperaturen von Raumtempe-
raturreglern oder Statuswerte von Automatiksteuerungen angezeigt werden sollen, die nicht verstellbar sind. Datenpunkte, bei denen diese Eigen-
schaft gesetzt ist, kdnnen lediglich Bustelegramme oder Datenwerte empfangen und nicht selbst aussenden. Diese Eigenschatt ist flir KNX oder
interne Datenpunkte wirksam.

Hinweis flir "Unsichtbar im Browser" und "nur Statusanzeige":

In der Web-Bedienung der IP-Zentrale werden die Benutzerebenen "Administrator”, "Benutzer" und "Gastzugang" unterschieden. Dabei kdnnen
die Benutzer "Administrator" und "Benutzer" die Berechtigungen der jeweils untergeordneten Benutzerebene(n) in den Web-Einstellungen vorge-
ben. Auf diese Weise ist es moglich, dass im Plugin als sichtbar oder bedienbar parametrierte Datenpunkte 'nachtraglich' fir untergeordnete
Benutzer nicht zuganglich sind (vgl. "5. Bedienoberflache und Funktionen").

Die folgenden Eigenschaften sind nur fir KNX-Datenpunkte aktivierbar:

"Lesbar":

Datenpunkte mit dieser Eigenschaft kdnnen tber den Bus ausgelesen werden. Bei aktivierter Eigenschaft kénnen andere Busteilnehmer durch

ein ValueRead-Telegramm auf die Sende- und Empfangsgruppenadresse (vgl. "3.2.3.5 Vergabe der Gruppenadressen”) den Datenwert eines
Datenpunktes der IP-Zentrale auslesen. Die IP-Zentrale antwortet, wenn ein glltiger Wert vorliegt, Uber die selbe Gruppenadresse zurlick
(ValueResponse).

Wenn keine Sende- und Empfangsgruppenadresse parametriert ist (Feld leer oder "nur Statusanzeige") oder kein gliltiger Datenwert vorliegt, dann
wird die Leseanfrage nicht beantwortet! Es wird auch keine Wertanfrage Uber die Lese- oder Anfragegruppenadresse abgesetzt, wenn der Daten-
wert bei einer externen Leseanfrage ungulltig ist!

"Statusabfrage":

Diese Eigenschaft kann nur dann gesetzt werden, wenn eine Lesegruppenadresse parametriert ist. Ein Datenpunkt hat nach einer Initialisierung
oder nach Busspannungswiederkehr der IP-Zentrale standardmaBig den Wert "unguiltig”, d. h. einen leeren Datenwert. Insbesondere flir Daten-
punkte, die als Eingang fur Verknipfungs-funktionen verwendet werden, missen auch nach einer Initialisierung gliltige Werte vorhanden sein.
Dazu kann wahrend einer Initialisierung der IP-Zentrale oder nach Busspannungswiederkehr der Aktualisierungs-mechanismus gestartet und ein
Datenwert vom Bus Uber die Lesegruppenadresse angefragt werden. Wenn auf eine Statusanfrage kein Riickmeldewert empfangen wird, dann
sind die betroffenen Datenpunkte nach dem Initialisierungsvorgang weiterhin "ung(iltig", bis dass ein guiltiger Wert vorgegeben wird. Im Falle eines
parametrierten Standard-Werts wird keine Busanfrage ausgefihrt.

3.2.3.5 Vergabe der Gruppenadressen

Klassisch kénnen Kommunikationsobjekte von KNX Geraten in den meisten Fallen mit mehreren Gruppenadressen verbunden werden.

Uber jede dieser Gruppenadressen lassen sich Datenwerte empfangen. Dabei ist jedoch nur die erste oder eine als sendend markierte Adresse

in der Lage, Telegramme auf den Bus auszusenden.

Auch die IP-Zentrale kann nach diesem altbekannten Schema arbeiten. In einigen Féllen - beispielsweise bei der Visualisierungsfunktion — ist es
jedoch wiinschenswert, den Empfang und insbesondere das Aussenden von Datenwerten Uber verschiedene Gruppenadressen bei einem Daten-
punkt abzuwickeln. Dabei kénnen beim Aussenden Telegramme zum "Wert schreiben” und "Wert lesen" unabhéngig Uber ‘eigene' Adressen abge-
handelt werden. Auch ist der Empfang von Werten mdglich, deren Datenformat ungleich zum eingestellten Datenpunkityp ist. Dadurch lassen sich
Werte von Datenpunkten durch beliebige Telegramme ungiltig setzen.

Alle diese erweiterten Kommunikations-Funktionen werden zusétzlich durch die IP-Zentrale unterstitzt und sind separat parametrierbar, falls
erforderlich.

Zur Umsetzung der beschriebenen Kommunikation-Funktionen verfligt jeder KNX-Datenpunkt der IP-Zentrale Uber verschiedene Adressfelder.

In der Voreinstellung (Ileeres Objektmodell oder neu angelegter Datenpunkt) sind alle Adressfelder leer (vgl. Bild 33). Als Beispiel zeigt Bild 34 eine
maégliche Parametrierung von Gruppenadressen (maximale Anzahl). Interne Datenpunkte benétigen keine Adressprojektierung.

Gruppenadressen

Sende- und Empfangzgruppenadresse:;

Empfangzgruppenadresse: |

Ubemehmen

Laschen

i

[ Lesegruppenadresse:

- 1-Bit-Anfragegruppenadresse: '

[T Gruppenadresse um dis Status-Awertanzeige des Objektes auszublendsn:

|

Bild 33: In der Voreinstellung sind alle Adressfelder leer
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JI4ppenaarezzen

Sende- und Empfangsgruppenadresse: [1/14

Empfangzoruppenadresse: | 2/6/8 |
214
2f11 Ubernehmen
207102

Loschen

il

W Leseguppenadresse: 24778

W Arfrageguppenadresse; |27/ 1-Bit-Anfragegruppenadresse: & 0

W Gruppenadresze um die Status-Awertanzeige des Objektes auszublendern:

2/5/0
2/8M
2/5/2 Ubernetmen
2/8/3

i

Loschen
Bild 34: Adressfelder fur einen KNX-Datenpunkt: Beispiel einer Adress-Parametrierung

Adressfeld "Sende- und Empfangsgruppenadresse":

Uber die an dieser Stelle vorgegebene Gruppenadresse kann der Datenpunkt seinen Datenwert auf den Bus aussenden oder auch empfangen.
Bei Anderung des Datenwertes wird unmittelbar ein entsprechendes Bustelegramm (ValueWrite) ausgesendet. Analog werden empfangene gliltige
Werte sofort in den Speicher des Objektmodells (ibernommen und ggf. Aktionen ausgefiihrt.

Wenn keine Gruppenadresse in das Feld eingetragen ist, dann ist der Datenpunkt nicht in der Lage, bei Anderung seinen Datenwert auf den Bus
auszusenden. Die Eingabe einer Adresse ist nicht unbedingt erforderlich.

Wenn der betroffene Datenpunkt die Kommunikationseigenschaft "nur Statusanzeige" besitzt, kann keine "Sende- und Empfangsgruppenadresse”
parametriert werden. Das Adressfeld ist dann grau hinterférbt. In diesem Fall kdnnen Datenwerte Uber die "Empfangsgruppenadresse” empfangen
werden.

Bei aktivierter Objekteigenschaft "lesbar" werden externe Leseanfragen durch die "Sende- und Empfangs-gruppenadresse” empfangen und nur
durch diese Adresse beantwortet!

Adressfeld "Empfangsgruppenadresse”:

An dieser Stelle kénnen zusatzlich bis zu vier verschiedene Gruppenadressen angegeben werden, durch die Datenwerte lediglich empfangen
werden kénnen. Empfangene gliltige Werte werden sofort in den Speicher des Objektmodells ibernommen und ggf. Aktionen ausgefihrt.
Wenn keine zusétzlichen Empfangsgruppenadressen in der Projektierung gewiinscht sind, kann das Adressfeld leer gelassen werden.

Die vorgegebenen Empfangsgruppenadressen missen nicht zwingend im ETS-Projekt verwendet werden. Bei Vorgabe einer angelegten jedoch
nicht verwendeten Adresse (keine Verbindung mit anderen Busgeréten oder Datenpunkten) weist das Plugin der IP-Zentrale den Systemadmini-
strator in einer Meldung (vgl. Bild 35) auf die Besonderheit hin und verbindet die Gruppenadresse mit dem Datenpunkt.

Etz Plugin E

\E) Die Gruppenadresze 1/2/3 wird im aktuelen Projekt nicht venwendet!

Bild 35: Hinweis-Beispiel, dass die angegebene Adresse im ETS-Projekt nicht verwendet wird.

Adressfeld “Lesegruppenadresse”:

Die IP-Zentrale kann bei Aktualisierung der Web-Oberflache und beim Initialisierungsvorgang die Werte Ihrer Datenpunkte aktiv vom Bus anfordern.
Diese Funktion ist flr jeden Datenpunkt getrennt aktivierbar und abhangig von der Grundparametrierung (Parameter: "Aktualisierung”) oder der
Objekteigenschaft eines Datenpunktes ("Statusabfrage"). Falls eingestellt, erzeugt die IP-Zentrale beim Aktualisieren oder bei einer Statusabfrage
ein ValueRead-Telegramm Uber die "Lesegruppenadresse” auf dem Bus. Bei Verwendung muss das Adressfeld durch Aktivierung des Kontroll-
hékchens davor freigeschaltet werden.

Damit auf eine Wertanfrage der IP-Zentrale geantwortet werden kann, muss bei einem der angesprochenen Busteilnehmer beim Kommunikations-
objekt der ausgelesenen Gruppe das "L"-Flag gesetzt sein. Der als ValueResponse-Telegramm zuriickgemeldete Wert wird im Objektmodell der
IP-Zentrale abgespeichert und, falls sichtbar, in der Web-Oberflache angezeigt.

Wenn kein Datenwert als Riickmeldung empfangen wird, bleibt weiterhin der zuletzt im Objektmodell abgespeicherte Wert gliltig oder, nach einer
Initialisierung, unguiltig.

Wenn eine Wertriickmeldung (ValueResponse) auf einer "Sende- und Empfangsgruppenadresse" oder auf einer "Empfangsgruppenadresse” em-
pfangen wird, dann akzeptiert die IP-Zentrale diese Riickmeldung und interpretiert sie als gewdhnliche Datenpunktaktualisierung (wie ValugWrite)
und aktualisiert das Objektmodell ebenfalls.

Uber die "Lesegruppenadresse" kdnnen auch gewdhnliche Datentelegramme (ValueWrite) empfangen werden. Wenn ein Datenpunkt beispiels-
weise bei "nur Statusanzeige" Wertanfragen stellen und tber die selbe Gruppenadresse auch Telegramme vom Bus empfangen soll, dann ist es
ausreichend, nur die "Lesegruppenadresse” zu parametrieren.
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Adressfeld "Anfragegruppenadresse”:

Einige Busgerate Ubertragen einen angeforderten Datenwert nur dann, wenn dieser zuvor durch ein 1-Bit-Triggerobjekt Uber eine separate
Gruppenadresse angefragt wurde. Fiir diese Falle bietet jeder Datenpunkt der IP-Zentrale die Mdglichkeit, eine zusatzliche Gruppenadresse zur
Trigger-Anfrage zu parametrieren. Bei Verwendung muss das Adressfeld durch Aktivierung des Kontrollhékchens davor freigeschaltet werden.
Das Plugin 16scht automatisch das Kontrollfeld wieder, wenn keine Gruppenadresse parametriert wird.

Die IP-Zentrale erzeugt Uber die "Anfragegruppenadresse” ein ValueWrite-Telegramm an das Triggerobjekt des angesprochenen Busteilnehmers,
wenn der Aktualisierungsmechanismus eines Datenpunktes dies erfordert oder wenn sich der Datenpunkt durch eine Statusabfrage initialisiert.
Bei freigegebener und parametrierter "Anfragegruppenadresse” wird in diesem Fall kein Telegramm Uber die "Lesegruppenadresse” ausgesendet!
Der in der Regel Uiber eine andere Gruppenadresse zurlickgemeldete Wert wird durch die "Lesegruppenadresse” empfangen und im Objektmodell
der IP-Zentrale abgespeichert und, falls sichtbar, in der Web-Oberflache angezeigt. Ein Wertempfang Uber die "Anfragegruppenadresse” ist nicht
maglich.

Zur Anpassung an das angesprochene Busgerat ist die Polaritét des Trigger-Telegramms einstellbar (vgl. Bild 36).

/

W Anfrageguppenadiesse: !E»’?»’E! 1-Bit-Anfragewert: ™+ 0 1

Bild 36: Parametrierung der Polaritat des Trigger-Telegramms

Eine "Anfragegruppenadresse" kann nur dann projektiert werden, wenn eine “"Lesegruppenadresse” zum Empfangen der Wertriickmeldung vor-
handen ist. Beim L&schen der "Lesegruppenadresse” entfernt das Plugin deshalb automatisch auch die parametrierte "Anfragegruppenadresse”

(vgl. Bild 37).
| EtsPlugh [

-
\11) Die Anfragegruppenadresse wurde entfernt, weil keine Lesegruppenadresse zugewiesen izt

Bild 37: Automatisches L&schen der Anfragegruppenadresse

Wenn eine Wertriickmeldung (ValueResponse) auf einer "Sende- und Empfangsgruppenadresse" oder auf einer "Empfangsgruppenadresse”
empfangen wird, dann akzeptiert die IP-Zentrale diese Rickmeldung und interpretiert sie als gewdhnliche Datenpunktaktualisierung
(wie ValueWrite) und aktualisiert das Objektmodell ebenfalls.

Adressfeld "Gruppenadresse, um die Status- / Wertanzeige des Objektes auszublenden":

An dieser Stelle kénnen bis zu vier verschiedene Gruppenadressen vorgegeben werden. Beim Empfang eines beliebigen Telegramms (Datentyp
oder Datenbreite irrelevant!) tiber eine dieser Adressen setzt die IP-Zentrale den Datenwert des betroffenen Datenpunktes sofort ungltig. Bei der
nachsten Aktualisierung des Datenpunktes (z.B. Aktualisierung der Web-Bedienoberflache oder die Ausfiihrung einer internen Verknlpfung) ver-
anlasst die Steuerung eine Wertanfrage Uiber die "Lesegruppenadresse” oder (iber die "Anfragegruppenadresse” (je nach Parametrierung).

Der Datenpunkt-Parameter "Aktualisierung" wird in diesem Fall nicht beachtet.

In dem folgenden Beispiel ist die Verwendung von Gruppenadressen zum Ungliltigsetzen von Datenwerten interessant:

Ein Jalousieaktor wird durch einen Tastsensor zur Handbedienung angesteuert. Der Jalousieaktor fuhrt in einem Kommunikationsobjekt die aktuelle
Jalousieposition nach, meldet jedoch den Positionswert nicht aktiv auf den Bus (keine Rickmeldungsfunktion). Die IP-Zentrale soll den Positions-
wert in der Bedienoberflache anzeigen und der Wert wird zusétzlich in einer internen Verknlpfung verarbeitet.

Die IP-Zentrale liet durch eine Wertanforderung den Positions-Objektwert in regelmaBigen Absténden (z.B. Aktualisierung alle 15 Minuten) aus.
Durch die Verkntpfungsfunktion ist es jedoch wichtig, auch darliber hinaus tber Positions&nderungen informiert zu werden, beispielsweise dann,
wenn der Tastsensor zur manuellen Verstellung betétigt wird.

Aus diesem Grund kann die Gruppenadresse des Tastsensors auf die "Gruppenadresse, um die Status- / Wertanzeige des Objektes auszublen-
den" der IP-Zentrale parametriert werden. Bei einer manuellen Verstellung der Jalousie wiirde die IP-Zentrale die Anderung erkennen und einen
neuen Datenwert durch eine Lesetelegramm bei der ndchsten Aktualisierung der Verkniipfungsfunktion () anfordern.

Zur Verwendung der Funktion muss im Plugin das Adressfeld durch Aktivierung des Kontrollhékchens davor freigeschaltet werden.

Das Plugin 16scht automatisch das Kontrollfeld wieder, wenn keine Gruppenadresse parametriert wird.

Zu dem Adressfeld kdnnen nur solche Gruppenadressen hinzugefiigt werden, die schon mit einem anderen Kommunikationsobijekt des
ETS-Projektes oder mit einem anderen Datenpunkt der IP-Zentrale verbunden sind! Andernfalls verweigert das Plugin die Verbindung der Adresse
(val. Bild 38).

! E Sie kdnnen hier nur eine bereits verbundene Gruppenadresse tetzen,

Bild 38: Fehlermeldung beim Versuch, eine nicht verwendete Adresse zu verbinden
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6

Wenn eine Verbindung beispielsweise durch Umprojektierung der IP-Zentrale oder des ETS-Projektes nachtraglich wieder aufgehoben wird, dann
|6scht das Plugin automatisch die Adresse aus dem Adressfeld "Gruppenadresse, um die Status- / Wertanzeige des Objektes auszublenden" und
fordert eine Bestétigung durch den Systemadministrator (vgl. Bild 39).

-
\:!')' Dig folgenden ungiiligen Gruppenadressen wurden entfermt,
da sie im aktuellen Projekt nicht verwendet werden:

14243

Bild 39: Automatisches L&schen einer vorhandenen Adress-Verbindung

Verbindung der Adressfelder mit Gruppenadressen:

Mit den Adressfeldern "Sende- und Empfangsgruppenadresse”, "Lesegruppenadresse” und "Anfragegruppen-adresse” kann jeweils nur eine
Gruppenadresse verbunden werden. Diese Adressen kénnen entweder direkt mit der Taststur eingegeben oder per Drag & Drop verbunden wer-
den. Bei direkter Eingabe ist zu beachten, dass in Abhangigkeit der Einstellung der ETS zwei- oder dreistufige Gruppenadressen mit Trennstrichen
("/") eingetragen werden. Andernfalls akzeptiert das Plugin die Adresse nicht und I6scht das Adressfeld.

In die Adressfelder "Empfangsgruppenadresse” und "Gruppenadresse, um die Status- / Wertanzeige des Objektes auszublenden" kénnen jeweils
bis zu vier Gruppenadressen eingetragen werden. Auch hier ist eine Direkteingabe oder die Verbindung durch Drag & Drop mdglich. Bei direkter
Eingabe muss die Adresse in das Editierfeld oberhalb der Schaltflache "Ubernehmen" eingegeben werden. Die Betatigung dieser Schaltfldche
Ubernimmt die vorgegebene Adresse in das Listenfeld. Im Gegenzug entfernt der Button "Lschen" bei Betétigung eine markierte Adresse aus
dem Listenfeld.

Wenn mehr als vier Gruppenadressen oder eine bereits verbundene Adresse einem Listenfeld hinzugefiigt werden soll, dann verhindert das Plugin
diese Assoziation mit einer Fehlermeldung (vgl. Bild 40).

! E Die Gruppenadrezze ist bereits 2ugewiezen oder der D atenbereich ist vall.

Bild 40: Fehlermeldung bei der Verbindung einer Adresse mit einem Listenfeld

Grundsatzlich kénnen nur Gruppenadressen, die in der Adresstabelle des ETS-Projekts vorhanden sind, mit Adressfeldern verbunden werden.
Eine Adresse muss demnach erst neu in der ETS oder im Plugin angelegt werden, wenn sie bislang noch nicht projektiert war. Andernfalls meldet

das Plugin einen Fehler (vgl. Bild 41).
| EtsPugh &

! E Die Gruppenadresse exiztiert im Projekt nicht,

Bild 41: Fehlermeldung beim Versuch, eine nicht vorhandene Gruppenadresse zu verbinden

Eine Gruppenadresse kann auch mehrfach mit verschiedenen Adressfeldern eines Datenpunktes verbunden werden, wenn eine solche Verbindung
sinnvoll ist (z.B. gleiche Adresse bei "Senden- und Empfangsgruppenadresse" und bei der "Lesegruppenadresse” — senden, empfangen und
lesen Uber die selbe Gruppenadresse = klassische Methode).

Das Datenformat einer Gruppenadresse muss mit dem Datenformat des Datenpunktes Ubereinstimmen! Andernfalls meldet das Plugin einen
Fehler (vgl. Bild 42) und verhindert eine Verbindung.

Nur bei "Anfragegruppenadressen” (stets 1 Bit groB) und bei "Gruppenadressen, um die Status- / Wertanzeige des Objektes auszublenden" muss
der Datentyp nicht mit dem parametrierten Ubereinstimmen.

! E Die Gruppenadrezse konnte nicht zugewiesen werden, Der Datentyp der Gruppenadresse paszt nicht zum Objekt D atentyp.

Bild 42: Fehlermeldung bei Konflikten zwischen Datenformaten
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Das Andern des Datenpunkt-Typs in der Parametrierung der IP-Zentrale kann dazu fiihren, dass die mit einem Datenpunkt verbundenen Gruppen-
adressen geldscht werden. Das ist der Fall, wenn beispielsweise der Datentyp von 1 Bit auf 1 Byte umgestellt wird und die betroffenen Gruppen-
adressen mit anderen Geréten im ETS-Projekt verbunden sind. Durch die Verbindung mit anderen Geréten wird der Datentyp vorgegeben und
kann durch die IP-Zentrale nicht verandert werden. In diesem Fall erzeugt das Plugin einen Bestétigungsdialog und fordert den Systemad-
ministrator auf, die Umschaltung des Datenpunkt-Typs und somit das Léschen von verbundenen Gruppenadressen zu bestétigen (vgl. Bild 43).

! ‘_\ Die mit dem Objekt verbundene Gruppenadresze kann geloscht werden. Fortfahren?

Bild 43: Bestéatigungsdialog beim Umschalten des Datenpunkt-Typs

Samtliche mit Sende-, Empfangs- oder Lesegruppenadressen verbundenen KNX-Datenpunkte der IP-Zentrale werden in der ETS-Objektansicht
(kein gestartetes Plugin) als separate Kommunikationsobjekte dargestellt. Sobald einem Datenpunkt eine der 0.g. Gruppenadressen zugewiesen
wird, legt das Plugin ein Objekt mit einer eindeutigen Objektnummer an. Da dieser Vorgang dynamisch ist, werden in der ETS-Ansicht keine
Namen oder Bezeichnungen, die auf die Funktion des Objektes schlieBen lassen, vergeben. Die Nummer das angelegten Kommunikationsobjektes
wird im Plugin bei den Datenpunktparametern unterhalb des "Standard-Werts" angezeigt (z. B. Anzeige "CO-Nr. 11").

Fr Anfragegruppenadressen werden unabhéngig vom Kommunikationsobjekt des Datenpunktes 1-Bit-Sammelobjekte in der ETS erzeugt.

Auch flr "Gruppenadressen, um die Status- / Wertanzeige des Objektes auszublenden” werden projektierte Gruppenadressen in Abhangigkeit
des Datenformats immer mit Sammelobjekten verbunden.

Beim Verbinden von Gruppenadressen, die selbst noch mit keinem anderen Datenpunkt oder mit keinem anderen Busgerét verbunden sind,

legt das Plugin den erforderlichen Datentyp fest und schreibt diesen auch in die ETS-Datenbank. Wenn eine Gruppenadresse im Objektmodel der
IP-Zentrale nicht mehr verwendet wird, werden auch alle Assoziationen fur die Adresse im Plugin geldscht.

Das Verbinden von Gruppenadressen mit Kommunikationsobjekten direkt in der ETS ohne gestartetes Plugin ist nicht mdglich!

Die ETS verweigert den Zugriff in diesem Fall. Das Verdndern von Objekteigenschaften (Flags, etc.) in der ETS hat keine Auswirkung auf das
Datenmodell der IP-Zentrale.

3.3 Verkniipfungen

Die IP-Zentrale kann — unabhéngig der Visualisierungsfunktion - als eigenstandiger Verknlpfungscontroller arbeiten. Mdgliche Verknlpfungsfunk-
tionen sind "UND", "ODER" und "Exklusiv ODER", die sich bei der Verwendung eines Komfortmoduls noch durch logische Vergleicher erweitern
lassen. Eine logische VerknUpfungsfunktion wird durch ein Modul beschrieben und kann in Abhangigkeit ihrer Parametrierung mehrere Eingénge
und einen Ausgang besitzen, die mit Datenpunkten der IP-Zentrale verknUpft werden. Durch Verwendung interner Datenpunkte lassen sich Ver-
knUpfungen miteinander verschachteln, sodass auch umfangreichere logische Verknipfungsfunktionen realisiert werden kénnen.

3.3.1 Verkniipfungsmodule anlegen

Die IP-Zentrale lasst es zu, bis zu 64 verschiedene Verkntpfungsmodule im Objektmodell anzulegen.

Ein VerknUpfungsmodul kann durch Anwéahlen des Basisknotens "Verknlpfungen" und Rechtsmausklick durch den Befehl "Hinzufligen" angelegt
werden (vgl. Bild 44). Im Anschluss muss der Systemadministrator festlegen, welche der Verknlpfungsarten "Standard" oder "Komfort" gew(inscht
ist (vgl. Bild 45).

- E Werknupfungen [1/64]

Lo Werkniipfung #1: Hinzufiigen

Einklappen

Bild 44: Anlegen eines Verknupfungsmoduls durch das Kontextmend

Yerknupfung hinzufugen

" Kaomfort

Abbrechen

Bild 45: Abfrage zur Art der Verknlpfung

Wenn ein Modul angelegt wurde, erscheint beim Anklicken dieses neuen Moduls der Modulparameter "Name" im Teilfenster des Plugins oben
rechts (vgl. Bild 46). An dieser Stelle kann dem Verkniipfungsmodul ein geeigneter Name definiert werden (maximal 40 Zeichen). Es sind aus-
schlieBlich alphanumerische Eingaben (groB und klein / keine Sonderzeichen) und Leerzeichen im Namen zuléssig. Der Name wird ausschlieBlich
im Plugin im Baumknoten der Verknipfungen angezeigt, um die einzelnen Module besser voneinander unterscheiden zu kénnen.

Marme: Werknlpfung

Bild 46: "Name" des VerknUpfungsmoduls

48



IP-Zentrale Art.-Nr. IPZ 1000 REG

Im Basisknoten "Verknipfungen" werden die Modulressourcen angezeigt. Die Zahlen in den Klammern geben die Anzahl aller angelegten Module
(im Beispiel Bild 44 "1") im Vergleich zu den maximal verfiigbaren Modulen ("64") an.

Angelegte Verknlpfungsmodule lassen sich aus dem Objektmodell entfernen, indem der Befehl "Ldschen" im Kontextmen( eines Moduls ausge-
fuhrt wird. Ein Umsortieren angelegter Module ist nicht erforderlich und aus diesem Grunde auch nicht méglich. Verknipfungsmodule kdnnen nicht
kopiert werden.

3.3.2 Verkniipfungsmodule bearbeiten

3.3.2.1  Ein- und Ausgabedatenpunkte definieren
Ein VerknUpfungsmodul, egal ob standard oder komfort, enthalt mindestens einen Eingang und einen Ausgang. Datenpunkte, die mit den Ein- und
Ausgabeschnittstellen von Verknlipfungsfunktionen verbunden werden sollen, miissen im Objektmodell der IP-Zentrale angelegt sein. Es kdnnen
Datenpunkte verwendet werden, die entweder extern auf den Bus wirken oder Datenwerte vom Bus empfangen (Datenpunkt-Einstellung "EIB")
oder ausschlieBlich intern im Gerét verarbeitet werden (Datenpunkt-Einstellung "intern”). Externe und interne Datenpunkte werden in einem Ver-
knUpfungsmodul gleichberechtigt behandelt.
Die Datenpunktparametrierung fur Verknipfungsmodule ist in allen Féllen identisch. Wenn ein Verkn(pfungs-modul im Baumknoten “Verknipfung"
angewahlt ist, lassen sich im Teilfenster des Plugins oben rechts die Modulparameter bearbeiten. In diesem Fenster sind auch die Eingangs- und
Ausgangs-Datenpunkte editierbar (vgl. Bild 47). Ein nicht konfigurierter Datenpunkt wird im Textfeld als "<unbenutzt>" gekennzeichnet. Um einen
Datenpunkt zu konfigurieren, muss die Editier-Schaltflache "..." rechts neben dem Textfeld betétigt werden. Es 6ffnet sich der Dialog "Objekt aus-
wahlen" (vgl. Bild 48).

Eingang

|< unbenutzt:

Ausgang
|< unbenutzt:

Bild 47: Auszug aus der Modulparametrierung flr die Datenpunkte

Dbjekt auswahlen
Dbjskt-Filter
Raum | alle LJ Ahbrechen
Gewerk | alle ﬂ
Eunktionsgruppe | alle ﬂ

= B
= 1 Licht
- ]2 Funktionsgruppe
I]_[Z] Datenpunkt 1
[JLE Datenpurkt 2
FLE Datenpunkt 3
D_[;’] Datenpunkt 4 intern
CCE Datenpunkt 5 intern
+ |:|r_] Raum 2
+ [, Raum 3

Bild 48: Dialog zum Auswéhlen des Datenpunktes

Der Datenpunkt, der mit dem Ein- oder Ausgang eines Moduls verbunden werden soll, muss im Auswahlifenster durch Anklicken des Kontroll-
hakchens selektiert werden. Zur Vereinfachung der Auswahl kdnnen die Datenpunkte nach Raum, Gewerk und Funktionsgruppe gefiltert und in
Abhangigkeit der Filterung angezeigt werden. Eine Objekt-Filterung ist nicht zwingend erforderlich. Wenn kein Filter gesetzt ist (default), dann sind
alle Datenpunkte des Objektmodells sichtbar. Die Filtereinstellungen sind dynamisch, d.h. die zuerst gesetzten Filter beeinflussen die anderen
Filtereinstellungen und schranken deshalb ggf. Auswahimdglichkeiten ein.

Leere Raume oder Funktionsgruppen ohne Datenpunkt werden in der Ubersicht nicht angezeigt. Auch lassen sich die festen Datenpunkte der
Systemuhr nicht mit einer Veerknlpfung verbinden.

Mit einem Ein- oder Ausgang kann nur ein Datenpunkt verbunden werden. Eine Mehrfachverbindung von Datenpunkten auf andere Eingénge oder
Module ist méglich. Die Betatigung der Schaltflache "OK" beendet den Dialog und verbindet den Datenpunkt mit dem Moduleingang oder
-ausgang.

3.3.22 Konfiguration einer Standard-Verkniipfung

Bei einer Standard-Verknupfung kénnen bis zu 8 Eingangs-Datenpunkte logisch miteinander verknlpft werden. Die Art der logischen Verknlipfung
ist einstellbar als "UND", "ODER" und "exklusiv ODER". Das Ergebnis wird in einen Ausgangs-Datenpunkt geschrieben.

Das Verknipfungsmodul bearbeitet selektiv alle konfigurierten Eingénge und ermittelt deren logischen Zustand. Ein Eingang ist logisch "1" (wahr),
wenn dessen Datenwert ungleich "0" ist. Analog ist ein Eingang logisch "0" (falsch), wenn dessen Datenwert gleich "0" ist.

Jeder Eingangsdatenpunkt 18sst sich unabhangig invertieren, sodass die logische Auswertung des Datenwertes in das Gegenteil umgesetzt
werden kann (Eingang "1" - "0" oder Eingang "0" - "1").

Nach der Einzelauswertung verknupft das Modul alle Eingangszusténde anhand der parametrierten logischen Verknipfung und ermittelt den Aus-
gangszustand. Dieser kann "0" (falsch) oder "1" (wahr) sein. Wahlweise kann der Ausgangszustand invertiert werden.
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Jedem Ausgangszustand kann ein Datenwert zugewiesen werden. Der Parameter "Wert senden bei Verkntpfung erfullt" definiert den Datenwert
flr ein Verknipfungsergebnis "1". Analog legt der Parameter "Wert senden bei Veerknlpfung NICHT erflllt" den Datenwert fiir ein Verkniipfungs-
ergebnis "0" fest.

Der parametrierte Datenwert wird in Abhangigkeit des ermittelten logischen Ausgangszustandes in den Ausgangs-Datenpunkt und somit in das
Objektmodell tbernommen. Der Wert wird bei KNX-Datenpunkten im Anschluss sofort auf den Bus ausgesendet.

Es ist zu beachten, dass die Eingabe in den Parameter "Wert senden bei Verknipfung ..." genau so formatiert erfolgt, wie es der Ausgangs-Daten-
punkttyp verlangt (zur Formatierung vgl. "3.2.3.4 Anlegen und Konfiguration der Datenpunkte — Standard-Wert"). Andernfalls ist der Datenwert des
Ausgangs ungiltig und wird nicht in das Objektmodell ibernommen und nicht auf den Bus ausgesendet!

Hinweise:

* Die Eingénge und der Ausgang des Verknupfungsmoduls kénnen mit beliebigen, auch nicht 1-Bit-booleschen Datenpunkten verbunden werden.
Das Modul bewertet die Datenpunkte grundsétzlich so, ob deren Werte gleich "0" (Zustand "0" - falsch) oder ungleich "0" (Zustand "1" — wahr)
sind. Lediglich die Datenpunkt-Typen "Uhrzeit", "Datum" und “Zeichenfolge" kénnen nicht mit Eingéngen verkntpft werden. Das VerknUpfen mit
Ausgéngen ist jedoch fur alle Datenpunkt-Typen mdéglich.

¢ Das VerknUpfungsmodul kann auch mit nur einem Eingang verwendet werden (z.B. als Inverter). In diesem Fall sind beim Modul die anderen
7 Eingénge unbenutzt und der Parameter "Verknlpfung" ist ohne Funktion. Wenn mehr als ein Eingang verwendet wird, ist unbedingt der
Parameter "VerknUpfung" auf eine logische Funktion einzustellen!

¢ In dem Parameterfeld "Ausdruck” wird die gesamte logische Verkntpfungsfunktion angezeigt, so wie sie intern in der IP-Zentrale verarbeitet wird.
Dieser Ausdruck wird zusatzlich im Objektmodell-Baumknoten der betroffenen Verkniipfungsfunktion hinter dem Namen des Moduls angezeigt.
Fiir den Systemadministrator ist der Ausdruck nicht weiter zu beachten. Im Servicefall kann der Ausdruck ggf. dem Hersteller mitgeteilt werden.

Verknlipfungs-Beispiele fir eine Standard-Verknlpfung (E = Eingang / A = Ausgang):

I ODER Verkniipfung mit 2 Eingdngen (boolesch / E2 invertiert) und einem Ausgang (boolesch)
"Wert senden bei Verknlpfung erflllt" = "1" / "Wert senden bei Verkniipfung NICHT erfillt" = "0"

\
]

Datenwert Eingang 1 © | | | | >
1

Datenwert Eingang 2 © I | | | | I K
1

logischer Zustand Eingang 1 © I I I | >
1

logischer Zustand Eingang 2 © | | | | | | | >
]

logischer Zustand Ausgang © \L | | | | >
1

Datenwert Ausgang © I | | I >

Zeit

Initialisierung

Keine Wertédnderung bei E1 & E1 --> Ausgang wird nicht berechnet.

Il UND VerknUpfung mit 2 Eingéngen (E1 boolesch / E2 2Byte Gleitkommawert) und einem Ausgang (2Byte Gleitkommawert)
"Wert senden bei Verknlipfung erflllt" = "+ 23.00" / "Wert senden bei Verknlipfung NICHT erflllt" = "+ 7.00"

A

I

+21.00
Datenwert Eingang 2 o.00 | | | | |

]

Datenwert Eingang 1

| |

v A

logischer Zustand Eingang 1

v

;
0
1

logischer Zustand Eingang 2 o | |
1
0

logischer Zustand Ausgang
+23.00

Datenwert Ausgang +7.00

10|

v

i

Zeit

Initialisierung

50



IP-Zentrale Art.-Nr. IPZ 1000 REG

3.3.2.3 Konfiguration einer Komfort-Verkniipfung

Komfort-Verknlpfungen verfligen im Vergleich zu einer Standard-Verkniipfung Uber erweitere Priifoperatoren flir die Eingénge als auch Uber
zusétzliche Aktualisierungsbedingungen flr den Ausgang. Nach Bedarf steht ein zusétzliches Sperrobjekt zur Verfligung.

Wenn ein Komfort-Verknlpfungsmodul angelegt wurde, erscheint beim Anklicken dieses neuen Moduls im Baumknoten der Verkntpfungen der
Parameter "Modul" im Teilfenster des Plugins oben rechts. Dieser Parameter definiert den logischen Kern der Verknipfung und dadurch die Grund-
anwendung nach den folgenden Schemen.

Bingang 10 Verkniipfung
2 Invertierer Filter Wertumsetzung
— - Nur 1
"Standard" — | -oper s “Nuro > ert senden bei..» —C AuSgang
: - Exklusiv ODER ~ Nein - Nur bei
: Verénderung
—
8 —»
Eingang 10 Verknipfung
2 R ] Invertierer Filter Wertumsetzung
Wert —»{ -UND - Nur 1
[ o " _ - ODER J:/n_. [—— — . . —OAusgan
Verknupfung . — Exklusiv ODER ) :ﬁem i xi: gei - "Wert senden bei... gang
: i Verénderung
——»
Wert , H
8 —»
Sperreno--—-» Operator
Eingang 10 Vergleicher
Invertierer Filter Wertumsetzung
.= 1
\ergleicher , o /T’ i ,Jva ‘ - xu,g ' > Wert senden bei...» O Ausgang
—> . - Nein - Nur ber
) := ; Verénderung
Sperreno---»[  Operator

Invertierer Filter Wertumsetzung
Nur 1

"Keines" Eingang 10 Operator -Ja -Nur0 - "Wert senden bei..." [0 Ausgang
- Nein - Nur bei
Verénderung
Wert

Die einzelnen Module unterscheiden sich im Wesentlichen nur durch die Verfligbarkeit eines Sperrobjektes, durch die Funktionsweise des Modul-
kerns und durch die Anzahl der verfiigbaren Eingange. Eingangs- und Ausgangs-parameter sind in allen Féllen identisch einstellbar.
Es wird empfohlen, grundsétzlich eine Modulauswahl zu treffen, die im Funktionsumfang der Anwendung gentigt.

3.3.2.3.1 Einstellen der Eingangs-Parameter
Bei Komfort-Verkntpfungen lassen sich die Eingange — unabhéngig vom eingestellten Modul - immer auf die gleiche Weise parametrieren.
Die Auswertung erfolgt stets nach dem selben und im Folgenden beschriebenen Schema.

Operatorfunktion:

Das Verknipfungsmodul bearbeitet selektiv alle konfigurierten Eingénge - auch ggf. den Sperr-Eingang — und ermittelt deren Datenwert.

Die Eingénge des Verknipfungsmoduls kénnen mit beliebigen, auch nicht 1-Bit-booleschen Datenpunkten verbunden werden. Lediglich die
Datenpunkt-Typen "Uhrzeit", "Datum” und “Zeichenfolge" kbnnen nicht mit Eingdngen verknipft werden. Bei diesen Typen ist der Eingang immer
logisch "0".

Im Anschluss werden die Datenwerte mit einem vorgegebenen Parameterwert anhand des im Plugin eingestellten Operators verglichen.

Das Ergebnis dieser Vergleichsoperation ist entweder "0" (falsch) oder "1" (wahr).
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6 Die folgenden mathematischen Operatoren stehen zur Verfligung.

GemaB KNX ergeben sich die folgenden Parametrierungsmaéglichkeiten zum Standard-Wert.

Operator Bedeutung Erklarung

<unbenutzt> | ohne Funktion | Operatorfunktion abgeschaltet. Es findet kein Eingangsvergleich statt.
Der Datenwert wird unverandert an die nachste Auswertungsstufe der
Logikfunktion weitergeleitet.

NICHT invertieren Invertieren des logischen Zustandes des Eingangs:
Ein Datenwert gleich "0" wird zu einem logischen "1" (wahr).
Ein Datenwert ungleich "0" wird zu einem logischen "0" (falsch).

= gleich Wenn der Datenwert gleich dem Parameterwert ist, wird der logische Zustand des
Eingangs auf "1" (wahr) gesetzt. Ist der Datenwert ungleich dem Parametrierten,
setzt das Modul den Zustand auf "0" (falsch).

< kleiner Wenn der Datenwert Kleiner dem Parameterwert ist, wird der logische Zustand
des Eingangs auf "1" (wahr) gesetzt. Ist der Datenwert gréBer oder gleich dem
Parametrierten, setzt das Modul den Zustand auf "0" (falsch).

<= kleiner gleich Wenn der Datenwert Kleiner oder gleich dem Parameterwert ist, wird der logische
Zustand des Eingangs auf "1" (wahr) gesetzt. Ist der Datenwert gréBer dem
Parametrierten, setzt das Modul den Zustand auf "0" (falsch).

> gréBer Wenn der Datenwert gréBer dem Parameterwert ist, wird der logische Zustand
des Eingangs auf "1" (wahr) gesetzt. Ist der Datenwert Kleiner oder gleich dem
Parametrierten, setzt das Modul den Zustand auf "0" (falsch).

>= gréBer gleich Wenn der Datenwert gréBer oder gleich dem Parameterwert ist, wird der logische
Zustand des Eingangs auf "1" (wahr) gesetzt. Ist der Datenwert kleiner dem
Parametrierten, setzt das Modul den Zustand auf "0" (falsch).

<> ungleich Wenn der Datenwert ungleich dem Parameterwert ist, wird der logische Zustand
des Eingangs auf "1" (wahr) gesetzt. Ist der Datenwert gleich dem Parametrierten,
setzt das Modul den Zustand auf "0" (falsch).

Das Ergebnis der Vergleichsoperation stellt den logischen Zustand des Eingangs dar und wird der nichsten Auswertungsstufe der Verknipfungs-
funktion weitergeleitet.

Hinweis:

Es ist zu beachten, dass der zum Vergleich notwendige Parameterwert in den Grenzen des durch den Datenpunkt-Typen vorgegebenen Werte-
bereiches liegt. Zudem muss auch auf die Formatierung des Eingabe-wertes geachtet werden (zu den Wertgrenzen und zur Formatierung vgl.
"3.2.3.4 Anlegen und Konfiguration der Datenpunkte — Standard-Wert"). Andernfalls wird der logische Zustand nicht korrekt ermittelt!

3.3.23.2 Funktionsweise des Modulkerns
Der Parameter "Modul" definiert den Modulkern und somit die Funktionsweise der Verknlpfung (vgl. "3.3.2.3 Konfiguration einer Komfort-
VerknUpfung").

Modulkern "Standard":

Ahnlich einer Standard-Verkniipfung kénnen bis zu 8 verschiedene Eingénge verarbeitet werden. Eingangs-parameter (Operator) und Ausgangs-
funktionen (Filter, Inverter) sind zusatzlich nutzbar.

Die durch die Operatorfunktion ermittelten logischen Eingangszusténde werden gemé&B der Einstellung "Verknlpfung" logisch miteinander ver-
knpft. Mdgliche Verknipfungsfunktionen sind "UND", "ODER" und "exklusiv ODER". Wenn mehr als ein Eingang verwendet wird, muss der
Parameter auf eine dieser Funktionen eingestellt werden!

Fr Eingénge, bei denen die Operatorfunktion abgeschaltet ist (Einstellung "<unbenutzt>"), ermittelt das Verknipfungsmodul anhand des
Eingangs-Datenwertes den logischen Zustand ohne Vergleich mit einem Parameterwert. Datenwerte gleich "0" besitzen den logischen

Zustand "0" (falsch), Werte ungleich "0" besitzen den Zustand "1" (wahr). Das Ergebnis der Verkntpfungsfunktion ("0" oder "1") wird an den Aus-
gang Ubergeben.

Eingang 10— Operator | Verkniipfung
2 Invertierer Filter Wertumsetzung
Wert —> -UND -Nur 1
LT gﬁ(ﬁg,v ODER -Ja -Nur0 . "Wert senden bei...” [ © AUSgang
P - Nein - Nur bei
] Verénderung
—>
8 —»

Modulkern "VerknUpfung":

Wie beim Standard Modulkern kénnen bis zu 8 verschiedene Eingénge verarbeitet werden. Eingangsparameter (Operator) und Ausgangs-
funktionen (Filter, Inverter) sind auch hier nutzbar. Zusétzlich steht optional ein Sperr-Eingang zur Verfligung.

Die durch die Operatorfunktion ermittelten logischen Eingangszusténde werden gemé&B der Einstellung "Verknlpfung" logisch miteinander ver-
knlpft. Mdgliche Verkniipfungsfunktionen sind "UND", "ODER" und "exklusiv ODER". Wenn mehr als ein Eingang verwendet wird, muss der Para-
meter auf eine dieser Funktionen eingestellt werden! Flir Eingénge, bei denen die Operatorfunktion abgeschaltet ist (Einstellung "<unbenutzt>"),
ermittelt das Verknlpfungsmodul anhand des Eingangs-Datenwertes den logischen Zustand ohne Vergleich mit einem Parameterwert.
Datenwerte gleich "0" besitzen den logischen Zustand "0" (falsch), Werte ungleich "0" besitzen den Zustand "1" (wahr).
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Das Ergebnis der Verkniipfungsfunktion ("0" oder "1") wird nur dann an den Ausgang Ubergeben, wenn der Sperr-Eingang nicht den Zustand "1"
(wahr) besitzt. Andernfalls ist die Sperrfunktion aktiviert und das Verknlipfungs-ergebnis wird nicht an den Ausgang weitergegeben! Bei aktivierter
Sperrfunktion andert sich also der Ausgangszustand nicht und eine Aktualisierung des Zustandes findet auch nicht statt.

Wird die Sperrfunktion aufgehoben, berechnet das Verkniipfungsmodul den Ausgangszustand wie bei Anderung eines Eingangszustandes neu
und aktualisiert ggf. das Ausgangsergebnis. Aktualisierungen des Sperr-Eingangs von "inaktiv' nach "inaktiv" oder von "aktiv" nach "aktiv" zeigen
keine Reaktion.

Eingang 10 Verkniipfung
2 Invertierer Filter Wertumsetzung
1
—» -UND _
Wert - ODER (B N |y et Ausgang

N ) ' -Ja - Nur 0 - "Wert senden bei..."
: - Exklusiv ODER i 0 _ Nein - Nur bei
o H ' Verédnderung
e — >
8 —»f

Sperreno-»{_Operator |-

Modulkern "Vergleicher":

Der Vergleicher bietet die Mdglichkeit, bis zu zwei unterschiedliche Eingénge miteinander logisch zu vergleichen.

Wie beim "Standard" Modulkern kénnen Eingangsparameter (Operator) und Ausgangsfunktionen (Filter, Inverter) genutzt werden. Zuséatzlich steht
optional ein Sperr-Eingang zur Verfligung.

Vergleich eines Eingangswertes:

Es ist lediglich ein Eingang konfiguriert. Die Operatorfunktion dieses Eingangs legt unmittelbar die Vergleichs-funktion fest. Das Vergleichsergebnis
wird ggf. unter Berlicksichtigung einer Zeitverzogerung direkt an die Ausgangssteuerung weitergeleitet. Der Parameter "Verknipfung" hat keine
Funktion. Somit ist der nachgeschaltete Vergleicher unwirksam.

Wenn die Operatorfunktion abgeschaltet ist (Einstellung "<unbenutzt>"), ermittelt das Verknipfungsmodul anhand des Eingangs-Datenwertes den
logischen Zustand ohne Vergleich mit einem Parameterwert. Datenwerte gleich "0" besitzen den logischen Zustand "0" (falsch), Werte ungleich "0"
besitzen den Zustand "1" (wahr).

Invertierer Filter Wertumsetzung
X - 1 - Nur 1
Eingang 10—»{_Operator e ¥ -Nuro 1 "Wert senden bei..” [~ Ausgang
: - Nein - Nur bei
f Verénderung
[ wert | [ wert | :

I 1

Vergleich zweier Eingangswerte:

Durch Einstellung des Parameters "Verknlpfung" wird der zweite Eingang freigeschaltet und ein Vergleichsoperator parametriert. Zu jedem Eingang
wird unter Berticksichtigung der eigenen Operatorfunktion der logische Zustand ermittelt.

Beide Eingangs-Zustande werden anhand der parametrierten "Verkntpfung" logisch miteinander verglichen. Dabei stehen die gleichen Vergleich-
soperatoren zur Verfligung wie bei der Operatorfunktion eines Eingangs (vgl. "3.3.2.3.1 Einstellen der Eingangs-Parameter ").

Wenn die Operatorfunktion bei einem oder bei beiden Eingdngen abgeschaltet ist (Einstellung "<unbenutzt>"), zieht das Verknlipfungsmodul zum
Vergleich direkt die Eingangs-Datenwerte heran. Auf diese Weise lassen sich z.B. zwei Temperaturwerte miteinander vergleichen.

Eingang 10 Vergleicher
Invertierer Filter Wertumsetzung
.= 1
- Nur 1
Wert - N » [N vl (N 0 Ausgang

_<= ) -Nur0 - "Wert senden bei..."
2 ’ -> ! - Nein - Nur bei
_ ! Verénderung
Wert S

e e 1

Das Ergebnis der Vergleichsfunktion ("0" oder "1") wird nur dann an den Ausgang Ubergeben, wenn der Sperr-Eingang nicht den Zustand "1"
(wahr) besitzt. Andernfalls ist die Sperrfunktion aktiviert und das Verknlipfungs-ergebnis wird nicht an den Ausgang weitergegeben! Bei aktivierter
Sperrfunktion andert sich also der Ausgangszustand nicht und eine Aktualisierung des Zustandes findet auch nicht statt.

Wird die Sperrfunktion aufgehoben, berechnet das Verkniipfungsmodul den Ausgangszustand wie bei Anderung eines Eingangszustandes neu
und aktualisiert ggf. das Ausgangsergebnis. Aktualisierungen des Sperr-Eingangs von "inaktiv' nach "inaktiv" oder von "aktiv" nach "aktiv" zeigen
keine Reaktion.
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Modulkern "Keines":

Bei dieser Einstellung ist kein Modulkern vorhanden, d. h. der eine Eingang wird unmittelbar und ohne weitere logische Bearbeitung mit dem Aus-
gang verbunden. Eingangsparameter (Operator) und Ausgangsfunktionen (Filter, Inverter) sind auch hier nutzbar. Diese Funktion ist beispielsweise
zum Invertieren und zum Filtern von Datenwerten sinnvoll.

Die durch die Operatorfunktion ermittelten logischen Eingangszusténde werden an die Ausgangssteuerung weitergegeben. Bei abgeschalteter
Operatorfunktion (Einstellung "<unbenutzt>") ermittelt das Verknlpfungsmodul den logischen Zustand ohne Vergleich mit einem Parameterwert.
Datenwerte gleich "0" besitzen den logischen Zustand "0" (falsch), Werte ungleich "0" besitzen den Zustand "1" (wahr).

Invertierer Filter Wertumsetzung

. - Nur 1
Eingang 10 Operator _Ja > -Nur0 - "Wert senden bei...” [ Ausgang
- Nein - Nur bei
Verédnderung
Wert

3.3.2.3.3 Einstellen der Ausgangs-Parameter

Der logische Ausgangszustand ("0" oder "1") wird durch die vorgelagerten Verkniipfungssteuerungen berechnet und an die Ausgangssteuerung
Ubergeben. Diese kann wahlweise den Ausgangszustand invertieren (Kontrollhakchen "Invertieren” aktiviert). Weiter ist durch Definition eines Aus-
gabefilters die Unterdriickung eines Zustandes maglich. Der Parameter "Filter" legt die Filtereigenschatft fest.

Einstellung "Keiner":  Es werden beide Ausgangszustande "0" oder "1" verarbeitet.
Einstellung “Nur 1" Es wird nur der "1"-Ausgangszustand verarbeitet. "0" bewirkt keine Ausgangsreaktion.
Einstellung “Nur 0":  Es wird nur der "0"-Ausgangszustand verarbeitet. "1" bewirkt keine Ausgangsreaktion.

DarUber hinaus ist definierbar, ob ein neuer Ausgangszustand nur dann tbernommen wird, wenn sich der Zustand im Vergleich zum alten ver-
andert hat. Diese Zustandsprifung kann durch Aktivierung des Kontrollhdkchens “Nur bei Verénderung” eingeschaltet werden. Eine Zustands-
anderung findet statt bei Anderungen von "1" auf "0", von "0" auf "1", oder wenn ein Zustand ungiltig war - beispielsweise nach der Initialisierung
- und ein neuer glltiger Wert berechnet wurde.

Die Abarbeitung der Ausgangsparameter erfolgt nach der Reihenfolge “Invertierung" - “Filterung" — "Veranderung".

Jedem Ausgangszustand kann ein Datenwert zugewiesen werden. Der Parameter "Wert senden bei Verknlpfung erflllt" definiert den Datenwert
flr einen Ausgangszustand "1". Analog legt der Parameter "Wert senden bei Verknlpfung NICHT erflllt" den Datenwert flir einen Ausgangszu-
stand "0" fest. Der parametrierte Datenwert wird in Abhé&ngigkeit des ermittelten logischen Ausgangszustandes in den Ausgangs-Datenpunkt und
somit in das Objektmodell Ubernommen. Der Wert wird bei KNX-Datenpunkten im Anschluss sofort auf den Bus ausgesendet.

Hinweis:

* Der Ausgang eines Verknipfungsmoduls kann mit beliebigen, auch nicht 1-Bit-booleschen Datenpunkten verbunden werden.

¢ Es st zu beachten, dass der Parameterwert fiir "Wert senden bei Verknlpfung ..." in den Grenzen des durch den Datenpunkt-Typen vorgege-
benen Wertebereiches liegt. Zudem muss auch auf die Formatierung des Ausgabewertes geachtet werden (zu den Wertgrenzen und zur
Formatierung vgl. "3.2.3.4 Anlegen und Konfiguration der Datenpunkte — Standard-Wert"). Andernfalls ist der Datenwert ungiltig.

* In dem Parameterfeld "Ausdruck” wird die gesamte logische Verknlpfungsfunktion angezeigt, so wie sie intern in der IP-Zentrale verarbeitet wird.
Dieser Ausdruck wird zusétzlich im Objektmodell-Baumknoten der betroffenen Verknlpfungsfunktion hinter dem Namen des Moduls angezeigt.
Fir den Systemadministrator ist der Ausdruck nicht weiter zu beachten. Im Servicefall kann der Ausdruck ggf. dem Hersteller mitgeteilt werden.

3.3.3 Verarbeitung der Eingangsdaten

Bei allen Verknipfungsfunktionen wird das Verknlpfungsergebnis neu berechnet, wenn sich der Datenwert eines Eingangs &ndert oder neu aktu-

alisiert. Wenn das Verknipfungsmodul die Anderung oder Aktualisierung eines Wertes erkannt hat, fordert es die Datenwerte aller anderen Ein-

gangs-Datenpunkte aus dem Objektmodell an und berechnet das Verknlipfungsergebnis neu.

Wenn ein Datenwert bei einer Anforderung durch ein Verknipfungsmodul ungliltig ist, erzeugt die IP-Zentrale fir die betroffenen KNX-Datenpunkte

eine Leseanforderung auf dem Bus, um den Wert zu aktualisieren. Ein Datenpunkt kann ung(iltig sein, wenn

- durch die "Gruppenadresse, um die Status- / Wertanzeige des Objektes auszublenden" ein Wert empfangen wurde,

- nach der Initialisierung der IP-Zentrale oder nach Busspannungswiederkehr bei einer Statusabfrage kein Rlickmeldewert vom Bus empfangen
wurde und zudem kein Standard-Wert gesetzt ist,

- ein Aktualisierungsintervall (Parameter "Aktualisierung" eingestellt auf "1 Minute" oder "10 Minuten") abgelaufen ist.

Zudem wird grundsétzlich fir Datenpunkte, deren Parameter "Aktualisierung" auf "immer" eingestellt ist, immer eine Leseanforderung beim

Berechnen eines Verknipfungsmoduls erzeugt.

Das Verknipfungsmodul berechnet erst dann das Ergebnis der logischen Verknipfung neu, wenn die Riickmeldung aller Datenpunkte eingegan-

gen ist. Auf diese Weise ist sichergestellt, dass stets mit aktuellen Eingangsdaten gerechnet wird. Aufgrund dieses synchronen Datenabgleiches

mit dem Bus und den festgelegten Antwort-Timeouts kann sich die Berechnung des Ausgangswertes um maximal 24 Sekunden verzégern.

Hinweise:

* \Wenn bei einer Leseanforderung kein Datenwert als Riickmeldung empfangen wird oder wenn im Plugin fir den betroffenen Datenpunkt keine
"Lesegruppenadresse” projektiert ist, wird die Verkntpfung flr den betroffenen Datenpunkt mit dem Wert "0" ausgefihrt!

* Interne Datenpunkte besitzen den Zustand "unguiltig" nur nach einer Initialisierung der IP-Zentrale oder nach Busspannungswiederkehr, wenn
kein Standard-Wert gesetzt ist. Sie erhalten erst dann einen gliltigen Wert, wenn ein Datenwert explizit vorgegeben wird (beispielsweise durch ein
VerknUpfungsergebnis oder durch Werténderung in der Web-Bedienoberfléche).

* Nach einer Initialisierung wird eine Verknlpfungsfunktion nicht automatisch ausgefiihrt, auch dann nicht, wenn giltige Datenwerte
(z.B. Standard-Werte) vorliegen. Es muss sich grundsétzlich erst mindestens ein Datenwert nach der Initialisierung veréndert oder aktualisiert
haben, bevor ein neues Ergebnis berechnet wird. Das trifft auch auf invertierte Eingangs-Datenwerte zu, deren Zustand nach einer Initialisierung
‘wahr' ist.
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6 4. Inbetriebnahme

4.1 Allgemeine Informationen

Die Inbetriebnahme der IP-Zentrale erfolgt durch die ETS. Das im Zuge der Konfiguration und Parametrierung in der ETS-Projektierung angelegte
Gerat wird mit Hilfe des in die ETS eingebundenen Plugins programmiert. Wie jedes andere Busgerat auch besitzt die IP-Zentrale eine physikali-
sche Adresse und Applikationsdaten.

Die Applikationsdaten (Objektmodell, Geratekonfigurationen, etc.) werden aufgrund der groBen Datenmenge nicht (iber den Bus programmiert.
Die Ubertragung der Daten zur IP-Zentrale erfolgt in mehreren Datenpaketen ausschlieBlich tiber die LAN-Verbindung. Aus diesem Grund benétigt
der Inbetriebnahme-PC eine funktionierende LAN-Anbindung (schnurgebunden oder wireless). Die Daten werden — gesteuert durch das Plugin -
durch FTP (File Transfer Protocol) tiber TCP/IP verbindungsorientiert in den Flash-Speicher der IP-Zentrale programmiert und dort nichtfllichtig im
Filesystem abgespeichert. Der Programmierzugriff erfolgt Uber Port 21.

Das Programmieren der physikalischen Adresse ist ein vom Programmieren der Applikationsdaten getrennter Vorgang und auch unabhéngig - am
Besten ganz zu Beginn der Inbetriebnahme - auszufiihren. Die physikalische Adresse wird selbststandig durch die ETS ber die Busverbindung in
den Busankoppler der IP-Zentrale programmiert. Das Starten des Plugins ist dazu nicht erforderlich, jedoch muss die externe Versorgungsspan-
nung der IP-Zentrale eingeschaltet sein.

Der Versuch, die Applikationsdaten evtl. auch in Veerbindung mit der physikalischen Adresse in das Zielgerét zu laden, wird mit einer Hinweis-
meldung (vgl. Bild 1) ohne einleiten einer Programmierverbindung sofort beendet.

-
\l) Download izt nicht erlaubt.

Bild 1: Hinweismeldung beim Versuch Applikationsdaten durch die ETS zu programmieren

Die IP-Zentrale kann auch wahrend eines Programmiervorgangs ohne Funktionseinschrankungen bedient werden. Die neuen Daten werden erst
nach einem Neustart und der Initialisierung tbernommen.

4.2 Programmieren der IP-Zentrale

Zur Programmierung der Applikationsdaten muss das Plugin in der ETS gestartet werden. Im Anschluss kann der Inbetriebnahme-Dialog
(vgl. Bild 2) aufgerufen werden, indem das Icon 5 in der Mendleisten oder die Funktions-Schaltflache "Inbetriebnahme" betatigt oder der
KontextmenU-Befehl "Inbetriebnahme" ausgefihrt wird.

Gerate Einstellungen

Inbetiebnahme I

Ziel IP-Adresse M. o.0 .0 Discover
Sesadminpasswaort

Meustart des Gerates erforderlich, um alle Anderungen
nach der Inbetrigbnahme zu Libernehmen!

W Automatischer Neustart nach Inbetrisbnahme

Start Inbetiebnahme Gerat neu starten

Bild 2: Inbetriebnahme-Dialog im Plugin

Discovery-Tool:

Da die Programmierverbindung durch TCP/IP gesteuert wird, muss die IP-Adresse der IP-Zentrale, die programmiert werden soll, im Inbetrigb-
nahme-Dialog angegeben werden. In vielen Fallen - insbesondere wenn DHCP im lokalen Netzwerk verwendet wird — ist die IP-Adresse flir den
ETS-Programmierer unbekannt. Hier hilft das Discovery-Tool.
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6 Das Discovery-Tool wird durch Betatigung der Schaltflache "Discover" aufgerufen (vgl. Bild 3).

Discover

Dizcovery Tool l

Werwendete
Metzwerkkatte: [17210,6.102 (3Com 3030k Ethemet Adapt ~ |

Bitte markieren Sie daz Zielgerat fiir die Inbetrisbnahme

Zielgerdt | 0.0 .0 .0

ok | Abbrechen| |

Bild 3: Discovery-Tool im ETS-Plugin

Durch Betatigung der Schaltflache "Suchen" erzeugt das Plugin Uber die verwendete Netzwerkverbindung des PC ein besonderes UDP-Broadcast
Datagramm (UDP: User Datagram Protocol / verbindungsloses IP-Protokoll). Nur IP-Zentralen antworten auf diesen Rundruf mit ihrer IP-Adresse
und ihrer Seriennummer dem Plugin zurlick. Alle Antworten der Zielgerate werden in einem Listenfeld angezeigt. Zusétzlich erscheint an dieser
Stelle die Information, ob die Programmiertaste am Gerét gedriickt wurde. Dadurch kann eine gesuchte IP-Zentrale genau identifiziert werden.
Durch Selektieren des gewiinschten Gerates und Betétigung der Schaltflache "Zielgerat" wird die entsprechende IP-Adresse in das Zielgeratefeld
Ubernommen. Nach Betétigung der Schaltflache "OK" wird das Discovery-Tool geschlossen und die ausgewahlte IP-Adresse in den Inbetrieb-
nahme-Dialog geschrieben.

Wenn der Inbetriebnahme-PC (iber mehr als eine Netzwerkkarte verfiigt, muss eine Auswahl erfolgen, iber welche Karte das Discovery-
Datagramm ausgesendet werden soll. Im Auswahlfeld "Verwendete Netzwerkkarte" ist die Netzwerkverbindung auszuwahlen, Uber die die IP-
Zentrale angesprochen werden kann. Da in vielen Fallen mehrere Netzwerkkarten zur Ankopplung verschiedener Netze (z.B. LAN und Internet)
verwendet werden, zeigt das Auswahlfeld zusatzlich zum Namen der installierten Netzwerkkarte zur Vereinfachung der Auswahl auch deren aktive
IP-Adresse an.

Wenn der PC nur Uber eine Netzwerkkarte verfligt, ist das Auswahlfeld deaktiviert und zeigt lediglich die verwendete Verbindung an.

Hinweise zum Discovery-Service:

¢ Das Discovery-Tool kann auch aus der Gerétekonfiguration heraus gestartet werden (vgl. "2.2.7 Konfigurationen zur Inbetriebnahme 'Discovery-
Tool"). Die Ubernahme von IP-Adressen fiir das Zielgerat an dieser Stelle bewirkt die Abspeicherung der erforderlichen Adresse in der Geréte-
konfiguration und somit auch in der ETS-Datenbank. Dadurch kénnen kiinftige Inbetriebnahmeprozeduren der selben IP-Zentrale verkirzt
werden, indem nicht jedes Mal erneut eine Discovery-Suche ausgeflihrt werden muss.

¢ Das vom Discovery-Tool beim Suchen von IP-Zentralen verwendete UDP-Broadcast Datagramm wird definitionsgemaB nicht tber Netzwerk-
router oder -bridges hinweg geleitet! Aus diesem Grund lassen sich nur IP-Zentralen, die im lokalen Netzwerk (Netzwerkstrang des Inbetrigb-
nahme-PC) installiert sind, auffinden. Eine Weiterleitung Uber Hubs oder Switches hinweg ist méglich.

Starten des Programmiervorgangs:

Nach Eingabe der Zieladresse tber das Discovery-Tool oder durch die Tastatur kann der Programmiervorgang gestartet werden.

Um einen Fremdzugriff auf das Gerét zu verhindern, wird jeder Programmiervorgang durch das Systemadministratorpasswort geschlitzt.

Die Eingabe des Passwortes muss mit dem Passwort, welches in der IP-Zentrale abgespeichert ist, Ubereinstimmen.

Bei der ersten Inbetriebnahme der IP-Zentrale ist das Default-Passwort "sysadminpw" vordefiniert. Flr alle folgenden Inbetriebnahmen muss das
Passwort eingegeben werden, welches beim letzten Programmiervorgang in die IP-Zentrale hineinprogrammiert wurde. Das Systemadministrator-
passwort wird in der Geratekonfiguration im ETS-Plugin festgelegt.

Es ist dabei auf GroB- und Kleinschreibung zu achten. Alle Passworter werden (iber Ethernet im Klartext Ubertragen.

Die Betatigung der Schaltflache "Start Inbetrisbnahme" aktiviert den Applikationsdownload. Die Applikationsdaten werden im Anschluss, wenn
das eingetragene Systemadministratorpasswort stimmt, schrittweise in den Flash-Speicher der IP-Zentrale Ubertragen. Wenn das Passwort nicht
korrekt ist, meldet das Plugin einen Fehler (vgl. Bild 4) und beendet den Programmiervorgang.

Wahrend des Programmiervorgangs zeigt das Plugin den Fortschritt in einer Balkengrafik an (vgl. Bild 5). Die Daten(bertragung kann einige Minu-
ten in Anspruch nehmen. Die gesamten Applikationsdaten werden wahrend des Downloads blockweise in drei Konfigurationsdateien Ubertragen.
Es ist moglich, zu jeder Zeit den Programmiervorgang durch Betétigung der Schaltflache "Abort" abzubrechen. In einem solchen Fall beendet das
Plugin die Datentbertragung erst, nachdem ein Datensegment vollstandig programmiert wurde. Deshalb kann sich der Abbruch etwas verzogern.

! ‘_\ Das Kenmmaart war unzuldssia.

Bild 4: Fehlermeldung aufgrund eines falschen Passwortes
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Gerite Einstellungen

Inbetriebnahme l

Ziel IP-Adresse

Inbetriebnahme wird durchgefihrt... Bitte warten!

4255984 von 1319480 Byte geschrieben

g

Bild 5: Fortschrittsanzeige wahrend eines Programmiervorgangs

Hinweis:

Auch IP-Zentralen, die sich nicht im lokalen Netzwerk befinden, kénnen ‘fernprogrammiert' werden. Voraussetzung ist, dass durch die angegebene
und nicht zum lokalen Netzwerk gehdrende IP-Adresse eindeutig eine IP-Zentrale 'in der Ferne' Uber FTP angesprochen werden kann und ein
gliltiges Gateway in der IP-Konfiguration des Inbetriebnahme-PC eingetragen ist! Es ist jedoch zu beachten, dass 'dazwischenliegende’ Proxy-
Server oder Firewalls ggf. eine stérungsfreie Kommunikation verhindern und somit eine Fernprogrammierung unterbinden. Weiter ist bei einer
Programmierung aus der Ferne zu beachten, dass der Programmierfortschritt nicht korrekt angezeigt werden kann.

Nach einem vorzeitigen Abbruch des Programmiervorgangs (benutzergefiihrt oder aufgrund von Kommuni-kationsproblemen) erzeugt das Plugin
eine allgemeine Fehlermeldung (vgl. Bild 6). Waren Kommunikations-probleme die Abbruchursache, werden zuvor die in den Bildern 7 oder 8

und 9 gezeigten Fehlermeldungen angezeigt. In diesen Fallen hat das Betriebssystem des Inbetriebnahme-PC einen Fehler erkannt. Zur Fehler-
beseitigung ist die 'Erreichbarkeit' der IP-Zentrale zu priifen (Netzwerkverbindung vorhanden?, Spannungsversorgung eingeschaltet? etc.) und der
Programmiervorgang erneut auszufihren.

Ein abgebrochener Programmiervorgang zerstort vorhandene Daten im Flash-Speicher nicht. Programmierte Datensegmente werden temporar
zwischengespeichert. Erst nach einem zu 100 % erfolgreichen Download werden die neuen Daten dauerhaft in das Flash Gbernommen.

! } Inbetriebnahme mit Fehlem abgebrochent

Bild 6: Fehlermeldung beim Abbruch des Programmiervorgangs

! E [ras Zeitlimit fuir den Yorgang wurde erneicht,

Bild 7: Die IP-Zentrale konnte nicht angesprochen werden
| EtsPlugn | | EtsPugh _____________H|

! E Die FTP-Sitzung wurde beendet. ! } Die Serververbindung wurde zurickgesetzt.

Bilder 8 und 9: Kommunikationsprobleme

Beim Programmieren prift das Plugin die Seriennummer der IP-Zentrale. Jede IP-Zentrale besitzt eine eigene und eindeutige Seriennummer, die
beim Laden einer vorhandenen Projektierung aus einer existierenden IP-Zentrale in die Geratekonfiguration und somit in die ETS-Datenbank tiber-
nommen wird. Wenn das Gerat neu in der ETS-Projektierung angelegt und noch keine Verbindung zu einem Gerat aufgebaut wurde, ist die Serien-
nummer unbekannt und leer.

Die Priifung der Seriennummer zu Beginn einer Inbetriebnahme kann ein unbeabsichtigtes Programmieren eines falschen Gerétes verhindern,
insbesondere dann, wenn mehrere IP-Zentralen in der Installation vorhanden sind.

Wenn die im ETS-Projekt abgespeicherte Seriennummer nicht mit der aus dem Gerét Ausgelesenen Ubereinstimmt, erzeugt das Plugin eine
Hinweismeldung (vgl. Bild 10). Die Betétigung der Schaltflache "Nein" bricht den Programmiervorgang ab (vgl. Bild 11). Wenn die Hinweismeldung
durch "Ja" bestéatigt wird, programmiert das Plugin die IP-Zentrale weiter. Dabei wird im ETS-Projekt die Seriennummer durch die des pro-
grammierten Gerates ersetzt. Die Seriennummer im Gerét beleibt unverandert!
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! E Die Serennummer dez Gerates ist unterschiedlich zu der im Projekt. Fortfahren?

MNein |

Bild 10: Hinweismeldung bei Nichtiibereinstimmung der Seriennummern

! E Inbetriebnabme abgebrochenl

Bild 11: Hinweismeldung beim Abbruch der Inbetriebnahme

Nachdem alle Applikationsdaten in das Zielgerat programmiert wurden, beendet das Plugin die Downloadverbindung. Die in das Flash einpro-
grammierten Daten werden jedoch erst nach einem Neustart der IP-Zentrale in den Laufzeitspeicher (RAM) und somit als giltige neue Parametrie-
rungsinformation tbernommen.

Durch Aktivierung des Kontrolifeldes "Automatischer Neustart nach Inbetriebnahme" im Inbetriebnahme-Dialog kann ein Neustart nach dem Ende
eines Programmiervorgangs erzwungen werden. Die IP-Zentrale initialisiert sich in diesem Fall unmittelbar nach dem Download neu (vgl. Bild 12).
Alternativ kann durch Deaktivierung des Kontrolifeldes ein Programmiervorgang ohne Neustart ausgefiihrt werden (vgl. Bild 13). Diese Einstellung
ist interessant, wenn ein Gerateneustart und damit auch ein ggf. langerer Initialisierungsvorgang erst spéter — beispielsweise in den Abendstunden
- ausgeflhrt werden soll, um einen stérungsfreien Betrieb zu gewéhrleisten

Ets Plugin E2 -

! ‘_\ Inbetriebnahme erfolgreichl Befehl zum Meustart wurde gezsendet!

Bild 12: Bestétigung bei automatischem Neustart nach abgeschlossenem Programmiervorgang

ET5-Plugin E

! "_-. Inbetiebnahme erfolgraichl

Bild 13: Bestatigung bei abgeschlossenem Programmiervorgang ohne Neustart

Unabhéngig von einem Programmiervorgang lasst sich die IP-Zentrale jederzeit 'manuell’ neu starten. Eine Betétigung der Schaltfldche "Gerat neu
starten" im Inbetriebnahmedialog erzeugt ein Neustartkommando an die IP-Zentrale (vgl. Bild 14).

! E Befehl zum Meustart wurde gezendest!

Bild 14: Bestéatigung eines ausgesendeten Neustartkommandos

Ein Neustart der IP-Zentrale kann jederzeit auch unabhéngig der ETS durch Ab- und Wiedereinschalten der Versorgungsspannung (24 V) der

IP-Zentrale erfolgen.
Ein Programmiervorgang ist nach Ausfiihrung des Neustarts vollstandig abgeschlossen.
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Hinweise bei Verwendung eines Proxyservers:

Vor allem in groBeren Netzwerken bei Firmen, Schulen oder Behérden kommen in der Regel Proxyserver zum Einsatz. Ein Proxyserver vermittelt flir
bestimmte Protokolle beispielsweise in einer Firma die gesamte Datenkommunikation der Computer der Mitarbeiter mit dem Internet. Auf diese
Weise kann der Datenverkehr aus dem lokalen Netzwerk heraus oder in das Netzwerk hinein kontrolliert werden, sodass u.a. eine héhere Sicher-
heit geschaffen wird.

Auch der Datenverkehr via FTP kann tber einen Proxyserver hinweg geleitet werden. Diese Eigenschaft ist abhé&ngig von den Interneteinstellungen
bei einem PC und wird in der Regel bei den Verbindungsparametern fiir Proxyserver festgelegt.

Bei Verwendung eines Proxys fir FTP kann abhéngig von der Zugriffssteuerung des Servers eine besondere Authentifizierung gefordert werden
(Proxy-Meldung), nachdem der Programmiervorgang der IP-Zentrale gestartet wurde. In diesem Fall sind gliltige Anmeldedaten einzugeben. Im
Zweifel solite der zustandige Netzwerk-administrator befragt werden.

Bei immer wiederkehrenden Inbetriebnahmeproblemen kann es erforderlich werden, den Proxyserver zur Programmierung der IP-Zentrale fir einen
bestimmten Adressbereich oder vollstandig zu umgehen. Da die erforderlichen Einstellungen vom Betriebssystem des PC abhangig sind, sollte
auch hier der zustandige Netzwerkadministrator weiterhelfen.

Diese Hinweise sind im Ubrigen auch beim Web-Zugriff auf die Bedienoberfldche der IP-Zentrale zu beachten.

43 Gateway-Browser

Zur Konfiguration und Inbetriebnahme einer IP-Zentrale steht ein von der ETS unabhéngiges Hilfsmittel zur Verfigung: der Gateway-Browser.
Der Gateway-Browser ist ein kleines EXE-Anwendungsprogramm, welches ohne Zusammenhang mit einer ETS-Installation tber die lokale
Ethernet-Verbindung ein Konfigurations- und Inbetriebnahme-Zugriff auf eine IP-Zentrale ermdglicht. Wenn der Gateway-Browser gestartet wird,
6ffnet sich die in Bild 15 gezeigte Browser-Oberflache.

B, Gateway Browser [_]°]
Galeways
A Discover J Close I B
IP addiess in use |~
[17210.6.102 (3Com 3030« E=
Fassword: ( | J D
D C

Bild 15: Gateway-Browser

Identisch zur Inbetriebnahme in der ETS ermdglicht ein Discovery-Service das Auffinden von IP-Zentralen, die im lokalen Netzwerk installiert sind.
Durch Betatigung der Schaltflache "Disvover (Suchen)" erzeugt der Gateway-Browser Uber die verwendete Netzwerkverbindung des PC ein
besonderes UDP-Broadcast Datagramm. Nur IP-Zentralen antworten auf diesen Rundruf mit ihrer IP-Adresse und ihrer Seriennummer dem
Gateway-Browser zurlick. Alle Antworten der Zielgerate werden in einem Listenfeld (A) angezeigt. Zusétzlich erscheint an dieser Stelle die Infor-
mation, ob die Programmiertaste am Gerét gedrlickt wurde. Dadurch kdnnen gesuchte IP-Zentralen genau identifiziert werden.

Wenn der Inbetriebnahme-PC (iber mehr als eine Netzwerkkarte verfiigt, muss eine Auswahl erfolgen, iber welche Karte das Discovery-
Datagramm ausgesendet werden soll. Im Auswahlfeld "IP address in use (Verwendete Netzwerkkarte)" (B) ist die Netzwerkverbindung auszu-
wahlen, Uber die die IP-Zentralen angesprochen werden kénnen. Da in vielen Fallen mehrere Netzwerkkarten zur Ankopplung verschiedener Netze
(z.B. LAN und Internet) verwendet werden, zeigt das Auswahlfeld zusatzlich zum Namen der installierten Netzwerkkarte zur Vereinfachung der Aus-
wahl auch deren aktive IP-Adresse an. Wenn der PC nur Uber eine Netzwerkkarte verfugt, ist das Auswahlfeld deaktiviert und zeigt lediglich die
verwendete Verbindung an.

Die Betétigung der Schaltflache "Browser" (C) 6ffnet die Bedienoberflache der ausgewahiten IP-Zentrale im Standard-Webbrowser des PC.

Auf diese einfache Weise I8sst sich alternativ zur direkten Eingabe der IP-Adresse im Webbrowser (z.B. Internet-Explorer) die Web-Bedienung
aufrufen (vgl. "5 Bedienoberflache und Funktionen").

Konfiguration:

Durch Selektieren eines Gerates im Listenfeld (A) und Betatigung der Schaltflachen "Configure (Konfiguration)" (C) kann eine Konfigurations-
Verbindung zur ausgewahliten IP-Zentrale aufgebaut werden.

Die Gerétekonfiguration der IP-Zentrale ist passwortgeschiitzt. Um einen Fremdzugriff auf das Gerat zu verhindern, wird jeder Zugang auf die
Konfiguration durch das Systemadministratorpasswort geschiitzt. Die Eingabe des Passwortes muss mit dem Passwort, welches in der IP-
Zentrale abgespeichert ist, Ubereinstimmen.

Bei der ersten Inbetricbnahme der IP-Zentrale ist das Default-Passwort "sysadminpw" vordefiniert und auch bereits im Gateway-Browser im
Editierfeld "Passwort" eingetragen. Fir alle folgenden Inbetriebnahmen oder Konfigurationszugange muss das Passwort eingegeben werden,
welches beim letzten Programmiervorgang in die IP-Zentrale hineinprogrammiert wurde. Das Systemadministratorpasswort wird in der Gerate-
konfiguration festgelegt. Bei der Eingabe ist auf GroB- und Kleinschreibung zu achten. Alle Passworter werden Uber Ethernet im Klartext Uber-
tragen.
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Wenn das im Gateway-Browser angegebene Passwort falsch ist, 6ffnet sich bei jedem Aufruf einer Konfigurations-Seite im Gateway-Browser ein
Netzwerk-Authentifizierungsdialog des Betriebssystems und fordert ermeut die Eingabe des korrekten Systemadministrator-Passwortes. Erst bei
einer fehlerfreien Eingabe werden die Konfigurations-Parameter im Browser-Fenster (D) angezeigt (vgl. Bild 16).

Hinweis: Wenn im Netzwerk ein Proxyserver fir HTTP verwendet wird, muss u.U. eine zusatzliche Proxy-Authentifizierung erfolgen.

Password: [ Configure ‘ Browser. | Definitions. |
Configuration 4l

Config Passwords
Config [P
Config NTF
Caonfig FFP

Config Accesscontrol |

todem

INet
Config Server -1

Bild 16: Konfigurations-Parameter im Gateway-Browser

Die Konfigurations-Parameter im Gateway-Browser sind zu den Parametern im ETS Plugin identisch. Aus diesem Grund wird zur Beschreibung auf
das Kapitel "2.2 Konfigurations-Einstellungen" verwiesen.

Die Einstellungen miissen, bevor sie im Gerét aktiv werden, nach Anderung durch Betétigung der Schaltflachen "Apply (Ubernehmen)" in den
Gerétespeicher (ibernommen werden.

Weiter ist in der Parametersammlung "Config IP" die MOglichkeit gegeben, die IP-Zentrale durch Betétigung der Schaltflache "Restart System
(Neustart)" neu zu initialisieren.

Zudem kann - bei Verwendung eines Modems - die vom Internet-Service-Provider zugewiesene 6ffentliche IP-Adresse auf der Konfigurationsseite
"Config PPP" eingesehen werden.

Das Systemadministrator-Passwort ist — im Gegensatz zur Konfiguration im ETS Plugin — auf der Seite "Config Accesscontrol (Sicherheit)"
editierbar.

Inbetriebnahme und Systemverwaltung:

Die Schaltflache "Definitions (Definitionen)" (C) &ffnet bei Betatigung einen Dialog zu Benutzerdefinitionen (vgl. Bild 17). Dieser Dialog erméglicht
zum Einen eine Inbetriebnahme der vorgegebenen IP-Zentrale, wenn ein Objektmodell als Vorlage vorhanden ist. Zum Anderen kénnen bestimmte
Systemdateien verwaltet werden, wodurch das Betriebssystem der IP-Zentrale auch international an den Benutzer oder das Einsatzland angepasst

werden kann.
User defimitions

Objectmode!

Backup Restore
Language / Help
language | lang | help ‘
deutsch Inaded -
english Inaded -
new language ..

Definition-Files

Holidays: Load Delete
Draplight Saving Time: Load Delete

Bild 17: Dialog der Benutzerdefinitionen

Der Befehl "Objectmodel - Backup" bewirkt das Auslesen und das Abspeichern des in der IP-Zentrale einprogrammierten Objektmodells,
beispielsweise zur Archivierung. Der Auslesevorgang dauert einige Sekunden. Das Objektmodell wird in einer Vorlagendatei "*.ingw" gesichert.
Analog wird durch den Befehl "Objectmodel - Restore" ein als *.ingw-Datei vorliegendes Objektmodell in die IP-Zentrale programmiert.

Dabei muss das Objektmodell selbst vorliegen, beispielsweise durch die ETS als Vorlage erstellt oder aus einer anderen IP-Zentrale ausgelesen.
Der Gateway-Browser ermdglicht es nicht, ein Objektmodell neu zu erstellen.

Der Programmiervorgang dauert einige Zeit. Es wird im Anschluss kein automatischer Neustart ausgefilhrt! Zur Ubernahme des neu einpro-
grammierten Objektmodells in den Laufzeitspeicher (RAM) und somit als gliltige neue Parametrierungsinformation muss ein Neustart 'manuell’
ausgefihrt werden.
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Die Anzeigesprache der Web-Bedienoberfldche der IP-Zentrale ist durch den Administrator direkt in der Web-Bedienung einstellbar

(vgl. "5. Bedienoberflache und Funktionen"). Im Auslieferungszustand ist die Standard-Sprache "Deutsch”.

Jede einstellbare Sprache wird aus einer Sprachdatei geladen, die sich im Flash-Speicher der IP-Zentrale befindet. Das Anzeigefenster "Language
/ Help" im Dialog der Benutzereinstellungen zeigt die installierten und auswahlbaren Sprachdateien inkl. der dazugehdrigen Dateien der Online-Hilfe
an. Durch den Gateway-Browser kdnnen jederzeit andere Sprach- oder Hilfedateien nachgeladen ("new language"), vorhandene ersetzt ("reload")
oder geldscht ("delete") werden.

Weiter bietet der Gateway-Browser die Méglichkeit, weiterflihrende L&nderdefinitionen im Betriebssystem der IP-Zentrale zu verwalten. Gesetzliche
und religidse Feiertage ("Holidays") und Umschaltzeitpunkte von Sommer-/Winterzeit ("Daylight Saving Time") sind abhéngig vom Einsatzland und
mssen deshalb auch nachladbar sein. Zu diesem Zweck kénnen im Dialog zu den Benutzerdefinitionen Definitionsdateien separat nachgeladen
werden (Schaltflache "Load"). Alternativ ist auch ein vollstandiges (/) Léschen der Landerdefinitionen mdglich (Schaltflache "Delete"), beispielsweise
dann, wenn keine Sommer-/Winterzeitumschaltung stattfinden soll oder keine Feiertage im Zeitplaner der IP-Zentrale gewtinscht oder erforderlich
sind.

Zu beachten ist, dass die Sprachdateien und die Dateien zur Landerkonfiguration einem definierten Format entsprechen miissen (**.dat") und -
falls verfligbar — ausschlieBlich beim Hersteller zu beziehen sind.

5. Bedienoberflache und Funktionen

5.1 Allgemeines

Die IP-Zentrale arbeitet - in ihrer elementaren Aufgabe - als eine zentrale Komponente zur Fernsteuerung und —{iberwachung einer KNX Gebaude-
installation. Die IP-Zentrale besitzt einen integrierten Webserver, wodurch die Bedienoberfldche fir den Anwender wie eine Internetseite aufgebaut
und zugénglich ist. Dadurch kann die Haustechnik tiber jeden PC mit einem Internetbrowser (Microsoft, Internet Explorer ab Version 5.5) ohne
Installation einer zusétzlichen Software komfortabel bedient werden.

Alle Seiten der Bedienoberflache sind als HTML-Seiten auf dem Webserver abgelegt und werden beim Abruf an den Webbrowser via HTTP Uber-
mittelt. Die IP-Zentrale wird zu diesem Zweck entweder in ein lokales Netzwerk (LAN) integriert oder durch geeignete Gateways oder Modems mit
dem Internet verbunden.

Damit der Webzugriff auf die IP-Zentrale aus dem Internet méglich ist, muss ein Router oder Proxy-Server zwischengeschaltet werden, der die
‘externen’ HTTP-Anfragen auf die IP-Zentrale im lokalen Netzwerk weiterleitet. Dazu kann NAT verwendet werden. Dabei 'Ubersetzt' der Router
oder Proxy die HTTP-Anfragen aus dem Internet auf die lokale IP-Adresse der IP-Zentrale. Weitere Grundlagen und Konfigurations-Einstellungen
zur Internetkommunikation sind im Kapitel "2. Konfiguration" beschrieben.

Die Startseite der Bedienoberflache wird gedffnet, indem der Webbrowser gestartet und in die Adresszeile die IP-Adresse oder die Internet-URL
der IP-Zentrale eingegeben und mit Enter bestétigt wird (vgl. Bild 1). Die Zentrale wird flir den HTTP-Webzugriff auf Standardport 80 angespro-
chen. Der Port braucht aus diesem Grund in der Adresszeile nicht mit angegeben zu werden.

Alternativ kann die Bedienoberflache mit Hilfe des Gateway-Browsers (vgl. "4.3 Gateway-Browser") gedffnet werden. Diese Hilfe ist besonders
dann in Anspruch zu nehmen, wenn die IP-Adresse der IP-Zentrale flir den Bediener unbekannt ist. Es empfiehlt sich, die Startseite der IP-Zentrale
als Favorit oder als Lesezeichen im Webbrowser abzulegen.

l! Microsoft Interet Explorer

Datei  Beabeitenn  Ansicht  Favorten  Estias 2

! § A - : B
e X | 2] Tal o] = o) 3
Zuriick Abbrechen  Aktualizieren  Startesite Suchen Favanten Medien erlaub
Adiesse ] Bitpe 192 16817810 N

Bild 1: Offnen der Startseite der Bedienoberfldche durch Eingabe und Bestatigung der IP-Adresse (Beispieladresse)

Die Darstellung der Bedienoberflache ist optimal fir eine Bildschirmaufldsung von "1024 x 768" bis "1280 x 1024" Pixel. Mindestaufldsung, um alle
Elemente vollst&ndig darzustellen, ist "800 x 600" Pixel.

Die IP-Zentrale Ubertragt die Inhalte ihrer Webseite auch teilweise als JavaScript. Aus diesem Grund darf eine im Netzwerk der IP-Zentrale
installierte Firewall oder eine private Firewall auf dem PC, der die IP-Zentrale bedient, die Ausflihrung von JavaScripts nicht unterbinden.

Analog mUssen die Sicherheitseinstellungen am steuernden Webbrowser JavaScripting erlauben.
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5.2  Der Startbildschirm mit Benutzeranmeldung

Nach dem Starten der Bedienoberflache ist die Startseite im Webbrowser zu sehen (vgl. Bild 2). Damit nicht jede beliebige Person Zugriff auf die
Folgeseiten und dadurch Zugang zur KNX Gebaudeinstallation erhalten kann, werden in der Weboberflache bis zu drei Benutzerebenen unter-
schieden. Der Zugang zu einer Benutzerebene ist nur nach einer Benutzeranmeldung mdéglich und wird jeweils durch ein separates Passwort
geschUtzt.

IP-Zentrale 06.12,2005 Firmenlogo

09115

IP-Zentrale: Willkommen

Anmelden als ADMINISTRATOR \

S

Anmelden als UISER

Gastzugang

Bild 2: Startseite der Bedienoberfldche mit Benutzeridentifizierung

Uber die folgenden Benutzerebenen wird ein Zugriff auf die Folgeseiten der Bedienoberflache ermaglicht.
* Administrator
Der Administrator erhalt volle Bedien- und Konfigurationsrechte in der Bedienoberfldche der IP-Zentrale. Er entscheidet, welche Rechte oder
Méglichkeiten die untergeordneten Zugriffsebenen "Benutzer" und "Gastzugang" erhalten. Der Administrator sollte der Eigentlimer der Anlage
oder der Netzwerkadministrator sein.
* Benutzer (User)
Der Benutzer ist der eigentliche Bediener der Web-Oberflache. Er erhalt Zugriff auf die elementarsten Anzeige- und Bedienstrukturen.
FUr gewdhnlich sind Benutzer Familienmitglieder oder Angestellte in einem Betrieb.
¢ Gastzugang
Der Gastzugang erlaubt 'der breiten Offentlichkeit' einen Geratezugang auf angegebene Anzeige- und Bedienelemente. Die Einschrankung ist
soweit méglich, dass Elemente nur noch betrachtet, nicht jedoch veréndert werden kénnen. Die den Gasten eingerdumten Rechte oder Mdglich-
keiten werden vom "Benutzer" oder vom "Administrator" vergeben.
In der Bedienoberfléche sind die verschiedenen Zugriffsebenen auf Verzeichnisebene implementiert. Prinzipiell werden die zugénglichen Informa-
tionen oder Einstellungen tber unterschiedliche Verzeichnisse in der Speicherstruktur angesprochen. Auf diese Weise ist sichergestellt, dass alle
Benutzerebenen logisch und funktionell gegenseitig isoliert zu betrachten sind. Ein Missbrauch wird dadurch verhindert.
Welche Bereiche oder Einstellungen fir die Benutzer- oder Gastebene nur eingeschrankt zuganglich oder nicht vorhanden sind, beschreibt diese
Dokumentation in den folgenden Kapiteln.
Beim Zugriff auf die Bedienoberflache ist der Benutzer aufgefordert, sich als eine der drei Moglichkeiten anzumelden und zu identifizieren.
Durch Anklicken einer der zur Auswahl angegebenen Links
* "Anmelden als ADMINISTRATOR"
* "Anmelden als USER"
¢ "Gastzugang"
6ffnet sich ein Authentifizierungsdialog (vgl. Bild 3). Im Dialog missen der selbe Benutzername und das selbe Kennwort (Passwort) eingetragen
werden, wie sie durch den Systemadministrator in der Gerétekonfiguration (ETS Plugln oder Gateway-Browser) parametriert wurden. Dabei ist
auf GroB- und Kleinschreibung zu achten!

Hinweise: Die Netzwerk-Ubertragung der Passwérter zwischen Bedienoberfldche und IP-Zentrale erfolgt im Klartext. Im Auslieferungszustand
sind die Benutzernamen vordefiniert als: Adimistrator = "admin", User = "user" und Gastzugang = "Gast". Die Passwérter sind leer, so dass die
Eingabe eines Passwortes nach Auslieferung nicht erforderlich ist. Eine Passworteingabe wird in diesem Fall ignoriert.

Metzwerkkennwort eingeben

?> Geben Sie Benutzemamen und Kennwort gin,
\ Site: 172.10.7.167

Bereich Authenticate Administrator

Benutzername |admin

Kennﬂort | xxxxxxxx

W Dieses Kenrwort in der Kennwortliste speichem

ok | Abbrechen |

Bild 3: Authentifizierungsdialog zur Anmeldung und Benutzeridentifizierung am Beispiel "Administrator"

62



IP-Zentrale Art.-Nr. IPZ 1000 REG

Das Erscheinungsbild des Dialoges zur Authentifizierung ist abhéngig vom Betriebssystem des PC. In der Regel wird der Benutzer aufgefordert, die
erforderlichen Anmeldeinformationen "Benutzername" und "Kennwort" einzugeben. Optional kann das Kennwort in einer Liste gespeichert werden,
sodass beim néchsten Anmeldevorgang das Passwort nicht erneut eingetippt werden muss.

Nur, wenn die Anmeldung erfolgreich war, 6ffnet die IP-Zentrale die Geb&udeansicht und es ist ein Zugriff auf die Folgeseiten und somit auf die
KNX Gebaudeinstallation méglich. Nur dann sind alle Funktionen in der Navigationsleiste der Bedienoberflache ausfiihrbar.

War die Anmeldung fehlerhaft, erscheint ein zweites und evil. ein drittes Mal der Authentifizierungsdialog. Waren alle Anmeldeversuche ohne Erfolg,
weist die IP-Zentrale die Benutzeranmeldung ab und es wird eine leere Browserseite angezeigt. Neue Anmeldeversuche sind erst dann wieder
maglich, wenn die Startseite — beispielsweise durch Aktualisieren des Webbrowsers — neu geladen wird.

Bei einer erfolgreichen Anmeldung speichert die IP-Zentrale die Zugangsberechtigung flr die Benutzerebene, solange der verwendete Webbrowser
nicht geschlossen wird. Wenn also die Startseite neu geladen wird und man zuvor als Adimistrator angemeldet war, ist eine erneute Anmeldung als
Administrator mdglich, ohne dass eine Authentifizierung erfolgt. Beim Wechsel der Benutzerebene ist hingegen eine neue Identifikation erforderlich!
Die IP-Zentrale kann zeitgleich max. 10 IP-Verbindungen (Sessions) aufbauen. Somit kdnnen maximal 10 Klienten zur selben Zeit Daten aus der
Zentrale (Server) laden. Es ist zu beachten, dass der Microsoft InternetExplorer zum Laden einer Webseite mitunter mehrere logische IP- Sessions
aufbaut, um den Ladevorgang zu beschleunigen. Unabhangig davon ist das statische Betrachten einer geladenen Webseite (kein Datendownload)
nicht an eine bestimmte Anzahl von Sessions gebunden.

5.3 Die Bedienoberflache

5.3.1 Erscheinungsbild und Navigation
Die Bedienoberfldche der IP-Zentrale ist wie eine Internetseite zu bedienen. Sie verfligt (iber grafisch angeordnete Navigations-, Bedien- und
Anzeigeelemente, die sich mit dem Mauszeiger anwahlen und editieren lassen. Text- oder Werteingaben werden Uber die PC-Tastatur eingetippt.
Das Bild 4 zeigt die Grundansicht der Bedienoberflache im Webbrowser, nach einer erfolgreichen Anmeldung des Anwenders.
“— A B ——> DhclE200s Firmenlogo < C

0952

GEBAUDE | ZEITPLANER | ANWESENHEITSSIMULATION SMELDUNG HILFE | BEENDEN <—D
ilbersicht < E

iibersicht (ADMIH)

Farvoriten Réaume Gevverke
Automatik
Digse Seite wird automatizch alle 15 min. aktualisiert. tibernehmen ietzt aktualisieren

Bild 4: Grundansicht im Webbrowser nach erfolgreicher Anmeldung

Die Ansicht im Webbrowser teilt sich im Wesentlichen in zwei Bereiche auf. Der obere Bereich enthalt den Informationsbereich und die Haupt-

navigationselemente. Der untere Teil der Ansicht enthélt den Arbeitsbereich

* Geratebeschreibung der IP-Zentrale im Informationsbereich (A):
Im Webbrowser oben rechts wird die Beschreibung der IP-Zentrale angezeigt. Die Beschreibung wird in der ETS-Geb&ude- oder Topologiean-
sicht bei den Eigenschaften der projektierten IP-Zentrale (Doppelklick oder Kontextmen( 'Eigenschaften') im Textfeld "Beschreibung” eingetra-
gen. Beim Programmieren der IP-Zentrale wird diese Beschreibung in den Speicher des Gerates tbernommen und in allen Ansichten im Web-
browser — genau wie in der ETS eingetragen — angezeigt. Zur Vermeidung von unbeabsichtigten Zugriffen sowohl durch das Plugln als auch
durch den GatewayBrowser solite diese Bezeichnung beim Anlegen des Projektes sinnvoll vergeben werden.

¢ aktuelle Systemzeit der IP-Zentrale (B):
In der Kopfzeile wird die tatséchliche Systemzeit zum Zeitpunkt eines Seitenaufrufes angezeigt. Die Systemzeit dient intern flir die Ausflihrung
von zeitlichen Ablaufen. Durch einen Mausklick auf die Zeit gelangen Sie zu den Einstellungen des Systems (vgl. Kapitel 5.3.8). Da die Ansicht
im Browser statisch ist, lauft die angezeigte Uhrzeit nicht weiter. Es bei einem neuen Seitenaufruf oder bei einer Aktualisierung der Daten wird
aktuelle Systemzeit wieder angezeigt.

¢ Herstellerlogo (C)

* Hauptnavigation (D)
Uber die Hauptnavigation kénnen die einzelnen Anwendungen der IP-Zentrale gewahlt werden. Nach der Anmeldung wird die ersten Ansicht
'Gebaudelbersicht Favoriten’ angezeigt.
Es gibt folgende Anwendungen, die in den entsprechenden Kapiteln detailliert beschrieben werden:
Gebaude (vgl. Kapitel 5.3.2)
Es werden die Zustande in der Installation dargestellt. Die Art der Darstellung hangt zum einen von der Projektierung durch den Installateur und
von der Berechtigungsstufe der Benutzer ab, zum anderen von der gewahiten Unter-Ansicht.
Zeitplaner (vgl. Kapitel 5.3.3)
Im Zeitplaner kénnen - dhnlich einem Kalender — Aktionen geplant werden, die von der IP-Zentrale an einem geplanten Tag zu einem Zeitpunkt
ausgefuhrt werden.
Anwesenheitssimulation (vgl. Kapitel 5.3.4)
Die Anwesenheitssimulation ermdglicht das Steuern von Geréten zu einem zufélligen Zeitpunkt, um die Anwesenheit im Gebaude zu simulieren.
Szenen (vgl. Kapitel 5.3.5)
Die Szenen-Funktionalitat ermdglicht es, mehrere Aktionen gesammelt auszuflihren, um z.B. ein Szenario in einem Raum herzustellen (gerate-
und gewerkelibergreifend).
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Ereignismeldung (vgl. Kapitel 5.3.6)
Abhéngig von Ereignissen in der Installation kénnen Meldungen erzeugt werden. Diese Meldung kann als eMail verschickt oder z.B. als Infor-
mation auf einem Display in der Installation angezeigt werden.
Hilfe (vgl. Kapitel 5.3.1.3
Die IP-Zentrale bietet einen Auszug dieser Produktdokumentation als Online-Hilfe.
Beenden (vgl. Kapitel 5.3.7)
Uber den Reiter 'Beenden’ kdnnen die Einstellungen dauerhaft gesichert werden und es erfolgt eine Abmeldung vom System.
Die Arbeit an der IP-Zentrale sollte immer Uber diesen Weg abgeschlossen werden.
¢ Subnavigation (E)
In der Subnavigation wird abhéngig von der gewahiten Anwendung in der Hauptnavigation (D) und abhangig von dem jeweiligen Arbeitsschritt
eine Auswahl von Unterments angezeigt. Diese helfen bei der weiteren Navigation.
¢ Arbeitsbereich (F)
Im Arbeitsbereich werden die entsprechenden Informationen zu der Auswahl in der Haupt- und Subnavigation angezeigt. Es kénnen dort die
Einstellungen eingesehen und verandert werden. Die einzelnen Ansichten werden unter den entsprechenden Kapiteln beschrieben.

5.3.1.1 Das Arbeiten mit der Browser-Oberflache

Wie schon im Internet allgemein gewohnt, verhalt sich die Arbeit mit einem Webbrowser differenziert zu der Arbeit mit einem eigenstandigen
Programm.

Insbesondere das Wechseln der Ansichten Uber die Navigation als auch das Aktualisieren von Werten erfordern das erneute Anfordern von Infor-
mationen von der IP-Zentrale und dadurch das erneute Anzeigen der Webseite im Browser. Je nach Netzwerk-Verbindung kann dieses verzégert
erfolgen.

Der Browser speichert Informationen der zuletzt geladenen Webseiten. Da sich der Inhalt der Seiten sowohl durch die Bearbeitung durch den
Benutzer als auch durch Anderung mittels Aktionen innerhalb der Installation andern kénnten, sollte nicht tiber die Navigation vor / zuriick im
Browser gearbeitet werden (vgl. Bild 5). Dieses kann zu Uberschreiben von Einstellungen oder zur Darstellung falscher Zustande fihren.

falP—Zentrale - Microsoft Internet Explorer

Datei  Bearbeiten  dnzicht  Favonten  Egtraz 7

J Zunick = O = a Suchen Favariten

Bild 5: Browser-Navigation nicht verwenden

Ebenfalls werden Anderungen erst durch das bewusste Speichern in die IP-Zentrale (ibernommen. Es sollten unbedingt die vorgesehenen
Schaltflachen (eine Beschreibung erfolgt bei den einzelnen Anwendungen) verwendet werden.

5.3.1.2 Begriffe
Bevor die Beschreibung der einzelnen Anwendungen erfolgt, sollte vorab eine Begriffsklarung stattfinden. Diese ist auf dem System einheitlich.
Aktion Eine Aktion ist z.B. das Einschalten einer Leuchte oder das Setzen eines Temperaturwertes.
Ist der entsprechende Datenpunkt mit einem Kommunikationsobjekt verbunden, bewirkt dieses das Ausldsen eines
Telegrammes auf dem KNX.
Anwendung Anwendungen sind die Hauptbereiche in der IP-Zentrale: Zeitplaner, Szene, etc.
Bedingung Eine Bedingung ist eine Vergleichen eines Datenpunktes auf einen gewissen IST-Zustand, z.B. ob eine Temperatur héher als
ein Vergleichswert ist.
Eine Bedingung kann wahr oder falsch sein. Dieses lenkt das weitere Vorgehen z.B. bei der Ereignismeldung.
Benutzergruppe Die IP-Zentrale bietet drei unterschiedliche Benutzerebenen an:
Ebene 'Admin’: hdchste Ebene, kann alle Einstellungen vornehmen
kann fur Ebene "User’ und 'Gast’ Berechtigungen vergeben
kann Favoriten flr alle Ebenen einrichten
Ebene 'User’: kann viele Einstellungen &ndern, keine Systemeinstellungen
kann fur Ebene 'Gast’ Berechtigungen vergeben
kann Favoriten fUr Ebene 'User’ und 'Gast’ vergeben

Ebene 'Gast’ kann Bedienen, Anderung der Einstellungen nicht méglich
kann eigene Favoriten einrichten
Ereignis Das Einwirken auf einen Zustand (z.B. durch eine Aktion) wird als Ereignis  bezeichnet. Wurde eine Leuchte ausgeschaltet

oder ein Temperaturwert gemeldet, liegt ein Ereignis vor. Auch das erneute Setzen eines bestehenden Zustandes ist erst mal
ein Ereignis. Ereignisse konnen sowohl durch Telegramme auf dem KNX als auch durch Aktionen der IP-Zentrale selbst aus-
geldst werden (interne Datenpunkte).
Das Auswerten eines Ereignisses erfolgt immer in Verbindung mit einer Bedingung. (Wenn das Ereignis eingetreten ist und
die Bedingung erflllt, dann..)
Funktion Als Funktion wird eine Teil-Funktion eines Gerétekanals beschrieben.
Ein Dimmer hat z.B. die Funktionen 'schalten’ und "dimmen’. Funktion ist gleichbedeutend mit Datenpunkt oder Objekt.
Funktionsgruppe Eine Funktionsgruppe ist die Sammlung von einzelnen Funktionen.
Ublicherweise beschreibt eine Funktionsgruppe einen Geratekanal, z.B: Funktionsgruppe "Deckenleuchte’
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5.3.1.3 Hilfesystem

Ein Auszug dieser Produktdokumentation ist auf dem System als Online-Hilfe abgelegt. Diese kann einmal (iber den Reiter "Hilfe’ (A) oder Uber die
Direkt-Hilfe (B) bei den jeweiligen Anwendungen im Arbeitsbereich gedffnet werden. Im zweiten Fall wird direkt zum passenden Kapitel in der Hilfe
gesprungen.

GEBAUDE | ZEITPLANER | ANWESEHHEITSSIMULATION | SZENEN | EREIGHISMELDUIG HILFE | BEENDEI

A B—

Ubersicht

Ubersicht (ADKIN}

Favoriten Réume Gewverke

Bild 6: Hilfesystem
Die Hilfe wird als zweites Browser-Fenster gedffnet.

Hinweis flr PopUp-Blocker:

Einige Browser-Installationen unterdriicken selbst-6ffnende Fenster (PopUp-Blocker). In dem Fall muss diese Funktion des Browser deaktiviert
werden. Alternativ kann die Hilfe gedffnet werden, indem beim Klick gleichzeitig die STRG-Taste gehalten wird. Es wird empfohlen, den PopUp-
Blocker fir die Internet-Seite der IP-Zentrale zu deaktivieren.

5.3.1.4 Wiederkehrende Elemente
In diesem Abschnitt wird das Bedienen einiger Elemente beschrieben, welche sich in ausgewahlten Anwendungen wiederholen. In den Anwendun-
gen wird dann auf dieses Kapitel verwiesen oder abweichende Bedienungen oder Funktionen erldutert.

5.3.1.4.1 Aktionen einfiigen, bearbeiten oder I6schen
Bei den Anwendungen Zeitplaner, Anwesenheitssimulation, Szenen und Ereignismeldung werden Aktionen verwendet. Diese werden immer nach
dem gleichen Schema angelegt und bearbeitet:

. o Aktionen
Aktion einflgen:
Keine Aktionen varhanden.

einfilgen
Bild 7: Aktion flir eine Anwendung einfligen

Uber die Schaltfldche einfiigen wird ein neuer Dialog gedffnet, um eine neue Aktion anzulegen. Ist die Schaltflache deaktiviert, dann ist die
Anzahl der maximalen Aktionen flr diese Anwendung erreicht. In dem Fall muss zuerst eine Aktion geléscht werden, um weitere einzufligen.

Die Vorgehensweise beim Anlegen einer neuen Aktion:

1) Funktion auswahlen
Sortierpfad: Raum, Gewerk, Funktionsgruppe, Funktion

Raum bitte weahles B
Gewerk { _J
Funktionsgruppe l v _]
Funktion | te et _J

Bild 8: Beginn der Auswahl einer Funktion (Sortierung erfolgt nach Raum)

In der Auswahl 'Raum’ kann der entsprechend projektierte Raum gewahit werden. Bei einem gewéhlten Raum wird dann die nachste Filter-
stufe 'Gewerk’ freigeschaltet, usw.

Faum |W0hnzimmer ﬂ
Gewerk | Licht ﬂ
Funktionsgrupge |Deckenleuchte ﬂ
Funiktion |scharten j

Bild 9: beispielhafte Auswahl einer Funktion
Hinweis:
Das Laden der Daten kann je nach Komplexitat einen Moment dauern. Sobald das erste Auswahlkriterium 'Raum’ aktiviert wird, kann mit
der Auswahl begonnen werden.
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2) Wert angeben (dabei werden die ggf. einzuhaltenden Wertgrenzen angezeigt)
Sobald eine Funktion ausgewahlt wurde, wird entsprechend des Datenpunkt-Typs die Eingabe des Wertes freigeschaltet.
Dieses kann je nach Typ ein Eingabefeld oder eine Auswahl vorgegebener Werte sein.

Wyert = | hitte weahlen

keine Dwangstihrung Wert=0

i
abbrechen abbrechen |keine Zwangsiiihnng Wiert=1

Fwvangsfihrung Wert=0
Fweangsfihrung Wert=1

| Werteingabe 0 | | Wetteingakbe 1 & aufrufen © speichern |
Bild 10: beispielhafte Werteingaben flr
(oben links) Boolsche Werte (oben rechts) Steuerung
(unten links) Werteingabe (unten rechts) Szenensteuerung

Bei der Eingabe von Werten in das Eingabefeld erfolgt nach Betétigen der Schaltfliache ok eine Wertpriifung gemé&B des mdglichen Werte-
bereiches. Sollte diese Priifung fehischlagen, erfolgt ein Hinweisfenster:

] ungiltiger 'wert
_# % Format -671088.64. 670760.96

Bild 11: Fehlermeldung bei falscher Werteingabe

Im Hinweisfenster wird zusétzlich der zugelassene Wertebereich angegeben (Beispiel fir Datenpunkt-Typ ,DPT 09.xxx 2-Oktet Gleit-
kommazahl (2 Byte)).

3) Darstellung der eingefligten Aktion )
Nach erfolgter Wert-Prifung wird die eingefligte Aktion in der Ubersicht der jeweiligen Anwendung angezeigt:

Aktionen Ergignizse
s Deckenleuchte schalten EIN
einfligen weler ahbrechen

Bild 12: eingefligte Aktion in der Aktionstbersicht

Vor jedem Eintrag ist ein anklickbares Markierungsfeld platziert. Ist ein Eintrag dariiber markiert, werden die Schaltflachen bearbeiten und
l6schen freigeschaltet.
Ist die maximale Anzahl an Aktionen fr eine Anwendung erreicht, wird die Schaltfldche einfiigen deaktiviert.

Aktion bearbeiten:
Uber die Schaltfliche bearbeiten wird eine markierte Aktion zur Bearbeitung aufgerufen:

Altionen Ereignisse
5 Deckenleuchte schatten EIM
) Jalousie Sikl Langzethetrich ALF
- = Heizkreis Soll-Temperatur 120°C
einfiicen hearbeten léschen weiter abhrechen

Bild 13: ausgewahlte Aktion in der Ubersicht ermdglicht Bearbeitung

Die Darstellung zur Bearbeitung einer Aktion ist identisch mit dem Einfligen einer neuen Aktion (vgl. Bild 9), die Eingabe ist abhéngig vom
Typ des Datenpunktes.

Aktion bearbeiten

Raum |W0hnzimmer ﬂ
Gevverk | Heizung ﬂ
Funktionsgruppe | Heizkreis ﬂ
Funktion | Soll-Temperstur j
Werteingabe 12.0

ok ahbrechen

Bild 14: Bearbeiten einer erstellten Aktion

Es ist sowohl die Anderung des Wertes als auch der Funktion (ber die Auswahlfelder méglich. Sollte eine andere Funktion ausgewahit
werden, wird die Eingabe des Wertes an den Datenpunkt-Typ der Funktion angepasst.
Die Ubernahme der Anderungen erfolgt mit der Schaltfldche ok , die Anderung wird mit der Schaltflache abbrechen verworfen.
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6

Aktion 16schen i
Zum Entfernen einer angelegten Aktion muss aus der Ubersicht der gewlinschte Eintrag mittels Markierung ausgewéhit werden
(vgl. Bild 13). Uber die Schaltflache l6schen wird der Eintrag aus der entsprechenden Anwendung entfernt.

5.3.1.4.2 Ereignisse / Bedingungen einfiigen, bearbeiten oder I6schen
Bei einigen Anwendungen werden Ereignisse / Bedingungen benutzt, um verschiedene Aktivitaten der IP-Zentrale zu steuern:

Anwesenheitssimulation aktivieren / inaktivieren der Anwesenheitssimulation
Szenen Ausflihren einer Szene (Trigger)
Ereignismeldung Ausldsen einer Ereignismeldung

Priifen, ob das Kriterium zum Senden einer eMail erfillt ist
Ereignisse / Bedingungen werden ahnlich zu den Aktionen verwaltet:
Ereignis / Bedingung einfiigen:

Meldungzeinstelungen Ereignis

Ereignis:

einfligen

Bild 15: neues Ereignis fir eine Anwendung einfligen
Uber die Schaltfidche einfiigen wird ein neuer Dialog gedffnet, um ein neues Ereignis anzulegen. Ist die Schaltfldche deaktiviert, dann ist die
Anzahl der maximalen Ereignisse / Bedingungen fir diese Anwendung erreicht. In dem Fall I8schen Sie zuerst ein Ereignis / eine Bedingung, um
weitere einzuflgen.

Die Vorgehensweise beim Anlegen eines neuen Ereignisses / einer neuen Bedingung &hnelt dem Anlegen einer neuen Aktion:

1) Funktion auswahlen
Sortierpfad: Raum, Gewerk, Funktionsgruppe, Funktion

Raum ahle v
Gewerk J _J
Funktionzgruppe l wihle _]
Funktion ] itte vl _J

Bild 16: Beginn der Auswahl einer Funktion (Sortierung erfolgt nach Raum)

Hinweis:
Das Laden der Daten kann je nach Komplexitat einen Moment dauern. Sobald das erste Auswahlkriterium 'Raum’ aktiviert wird, kann mit
der Auswahl begonnen werden.

2)  Wert/Bedingung angeben (dabei werden die ggf. Wertgrenzen angezeigt)
Sobald eine Funktion ausgewahlit wurde, wird entsprechend des Datenpunkt-Typs die Eingabe des Wertes freigeschaltet. Dieses kann je
nach Typ ein Eingabefeld oder eine Auswahl vorgegebener Werte sein. Zusétzlich kann die Vergleichsoperation ausgewahlt werden:

Wierteinoahe an
Bedingung ® gleich  kieiner O grofer O Keinergleich O ariRergleich

Bild 17: beispielhafte Werteingabe mit Vergleichsoperatoren

Bei der Eingabe von Werten in das Eingabefeld erfolgt nach Betétigen der Schaltflache ok eine Wertpriifung gemé&B des moglichen Werte-
bereiches. Sollte diese Priifung fehlschlagen, erfolgt ein Hinweisfenster:

Microsoft Inlﬁmet Explorer X

1 unguiltiger *fert
ey Fomat -571088.64. E707E0.98

Bild 18: Fehlermeldung bei falscher Werteingabe

Im Hinweisfenster wird zusétzlich der zugelassene Wertebereich angegeben (Beispiel fir Datenpunkt-Typ ,DPT 09.xxx 2-Oktet Gleit-
kommazahl (2 Byte)')
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Darstellung des eingefugten Ereignis / der eingefigten Bedingung .
Nach Ubernahme durch die Schaltflache ok wird das eingefiigte Ereignis / die eingefligte Bedingung in der Ubersicht der jeweiligen
Anwendung angezeigt:

. Heizkreis Soll-Temperatur =11"°C
einfligen zuriick abbrechen
Bild 19: eingefligtes Ereignis / eingefiigte Bedingung in der Ubersicht

Vor jedem Eintrag ist ein anklickbares Auswahl-Feld platziert. Ist ein Eintrag ausgewahlt, werden die Schaltflachen bearbeiten und
loschen freigeschaltet.
Ist die maximale Anzahl an Ereignissen / Bedingungen fiir eine Anwendung erreicht, wird die Schaltflache einfiigen deaktiviert.

Ereignis / Bedingung bearbeiten: )
Zur Bearbeitung eines bereits angelegten Elementes muss aus der Ubersicht das gew(inschte Ereignis / die gewiinschte Bedingung ausge-
wahlt und Uber die Schaltfliche bearbeiten der Bearbeitungsdialog aufgerufen werden.

Altionen Eteignisse
[C Heizkieis Soll-Temperstur =11°C
einfilgen hearbeiten lzchen zurlick abhrechen

Bild 20: ausgewéhites Ereignis ermdglicht Bearbeitung

Die Darstellung zur Bearbeitung einer Ereignisses / einer Bedingung ist identisch mit dem Einfligen eines neuen Elementes, die Eingabe ist
abhangig vom Typ des Datenpunktes.

Ercignis bearbeiten
Raum ‘Wohnzmmer ﬂ
evwerk ‘ Heizung j
Funktionsogruppe ‘ Heizkreiz ﬂ
Funktion ‘ Soll-Temperstur ﬂ
Werteingabe 11
Bedingung & gleich  Kleiner 7 gréer  Kleinergleich 7 gréergleich
ok abhrechen

Bild 21: Bearbeiten eines erstellten Ereignisses / einer Bedingung
Es ist sowohl die Anderung des Wertes als auch der Funktion Uber die Auswahlfelder méglich. Sollte eine andere Funktion ausgewahit
werden, wird die Eingabe des Wertes an den Datenpunkt-Typ der Funktion angepasst.
Die Ubernahme der Anderungen erfolgt mit der Schaltflache ok , die Anderung wird mit der Schaltflache abbrechen verworfen.

Ereignis / Bedingung I6schen i
Zum Entfernen eines angelegten Ereignisses / einer angelegten Bedingung muss aus der Ubersicht der gewtinschte Eintrag ausgewahlt
werden (vgl. Bild 20). Uber die Schaltfliche 16schen wird der Eintrag aus der entsprechenden Anwendung entfernt.

5.3.1.4.3 Navigation durch komplexe Anwendungen
Sind die Einstellungen einer Anwendung auf mehrere Ansichten verteilt, gibt es eine einheitliche Men(ifiihrung:

weiter zuriick . ok abbrechen {ibernehmen

weiter Ubernimmt die Einstellungen und wechselt zum néchsten Reiter / zur néchsten Ansicht
zuriick Ubernimmt die Einstellungen und wechselt zum vorherigen Reiter / zur néchsten Ansicht

ok {ibernimmt die Einstellungen und wechselt zur iibergeordneten Ansicht (meist eine Ubersicht)
abbrechen verwirft die Einstellungen und wechselt zur Ubergeordneten Ansicht (meist eine Ubersicht)
iibernehmen Ubernimmt die Einstellungen und Iadt die Ansicht neu

Die Daten wird vorerst nur fllichtig Gbernommen. Zum dauerhaften Speichern vgl. Kapitel 5.3.7.
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5.3.2 Anwendung 'Gebaude’

Dieser Bereich dient zur manuellen Steuerung und zur Visualisierung der Zustande der KNX Installation. Es gibt verschiedene Ansichten, die auf
unterschiedliche Funktionen abgestimmt sind. Die Art der Darstellung und die Bedienung ist einheitlich. Weiterhin kénnen in der Anwendung
'Gebéude’ die Berechtigungen fir die Benutzer festgelegt werden, die dann auch in anderen Anwendungen gelten.

5.3.2.1 Allgemeines

In der Anwendung 'Gebaude’ werden die konfigurierten Funktionen mit inren Zustanden in verschiedenen Sichten dargestellt. Die Informationen
hangen von der Berechtigung der jeweiligen Benutzer-Gruppe und der Projektierung ab.

Als unterschiedliche Ansichten stehen die Raum- und Gewerk-Ansicht sowie eine eigenen Favoriten-Ansicht je Benutzer-Gruppe zur Verfiigung,
die in unterschiedlicher Konstellation die Daten von Funktionen anzeigen.

5322  Ansicht’Ubersicht
Der Bereich Ubersicht dient zur Darstellung und zur Bedienung der Installation.
Pfad: -~ Gebadude - Ubersicht

GEBAUDE  ZEITFL ANEF ANWESEHHEITSSIMULATION | SZENEN

——p

EREIGHISMEL DUNG HILFE | BEENDEN

iiber sicht

Upersicht ADMIL  ———— B
E——
Favariten Réume Gewerke

Bild 21: Navigationselemente in der Anwendung 'Gebéude’, *Ubersicht’

Die Ubersicht der Installation i_st die erste Ansicht in der Anwendung 'Geb&ude’ (vgl. Bild 21 (A) ). Diese wird auch nach dem Anmelden aufgerufen.
Die Berechtigung wird in der Uberschrift (B) angezeigt.
Auf die KNX Installation gibt es verschiedene Ansichten, die wie folgt Uber die Reiter (C) gewahlit werden:

Ansicht "Favoriten’ (vgl. Kapitel 5.3.2.3):
In dieser Ansicht kdnnen flir jede Benutzer-Ebene die personlich interessanten Funktionen angezeigt werden. Die Konfiguration erfolgt Giber den
Eintrag 'Personalisieren’ in der Subnavigation (vgl. Kapitel 5.3.2.6).

Ansicht 'Raume’ (vgl. Kapitel 5.3.2.4):
Die Darstellung der Installation erfolgt Raumweise. Dabei werden die Rdume aus der Projektierung tbernommen.

Ansicht ‘Gewerke’ (vgl. Kapitel 5.3.2.5):
Die Darstellung der Installation erfolgt nach Gewerk. Dabei werden die Gewerke aus der Projektierung tbernommen.

5.3.23 Ansicht 'Favoriten’

Diese Ansicht stellt eine Auswahl von Funktionen aus der Installation dar. Die Auswahl und die Reihenfolge kann frei konfiguriert werden.

Es sind pro Benutzer-Ebene bis zu 32 Favoriten aus den bestehenden Funktionen wahlbar. Die Auswahl erfolgt in der Ansicht 'Personalisieren’
(vgl. Kapitel 5.3.2.6).

iiersicht (ADINI)

Favoriten Réume Gewerke
Wohnzimmer Licht Deckenleuchte
dimmen 0% ok
Wohnzimmer Heizung Heizkreis A
Ist-Temper atur
Wohnzimmer Zertral Licht
ALLES AUS AUS AUS EIM
Automatik
Diese Sette wird automstisch alle 50 min. aktuslisiert. tbernehmen ietzt aktualisieren B

Bild 22: Ansicht 'Favoriten’

Die Ansicht teilt sich in zwei Bereiche:
* der Status- und Bedienbereich (A)
In diesem Bereich werden die Datenpunkte angezeigt. Die Darstellung zeigt der Reihe nach den projektierten Raum, das Gewerk, die Funktions-
gruppe und den Namen der Funktion.
In der n&chsten Spalte wird der letzte erkannte Zustand der Funktion angezeigt.
Die Darstellung ist abhangig von dem Datenpunkt-Typ.
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Ein ungultiger Status wird mit dem Zeichen -- ? -- gekennzeichnet.

In diesem Fall ist der aktuelle Zustand noch nicht ermittelt worden (z. B. nach einem Neustart), oder durch ein anderes Ereignis als unguiltig
deklariert worden. Diese Einstellungen kénnen nur bei der Projektierung verandert werden (vgl. Kapitel 3.2.3.4, Kapitel 3.2.3.5).

Wichtiger Hinweis:

Die Darstellung enthalt den Zustand zum Zeitpunkt des Seitenaufrufs durch den Browser. Es handelt sich um eine statische Darstellung. Wert-
Anderungen, z.B. durch eine Bedienung in der Installation, werden zunéchst nicht direkt aktualisiert. Eine Aktualisierung kann manuell oder auto-
matisch erfolgen (siehe Aktualisierungsbereich (B) ).

Der Zeitpunkt des letzten Zustands ist identisch mit der Systemzeit im Informationsbereich (vgl. Kapitel 5.3.1).

Weiterhin wird die Aktualisierung im Statusbereich des Browsers angezeigt.

2 | update values .. £ | last update:08.03. 2006 | 09:24

Bild 23: (links) Ansicht ’Févoriten' wird aktualisiert,
(rechts) die letzte Aktualisierung erfolgte zum angegebenen Zeitpunkt

Weiterhin besteht die Moglichkeit (vgl. Bild 22), die Funktion Uber die Browseroberflache zu steuern.

Dieses ist abhéngig von der Berechtigung und der Projektierung.

Nach einer Bedienung werden alle Zustande aktualisiert, je nach Projektierung und Anzahl der Informationen auf der Seite kann es zu Verzégerun-
gen kommen. Die Haufigkeit der Bedienungen sollte entsprechend angepasst werden.

Hinweis kein Schreibrecht
Der Hinweis 'kein Schreibrecht” unterbindet die Mdglichkeit zur Steuerung. Dieses kann entweder bereits in der Projektierung festgelegt sein
(vgl. Kapitel 3.2.3.4) oder die Berechtigung wurde durch eine Ubergeordnete Benutzer-Ebene (vgl. Kapitel 5.3.2.7) eingeschrénkt.

- Schaltflachen zur Bedienung z.B. 0 1 oder AUS EIN )
Die Schaltflachen ermdglichen das Setzen von zwei Zustanden flir diese Funktion, z.B. Licht ein, Licht aus.
Die Benennung der Schaltflache (z.B. Zahlen 0,1 oder die Worte AUS, EIN) werden zu jeder Funktion in der Projektierung festgelegt.
Die Bedienung erfolgt mit einem Mausklick. Je nach Projektierung wir daraufhin ein KNX Telegramm ausgesendet, es kann auch im Zuge der
Aktualisierung ebenfalls ein Lesetelegramm auf dem KNX gesendet werden. Bei internen Funktionen wird der Zustand gesetzt.

- Eingabefeld zur Bedienung (z.B. ok )
Ist eine Werteingabe (z.B. Temperatur) mdglich, kann dieses in ein vorgesehenes Eingabefeld eingetragen werden. Je nach Datenpunkt-Typ ist
das Trennzeichen (z.B. flir Werte) der Dezimalpunkt oder der Doppelpunkt (z.B. flr Uhrzeiten).

Eingabe zB. 12.3 fur Werte
Eingabe z.B. 03.03.2006  fur Datumswerte
Eingabe z.B. 12:55:00 fur Uhrzeitwerte (es missen Stunde, Minute und Sekunde angegeben werden)
Bleibt der Mauszeiger langere Zeit auf dem Eingabefeld, erscheint am Mauszeiger ein Hilfefeld mit dem mdglichen Datenformat zu der Eingabe.
T ok
Farmat: 0.65535
ak

Bild 24: Hilfefeld am Mauszeiger

Ein Mausklick auf die Schaltflache ok setzt den Wert und sendet je nach Projektierung ein KNX Telegramm aus oder setzt den Zustand bei
internen Funktionen.

Bei dem Datenpunkt-Typ 'Szene’ kann zwischen den Schaltflichen aufrufen und speichern gewéhlit werden, bei Mausklick auf eine dieser
Flachen wird die eingetragene Szenen Nr. aufgerufen oder gespeichert.

Es erfolgt eine Wertprifung der Eingabe. Entspricht der Wert nicht dem vorgegebenen Format, wird eine Fehlermeldung erzeugt. Diese enthélt als
Hilfestellung das mdgliche Format. Der Wert wird nicht ibernommen, es erfolgt kein Aussenden eines KNX Telegramms.

Microsolt Ianmet Explorer | x

1 ungiltiger 'Wert
_= Yy Fomak -£71028.64. 67076098

Bild 25: Fehlermeldung bei ungtiltiger Werteingabe.

- Auswahlfeld zur Bedienung
Bei zwei Datenpunkt-Typen (KNX 02.xxx 1 Bit mit Steuerung, KNX 10.001 Uhrzeit) besteht die Bedienung (zum Teil) aus Auswahlfeldern.
Die Zustande werden als Auswahlelement gelistet.
Sind keine weiteren Eingaben mdoglich (KNX 02.xxx 1 Bit mit Steuerung), wird mit Auswahl eines Elementes der Zustand gesetzt und ggf. ein
KNX Telegramm gesendet.

T S
keine Zvwangsflhrung VWert=0
keine Dwwangsfihrung Yvert=1
Fuvangstihrung Wiert=0
FPwyangstihrung Wert=1

Bild 26: Auswahlfeld zur Bedienung

Bei weiteren maglichen Eingaben (KNX10.001 Uhrzett) ist neben der Auswahl eine Werteingabe mdglich, der Zustand wird erst mit Mausklick auf
die Schaltflache ok gesetzt.
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¢ der Aktualisierungsbereich (B)
Die Darstellung der Zustande im Browser ist statisch und enthélt die Werte zum Zeitounkt des Seitenaufrufes. Eine Anderung des Zustandes
z.B. durch eine Bedienung in der Installation wird nicht angezeigt.
Daher mussen veranderliche Werte, die auf der Seiten angezeigt werden (Zustande, Uhrzeit) aktualisiert werden.
Dieses kann im Aktualisierungsbereich (B) eingestellt oder ausgeldst werden. Die Aktualisierungsfunktion des Browsers selbst (Internet-Exporer:
Ansicht - Aktualisieren) kann daflir nicht verwendet werden, in dem Fall wird wieder die Startseite der IP-Zentrale angezeigt.
Es stehen eine automatische und eine manuelle Aktualisierung zur Verfligung.
Fir die manuelle Aktualisierung der Werte kann auf die Schaltfldche jetzt aktualisieren geklickt werden.
Zusétzlich kann der Browser die Werte zyklisch selbststéndig aktualisieren. Die Automatik kann Uber das Eingabefeld parametriert werden
(vgl. Bild 27).

Automatik

Digze Seite wird automatizch alle 1 min. aktualisiert. Ubernehmen ist7t aktualisisren

Bild 27: Aktualisierung der Werte

Die Zeit fir die Aktualisierung ist standardmaBig auf 1 min. gesetzt. Somit werden jede Minute die Werte aktualisiert. Sollte eine andere Zeit (Wert
in Minuten) eingetragen werden, wird dieser mit Betétigung der Schaltfldche iibernehmen gespeichert. Die Speicherung erfolgt lokal auf dem
Rechner als s.g. 'Cookie’ firr den aktuellen Betriebssystem-Nutzer. Das Cookie ist an die IP-Adresse der IP-Zentrale gekoppelt.

Die Aktualisierungszeit fur eine andere IP-Zentrale oder der Aufruf von einem anderen Rechner (z.B. InternetCafé) wird separat behandelt. In dem
Fall wird wieder beim ersten Aufruf bis zu einer erneuten Konfiguration die Standardzeit von 1 min verwendet.

Bei der Aktualisierung, manuell oder automatisch angestoBen, werden alle Zustande der Funktionen auf der jeweils angezeigten Seite im Objekt-
modell neu angefragt. Ist mit der Aktualisierung eine Wertabfrage im Plugin projektiert, werden ebenfalls Lesetelegramme auf dem KNX gesen-
det. Die Statuszeile des Browsers zeigt den Aktualisierungszustand an (vgl. Bild 23). Sind die Daten von der IP-Zentrale bereitgestellt worden,
werden die Zustande aktualisiert und die Systemzeit im Kopfbereich angezeigt. Die Geschwindigkeit hangt von der Projektierung, der Anzahl der
Informationen auf einer Seite und der Qualitat der Netzwerk-Verbindung ab.

5.3.24 Ansicht 'Rdume’
In dieser Ansicht werden alle projektierten Funktionen sortiert nach Rdumen angezeigt, die der aktuellen Benutzer-Ebene zugénglich sind.
Die Raum-Ansicht wird mittels Mausklick auf den Reiter 'Raume’ aufgerufen.

Ubersicht (ADIIIN

Favorten REume Gewerke

—A B~

Besprechung OG3 .2

C

Wohnzimmer Arheitszimmer Biiro 302 EG

Licht | Beschattung | Heizung | Zentral

Deckenleuchte

Jalousie Sid

Heizkreis

Licht

schatten

dimmen

Kurzzeitbetrieb oder Stop
Lanuzeithetrish

Position

Soll-Temperatur
|st-Temperatur

ALLES AUS

Lichtszene

AU

Szene 1 aufrufen

AUS EN

% ok

AUF | AB

AUF | AB

ok

ALS BN

aufrufen
speichern

Automatik

Diese Seite wird automatisch alle min. aktuslisiert dbernehmen ietzt aktualisieren

Bild 28: Ansicht 'Raume’

Die Bereiche dieser Ansicht sind vergleichbar mit denen der Favoriten-Ansicht:

Es wird folgende Struktur verwendet:

— der projektierte Raum (wechselbar Uber die Reiter (A), weitere Reiter mit der Navigation (B) )
— das projektierte Gewerk (Sprungmarke (C) )

- die projektierte Funktionsgruppe

— die projektierte Funktion

¢ der Navigationsbereich (A + B)
Uber die Navigation werden die Raume als Reiter dargestellt. Ein Raum ist (iber einen Klick auf den Raum-Reiter wechselbar. Es werden immer
bis zu vier Rdume als Reiter-Gruppe dargestellt, die Reiter-Gruppe kann mit der Navigation (B) gewechselt werden. Beim Wechsel wird immer
der erste Raum der neuen Reiter-Gruppe dargestellt.

¢ der Sprungbereich flir Gewerke (C)
Alle in einem Raum projektierten Gewerke werden zusammengefasst und im Sprungbereich (C) aufgelistet. Bei einem Mausklick auf ein Gewerk
springt die Ansicht in der gleichen Seite zum ersten Eintrag dieses Gewerkes (scrollen im Browser zum entsprechenden Eintrag). Ist das Gewerk
bereits sichtbar (z.B. wenn nur wenige Funktionen in einem Gewerk projektiert sind), erfolgt ggf. kein Scrollen des Browser-Fensters.
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e der Status- und Bedienbereich (D)
In diesem Bereich werden die Informationen zu den Funktionen im Raum dargestellt. Die Darstellung ist abhangig von der Projektierung.
Nicht sichtbare Funktionen kénnten bereits in der Projektierung gesperrt worden sein oder sind durch eine Berechtigungseinschrénkung ausge-
blendet worden.
Die Struktur ist ahnlich zu der Favoriten-Ansicht:
In der ersten Spalte wird das projektierte Gewerk dargestellt (Beispiel: "Licht’). Dieses ist auch die Einsprungmarke aus dem Sprungbereich (C).
In der zweiten Spalte wird die projektierte Funktionsgruppe angezeigt (Beispiel: 'Deckenleuchte’).
Jede Funktion in dieser Funktionsgruppe wird als neue Zeile eingeblendet ( Beispiel: ‘schalten’ oder 'dimmen’)
Hinter jeder Funktion wird der Zustand der Funktion zum Zeitpunkt des Seitenaufrufes angezeigt.
Die Zustande werden identisch zu den Zustanden in der Favoriten-Ansicht dargestellt:
- == 7 -- kein aktueller Wert vorhanden oder der Wert wurde ung(iltig geschaltet
- die Formatierung und Darstellung ist abhéngig von der Projektierung
Es gelten die gleichen Hinweise wie in der Favoriten-Ansicht bezuglich Aktualisierung. Diese ist ebenfalls (iber den Aktualisierungsbereich (E)
einstellbar und kann manuell gestartet werden.
Wenn die Berechtigung besteht, kann der Zustand (iber die bekannten Eingabebereiche (Schaltflidchen, Eingabefeld oder Auswahlfeld) gedndert
werden. Ist die Berechtigung nicht vorhanden (z.B. in der Projektierung gesperrt oder von einer libergeordneten Benutzerebene entzogen),
erscheint der Hinweis kein Schreibrecht .
Beim Setzen eines neuen Zustandes (mittels Schaltflache, Auswahl, etc.) wird der Zustand (ibernommen, je nach Projektierung ein KNX
Telegramm ausgeldst und der Zustand der dargestellten Funktionen neu eingelesen. In diesem Zuge kann - abhéngig von der Projektierung —
ein KNX Lesetelegramm ausgeldst werden.

¢ der Aktualisierungsbereich (E)
Der Aktualisierungsbereich (E) ist identisch zur Favoriten-Ansicht. Das manuelle Aktualisieren ist Uber die Schaltflache jetzt aktualisieren
auslésbar, ansonsten kann die Automatik mittels Zeit im Eingabefeld und der Schaltfldche libernehmen  konfiguriert werden.
Wahrend der Aktualisierung wird in der Statusleiste der Zustand angezeigt, je nach Projektierung werden auch KNX Lesetelegramme ausge-
sendet. Nach Abschluss der Aktualisierung werden die Zustande neu angezeigt und die Systemzeit im Kopfbereich angepasst.
Es werden immer die Zusténde zum Zeitpunkt der letzten Aktualisierung angezeigt, Anderungen werden erst nach Ablauf der Zeit oder durch
eine manuelle Aktualisierung erfasst und Gbernommen.

5.3.25 Ansicht’Gewerke’
In dieser Ansicht werden alle projektierten Funktionen sortiert nach Gewerken angezeigt, die der aktuellen Benutzer-Ebene zuganglich sind.
Erreicht wird diese Ansicht mittels Mausklick auf den Reiter 'Gewerke'.

bersicht (ADMIN

Favoriten REUme Gewerke

Licht Beschettung Heizung Zertral 3
Wohnzimmer C
Deskenleushte schaten aUs PR
dimmen 0% % ok D
Automatik

Digse Sefte wird autamatisch alls 1 min. aktuslisiert. dbernehmen ietzt situalisieren

Bild 29: Ansicht 'Funktionen’

Die Bereiche dieser Ansicht sind identisch mit denen der R&ume-Ansicht:

Es wird folgende Struktur verwendet:

— der projektierte Gewerk (wechselbar Uber die Reiter (A), weitere Reiter mit der Navigation (B) )
— der projektierte Raum (Sprungmarke (C) )

- die projektierte Funktionsgruppe

- die projektierte Funktion

* der Navigationsbereich (A + B)
Uber die Navigation werden die Gewerke als Reiter dargestellt. Ein Gewerk ist (iber einen Klick auf den Gewerk-Reiter wechselbar. Es werden
immer bis zu vier Gewerke als Reiter-Gruppe dargestellt, die Reiter-Gruppe kann mit der Navigation (B) gewechselt werden. Beim Wechsel wird
immer das erste Gewerk der neuen Reiter-Gruppe dargestellt.

* der Sprungbereich fiir R&ume (C)
Alle in einem Gewerk projektierten Raume werden zusammengefasst im Sprungbereich (C) aufgelistet. Bei einem Mausklick auf einen Raum
springt die Ansicht in der gleichen Seite zum ersten Eintrag dieses Raumes (scrollen im Browser zum entsprechenden Eintrag). Ist der Raum
bereits sichtbar (z.B. wenn nur wenige Funktionen in einem Gewerk projektiert sind), erfolgt ggf. kein Scrollen des Browser-Fensters.

e der Status- und Bedienbereich (D)
In diesem Bereich werden die Informationen zu den Funktionen im Gewerk dargestellt. Die Darstellung ist abhéngig von der Projektierung.
Nicht sichtbare Funktionen kénnten bereits in der Projektierung gesperrt worden sein oder sind durch eine Berechtigungseinschrénkung ausge-
blendet worden.
Die Struktur ist identisch mit der Raum-Ansicht:
In der ersten Spalte wird der projektierte Raum dargestellt (Beispiel: "Wohnzimmer’). Dieses ist auch die Einsprungmarke aus dem Sprungbereich
©).
In der zweiten Spalte wird die projektierte Funktionsgruppe angezeigt (Beispiel: 'Deckenleuchte’).
Jede Funktion in dieser Funktionsgruppe wird als neue Zeile eingeblendet ( Beispiel: ‘schalten” oder 'dimmen’)
Hinter jeder Funktion wird der Zustand der Funktion zum Zeitpunkt des Seitenaufrufes angezeigt.

72



IP-Zentrale Art.-Nr. IPZ 1000 REG

Die Zustande werden identisch zu den Zustanden in der Raum- und Favoriten-Ansicht dargestellt:
- --? -- kein aktueller Wert vorhanden oder der Wert wurde ung(iltig geschaltet
- die Formatierung und Darstellung ist abhé&ngig von der Projektierung
Es gelten die gleichen Hinweise wie in der Raum- und Favoriten-Ansicht bezlglich Aktualisierung. Diese ist ebenfalls Uber den Aktualisierungs-
bereich (E) einstellbar und kann manuell gestartet werden.
Wenn die Berechtigung besteht, kann der Zustand (iber die bekannten Eingabebereiche (Schaltflidchen, Eingabefeld oder Auswahlfeld) gedndert
werden. Ist die Berechtigung nicht vorhanden (z.B. in der Projektierung gesperrt oder von einer libergeordneten Benutzerebene entzogen),
erscheint der Hinweis kein Schreibrecht .
Beim Setzen eines neuen Zustandes (mittels Schaltflache, Auswahl, etc.) wird der Zustand (ibernommen, je nach Projektierung ein KNX
Telegramm ausgeldst und der Zustand der dargesteliten Funktionen neu eingelesen. In diesem Zuge kann - abhéngig von der Projektierung —
ein KNX Lesetelegramm ausgeldst werden.

¢ der Aktualisierungsbereich (E)
Der Aktualisierungsbereich (E) ist identisch zur Raum- und Favoriten-Ansicht. Das manuelle Aktualisieren ist Uber die Schaltflache
jetzt aktualisieren ausldsbar, ansonsten kann die Automatik mittels Zeit im Eingabefeld und der Schaltflache iibernehmen konfiguriert
werden.
Wahrend der Aktualisierung wird in der Statusleiste der Zustand angezeigt, je nach Projektierung werden auch KNX Lesetelegramme ausgesen-
det. Nach Abschluss der Aktualisierung werden die Zusténde neu angezeigt und die Systemzeit im Kopfbereich angepasst. Es werden immer die
Zustande zum Zeitpunkt der letzten Aktualisierung angezeigt, Anderungen werden erst nach Ablauf der Zeit oder durch eine manuelle Aktualisie-
rung erfasst und Ubernommen.

5.3.26 Ansicht 'Personalisieren’

Die Ansicht der Favoriten (vgl. Kapitel 5.3.2.3) kann von jeder Benutzergruppe individuell konfiguriert werden. Es stehen alle der Benutzer-Ebene
freigeschalteten Funktionen zur Verfligung (siehe auch Berechtigungen, Kapitel 5.3.2.7). Aus diesen Funktionen kdnnen maximal 32 als Favoriten
gekennzeichnet werden. Die Reihenfolge ist unabhéngig von der Projektierung, diese kann Uber die Browser-Oberflache frei eingestellt werden.
Die Zusammenstellung der Favoriten erfolgt in der Ansicht 'Personalisieren’.

Pfad: — Gebdude - Personalisieren

GEBAUDE | ZEITPLANER | AIWESEHHEITSSIMULATION ZEMEH | EREIGHISMELDUHG HILFE | BEEHDEN

Personalisieren

Personalisieren

festlegen “orschau

Bild 30: Bereich 'Personalisieren’

Innerhalb der Ansicht kdnnen Funktionen als Favorit ausgewahlt werden (Reiter "festlegen’). In der Vorschau (Reiter 'Vorschau’) besteht die Mag-
lichkeit, die Favoriten der eigenen Benutzer-Ebene als auch der untergeordneten Benutzer-Ebenen einzusehen und die Reihenfolge zu dndern.

* Favoriten festlegen (Reiter ‘festlegen’)

festlegen Yorschau
‘Wohnzimmer Arbeitszimmer Biro 302 EG Besprechung OG3 b
Licht | Beschattung | Heizung | Zentral C
Deckenleuchte schaften [ r [
dimmen v r [ E

Bild 31: Favoriten bestimmen

In der Ansicht "festlegen’ werden die Favoriten bestimmt. Es stehen alle Funktionen der Projektierung zur Verfigung, die Ansicht und Navigation
Uber die Raum-Reiter (A) und die Navigation innerhalb der Reiter-Gruppen (B) ist bereits in der Gebaudeibersicht, Ansicht 'Réume’ beschrieben
(vgl. Kapitel 5.3.2.4).

Im gewahlten Raum werden alle Funktionen im Auswahlbereich (D) angezeigt. Es steht ebenfalls der Sprungbereich (C) fir die projektierten
Gewerke zur Verfigung. Bei einem Mausklick auf ein Gewerk sprint die Ansicht auf der Seite zur ersten Funktion dieses Gewerkes.

Jede angezeigte Funktion kann nun als Favorit ausgewahlt werden und wird damit in der Ansicht "Favorit” aufgeflihrt (vgl. Kapitel 5.3.2.3).

Dazu ist bei der entsprechenden Benutzer-Ebene das Optionsfeld (E) zu aktivieren. Jede Benutzer-Ebene kann fiir die eigene Ebene und die
untergeordneten Ebenen Favoriten bestimmen. (Bild 31 zeigt die Benutzer-Ebene 'Admin’)

Mit dem Betétigen des Optionsfeldes (E) wird die Einstellung direkt ibernommen. In der Zeit der Ubertragung zur IP-Zentrale wird statt dem
Mauszeiger eine Sanduhr angezeigt.

schatten r r r
dimmen W r
Bild 32: Speichern der Einstellung nach Betatigung eines Optionsfeldes

Nach dem Ubertragen werden die Einstellungen der Favoriten aus der IP-Zentrale gelesen und die Ansicht wird aktualisiert. In der Zeit sollten
keine weiteren Favoriten hinzugefligt oder entfernt werden, da ansonsten die Einstellungen nicht abgeglichen werden kénnen. Nachdem der
Mauszeiger wieder sichtbar ist, zeigt die Ansicht die tatsachlichen Favoriten-Einstellungen. Zum dauerhaften Speichern vgl. Kapitel 5.3.7.
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Es sind pro Benutzer-Ebene maximal 32 Favoriten (aus allen Rdumen) auswéhlbar. Sollten ein weiterer Favorit bestimmt werden, erscheint
folgende Fehlermeldung:

Microsoft Internet Explorer

?\ Es sind bereits die maximale Anzahl von 32 Favoriten angelegt!
=)

Bild 33: Fehlermeldung, wenn die maximale Anzahl an Favoriten angelegt ist.
In dem Fall muss erst eine andere Funktion aus den Favoriten entfernt werden (Optionsfeld nicht gesetzt), um einen weiteren Favoriten zu setzen.

* Favoriten Vorschau und Reihenfolge bestimmen (Reiter "Vorschau’)
Die Vorschau zeigt die Ansicht der gewahlten Favoriten. In dieser Ansicht kdnnen die Favoriten der verschiedenen Benutzer-Ebenen eingesehen,
die Reihenfolge gedndert und ebenfalls Funktionen aus den Favoriten entfernt werden.

Personalisieren

festlegen Vorschau
— A
LD USER GUEST
By
" wohnzimmer Heizung Heizkreis Ist-Temperatur /C
" yohnzimmer Licht Deckenleuchte dimmen
" wohnzimmer Beschattung Jalousie Sid Position

Bild 34: Vorschau-Bereich flir Favoriten

Die Benutzer-Reiter (A) dienen zum Wechseln der Ansicht flir die einzelnen Benutzer-Ebenen. Jede Benutzer-Ebene kann nur Einsicht in die
eigene und in die untergeordnete Benutzer-Ebene nehmen. (in Bild 34 ist die Ansicht flir die Benutzer-Ebene "Admin’ gezeigt)

Die Reihenfolge der Favoriten kann in dieser Ansicht ver&ndert werden. Dazu ist zuerst der zu verschiebende Favorit Uber die Markierungs-Felder
(B) zu bestimmen. Danach werden sowohl die Schaltfldchen << hier einfiigen als auch die Schaltfldche Favorit entfernen aktiv.

Zum Verschieben des ausgewahlten Favoriten ist nun die Schaltfliche << hier einfiigen an der Position anzuklicken, an der der Favorit einge-
fligt werden soll. Der Favorit an dieser Stelle und die folgenden Favoriten werden um eine Stelle nach unten verschoben.

ADMIN USER GUEST
" wohnzimmer Heizung Heizkreis Ist-Temperatur
" #ahnzimmer Licht Deckenleuchie <immen
" wohnzimmer Be=chattung Jalousie Siid Position
ADMIN USER GLUEST
" wohnzimmer Heizung Heizkreis Ist-Temperatur == hier ei%ﬂuen
© Wohnzimmer Licht Deckenleuchte dimmen == hier einflicen
& wohnzimmer Beschattung Jalousie St Position
ADMIN USER GUEST
T Wohnzimmer Beschattung Jalousie S Position
 wohnzimmer Heizung Heizkreis Ist-Temperatui
" Wahnzimmer Licht Deckenleuchie dimmen

Bild 35: Bildfolge Favoriten verschieben:
(oben)  aktuelle Reihenfolge
(mitte) Funktion "Position” markiert, an erste Stelle einfligen (Mauszeiger)
(unten)  neue Reihenfolge, Funktion 'Position’ an erste Stelle eingefligt

Mit betatigen der Schaltflidche << hier einfiigen wird die Einstellung direkt in der IP-Zentrale Gibernommen und die aktuell neue Ansicht gela-
den. Eine Rickkehr zur alten Reihenfolge ist nicht moglich. Zum dauerhaften Speichern vgl. Kapitel 5.3.7.

Uber die Schaltfidche Favorit entfernen kann die markierte Funktion aus der Favoriten-Liste entfernt werden. Ein Zufiigen ist dann wieder ber
die Ansicht ‘festlegen” méglich.
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5.3.2.7 Ansicht ‘Berechtigungen’

Hinweis: Diese Ansicht ist in der Benutzer-Ebene 'Gast’ nicht vorhanden.

Es besteht die Mdglichkeit, bei einer Funktion die Bedienung fir die Benutzer-Ebenen zu unterdrlicken oder die Funktion ganz auszublenden.
Zu Beginn haben alle Benutzer-Ebenen die Funktionen eingeblendet und kénnen diese bedienen (Ausnahme: Einschrankungen in der Projektie-
rung: 'nur Statusanzeige’, 'unsichtbar im Browser’).

Pfad: - Gebaude - Berechtigungen

Die Darstellung erfolgt nach R&umen gegliedert (vgl. Kapitel 5.3.2.4 und Kapitel 5.3.2.6).

Berechtigungen

Raume

—A B~
Wohnzimmer Arbetszimmer Biro 302 EG Besprechung OG3 »
Licht | Beschattung | Heizung | Zentral C
E [V Berecttigungen nachilhren (nur lGschen)

Deckenleuchte schaten W I3 v W I3
dimmen ~ V¥ i ~ V¥

Jalousie Siid HKurzzeithetrieh oder Stop 3 3 it @_ G
Langzeithetrieh 3 I3 e 3 I3
Position 3 I3 = 3 r
Heizkreis Soll-Temperatur = = T2 = 2

Ist-Temperatur 3 ¥ 7] @— H
Licht ALLES aUS = ¥ W = ¥

T
<
<l
k|
<

Lichtszene

Bild 36: Ansicht 'Berechtigungen’

Neben den Navigationselementen zum Wechseln der angezeigten Raume und Raum-Gruppen (Bild 36 A + B) ist der Sprungbereichs zu den
projektierten Gewerken im angezeigten Raum innerhalb der Ansicht (C) vorhanden.
Die Vergabe der Berechtigungen erfolgt im Arbeitsbereich (D).
Es gibt folgende Einstellméglichkeiten (F):
* Berechtigungsebene *Admin’:
— Ausblenden der Funktion fir die eigenen Ebene (ist in dieser Ansicht auch wieder einblendbar)
— Ausblenden der Funktion fir die Benutzer-Ebenen "User’ und 'Gast’
— Sperren der Bedienelemente flir diese Funktion flir die Benutzer-Ebenen "User’ und 'Gast’
* Berechtigungsebene 'User’:
— Ausblenden der Funktion fir die Benutzer-Ebene 'Gast’
— Sperren der Bedienelemente flir diese Funktion flir die Benutzer-Ebene 'Gast’

Bild 36 (G):

Wird die Funktion generell ausgeblendet (Optionsfeld bei 'sichtbar’ nicht gesetzt), wird das Optionsfeld flr die Bedienung ('bedienbar’) gesperrt.
Wird die Funktion wieder eingeblendet (Optionsfeld ‘sichtbar’ gesetzt), wird das Optionsfeld fir die Bedienung freigeschaltet, bleibt aber nicht
gesetzt. Bei Bedarf kann auch die Bedienung der Funktion wieder gesetzt werden (Optionsfeld "bedienbar’).

Bild 36 (E), nur in der Ansicht auf der Benutzer-Ebene 'Admin’:

Die Komfort-Funktion ,Berechtigungen nachflihren” ermdglicht das einfache Loschen der Berechtigungen flr eine Funktion fUr die Benutzer-
Ebenen 'User’ und 'Gast’ . Berechtigungen bei 'User’ werden zeitgleich bei 'Gast’ geléscht. Das Setzen der Berechtigung kann nur einzeln
erfolgen.

Bild 36 (H):

Ist die Checkbox fr die Bedienung trotz sichtbarer Funktion (Optionsfeld ‘sichtbar’ ist gesetzt) gesperrt, so ist generell ein Schreiben auf die
Funktion nicht erlaubt (Projektierung, 'nur Statusabfrage’).

Vergleichbar mit den Einstellungen flir die Favoriten (vgl. Kapitel 5.3.2.6) wird das Bearbeiten der Berechtigungen direkt in der IP-Zentrale
Ubernommen (Sanduhr). Zum dauerhaften Speichern vgl. Kapitel 5.3.7.

Auswirkungen der Berechtigungen:

Ist eine Funktion flr eine Benutzer-Ebende ausgeblendet, dann kann der Benutzer diesen nicht in Anwendungen neu anlegen (z.B. nicht als Aktion
in einer Szene). Ist diese Funktion vorher verwendet worden (z.B. durch eine héhere Benutzer-Ebene), wird der Funktionsname maskiert.

Bereits angelegte Aktionen werden weiterhin ausgeflihrt.

Aktionen Ereignizse
L8 Deckenleuchte EIM
(o Jalousie Siid Langzeithetrieb ALF
[ Heizkreis Soll-Temperatur 120°C
einflgen weiter abbrechen

Bild 37: Benutzer hat keine Berechtigung fur Funktion Deckenleuchte (schalten)
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6 Das Bearbeiten dieser Aktion ist ebenfalls nicht mdglich, diese kann nur geldscht werden.
Hat ein Benutzer keine Bedien-Rechte auf eine Funktion, wird diese beim Einfligen (z. B. fir eine Aktion) zwar angezeigt (grau hinterlegt), kann aber
nicht ausgewahlt werden.

Aktion einfligen

Raum |Wohnzwmmer ﬂ
Gevwerk | Beschattung j
Funktionsoruppe | Jalousie Sd j
Furiktion [ bitte weatten ]

abbrechen |Landzethetrish

Bild 38: keine Bedienrechte auf Funktionen (grau hinterlegt)

5.3.3 Anwendung 'Zeitplaner’

Der Zeitplaner ist der Kalender der IP-Zentrale. Es kénnen Aktionen — ahnlich einem Terminplan — zu einer bestimmten Uhrzeit (Schaltzeit) aus-
gefiihrt werden. Der Ablauf eines Tages wird in ein Tagesprofil abgelegt. Uber Wochenprofile und Sondertage (Urlaub oder Felertag) werden diese
Tagesprofile in den Jahreskalender zusammengestellt. Dieser ist Grundlage flr die auszufihrenden Aktionen. AusschlieBlich die Tagesprofile
werden ausgeflihrt, die im Jahreskalender eingetragen sind.

Schaltzeit: eine feste Uhrzeit oder abhangig von Sonnenauf- und Sonnenuntergang (Astro) berechnete Zeit.
Eine Schaltzeit kann bis zu 32 Aktionen ausfuhren.
Tagesprofil: ein Tagesprofil kann bis zu acht Schaltzeiten enthalten. Mit der Zuweisung zu einem Datum im Jahreskalenders werden

zu dieser Schaltzeit die zugehérigen Aktionen ausgefiihrt.
Es gibt sechs individuelle Tagesprofile, zwei feste Tagesprofile fur Urlaub und Freizeit sowie ein Tagesprofil, welches
ausnahmslos jeden Tag ausgefuhrt wird

Wochenprofil: im Wochenprofil werden bestehende Tagesprofile den Wochentagen Mo-So zugewiesen.
Diese Zuweisung ist die Grundlage fir den Jahreskalender bei der automatischen Erstellung.
Jahreskalender: beinhaltet die tatsachlich auszuflihrende Liste von Tagesprofilen, manuell zugewiesen oder automatisch generiert.

5.3.3.1 Navigation im Zeitplaner

ZEITPLANER

Ubersicht

Bild 39: Navigation des Zeitplaners

Die Ansicht 'Ubersicht’ zeigt den Jahreskalender (vgl. Kapitel 5.3.3.2), in dem alle Aktionen zusammengefasst werden.

Dieses ist die erste Ansicht beim Aufruf des Zeitplaners Uber die Hauptnavigation.

Die Subnavigation erméglicht die Konfiguration eines Wochenprofils (Reiter "Wochenprofil’ vgl. Kapitel 5.3.3.3), welches bestehende Tagesprofile
flr die Wochenplanung zusammenfasst. Die Tagesprofile selbst kénnen Uber den Reiter , ' Tagesprofil’ (vgl. Kapitel 5.3.3.4) konfiguriert werden.
Uber den Reiter 'Freizeit’ werden Zeitraume fiir Urlaub und Feiertage eingerichtet (vgl. Kapitel 5.3.3.5).

Der Jahreskalender enthalt Daten fir zwei Kalenderjahre, das aktuelle Jahr und das Folgejahr (z.B. 2006 und 2007).

Der Jahreskalender wird bei jedem von der IP-Zentrale selbst erkannten Jahreswechsel (Ubergang 31.12 auf 1.1. durch die Systemuhr) fiir das
nun aktuelle Jahr (und Folgejahr) angelegt

Dabei werden folgende Einstellungen vorgenommen (am Beispiel Jahresiibergang 2005 - 2006)

— die Daten des bis dahin aktuellen Jahres (2005) werden verworfen

— die Daten des bis dahin folgenden Jahres (2006) werden als aktuelles Jahr Gibernommen

— die Daten fir das folgende Jahr (2007) werden anhand von Wochenprofil, Urlaub und Feiertag neu errechnet.

Grundlage ist immer das im Zeitplaner angelegte Jahr (es kann Abweichungen zum Jahr der Systemzeit geben, dieses wird im Folgenden
beschrieben).

Ein Tutorium (vgl. Kapitel 5.3.3.6) beschreibt exemplarisch das Anlegen des Zeitplaners fir ein Musterprojekt.
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5.3.3.2 Die Jahresiibersicht innerhalb des Zeitplaners
Die Ubersicht des Zeitplaners stellt die beiden hinterlegten Kalenderjahre des Zeitplaners dar.
Pfad: - Zeitplaner - Ubersicht

Ubersicht

C A — 2006 2007 B tbernehme aktueles Jahr
Jdahr Monat Wyoche Tag
\ Januar 2006 Februar 2006 Marz 2006 April 20068

Mo Di Mi Do Fr Sa So Mo Di Mi Do Fr Sa So Mo Di Mi Do Fr Sa So Mo Di Mi Do Fr Sa So

ka2 1 ke T2 F & 5 kwe3 &G LS ke 13 1 2
kwi 2 3 4 5 6 7 8 kwi 6 7 8 9 101112 kal0 & 7 8 9 101112 kee1id 3 4 5 6 7 8 3
kw2 9 101112131415 kw? 13 14 1516 17 18189 kw11 13 14 1516 17 1819 kw1510 11 1213 14 1516
kw3 16171819 20 1 22 kwwd 20 21 2223 24 25 26 kw12 20 21 2223 24 25 26 kw1617 181920 21 22 23
kwed 23 24 35 26 27 28 29 kw3 27 28 kw13 27 28 29 30 31 kw17 24 25 26 27 28 29 30
kwes 30 3

Bild 40: Jahreskalender als Ubersicht der Anwendung 'Zeitplaner’

Die Ubersicht beinhaltet die Jahresdefinition (Schaltbereiche A + B), Ansichtenreiter fiir die unterschiedlichen Ansichten (C) und den Ansichts-
bereich (D). In der Jahresansicht (Reiter "Jahr’) werden dort die Monate des Jahres angezeigt.

¢ Jahresdefinition (Bild 40 A + B)

Der Zeitplaner verwaltet zwei Kalenderjahre. Im normalen Betrieb sind dieses das aktuelle Kalenderjahr gemaB der Systemzeit und das folgende

Jahr. Zwischen diesen Jahres kann mittels den Schaltbereichen umgeschaltet werden (in diesem Fall ( 2006 2007 ) ist die Ansicht des Jahres

2006 aktiv, mit Betatigung der Schaltflache 2007 wird das Jahr 2007 in der Ansicht gezeigt).

Stimmen die Ansichten nicht mit dem Jahr der Systemzeit Uberein, hat keine Erstellung des Jahresplaners fir dieses Jahr stattgefunden.

Ein manuelles Umstellen ist mittels der Schaltfldche {ibernehme aktuelles Jahr maglich. Dabei werden die Daten wie bereits beschrieben

(vgl. Kapitel 5.3.3.1) lbernommen oder neu berechnet. (diese Schaltfldche ist in der Benutzer-Ebene 'Gast’ nicht vorhanden)

Grlinde fUr diese Abweichungen kénnen von auBen gednderte Zeitinformationen sein:

— das System wird zum ersten Mal in Betrieb genommen

- manuelles Setzten der Systemzeit

- bei Parametrierung: Empfang eines KNX Zeittelegrammes von einem Server, welches eine abweichende Jahresinformation als die Systemuhr
beinhaltet. Die Systemuhr wird umgeschaltet, der Jahreskalender muss aus Sicherheitsgriinden manuell umgeschaltet werden (Schaltflache
iibernehme aktuelles Jahr ), da die Zeitplanereintrage ggf. dadurch geldscht werden und im Falle einer falschen Zeitinformation nicht mehr
rekonstruiert werden kénnen.

- bei Parametrierung: Empfang eines Zeittelegrammes von einem Internet-Server (NTP Dienst), welches eine abweichende Jahresinformation als
die Systemuhr beinhaltet. Die Systemuhr wird umgeschaltet, der Jahreskalender muss aus Sicherheitsgriinden manuell umgeschaltet werden
(Schaltflache libernehme aktuelles Jahr ), da die Zeitplanereintrage ggf. dadurch geldscht werden und im Falle einer falschen Zeitinfor-
mation nicht mehr rekonstruiert werden kénnen.

Erkennt die Systemuhr den Jahreswechsel selbst, werden die Kalender wie beschrieben kopiert und neu berechnet. Ein manuelles Eingreifen
ist daher nur in Sonderféllen notwendig.

Ansichten im Jahresplaner (Bild 40 C + D)

Der Jahresplaner beinhaltet die Ansichten *Jahr’, "Monat’, "Woche’ und "Tag’. Diese Ansichten stellen die gleichen Informationen dar, ermdglichen
aber je nach Auswahl eine héhere Detaildarstellung.

Ein Wechsel mittels Mausklick auf einen Reiter mit einer genaueren Darstellung (z.B. Jahr - Monat) zeigt die entsprechende Darstellung

anhand des aktuellen Systemdatums an. Am 10.12.2006 wiirde der Wechsel aus der Jahrsansicht (ber den Reiter 'Monat’ den Dezember 2006
aufrufen.

Ein Wechsel mittels Mausklick auf einen Reiter mit gréberer Darstellung (z.B. Tag - Woche ) zeigt die entsprechende Darstellung passend zu
dem ausgewahlte Datum an. Wurde der 3.3.2006 in der Tagesansicht gezeigt und mittels Reiter auf die Wochenansicht gewechselt, wird die
Woche KW9/2006 angezeigt.

— Ansicht "Jahr’ (erreichbar Gber den Reiter 'Jahr’ (Bild 40 C) )

— Darstellung der Monate im Jahr

- Darstellung der Tagesprofile als Farbkennzeichnung

Dezember 2006
Mo Oi Mi Do Fr 53 So
kwrd 3 12 3
kwdd 4 3 6 7 & 910
ka0 11 121314 131617
kw31 18 19 20021 22 23 24
kw22 23 26 27 28 29 30 A

Dezembet 2006
Mo Oi Mi Do Fr Sa 5o
ko3 T @A
kwedd 4 5 6 7 8 3 [
kS0 11 121314 15 1617
boeS 18 19 2021 22 23 24
kwesz B8 00 27 28 29 30 3

Bild 41: ein Monat in der Jahresansicht:
(links) nicht konfiguriert
(rechts) beispielhaft konfiguriert
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Jede Farbkennzeichnung entspricht dem Tagesprofil, welches an dem Tag ausgeflihrt wird. Die Legende am Ende der Seite zeigt die zugehdrigen
Tagesprofile:

Werktag Wiochenence Urlzut

Wizrktag Mi . Feicttay
Bild 42: Legende der verwendeten Tagesprofile

Die Konfiguration der Tagesprofile werden im Kapitel 5.3.3.4 beschrieben, die fest eingerichteten Tagesprofile 'Urlaub’ und 'Feiertag’ werden im
Kapitel 5.3.3.5 beschrieben.

C Dezember 2006

A Mo Di Mi noFr\A
kwed 3 1
kwdg 4 5.0 - 5 9@

~B

kw30 11 12 SAEAT
kweS1 18 19 20 21 22 23 24
kw52 @ A8 27 28 2930 31

Bild 43: Bedienmdglichkeiten in der Jahresansicht

In der Jahresansicht kann innerhalb eines Monats direkt in die Monatsansicht (Detail) gewechselt werden (Mausklick auf den Monatsnamen (A) ).
In die Wochenansicht kann mittels Mausklick auf die Nummer der Wochen (C) gewechselt werden, in die detaillierte Tagesansicht wird mittels
Mausklick auf den Tag (B) gewechselt.

- Ansicht "Monat’ (erreichbar Uber den Reiter 'Monat’ (Bild 40 C) oder Uber einen Mausklick auf den Monatsnamen in der Jahresansicht (Bild 43 A)
Die Monatsansicht zeigt die Darstellung eines ausgewahiten Monats mit den konfigurierten Tagesprofilen an.

Dezember 2008 Dezember 2006
" B w = [ u = e u . e " i

fromy ekl Wokersecds e

Wiswtng Werkleg W Wroeisg

Bild 44: Monatsansicht im Detail mit Legende flir vergebene Tagesprofile
(links) nicht konfiguriert
(rechts) beispielhaft konfiguriert

Die Ansicht ist identisch mit der verkleinerten Ansicht aus dem Jahreskalender. Der Wechsel zu weiteren Ansichten ist ebenfalls gleich:
— Wechsel zur Wochenansicht mittels Mausklick auf die Wochennummer (vgl. Bild 43 C)
- Wechsel zur Tagesansicht mittels Mausklick auf den Tag (vgl. Bild 43 B)
Die Legende im unteren Bereich zeigt die Farben der moglichen Tagesprofile.
- Ansicht "Woche’ (erreichbar Uiber den Reiter "Woche’ (Bild 40 C) oder Uber einen Mausklick auf die Wochennummer in der Jahresansicht
(Bild 43 C) oder Monatsansicht)
Die Monatsansicht zeigt die Darstellung der gewahiten Woche mit den konfigurierten Tagesprofilen an.

Darancar 2000 Daramber 2008

Woche KWda Woche KWag

- [ " e " i = - o " e " w s

i ] g Ty

¢ty Weerking b Hreein

Bild 45: Wochenansicht im Detail mit Legende flr vergebene Tagesprofile
(links) nicht konfiguriert
(rechts) beispielhaft konfiguriert

Die Bedienung der Ansicht ist vergleichbar mit den Monatsansichten aus dem Jahreskalender. Der Wechsel zu weiteren Ansichten ist ebenfalls
maoglich:
- Wechsel zur Tagesansicht mittels Mausklick auf den Tag
- Wechsel zur Monatsansicht mittels Mausklick auf den Monatsnamen
Die Legende im unteren Bereich zeigt die Farben der moglichen Tagesprofile.

- Ansicht "Tag’ (erreichbar Uber den Reiter 'Tag’ (Bild 40 C) oder Uber einen Mausklick auf das Tagesdatum in der Jahresansicht (Bild 43 B),
Monatsansicht oder Wochenansicht)
Die Tagesansicht zeigt das Tagesprofil, die konfigurierten Schaltzeiten zu diesem Tagesprofil und die tatséchlich ermittelten Schaltzeiten (wenn
Astro-abhangig) an.
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iiber sicht
Jahr Monat Wnche/ A \Tag
worhericer Tag $3.03.2006 néchster Tag
es sind folgende Schaltzeiten hirterlect Tagesprofil fir dieses Datum
|Werktag LJ Gbetnehmen

= Schaltzet 0700 C /
m Astroab 07:00* ? B

= Schaltzeit 05:30

es werden um 07:00 folgende Aktionen ausgefihrt:

Heizkireis Soll-Temperstur 200°C
E \
s werden um 07:02 folgende Aktionen ausgefihrt:
Jalousie Siid Langzeithetrich ALF
g werden um #3:30 folgende Aktionen ausgefihrt:
Heizkieis Soll-Temperatur 15.0°C

Bild 46: Detailansicht einer Tages mit Tagesprofil und Schaltzeiten

Die Tagesansicht zeigt alle Schaltfunktionen an diesem Tag an. Der Tag selbst kann mit den Navigationsflachen (A) gewechselt werden. Auch hier
stehen die Reiter fiir die Wochen, Monats und Jahresansicht zur Verfiigung. In der Schaltzeiten-Ubersicht (B) werden alle relevanten Schaltzeiten
sortiert aufgelistet. Diese wurden sowohl dem Tagesprofil entnommen, welches diesem Tag zugewiesen wurde, als auch dem immer glltigen
Tagesprofil 'jeden Tag’ (Kennzeichnung mit *). Weitere Informationen kénnen dem Kapitel 5.3.3.4 "Tagesprofie’ entnommen werden.

Das zugewiesene Tagesprofil kann (iber das Auswahlfeld (C) manuell gedndert werden. In diesem Auswahlfeld werden alle zur Zeit aktiven Profile
bereitgestellt. Die Ubernahme erfolgt mit der Schaltfidche {ibernehmen .

Zur dauerhaften Speicherung vgl. Kapitel 5.3.7.

Hinweis: Diese Schaltflache ist in der Benutzer-Ebene 'Gast’ nicht vorhanden.

Sollte die Automatik-Funktion des Zeitplaners (Wochenprofil, Urlaub, Feiertag) eine Neuberechnung durchfilhren, werden ggf. manuelle Zuwei-
sungen von Tagesprofilen tberschrieben.

Im Detailbereich (D) werden alle Aktionen zu den Schaltzeiten aufgelistet. Diese entstammen den Tagesprofilen (individuelles Profil oder Tagesprofil
'leden Tag’). Die Schaltzeiten werden an der Stelle ggf. fir diesen Tag berechnet, falls die Schaltzeit astro-abhéngig ist (E). In diesem Fall wurde der
Sonnenaufgang an der gegebenen Position fir 7:02 Uhr berechnet.

Die Ansichten im Jahresplaner dienen der Darstellung der konfigurierten Tagesprofile und ermdglichen die manuelle Zuweisung zu einem Datum.
Die Konfiguration der Profile und der mégliche Automatismus im Zeitplaner werden in den folgenden Kapiteln beschrieben.

5.3.3.3 Das Wochenprofil innerhalb des Zeitplaners
Hinweis: Diese Ansicht ist in der Benutzer-Ebene 'Gast’ nicht vorhanden.
Das automatische Konfigurieren der beiden Jahreskalender im Zeitplaner erfolgt nach folgendem Schema:

1) Das Tagesprofil ‘jeden Tag’ ist immer aktiv

2) Ubernahme des konfigurierten Wochenprofils in den Jahreskalender. Dabei werden alle bisherigen Einstellungen (auch manuelle) tiberschrieben

3) Eintragen der Feiertage / Ausnahmetage (Tagesprofil ‘Feiertag’ fir die entsprechenden Daten) in den Jahreskalender, dabei wird ggf. das
individuelle Tagesprofil aus dem Wochenprofil Gberschrieben

4) Eintragen der Zeitrdume aus dem Urlaubsbereich (Tagesprofil 'Urlaub’) in den Jahreskalender, dabei werden ggf. das individuelle Tagesprofil aus
dem Wochenprofil und / oder das feste Tagesprofil aus dem Bereich Feiertag / Ausnahmetag Uberschrieben

Dadurch, dass der Zeitraum 'Urlaub’ als letztes eingetragen wird, hat dieser die hdchste Prioritat. Das Tagesprofil ‘jeden Tag’ wird wiederum immer

ausgefuhrt, unabhéngig von den Eintragen in den Jahreskalendern.

Im Wochenprofil werden vorhandene Tagesprofile flir eine 'Standardwoche’ erstellt. Diese Wochendefinition ist die Grundlage des Zeitplaners fir

das automatische Fullen des Jahreskalenders mit den entsprechenden Profilen.
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Pfad: - Zeitplaner — Wochenprofil

Wochenprofil

Wiochenprofil
l'e\\rv'lc»nt:lg Dienstag Mittwoch Dennerstag
o <kein Profit= " =kein Profil= " =kein Profil= " <kein Profil=
LCo Werktag & Werktag T \Werktag & erktag
 Werktag Mi  YWerktag Mi ™ \Werktag Mi  Werklag Mi
° wochenende ° Wachenende " vachenende T wochenende
& [ e (5]
& & - &
[ o w [
Freftag Samistag Sonntag
T =kein Profi= " =kein Profi= ™ =kein Profil=
& werktag T Werktag O \Werktag
 Werktag Mi T Werkiag Mi C Werktag Mi
 Wochenende & ‘Wachenende & VWachenende
® 2 ]
7. & ]
[ o ]

in Jahreskalender sintracen

Bild 47: Wochenprofil im Zeitplaner

In der Ansicht zum Wochenprofil kann pro Wochentag ein individuell konfiguriertes Tagesprofil ausgewahlt werden, welches beim Erstellen des
Jahreskalenders als Grundlage eingetragen wird. Die Einstellung erfolgt mit den Markierungsfeldern (A) vor dem Names des jeweiligen Tagesprofils
zu jedem Wochentag.

Die Einstellungen werden mit der Schaltfliche in den Jahreskalender eintragen (ibernommen. Mit Betétigen der Schaltflache wird das oben
beschriebene Schema zum Erstellen des Jahreskalenders verwendet. Sollen die Anderungen nicht ibernommen werden, kann Uber die Haupt-
und Subnavigation diese Ansicht verlassen werden.

5.3.3.4 Das Tagesprofil innerhalb des Zeitplaners

Hinweis: Diese Ansicht ist in der Benutzer-Ebene 'Gast’ nicht vorhanden.

In einem Tagesprofil werden bis zu acht Schaltzeiten zusammengefasst. Die Profile dienen als Grundlage flr das Wochenprofil, den Urlaubszeit-
raum und die Feiertage / Ausnahmetage.

Es gibt drei Arten von Profilen, die gleich angelegt und verwaltet werden kdnnen:

- individuelles Tagesprofil: kann im Wochenprofil oder bei der manuellen Zuweisung zu einem Datum verwendet werden
— festes Tagesprofil jeweils ein Tagesprofil fur die Verwendung als Urlaubszeitraum und Feiertag

(weitere Erlduterungen zu festen Profilen vgl. Kapitel 5.3.3.5)
— Profil ’jeden Tag’ Tagesprofil, welches an jedem Tag ausgefihrt wird und zusétzlich zu den weiteren Profilen 1auft

In der Ansicht zu den Tagesprofilen werden alle drei Profil-Arten verwaltet.

Pfad: - Zeitplaner - Tagesprofil

Tagesprofile

A B~

jeden Tag Werktag Wigrktag M Wiochenende »
Mame: Werktag Uhernehmen — C
/ E D —_ Taoesprofil Gschen neue Schattzeit
Schaltzett 07:00 Schattzet 05:30

F Aktion einflgen

Heizkieis Soll-Temperatur 200°C ldzchen
hearbeiten laschen

Bild 48: Bearbeitungsansicht flr Tagesprofile

In der Ansicht werden die Tagesprofile verwaltet. Die Navigation erfolgt iber die Profil-Reiter (A). es werden jeweils 4 Tagesprofile angezeigt, die
Reiter-Gruppe kann mit der Navigation (B) gewechselt werden. Die Reihenfolge der Profile ist wie folgt:

- das Tagesprofil 'jeden Tag’

- sechs individuelle Tagesprofile (wenn nicht konfiguriert, wird der Bezeichner "nicht definiert’ verwendet)

— das Tagesprofil 'Urlaub’ (wird von der Urlaubsdefinition in der Ansicht 'Freizeit’ verwendet, vgl. Kapitel 5.3.3.5)

- das Tagesprofil "Feiertag’ (wird von der Feiertagen / Ausnahmetagen in der Ansicht "Freizeit’ verwendet, vgl. Kapitel 5.3.3.5)
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Fir die individuellen Tagesprofile kann im Namensbereich (C) ein Name vergeben werden. Mit Betatigung der Schaltflache libernehmen wird der
Name zugeordnet und erscheint als Reiter. Somit ist dieses Tagesprofil als aktives Profil flr die weitere Verwendung freigeschaltet.

Ein neues Tagesprofil wird angelegt, in dem ein nicht verwendetes Profil (Name 'nicht definiert’) bearbeitet wird.

Die Profilschaltflachen (D) ermdglichen das Léschen des Tagesprofils (Schaltflache Tagesprofil Iéschen ) und das Einfligen einer neuen Schalt-
zeit in dem aktuellen Tagesprofil (Schaltflache neue Schaltzeit ).

Beim Léschen wird das Tagesprofil aus dem Jahreskalender und dem Wochenprofil entfernt, es wird an diesen Stellen kein Profil eingetragen oder
ausgeflihrt. Feste Profile und das Tagesprofil 'jeden Tag’ kdnnen selbst nicht geléscht werden, es werden nur alle Schaltzeiten entfernt.

Microsoft Intemnet Explorer ®
P,
3 Soll das Profil inklusive Schaltzeiten und Aktiohen geldscht werden?

0K | bbrechen |

Bild 49: Warnhinweis beim Ldschen eines Tagesprofils

Das Tagesprofil wird erst nach Bestétigen des Warnhinweises (Bild°53) geléscht.

Die Schaltzeiten-Reiter (Bild 48 E) zeigen alle vergebenen Schaltzeiten an. Es werden bis zu vier Schaltzeiten-Reiter in einer Reiter-Gruppe
angezeigt, Uber die bekannte Reiternavigation kann zwischen den Gruppen gewechselt werden.

Der Detailbereich der Schaltzeit (F) listet alle Aktionen zu dieser Schaltzeit auf. Es kdnnen Aktionen zur Schaltzeit hinzugefiigt werden (Schaltflache
Aktion einfiigen ). Eine Aktion kann direkt mit der

Schaltflache ldschen hinter der jeweiligen Aktion aus der Schaltzeit entfernt werden. Die Schaltzeit und die zugeordneten Aktionen kénnen Uber
die Schaltflache bearbeiten am Ende der Auflistung eingesehen und bearbeitet werden. Die gesamte Schaltzeit wird mit der Schaltflache
lI6schen aus dem Tagesprofil entfernt.

Schaltzeiten und Aktionen zur Schaltzeit werden in einer separaten Ansicht verwaltet.

Diese Ansicht ist auf zwei Reiter aufgeteilt:

Tagesprofil: jeden Tag

Schaltzeit Aktionen
Bild 50: Navigation beim Bearbeiten einer Schaltzeit im Tagesprofil

Der Reiter 'Schaltzeit’ verwaltet die Einstellungen zur Uhrzeit, der Reiter 'Aktionen’ verwaltet die Aktionen zu dieser Schaltzeit.
Der Name des aktuell bearbeiteten Tagesprofils ist im Ubergeordneten Reiter sichtbar.

¢ Ansicht 'Schaltzeit’ fir ein Tagesprofil Jahresplaner (Bild 51)
In der Ansicht wird die Konfiguration der Schaltzeit vorgenommen:
Tagesprofik jeden Tag

Schaltzeit Aktionen
" feste Schattzet verwenden: A
Schattzet mit Astro-Funktion

Sonnenaufgang

Schaltpunkt zur Astro-Zeit bei Sonnenaufgang,

jedoch spitestens um Uhr (Beleuchtunc)
& Schattpunkt zur Astro-Zeit bei Sonnenaufgang, B
jedoch friihestens ab 00:00 Uhr (Beschattung)

Sonnenuntsrgang

Schattpunkt zur Astro-Zeit bei Sonnenunter gang,
jedoch friilhestens sk Uhr (Beleucttung)

~

Schattpunkt zur Astro-Zeit bei Sonnenuntar gandg,
jedoch spatestens um Uht (Beschattunc)

D S sweiter ak abhbrechen Ubernehmen

Bild 51: Ansicht zum Bearbeiten einer Schaltzeit

In dieser Ansicht kann die Uhrzeit festgelegt werden, wann im Tagesprofil die zugeordneten Aktionen ausgefihrt werden. Es erfolgt keine
Abhangigkeit zu anderen Schaltzeiten oder anderen Tagesprofilen (z.B. dem Profil fir ’jeden Tag’).

Im Fix-Bereich (A) kann eine feste Uhrzeit im Format hh:mm angegeben werden. Die Ubernahme erfolgt im Navigationsbereich (D). Dieser lehnt
sich an die allgemeine Beschreibung aus Kapitel 5.3.1.5.3 an:

weiter Qbemahme der Einstellung und Wechsel zur Ansicht ’Aktionen’
ok Ubernahme der Einstellung und Wechsel zur Ansicht "Tagesprofile’
abbrechen Verwerfen der Einstellung und Wechsel zur Ansicht "Tagesprofile’

tibernehmen Ubernahme der Einstellung und Aktualisierung der Ansicht
Zum dauerhaften Speichern vgl. Kapitel 5.3.7.
Wird die Uhrzeit in einem falschen Format angegeben oder enthalt diese falsche Zeichen (z.B. Buchstaben), erfolgt eine Fehlermeldung.
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6

Im Astro-Bereich (B) kann alternativ eine Schaltzeit abhéngig von Sonnenauf- und Untergang und einer Grenzzeit gewahlt werden.
Der Zeitpunkt des Sonnenauf- und Sonnenuntergangs (Astro-Zeit) kann anhand der lokalen Ortsposition (Koordinaten) berechnet werden.
Das Setzen der Koordianten ist daflir Voraussetzung und erfolgt in der generellen Zeiteinstellungs-Ansicht (Mausklick auf die Uhrzeit im Kopf-

bereich, vgl. Kapitel 5.3.8).

Die verschiedenen Modi im Astro-Bereich (B) kdnnen mittels Markierungsfeld gewahit werden. Die Grenzzeit kann ebenfalls in das Feld einge-

geben werden.

Folgende Skizze verdeutlicht die Unterschiede bei den Modi:

Modus: Schaltpunkt zum ’Sonnenaufgang’, spatestens um

O
i

Findet der Sonnenaufgang vor der Grenzzeit statt,
wird zum Sonnenaufgang geschaltet, ansonsten
spatestens zur Grenzzeit.

Anwendung (Beispiel):

AuBenbeleuchtung morgens ausschalten

Modus: Schaltpunkt zum ,’Sonnenaufgang’, friihestens ab

O
T

Findet der Sonnenaufgang nach der Grenzzeit statt,
wird zum Sonnenaufgang geschaltet, ansonsten
frlhestens zur Grenzzeit.

Anwendung (Beispiel):

Jalousie morgens &ffnen

Modus: Sohaltpunkt bei 'Sonnenuntergang’, friihestens ab

®
I

Findet der Sonnenuntergang nach der Grenzzeit statt,

wird zum Sonnenuntergang geschaltet, ansonsten
frlhestens zur Grenzzeit.

Anwendung (Beispiel):

AuBenbeleuchtung abends einschalten

Modus: Schaltpunkt bei "Sonnenuntergang’, spatestens um

€,
I

Die Grenzzeit wird im Format hh:mm angegeben. Die Ubernahme erfolgt im Navigationsbereich (D).
Je nach verwendeter Schaltzeit (feste Zeit, Astro-Zeit) wird die Schaltzeit in der Ubersicht entsprechend benannt ('Schaltzeit’, *Astro ab’,

Findet der Sonnenuntergang vor der Grenzzeit statt,
wird zum Sonnenuntergang geschaltet, ansonsten
spatestens zur Grenzzeit.

Anwendung (Beispiel):

Jalousie abends schlieen

O,
I

O

—

O

—

O
I

'Astro bis’). In der Tages-Detailansicht (vgl. Kapitel 5.3.3.2) werden dann ggf. die tatsachlichen Schaltzeiten an dem jeweiligen Datum berechnet.
Anmerkungen zu den berechneten Zeiten Sonnenaufgang / Sonnenuntergang:

Sollten die angegebenen Astro-Koordinaten in Gebieten mit Polartagen (Mitternachtssonne) liegen, werden die berechneten Schaltzeiten nahe
Mitternacht (D&mmerungszeiten, zwischen 1:00h und 2:00h nachts) ermittelt. Sollten diese Schaltzeiten nicht ausgefihrt werden, ist eine feste

Schaltzeit oder ein entsprechender Modi zu wahlen.

* Ansicht 'Aktionen’ fiir ein Tagesprofil Jahresplaner (Bild 50)

Die Ansicht 'Aktionen’ kann aus der Ansicht ’Schaltzeit’ (ber die Schaltflachen aus dem Navigationsbereich oder (iber den Reiter *Aktionen’

erreicht werden.

In dieser Ansicht werden die Aktionen zu der definierten Schaltzeit aufgefihrt. Es gibt die Aktionen stehen in keiner Beziehung zu anderen
Anwendungen (z.B. Anwesenheitssimulation) oder anderen Schaltzeiten. Ein Schaltvorgang besteht nicht aus ’Schalt-Paaren’ (z.B. EIN um
08:00h, AUS um 12:00), sondern ist eigenstandig. Fiir ein Schalt-Paar missen entsprechend zwei Schaltzeiten mit der jeweils korrespon-

dierenden Aktion angelegt werden.

Eine Schaltzeit kann bis zu 32 Aktionen enthalten.

Tagesprofil: Werktag ~—— A

Schaltzeit

Schahtzeit 07:00 — B
0x0
s
einfligen hearbeiten

Iizchen

Altionen
Heizkreis Soll-Temperatur
Licht ALLES aUS

2000
ALS

Bild 52: Ansicht 'Aktionen’ zu einer Schaltzeit im Tagesprofil

zuriick

ok

Die Ansicht enth&lt den Namen des Tagesprofils (A) und der Schaltzeit (B). Im Bearbeitungsbereich (C) werden die Aktionen in der Listenansicht

aufgeflihrt, eine Aktion ist beschrieben durch den zugeordneten Raum mit Gewerk, der Funktionsgruppe, der eigentlichen Funktion und des

anzunehmenden Zustandes.
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Das Einfligen, Bearbeiten und Loschen von Aktionen (Schaltflachen im Aktionsbereich (D) ) ist im allgemeinen Teil beschrieben (vgl. Kapitel
5.3.1.4.1). Ist die Schaltflache einfligen nicht aktiv, wurde die maximale Anzahl von 32 Aktionen fiir diese Schaltzeit angelegt.

In dem Fall muss erst eine andere Aktion geléscht werden.

Durch Auswahl einer Aktion mittels eines Markierungsfeldes (C) kann diese Aktion bearbeitet oder geldscht werden.

Die Ansicht kann Uber den Navigationsbereich (E) verlassen werden, die Navigation ist im allgemeinen Teil (vgl. Kapitel 5.3.1.4.3) beschrieben.
zuriick Ubernahme der Einstellung und Wechsel zur Ansicht ’Schaltzeit’

ok Ubernahme der Einstellung und Wechsel zur Ansicht "Tagesprofile’

Mit gliltiger Schaltzeit und hinterlegten Aktionen steht diese Aktionsfolge in einem Tagesprofil zur Verfugung. Erst mit gliltigem Eintrag des
Tagesprofils in den Jahreskalender (manuell oder mittels automatischen Eintrdgen) werden die Aktionen an dem im Jahrekalender definierten
Datum ausgeflihrt. Eine Vorgehensweise beschreibt das Tutorium (vgl. Kapitel 5.3.3.6).

5.3.3.5 Feste Tagesprofile im Zeitplaner

Hinweis: Diese Ansicht ist in der Benutzer-Ebene 'Gast’ nicht vorhanden.

Der Reiter 'Freizeit” in der Subnavigation des Zeitplaner verwaltet die festen Tagesprofile 'Urlaub” und 'Feiertag’.

Die Konfiguration der Schaltzeiten innerhalb der festen Tagesprofile ist identisch mit den Gbrigen Profilen und wird im Bereich "Tagesprofil’
(vgl. Kapitel 5.3.3.5) vorgenommen.

Januar 2006
Mo Di Mi Do 7~ Sa %o
kw52 A~ ]
ket 2 3 4 s@l7 3
kw2 8101112 131415

kw3 1617 B‘Q@% 22
kwed 23 24 20 20 27 28 29
ks 30031

Bild 53: Ausschnitt Jahresplaner mit festen Profilen

Im Zeitplaner wird zwischen 'Urlaub’ und "Feiertag” unterschieden.

Ein "Urlaub’ ist eine Zeitspanne zwischen zwei Daten, in denen im Jahreskalender das Tagesprofil 'Urlaub’ eingetragen wird (Bild 53 B). Da das
Profil 'Urlaub’ in der automatischen Generierung als letztes Profil eingetragen wird, Uberschreibt dieses ggf. andere Profile (Feiertag, Wochenprofil,
etc.). Urlaube werden durch ein konkretes Datum mit Jahreszahl (z.B. 27.01.2006 bis 02.02.2006) definiert. Es sind acht Urlaubszeitraume
moglich.

Ein 'Feiertag’ ist ein wiederkehrender Tag im Jahr, an welchem das Tagesprofil 'Feiertag’ eingetragen wird (Bild 53 A).

Ein Feiertag kann ein gesetzlicher Feiertag (aus einer Datei ladbar) oder ein eigener Ausnahmetag sein.

Dabei ist es moglich, feste Daten zu hinterlegen (z.B. Neujahr, immer am 1. Januar) oder den Tag abhangig vom Ostersonntag berechnen zu
lassen (fast alle variablen Feiertage sind abhéngig von Ostern, z.B. Pfingstsonntag ist 49 Tage nach dem Ostersonntag). Feiertage werden mit
einem jahresneutralen Datum (z.B: 01.01.) definiert.

Es sind jeweils 32 berechnete Feiertage (gesetzlich oder regional) sowie weitere 32 eigene Feiertage (Ausnahmetage) mdglich.

Das Eintragen der Zeitrdume ('Urlaub’) und der Feiertage / Ausnahmetage erfolgt in dieser Ansicht.
Pfad: - Zeitplaner - Freizeit

Freizeit

.--""'A
Urlzuk Feiettage
Urlauk Meusesland 05102005 04112005 B bearbeten ld=chen
Utlauk Andalusien 27.01.2008 02.02.2006 hearbeten ld=chen
neven Urlaub eintragen: C

eintracen

Bild 54: Ansicht 'Urlaub’ in der Anwendung Zeitplaner
Uber die Reiter (A) kann zwischen den Ansichten 'Urlaub’ und "Feiertag’ gewechselt werden.

¢ Ansicht "Urlaub’ (Bild 54)
Die Ansicht unterteilt sich in den Listenbereich bereits angelegter Urlaube (Bild 54 B) und den Erstell- und Bearbeitungsbereich eines Urlaubs-
zeittraums (Bild 54 C).
Es besteht die Maglichkeit, bis zu acht Urlaubszeitrdume einzutragen. Sind bereits acht Zeitrdume eingetragen, wird der Bearbeitungsbereich (C)
ausgeblendet. Die Eintrdge zum Urlaubszeitraum bleiben auch nach einem Jahreswechsel (und somit Neuberechnung des Kalenders) bestehen
und missen manuell geléscht werden.
Eingetragenen Urlaube kénnen mit den jeweils nachgestellten Schaltflachen bearbeiten oder 16schen editiert werden.
Beim Bearbeiten eines Urlaubszeitraumes wird der Bearbeitungsbereich (C) mit den Daten des bereits angelegten Urlaubs geflillt und die Werte
kénnen modifiziert werden. Eine Ubernahme erfolgt mit Betétigen der Schaltflache eintragen . Der Zeitraum wird neu im Jahreskalender mit
dem Tagesprofil 'Urlaub’ vergeben, ggf. freigegebene Zeitrdume werden gemaB Vorgabe mit Wochen- und Feiertagsprofil belegt.
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Das Betatigen der Schaltflache l6schen hinter einem Urlaubseintrag bewirkt, dass der entsprechende Zeitraum wieder mit dem Wochen- und
Feiertagsprofil gefllllt wird. Sollte vor Eintrag eines Urlaubes in dem Zeitraum eine manuelle Vergabe eines Profils erfolgt sein, wird dieses mit den
automatischen Einstellungen tberschrieben. Eine Riicknahme der Loschfunktion ist nicht méglich, der Urlaub muss in dem Fall wieder neu ein-

getragen werden.
Ein Urlaubszeitraum kann im Bearbeitungsbereich (C) erstellt werden, in dem ein Name fir den Zeitbereich vergeben wird und das Anfangs- und

Enddatum flir den Zeitbereich angegeben wird. Das Format ist jahresbezogen (tt.mm.jjjj) anzugeben. Bleibt der Mauszeiger auf dem Datumsfeld
stehen, wird das Format als Hilfefenster am Mauszeiger angezeigt:

-+

0.1
Forrnat . jiii

Bild 55: Hilfefunktion fir Eingabeformat

Mit Betatigen der Schaltflache eintragen wird der Zeitraum in die Liste (A) Ubernommen und direkt in den Jahreskalender des Zeitplaner ein-
getragen. Die Liste der Urlaube ist die Basis fir das Eintragen des Tagesprofils "Urlaub’ in den Jahreskalender. Sind die Datumsangaben nicht

korrekt angegeben oder ist keine Bezeichnung vergeben, erfolgt eine Fehlermeldung.
Liegt das Datum zu Beginn des Zeitraums hinter dem angegebenen Datum zum Ende des Zeitraumes, wird in einem Fenster der Vorschlag

unterbreitet, die Daten zu tauschen.

Microzoft Intemnet Explorer k x
P Diaturn wor [08.10.2008) > D atunn biz [04.11.2008)

Datumn wechseln?

ok | Abbrechen|

Bild 56: Vorschlagfenster zum Tauschen von Start- und Enddatum eines Zeitraums

Bei Bestatigung der Meldung wird der Urlaub mit den getauschten Daten eingetragen, bei Abbruch wird zuriick in die Bearbeitungsansicht
gewechselt.

¢ Ansicht 'Feiertage’
Die Ansicht erméglicht die Konfiguration der berechneten Feiertage (gesetzliche oder regionale Feiertage aus einer Vorlage) und der eigenen
Feiertage (Ausnahmetage) sowie die Vorschau aller konfigurierten Feiertage fir die aktuelle Jahresdefinition des Zeitplaners (vgl. Kapitel 5.3.3.1).

Urlsub Feiertage

Die hier definierten Feiertage bekommen das Profil-Feiertay auf dem Jahreskalender zugewiesen.
Es wird urterschieden zwischen

m herechneten Feistagsn, dis anhand der Datei-Defintion berechnet werden
frei eintragbaren Ausnahmetagen, die Sie selbst bestimmen kénnen

—A
herechnete Feiertage eigene Feiertage ‘“orzchau Feiertage

¥ neujahr

W Karfretag B

WV Ostersonntag
Dratei Definition: Feiertage Ceutschland C

Datel lacen

D o wveiter

Bild 57: Ansicht ,'Feiertage’ in der Anwendung Zeitplaner

Die Navigation innerhalb dieser Ansichten erfolgt mit dem Ansichten-Reiter (A).

Im Bearbeitungsfeld der berechneten Feiertage (B) werden alle aktuell geladenen Feiertage aufgelistet. Diese werden aus einer Vorlage ent-
nommen, die als Datei auf dem System hinterlegt ist und mit dem GatewayBrowser (vgl. Kapitel 4.3) verwaltet werden kann. Die Verwendung der
Vorlage ist im Vorlagenbereich (C) moglich. Der Navigationsbereich (D) ermdglicht ebenfalls das Wechseln der Ansichten geméas der allgemeinen

Beschreibung (vgl. Kapitel 5.3.1.4.3).

Verwalten der berechneten Feiertage

Im Vorlagenbereich (C) wird angezeigt, welche Vorlagendatei das System erkannt hat. Ist keine Vorlagendatei vorhanden, wird dieses mit dem
Hinweis 'keine Datei vorhanden!” gekennzeichnet. Im Bild°61 ist die Datei 'Feiertage Deutschland’ geladen.

Sollen die berechneten Feiertage aus dieser Datei tbernommen werden, kann mittels Schaltfliache Datei laden der Bereich der berechneten
Feiertage mit der Definition aus der Vorlagendatei geflillt werden. Ein Rickstellen auf die alten Einstellungen ist nicht moglich.

Weitere oder geénderte Vorlagen werden vom Hersteller bereitgestellt.

Im Bearbeitungsfeld (B) werden alle lokal im System geladene berechneten Feiertage angezeigt. Eine Verwendung der Tage erfolgt, wenn das
Optionsfeld vor dem jeweiligen Feiertage gesetzt ist. Soll der Feiertag nicht verwendet werden (z.B. weil in einem Bundesland dieser Tag kein

Feiertag ist), kann dieser mittels Mausklick auf das Optionsfeld deaktiviert werden.
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Mit jedem Mausklick werden die Ansichten aktualisiert, an den ausgewahlten Tagen (Optionsfeld vor dem Feiertag ist gesetzt) das Tagesprofil
"Feiertag’ in den Jahreskalender eingetragen und der ggf. Urlaubszeitraum erneut tbertragen. Ein Urlaub Uber einen Feiertag setzt im Jahres-
kalender das Tagesprofil ‘Urlaub’. Das Deaktivieren eines Feiertages ersetzt den Eintrag im Jahreskalender durch die entsprechende Vorlage aus
dem Wochenprofil. Ein anstehender Urlaubszeitraum wird ggf. erneut eingetragen.
Die gewahlten Feiertage werden jeweils flir die Kalender berechnet und eingetragen. Bei einer Neuberechnung des Jahreskalenders (z.B. beim
erkannten Jahreswechsel durch die Systemuhr oder beim Konfigurieren des Wochenprofils) wird das Tagesprofil 'Feiertag’ an den Tagen tber-
nommen.
In der Ansicht 'eigene Feiertage’ kdnnen zusétzlich zu den bereits beschriebenen berechneten Tagen bis zu 32 eigene Ausnahmetage bestimmt
werden. Diese sind ebenfalls jedes Jahr einheitlich (fest oder abhangig vom Ostersonntag) und werden wie die berechneten Feiertage mit der
Neuberechnung des Jahreskalenders ermittelt.

Urlauk Feiertage

Die hiet definierten Feiertage bekommen das Profil -Feiertag: auf dem Jahreskalender zugewiesen
E= wird unterschiedsn zwischen

m herechneten Feiertagen, die anhand der Datei-Defintion berechnet werden
m frei girtragharen Ausnahmetagen, die Sie selbst bestimmen kinnen

betechnete Feiertage eigene Feiertage “orschau Feiertage

NA
W Geburtstay Svenja 1012, laschen B
W Grindonnerstag -003 \ laschen
Sie kinnen sigene Feietage erginzen:
Mame Dratum C
eintragen
D zurlick || weelter

Bild 58: Ansicht "eigene Feiertage’ im Zeitplaner

Der Listenbereich (B) fiihrt alle konfigurierten Feiertage auf, mittels des Optionsfeldes kénnen die jeweiligen Tage aktiviert werden. Das Andern
des Optionsfeldes hat direkt ein Eintragen des Tagesprofils 'Felertag’ (oder wiederum das Uberschreiben durch einen Urlaubszeitraum) in den
Jahreskalender an diesem Tag oder beim Deaktivieren des Optionsfeldes das Setzen der Default-Profile aus Wochenprofil / Urlaub zur Folge.
Das Eintragen eines neuen Ausnahmetages erfolgt im Einflige-Bereich (C). Dabei ist der Name des Feiertages und das Datum zu vergeben,
wobei die Angabe des Datums ohne Jahresangabe erfolgt. Das Format des Datums kann sein:

tt.mm. fUr ein festes Datum oder

+nn / -nn im Bereich -50 Tage vor bis +99 Tage nach Ostersonntag.

Der Ausnahmetag wird mit Betatigen der Schaltflache eintragen Ubernommen, der Jahreskalender an dem Tage wird entsprechend neu
berechnet.

Im Listenbereich erscheint eine von Ostersonntag abhangige Eintragung mit dem entsprechenden Offset anstelle des Datums (vgl. Bild 58 E).
Das Loschen einer Festlegung ist im Listenbereich (B) mit der Schaltflache ldschen hinter dem jeweiligen Eintrag méglich. Mit dem Ldschen
wird das Tagesprofil "Feiertag’ an dem jeweiligen Datum durch das Wochenprofil oder ggf. durch das Tagesprofil "Urlaub’ ersetzt.

Die getroffenen Definitionen zu den berechneten und eigenen Feiertagen kann in der Viorschau-Ansicht (Reiter "Vorschau’) eingesehen werden.

herechnete Feiertage igens Feiertage Vorschau Felertage
\A
2008 2007 | "———— B
Meujshr 01.01.2006
Grindonnerstag 13.04 2006
Harfreitag 14.04 2006 C
Ostersonntag 16.04.2006
Ostermortag 17.04.2006
Gehurtstay Svenja 10.12.2006
D zuriick

Bild 59: Ansicht "Vorschau’ von Feiertagen im Zeitplaner

Dabei werden die Eintrage nach Datum sortiert fir das im Zeitplaner aktuelle Jahr (vgl. Kapitel 5.3.3.1) sowie das Folgejahr in der Listenansicht
(C) aufgefiihrt. Die Konfiguration der einzelnen Bereiche kann Uber die Ansichten-Reiter (A) vorgenommen werden.

In der Ansicht (Bild 59) werden die eigenen Feiertage (Griindonnerstag, 13.04.2006, berechnet aus dem Offset Ostern -3 und Geburtstag,
10.12.2006 als festes Datum) mit aufgefiihrt.

Der Ansichten-Wechsel zwischen aktuellem und Folge-Jahr kann mittels der Jahresschaltflachen (B) erfolgen.

Der Navigationsbereich (D) kann zur Ansicht "eigene Feiertage’ zurlickgesprungen werden.

5.3.3.6 Tutorium zum Zeitplaner
Das Tutorium soll das Erstellen eines Zeitplaners mit einer méglichen (fiktiven) Konfiguration zeigen. Es wird mit kurzen Erklarungen die Vorgehens-
weise geschildert, Details und Auswirkungen kénnen den vorhergegangenen Kapiteln (vgl. Kapitel 5.3.3.x) entnommen werden.

* Ausgangszustand
Es sind die Default-Zustande nach erstmaligen Erstellen eines Objektmodells und Laden des Modells aus dem ETS-Plugln in das Gerat vorhan-
den. Das Projekt beinhaltet eine schaltbare Aussenleuchte im Raum 'Garten’, eine schaltbare Leuchte im Wohnzimmer sowie im Wohnzimmer
eine Heizung mit Komfort und StandBy-Betriebsmodus. Es sind alle Berechtigungen vorhanden.
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* Ziel
6 konfigurierter Jahresplaner flir die Jahre 2006 (aktuell) und 2007
Anforderungen:

(A1):  jeden Tag soll die Aussenleuchte zum Sonnenaufgang ausgeschaltet werden (spatestens um 7:00Uhr)

(A2):  jeden Tag soll die Aussenleuchte zum Sonnenuntergang eingeschaltet werden (spatestens um 20:00Uhr)

(A3):  werktags und Freitag soll morgens um 6:30Uhr die Heizung im Wohnzimmer auf "Komfort’ geschaltet werden

(Ad):  werktags soll abends um 22:30Uhr die Heizung im Wohnzimmer auf 'StandBy’ geschaltet werden

(AB): freitags soll abends um 23:30Uhr die Heizung im Wohnzimmer auf 'StandBy” geschaltet werden

(AB):  am Wochenende soll die Heizung im Wohnzimmer um 8:00Uhr auf "Komfort” und um 23:30 auf 'StandBy’ geschaltet werden
(A7):  an Feiertagen soll die Heizung wie am Wochenende gesteuert werden

(A8):  an Urlauben soll das Wohnzimmerlicht zum Sonnenuntergang eingeschaltet und um 22:00Uhr ausgeschaltet werden, ein Urlaub

JFrankfurt’ ist fir die Zeit vom 23. bis 27. April 2006 geplant
(A9):  essollen die Feiertage in Deutschland - NRW gesetzt werden
(A10):  der Grlindonnerstag ist ebenfalls ein Feiertag (drei Tage vor Ostersonntag)
(A11):  Standort der IP-Zentrale zur Berechnung der Astro-Koordinaten ist Liidenscheid, Deutschland
Bei den Viorgaben wird ggf. auf die angegebenen Nummern verwiesen.

e Schritt 1: Koordinaten einstellen
Zur Berechnung der richtigen Astro-Zeit miissen die Koordinaten einmalig angegeben werden. Dazu ist in die Ansicht 'Datum & Uhrzeit stellen’

(vgl. Kapitel 5.3.8) zu wechseln.
14, 02,2006 :
o e Firmenlogo
Datumn & Uhrzeit stellen

Bild 60: Tutorium Zeitplaner: Koordinaten vorgeben

Der Standort ist Llidenscheid, Deutschland (A11).

Astro-Koordinaten

Austillhilfe:
Langengrad 7 B16ET

B Land wahlen [Deutschiand ]
Breitengrad 51 51667 A

Stack wahlen Lidenscheid >

Ubernehmen

Bild 61: Tutorium Zeitplaner: Koordinaten flr Standort eintragen

Dort den Standort Lidenscheid wahlen (A), die Koordinaten werden in die Felder (B) Gbernommen, mit der Schaltflache {ibernehmen
gespeichert.

e Schritt 2: Jahreskalender auf Aktualitat prifen
Bei einer neuen Zentrale ist ggf. der Jahresplaner noch nicht initialisiert (vgl. Kapitel 5.3.3.1).
Pfad: - Zeitplaner - Ubersicht

E | ZEITPLANER | AHWESEHMHEITSSIMULATION | SZEHEN | EREIGHISMELDULL HILFE | BEENDEN

iiher sicht

ibersicht

1970 1971 A bernehme akiuelles Jahr

Bild 62: Tutorium Zeitplaner: Jahreskalender nicht initialisiert

In Bild 62 ist zu erkennen, dass der Jahreskalender mit einem abweichenden Datum I8uft (A). Mit Betétigen der Schaltflache
Ubernehme aktuelles Jahr wird der Kalender abgeglichen.

e Schritt 3: Tagesprofil jeden Tag’ konfigurieren
Pfad: - Zeitplaner - Tagesprofile
Das Tagesprofil 'jeden Tag’ ist die erste Ansicht, es kdnnen direkt die Schaltzeiten angelegt werden:
Pfad: - Zeitplaner — Tagesprofile — Reiter ‘jeden Tag’
(A1):  Schaltfiache neue Schaltzeit betétigen, in der Ansicht *Schaltzeit’ den Modus 'Sonnenaufgang, spétestens um .." wahlen und als
Grenzzeit 07:00 eintragen:

Sonnenaufgang

Schattpunkt zur Astro-Zet bei Sonnenaufgandg,
% jedoch spatestens um 07:00 Uhr (Beleuchtuncg

Bild 63: Tutorium Zeitplaner: Auswahl des Schaltzeit-Modus fir (A1)
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Mit der Schaltflache weiter werden die Einstellungen tibernommen und direkt in die Ansicht 'Aktionen’ gewechselt. Dort mittels der Schalt-
6 flache einfligen oder neue Aktion die gewlinschte Aktion angelegt:
Raum |Gar‘ten ﬂ
Gewerk |Licht ﬂ
Furktionsgruppe | Aussenleuchts ﬂ
Funktion | zchalten ﬂ

Wert

Bild 64: Tutorium Zeitplaner: Auswahl der Aktion flr (A1)
Die Aktion wird mit der Schaltfliche ok eingefiigt. Das Erstellen der Schaltzeit wird mit der Schaltfldche ok abgeschlossen.
(A2): Entsprechendes Vorgehen flir die ndchste Schaltzeit:

Pfad: - Zeitplaner - Tagesprofile - Reiter 'jeden Tag’
Mittels Schaltfliche neue Schaltzeit wird die zweite Zeit angelegt:

Reiter 'Schaltzeit’: Modus ,’Schaltpunkt zum Sonnenuntergang, spatestens um’ mit der Grenzzeit 20:00 konfigurieren,
Schaltfliche weiter wechselt zum Reiter Aktionen’
Reiter "Aktionen’: Schaltflache einfligen ermdglicht das Anlegen der Aktion:
Raum |Garten j
Gewverk |Lichl j
Funktionsgruppe | Auzsenleuchts j
Funktion | zchatten j
Wert Z

Bild 65: Tutorium Zeitplaner: Auswahl der Aktion flr (A2)
Die Aktion wird mit der Schaltflache ok eingefligt. Das Erstellen der Schaltzeit wird mit der Schaltfldche ok abgeschlossen.

Die Einstellungen sind in den folgenden Abbildungen dargestellt.

Tagespr ofile

jeden Tag werktags freitags ‘Wochenende k
Tacesnrofil lschen neue Schatzei

Astro his 07:00 Agtro big 20:00

Aktion einflcgen

Aussenleuchte achalten aus lozchen
bearbeiten Id=chen
Tagespr ofile
jeden Tag wwerktags freitags ‘Wochenende k
Tacesprofil ldzchen neLe Schatzei
Aztro bis 07.00 Astro bis 20:00

Aktion einflioen

Aussenleuchte zchatten &in lézchen

bearbeiten Idzchen

Bild 66: Tutorium Zeitplaner: Darstellung des Tagesprofils 'jeden Tag’ (A1+A2)
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6

e Schritt 4: Tagesprofil 'werktags’ konfigurieren
Pfad: - Zeitplaner - Tagesprofile
Es muss nun ein neues Tagesprofil angelegt werden. Dazu wird ein nicht verwendetes Tagesprofil angewahlit (Reiter 'nicht definiert’) und ent-
sprechend konfiguriert:

Tagesprofile
jeden Tag nicht definiert nicht definiert nicht definiert »
Mame: Werktags| I Ubernehmen

Bild 67: Tutorium Zeitplaner: Anlegen des Tagesprofils 'werktags’ (A3 + A4)

Ist der Name vergeben und mittels Schaltflache iibernehmen das Tagesprofil angelegt, kénnen die Schaltzeiten und Aktionen wie gewohnt
definiert werden:
(A3): Schaltzeit neu anlegen (Schaltflache neue Schaltzeit )

Reiter 'Schaltzeit’ feste Uhrzeit 06:30 definieren, Schaltfldche weiter

Reiter *Aktionen’ neue Aktion einfligen (Schaltflache einfiigen )
Raum |Wohnzimmer ﬂ
Gewverk | Heizung j
Funktionsgruppe | Heizung ﬂ
Funktion | ooz j
Wert [Komfot ]

Bild 68: Tutorium Zeitplaner: Auswahl der Aktion fir (A3)

Mit den Schaltflichen ok die Aktion speichern und mit ok die Schaltzeit (ibernehmen.
(Ad): Schaltzeit neu anlegen (Schaltfliche neue Schaltzeit )

Reiter 'Schaltzeit’ feste Uhrzeit 22:30 definieren, Schaltflache weiter .

Reiter *Aktionen’ neue Aktion einfligen (Schaltflache einfiigen )
Raum |W0hnzimmer j
Gewverk | Heizung j
Funktion=zgruppe |Heizung j
Funktion |ru10dus ﬂ
Wert StoBy -

Bild 69: Tutorium Zeitplaner: Auswahl der Aktion flr (A4)
Mit den Schaltflichen ok die Aktion speichern und mit ok die Schaltzeit Gbernehmen.

Die Einstellungen sind in den folgenden Abbildungen dargestellt.

Tagesprofile

jeden Tag werktans nicht definiert nicht definiert
Mame: ywerktags dbernehmen
Tanesprofil lischen neue Schaltzeit
Schaltzeit 06:30 Schaltzeft 22:30
Aktion einfligen
Heizung Modus Homfort l&zchen
bearbeiten Idzchen

Tagesprofile

jeden Tag werktags nicht definiert nicht definiert
Mame: ywerktags ibernehimen
Tagesprofil ischen neue Schiatzeit
Schattzeit 08:30 Schattzet 2230
Altion ginfllgen
Heizung Maodus StolBry lischen
bearbeiten lBschen

Bild 70: Tutorium Zeitplaner: Darstellung des Tagesprofils ‘werktags’ (A3+A4)
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e Schritt 5: Tagesprofil 'freitags’ konfigurieren

Das Anlegen des nachsten Tagesprofils erfolgt vergleichbar mit Schritt 4.
Die Einstellungen sind in den folgenden Abbildungen dargestellt:

Tagesprofile

jeden Tag werktags

name: fretags

Schakzeit 0630

bearbeiten |8=chen

Tagesprofile

jeden Tag weerktags

name: fretags

Schalttzeit 0830

bearbeiten |8zchen

freitags nicht definiert
Gbernehtnen
Taoesprofil IGechen
Schaltzeit 23:30
Heizung Modus Homfort
fretags nicht cefiniert
Gbernehtnen
Tacesprofil IDzchen
Schaltzet 23:30
Heizung Modus SteBy

neue Schattzet

Altion einflicen

lzchen

neue Schaltzeit

Altion einflicen

lazchen

Bild 71: Tutorium Zeitplaner: Darstellung des Tagesprofils ‘freitags’ (A3+A5)

e Schritt 6: Tagesprofil 'Wochenende’ konfigurieren

Das Anlegen des nachsten Tagesprofils erfolgt vergleichbar mit Schritt 4 oder 5.
Die Einstellungen sind in den folgenden Abbildungen dargestellt:

Tagesprofile

jeden Tag werktags

Mame: Wochenende

Schaltzeit 08:00

bearbeiten l&zchen

Tagesprofile

jeden Tag weerktags

Mame: Wochenends

Schaltzef 0500

bearbeiten lzchen

freftags Wochenende
ibernehinen
Taoesprofil IGechen
Schaltzeit 23:30
Heizung Modus Komfort
frettags Wiochenende
Ubernehmen
Taaezprofil Iischen
Schaltzeit 23:30
Heizung Moo SteBy

neue Schattzet

Aktion sinfligen

lizchen

neue Schaltzeit

Aktion einfligen

l6=chen

Bild 72: Tutorium Zeitplaner: Darstellung des Tagesprofils 'Wochenende’ (A6)
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e Schritt 7: Tagesprofil 'Feiertag’ konfigurieren
Das Profil "Feiertag’ ist bereits angelegt und befindet sich bei den Tagesprofil-Reitern als letzter Eintrag:

A

S

Bild 73: Tutorium Zeitplaner: Navigationselement zum Wechseln der Tagesprofil-Gruppen

Dazu muss die Reiter-Gruppe mit dem Navigationselement zweimal umgeschaltet werden. Das Konfigurieren erfolgt vergleichbar mit

Schritt 4, 5 oder 6.

Die Einstellungen sind in den folgenden Abbildungen dargestellt:

Tagesprofile

Feiettag

Schaltzeit 05:00 Schaltzeit 23:30

Heizung

hearbeiten lo=chen

Tagesprofile

Modus

Taoesnrofil ldschen

Komfort

4

neue Schaltzeit

Altion einfigen

l6=chen

Feiertag 4
Tacesprofil Iizchen neue Schattzet
Schaltzef 0500 Schaltzeit 23:30
Altion einflgen
Heizung Mocus StolBy l&schen
hearbetten ldschen

Bild 74: Tutorium Zeitplaner: Darstellung des Tagesprofils 'Feiertag’ (A7)

e Schritt 8: Tagesprofil 'Urlaub’ konfigurieren
Das Profil "Urlaub’ ist ebenfalls angelegt und befindet sich bei den Tagesprofil-Reitern als vorletzter Eintrag.
Das Konfigurieren erfolgt vergleichbar mit den bisherigen Schritten, das Ergebnis ist in den folgenden Abbildungen dargestellt.
Fir die Astro-Zeit ist der Modus 'Schaltpunkt zum Sonnenuntergang, spatestens um ..” gewahlt

Tagesprofile

nicht definiert nicht definiert nicht definiert

Astro hig 21:55 Schaltzeit 22:00

Deckenleuchte

bearheiten l&=zchen

Tagesprofile

nicht definiert nicht definiert nicht definiert

Astro bis 21:55 Schaltzeit 22:00

Deckenleuchte

bearbeiten l=chen

Urlaub

=chalten

Urlaub

schaltten

Tagesnrofil Iischen

Ein

Tagezprofil ldzchen

1 )

neue Schattzeit

Aktion einfligen

lizchen

4 )

neue Schattzeit

Aktion einfligen

laschen

Bild 75: Tutorium Zeitplaner: Darstellung des Tagesprofils 'Urlaub’ (A8)

Hinweis: Die erste Schaltzeit ,’Astro bis 21:55" wurde so gewahlt, damit die letztmdgliche Schaltzeit um 21:55 stattfindet und nicht zeitlich nach
dem zweiten Schaltvorgang ('aus’, fest 22:00Uhr) liegt.
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e Schritt 9: Urlaub planen (A8)
Der Urlaubszeitraum wird im Bereich 'Freizeit’ eingetragen:
Pfad: - Zeitplaner - Freizeit - Reiter "Urlaub’

Freizeit

Urlaub Feisrtage

neuen Urlaub eintragen:

Urlaub Frankfurt 23.04.2006 27.04.2008 eintragen

Bild 76: Tutorium Zeitplaner: Urlaub eintragen (A8)

Die Daten werden in die entsprechenden Felder eingetragen und mit der Schaltfldche eintragen Ubernommen.
Entsprechend wird im Jahresplaner der Urlaub eingetragen.

Schritt 10: Feiertage planen (A9)
Der Feiertage werden im Bereich "Feiertage’ konfiguriert:
Pfad: - Zeitplaner - Freizeit - Reiter 'Feiertage’ — Reiter 'berechnete Feiertage’

Zuerst wird die Vorlage ’Feiertage Deutschland’ aus dem Vorlagenbereich mit der Schaltfliache Datei laden (ibernommen.

Folgende Feiertage sind nicht in NRW glltig (A9):
- Heilige Drei Kénige

- Friedensfest
- Mari& Himmelfahrt
- Reformationstag
- BuB- und Bettag
- Rosenmontag
- Faschingsdienstag
- Aschermittwoch
Diese Feiertage werden durch Loschen der Haken in dem Optionsfeld vor dem jeweiligen Eintrag deaktiviert.
berechnete Feiertage eigene Feiertage ‘orschau Feiertage
Meujahr
Karfreftay
Dstersonntag
Ostermontag
Maiteiertag
Christi Himmeltahrt
Pfingstsonntag
Pfingstmontag

Tag der deutschen Einheit
1. Weihnachistelertay

2. Weihnachtsfeiertay
Heilige Drei Konige
Fronleichnam
Friedensfest (Augshurg)
hatig Himmelfahrt
Reformationstag
Allerheiligen

Buss- und Bettag
Rosenmontag

Fachingsdienstay

e e A e T B I U< T B IR R

Aschermittwoch

Datei Defintion: Feiertage Deutschland
Diatei laclen

weiter

Bild 77: Tutorium Zeitplaner: berechnete Feiertage einstellen (A9)

e Schritt 11: eigenen Feiertag erstellen (A10)
Der zusétzliche Feiertag wird in der nachsten Ansicht festgelegt:
Pfad: - Zeitplaner - Freizeit - Reiter 'Feiertage’ - Reiter 'eigene Feiertage’

berechnete Feiettage eigene Feiertage “orschau Feiertage

Es sind keine Daten hirterlect

Sie kdnnen eigene Feiertage ergénzen:

Name: Datum

Grindonnerstag —03| eirtragen

zurick || weiter

Bild 78: Tutorium Zeitplaner: eigenen Feiertage einrichten (A10)
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6 Der Feiertag 'Griindonnerstag’ mit der Berechnung drei Tage vor Ostersonntag ( Datum : =03 ) wird mit der Schaltflache eintragen Uber-
nommen.
Damit sind die Konfigurationen der festen Tagesprofile abgeschlossen.

e Schritt 11: Wochenprofil konfigurieren (alle A)
Mit der Konfiguration des Wochenprofils werden die Daten in den Jahresplaner bernommen.
Pfad: - Zeitplaner - Wochenprofil

Wochenprofil

Winchengprofil

Montag Dienstag Mittwoch Donnerstag
 =kein Profil=  =kein Profi=  =kein Profit= " =kein Profil=
& wwerktags & werktags & werktags & werktags
o freitags T freitags  freitags ' iretans
 Wochenende  wochenende T wochenende T wochenende
& & (2 &

o o = e
] ] [ &

Freitag Samstag Sonntag
O akein Profil= " =kein Profi= € =kein Profil=
o werktags " werktags  werktags
w freitags i freitags  freitags
' ‘Mochenende *  Wochenends & Wochenends
I I i)

7 i =
& & {7

in Jahreskalencer eirtracen

Bild 79: Tutorium Zeitplaner: Konfiguration des Wochenprofils (A1 bis AB)

Im Wochenprofil werden wie gefordert die Wochentage Mo — Do dem Tagesprofil 'werktags’ zugewiesen, dem Wochentag Fr das Profil *freitags’
und den Wochenendtagen Sa, So das Tagesprofil 'Wochenende’'.

Das Wochenprofil wird mit der Schaltflache in Jahreskalender eintragen (bernommen und der Jahreskalender wird gefiillt. Dabei werden
auch, falls noch nicht geschehen, Feiertage und Urlaube eingetragen.

e Schritt 12: Einstellungen einsehen
Die Einstellungen des Zeitplaners kdnnen aus den Ubersichten entnommen werden:
Pfad: - Zeitplaner - Ubersicht
April 2006
Mo Di Mi Do Fr %a So
ool 3 i
kwid 3 4 5 B 7 & 9
k15 10 11 12 1518 15 10
k16 I8 15 19 20 21 22 23
kw7 24 25 262725 29 30

Bild 80: Tutorium Zeitplaner: Jahreskalender — Auszug April - mit gesetzten Tagesprofilen

Am Beispiel Bild 80 kdénnen alle gesetzten Profile betrachtet werden:
- KW14: Standard-Woche geméaB Wochenprofil

-KW15, KW 16:  Feiertage

-KW16, KW17:  Urlaub

e Schritt 13: dauerhaftes Speichern der Einstellungen
Bisher wurden die Einstellungen nur temporar gespeichert. Zum dauerhaften Speichern vgl. Kapitel 5.3.7.
Pfad: - Beenden
In der Ansicht 'Beenden’ zum dauerhaften Speichern die Schaltflidche speichern betétigen. Nach der Bestétigungsmeldung sind die Daten in
der IP-Zentrale gegen Netzspannungsausfall gesichert.

5.3.4 Anwendung ’Anwesenheitssimulation’

Die Anwesenheitssimulation dient dem (zufélligen) Ausflihren von Aktionen. Vergleichbar ist dieses mit einer zeitgesteuerten Szene

(vgl. Kapitel 5.3.5) oder einem Tagesprofil aus dem Zeitplaner (vgl. Kapitel 5.3.3).

Der Unterschied besteht in der Moglichkeit des Aktivierens / Deaktivierens der Funktionalitat tber ein Ereignis sowie der zufélligen Zeitberechnung.
Die Anwesenheitssimulation fuhrt Aktionen aus. Es kdnnen bis zu 32 Funktionen aus der Projektierung verwendet werden.

Fir diese Funktionen kénnen an bis zu sechs Schaltzeiten Werte gesetzt werden (entspricht einer Aktion).
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Die Aktionen sind sowohl untereinander als auch in Verbindung mit anderen Anwendungen unabhéngig. Daher kbnnen Zustande von Zeitplaner-
Profilen oder eingestellte Szenen durch die Anwesenheitssimulation verandert werden. Es sollten daher méglichst Funktionen / Aktionen verwendet
werden, welche nicht durch andere Anwendungen beeinflusst werden.

ANWESENHEITSSIMULATICH

Uber sicht

Bild 81: Navigation in der Anwesenheitssimulation

Die Navigation innerhalb der Anwesenheitssimulation (AWS) erfolgt mittels der Subnavigation:

- Ubersicht: tabellenartige Darstellung der Zuordnung Funktion — Zeit — Wert

- Aktionen: Festlegen der Funktionen und der Werte zu den konfigurierten Zeiten (vgl. Kapitel 5.3.4.2)

- Schaltzeiten: Festlegen der Schaltzeiten und des gemeinsamen Zufélligkeitszeitraums (vgl. Kapitel 5.3.4.3)
- Aktivierung: Festlegen des Ereignisses / der Bedingung zum Aktiveren der AWS (vgl. Kapitel 5.3.4.4)

5.3.4.1 Ansicht 'Ubersicht’
Die Ubersicht zeigt tabellenartig die konfigurierte AWS an.

Anwesenheitssimulation - Ubersicht

Status : Die Anvwesenheitssimulation ist inaktiviert Arwvesenhetzsimulstion aktivieren A
Die Altionen werden mit ginet zufiligen Zeitversetzung von +- & min ausgefibt. B
E
# C
Abktionen D Schattzeit 08:00 16:00
Deckenleuchte achalten - - - -n &in aus \
Aussenleuchte schalten o oy St s aus st F

Bild 82: Ubersicht der Anwesenheitssimulation

Im Statusbereich (A) kann mit der Schaltfliiche Anwesenheitssimulation aktivieren oder

Anwesenheitssimulation inaktivieren der Status der AWS gesetzt werden. Ist die AWS aktiviert, werden zu den Schaltzeiten (mit ggf. zufallig

berechnetem Abstand) die jeweiligen Aktionen ausgefiihrt.

Die mdgliche zufallige Zeitversetzung wird im Zufallsbereich (B) angezeigt. Diese kann in der Ansicht 'Schaltzeiten’ (vgl. Kapitel 5.3.4.3) gedndert

werden.

Die Matrix der Funktionen, Schaltzeiten und Werte wird im Ubersichtsbereich (C) angezeigt.

Diese beinhaltet bis zu 32 Funktionen mit Raum / Gewerkzuordnung und Funktionsgruppe (D), die Schaltzeiten (E) und der Wert flir eine Funktion

zu einer Schaltzeit (F).

Dabei gilt:

- (D) die Funktion kann in der Ansicht 'Aktionen’ zugewiesen werden (vgl. Kapitel 5.3.4.2)

-(E) die Schaltzeit kann in der Ansicht 'Schaltzeiten” konfiguriert werden (vgl. Kapitel 5.3.4.3), die Ansicht ist aufsteigend sortiert. Grau darge-
stellte Zeiten sind nicht aktiv. Ein Mausklick auf die Schaltzeit springt zur entsprechenden Ansicht *Schaltzeiten’ fir diese Zeit.

—(F) der Wert flrr eine Funktion zu einer Schaltzeit kann in der Ansicht "Aktionen’ festgelegt werden.
Die Darstellung [---- ] bedeutet, dass kein Wert fir die Funktion zu dieser Schaltzeit hinterlegt ist und keine Aktion ausgeflihrt wird. Ein Klick auf
den Wert springt direkt zur Ansicht 'Aktionen’ der entsprechenden Funktion zur entsprechenden Schaltzeit.

Ein Tutorium in Kapitel 5.3.4.5 zeigt beispielhaft das Anlegen einer einfachen Simulation.

5.3.42 Ansicht 'Aktionen’

In der Ansicht ,’Aktionen’ werden die Funktionen fir die AWS festgelegt und die Werte fiir eine Schaltzeit hinterlegt.
Pfad: — Anwesenheitssimulation - Aktionen

Innerhalb der Ansicht entstehen je nach Vorgang unterschiedliche Unteransichten zur Verfligung.

¢ Listenansicht
Der Einstieg ist die Liste der bereits angelegten Funktionen und Werte.
Aktionen

Schattzeit 1 Schaftzett 2 Schaltzeit 3 Schaltzet 4 Schalttzeit S Schaltzett &
(08003  (1E&00) (0000 (OO:00)  (OO00) (0000

= Deckenleuchte =chalten &in aus
C Aussenleuchte =chalten aus
einfioen Ioschen Wierte hearbeiten

Bild 83: Ansicht 'Aktionen’ in der Anwesenheitssimulation
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Uber die gewohnte Navigation kénnen neue Funktionen der Liste zugefiigt werden (Schaltfldche einfiigen ). Es wird der beschriebene
6 Auswahldialog (vgl. Kapitel 5.3.1.4.1) angezeigt.
Abweichende Bedienung:
Im Dialog wird kein Wert angegeben, lediglich die Funktion kann ausgewahlt werden. Mit der Schaltfldche ok . wird die Funktion in die Liste
(vgl. Bild 83) eingetragen. Die Werte werden zu den entsprechenden Schaltzeiten mit der Schaltflache Werte bearbeiten eingefligt, nachdem
die Funktion Uber die Markierungsfelder ausgewahlt wurde.
Eine Funktion mit den zugehtrigen Werten wird nach Auswahl Uber die Markierungsfelder und Betatigen der Schaltflache léschen entfernt.
Die Schaltzeiten werden in Reihenfolge der Speicherplétze angezeigt, eine Sortierung erfolgt in dieser Ansicht nicht.

* Unteransicht "Werte bearbeiten’ i
Uber die Schaltfliche Werte bearbeiten oder (ber einen Mausklick auf einen Wert in der Ubersicht der AWS (vgl. Kapitel 5.3.4.1) wird die
Ansicht zum Bearbeiten eines Wertes einer Funktion zu einer bestimmten Schaltzeit gedffnet.

Aktion bearbeiten
AB-

-~
Zeit 1 (08:00) Zeit 2 (16:00) Zeit 3 (00:00) Zeit 4 (00:00) ’

Aktion Deckenleuchte =chaften

C
D

& altiv O inaldiv

wert =] hd

ok abbrechen

Bild 84: Werte innerhalb der AWS bearbeiten

Fiir jede Schaltzeit (sowohl aktive als auch nicht aktive) kann der Wert angegeben werden.

Die Schaltzeit wird Uber die Zeit-Reiter (A) ausgewahlt. Es sind sechs Schaltzeiten-Reiter vorhanden, die Reiter-Gruppe kann mit der Navigation
(B) umgeschaltet werden.

Zu jeder Schaltzeit kann ausgewahlt werden, ob ein Wert flir diese Funktion hinterlegt wird (C). Ist diese Funktion zu dieser Schaltzeit nicht aktiv
(inaktiv), wird der Bereich fur die Werteingabe ausgeblendet (D) und entsprechend kein Wert auf die Funktion geschrieben.

Ist die Funktion zu dieser Schaltzeit aktiv (Bild 84 Bereich (C), Markierung "aktiv’), kann ein Wert je nach Datenpunkt-Typ angegeben werden
(vgl. Kapitel 5.3.1.4.1)

Bei Werteingaben im Eingabefeld wird der jeweilige Eingabebereich als Hilfe angegeben, ansonsten kann mittels Auswahlfeld ein vorge-
gebener Wert gewahlt werden.

Mit Betétigen der Schaltflache ok wird der Wert (lbernommen.

5.3.4.3 Ansicht ‘Schaltzeiten’
In der Ansicht 'Schaltzeiten’ werden die einzelnen Zeiten verwaltet und ein gemeinsamer Zeitraum angegeben, in dem die zufallige Berechnung der
Zeiten um eine Schaltzeit stattfinden kann.

Schahizeiten

Mit welcher zufdlligen Zeitversetzung solen Aktionen ausgefihrt wwerden (0 min - 99 min) 7

A

0 min.

Zeit 1 (05:000 Zett 2 (16:000 Zeit 3 (00:00) Zeit 4 (00:00) r

05:00

Status der Schattzet & aktiv ©  inaktiv

(bernehmen

Bild 85: Ansicht 'Schaltzeiten’ in der AWS

Der Zeitraum (bis zu 99 Minuten) kann im Bereich (A) in Minuten angegeben werden. Der Wert 0 bedeutet, dass zur jeweiligen Schaltzeit aus-
geldst wird. Ein Wert ungleich Null beschreibt den Bereich (+/- um die Schaltzeit), in dem die tats&chliche Schaltzeit nach einem Zufallsprinzip
berechnet wird.

Generell sollte darauf geachtet werden, dass die Schaltzeiten so weit auseinander liegen, dass unter Berlicksichtigung des Zufalls-Zeitraumes
keine Uberschneidung stattfinden kann. Ansonsten kann die Reihenfolge der Aktionen ggf. nicht mehr eingehalten werden (AUS kommt z.B. vor
EIN, eine geschaltete Lampe bleibt dann unbeabsichtigt eingeschaltet).

Die Ubernahme des Werte erfolgt (wie auch die Ubernahme der jeweiligen Schaltzeit-Einstellungen) mit der gemeinsamen Schaltflache
iibernehmen .

Die Schaltzeiten selber werden Uber die Schaltzeiten-Reiter (B) ausgewahlt, ggf. muss die Reiter-Gruppe mit den Navigationselementen um-
geschaltet werden.

Die Schaltzeit kann im Bearbeitungsfeld (C) angegeben werden (Format: hh:mm). Dieses ist die feste Schaltzeit (wenn kein Zufalls-Zeitraum
angegebene ist) oder der Zeitpunkt, um den der ggf. angegebene Zufallszeitraum berechnet wird.

Beispiel: Schaltzeit 20:00 Uhr, Zeitraum +/- 30 Minuten - es wird zwischen 19:30 Uhr und 20:30 Uhr geschaltet.
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Eine Schaltzeit kann aktiv oder inaktiv geschaltet werden. Eine nicht aktive Schaltzeit wird nicht ausgefuhrt, auch wenn Aktionen hinterlegt und die
AWS aktlv ist. Diese Schaltzeit wird in der Ubersicht (vgl. Kapitel 5.3.4.1) grau dargestellt.

Eine Ubernahme der Einstellungen erfolgt mit der Schaltflédche {ibernehmen , ein Wechsel der Schaltzeit (iber die Schaltzeiten-Reiter oder ein
Wechsel in eine andere Ansicht (iber die Subnavigation) verwirft die Anderungen.

Zum dauerhaften Speichern vgl. Kapitel 5.3.7.

5.3.44 Ansicht “Aktivierung“

Die AWS kann in der Ubersicht (vgl. Kapitel 5.3.4.1) aktiviert und gestoppt werden.

(Schaltfiachen Anwesenheitssimulation aktivieren , Anwesenheitssimulation inaktivieren )

Zusétzlich besteht die Moglichkeit, diese Funktionalitat tber ein Ereignis mit einer Bedingung zu steuern.

Die Auswirkungen sind identisch, eine aktivierte AWS setzt aktive Aktionen (Werte auf Funktionen) zu den aktiven Schaltzeiten, ggf. mit einer
zufélligen Berechnung innerhalb des Zufalls-Zeitraums.

In der Ansicht kann die Bedingung fir das Aktivieren/Inaktivieren festgelegt werden.

Anwesenheitssimulation Aktivierung

Anvwesenhetssimulstion wird sktiviert, wenn folgende Bedingung erfill ist

Tastsensor Haustiin Abvweszenheit =WEG A

Werte hearbetten lzchen

Bild 86: Ansicht ,Aktivierung” in der AWS

Eine Bedingung kann mit der Schaltflache einfiigen aus der Projektierung gewahlt werden (vgl. Kapitel 5.3.1.4.2).

Ereignis einfiigen

Raum [Flur -]
Gewverk |Steuerung j
Funktionzgruppe |Tastsensor Haustir j
Furiktion [ Abwvesenneit =]
vyiert

ak abhbrechen

Bild 87: Einfligen einer Bedingung zur Aktivierung der AWS

Nachdem die Bedingung ausgewahlt wurde, ist diese in der Ansicht “Aktivierung* (vgl. Bild 86 A) dargestellt.

Mit der Schaltflache Werte bearbeiten kann die Bedingung bearbeitet, mit der Schaltflache 16schen entfernt werden.

Tritt das Ereignis ein (Tastsensor an der HaustUr betétigt) und ist die Bedingung erflillt (Wert “WEG* der Funktion “Abwesenheit"), wird die AWS
aktiviert. Dieses ist in der Ubersicht (vgl. Bild°87 A) erkennbar.

Die Statusénderung Uber die Bedingung und die Betétigung der Schaltflichen Anwesenheitssimulation aktivieren
Anwesenheitssimulation inaktivieren bewirken die gleiche Funktionalitat.

Tritt das Ereignis ein und ist die Bedingung nicht erflllt (z.B. weil der Wert nicht stimmt), wird die AWS deaktiviert.

Ein Beispiel wird im folgenden Tutorium (vgl. Kapitel 5.3.4.5) aufgefiihrt.

5.3.45 Tutorium zur Anwesenheitssimulation
Das Tutorium soll das Erstellen einer Anwesenheitssimulation mit einer méglichen (fiktiven) Konfiguration zeigen. Es wird mit kurzen Erklarungen die
Vorgehensweise geschildert, Details und Auswirkungen kénnen den vorhergegangenen Kapiteln (vgl. Kapitel 5.3.4.x) entnommen werden.
* Ausgangszustand
Es sind die Default-Zustande nach erstmaligen Erstellen eines Objektmodells und Laden des Modells aus dem ETS-Plugln in das Gerét
vorhanden.
Das Projekt beinhaltet eine schaltbare Aussenleuchte im Raum “Garten”, eine schaltbare Leuchte im Wohnzimmer sowie ein Tastsensor im Flur
mit einer Schalt-Funktion.
Es sind alle Berechtigungen vorhanden.
* Ziel
konfigurierte Anwesenheitssimulation
Anforderungen:
(A1): um 18:00 Uhr soll im Wohnzimmer und im Garten die Leuchte angeschaltet werden

(A2): um 20:30 Uhr soll im Wohnzimmer die Leuchte ausgeschaltet werden

(A3):  um 22:00 Uhr soll im Garten die Leuchte ausgeschaltet werden

(Ad):  die tatsAchliche Schaltzeit soll um +/- 10 min um die vorgegebene Schaltzeit variieren

(AB):  ein Tastsensor im Flur hat die Funktion 'Abwesenheit’, welche auf “DA“ (0) und “WEG* (1) projektiert wurde; dieser Tastsensor soll die

AWS aktivieren (Status "WEG’)
Bei den Vorgaben wird ggf. auf die angegebenen Nummern verwiesen.
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e Schritt 1: Anlegen der Schaltzeiten 18:00/20:30/22:00 Uhr
Pfad: - Anwesenheitssimulation - Schaltzeiten
Es werden alle Schaltzeiten angelegt (A1 + A2 + A3 + Ad):

Schaltzeiten

it weelcher zufélligen Zeitversetzung sollen Aktionen susgeflhet werden (0 min - 99 min) 7

o min. A
B

Zeit 1 (00:00) Zeit 2 (00:00) Zeit @ (00:00) Zeit 4 (00:00) b

R}

C

Status der Schaltzeit © aktiv ™ inaktiv

Gbernehmen

Bild 88: Tutorium AWS: Anlegen der Schaltzeiten

Zuerst kann im Zufalls-Zeitraum Bereich (A) direkt der Zeitraum 10 min (A4) eingetragen werden.

Uber die Schaltzeiten-Reiter (B) wird eine (freie) Schaltzeit gewahlt und die erste Uhrzeit (z.B. 18:00 Uhr) eingetragen. Die Schaltzeit wird {iber
die Markierungsfelder aktiv geschaltet. Die Schaltfldche {ibernehmen speichert sowohl die Schaltzeit als auch den (nur einmalig einzutra-

genden) Zufallszeitraum.

Schaltzeiten
Mit weelcher zufaligen Zeitversetzung sollen Sktionen ausgefihrt werden (0 min - 99 min) 7

10 min

Zeit 1 (00:00) Zeit 2 (00:00) Zeit 3(00:00) Zeit 4 (00:00) »

100

Status der Schaltzeit & aktiv T inaktiv

Ghernehmen

Bild 89: Tutorium AWS: konfigurierte Schaltzeit

Uber zwei weitere Schaltzeiten-Reiter werden die beiden nachsten Schaltzeiten entsprechend eingetragen und aktiviert.
In der Ubersicht sind diese Zeiten dann bereits eingetragen.

o Schritt 2: Anlegen der Funktionen und Werte
Pfad: - Anwesenheitssimulation - Aktionen
Es werden zwei Funktionen angelegt:
- Wohnzimmer - Licht — Deckenleuchte - schalten
- Garten - Licht Aussenleuchte — schalten

Aktionen

Schakzeit 1 Schaltzeit 2 Schaltzet 3 Schaltzeit 4 Schaltzett S Schaltzet &
(1800)  ¢20:30) (22003 (0MOO)  (O0OO0) {0000

C Deckenleuchts =chatten

einfligen

Bild 90: Tutorium AWS: Aktionen einfligen

Mit der Schaltflache einfiigen wird eine neue Funktion ausgewahlt. Im Dialog wird die Funktion (ohne Werte) bestimmt und mit der
Schaltflache ok eingefiigt.
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Aktion einfiigen

Raum [Garten =]
Gewverk | Licht ﬂ
Funktionsgrugpgpe | Aussenleuchte -

Funktion schalten

ok abhrechen

Bild 91: Tutorium AWS: Funktion auswahlen

Die Werte flir eine ausgewahlte Funktion (Auswahl iber Markierungsfeld vor der Funktion) werden Uber die Schaltflache Werte bearbeiten

zu der jeweiligen Schaltzeit festgelegt.

Aktion hearbeiten
Feit 1 (18:00) Zeit 2 (20:30) Zeit 3(22:00) Zeit 4 (00:00) b

Akion Deckenleuchts achatten

T aktiv ™ inaktiv

abhbrechen

Bild 92: Tutorium AWS: Wert auswahlen

Im Unterdialog “Aktion bearbeiten” wird die Aktion zuerst aktiviert, der Wert eingestellt und mit der Schaltflache ok Ubernommen.

Folgende Einstellungen werden getétigt:

Funktion “Wohnzimmer - Licht — Deckenleuchte — schalten*
Schaltzeit 18:00 Uhr (Reiter 1) : aktiv/\Wert: “ein*
Schaltzeit 20:30 Uhr (Reiter 2) : aktiv/Wert: “aus”
Schaltgzeit 22:00 Uhr (Reiter 3) :  inaktiv

Funktion “Garten - Licht — Aussenleuchte — schalten*
Schaltzeit 18:00 Uhr (Reiter 1) : aktiv/\Wert: “ein*
Schaltzeit 20:30 Uhr (Reiter 2) : inaktiv
Schaltzeit 22:00 Uhr (Reiter 3) : aktiv/\Wert “aus"

Nach erfolgter Konfiguration ist folgende Ubersicht (Ansicht “Aktionen”) eingestellt.

Aktionen
Schaltzet 1 Schaltzeit 2 Schaltzett 3 Schalttzet 4 Schattzett & Schattzet 6
(13003  (2m30)  (2200) (0000) (0000 (0000}
o Deckenleuchte schalten &in aus
o Aussenleuchte  schatten &in - AL
einflicen

Bild 93: Tutorium AWS: konfigurierte Aktionen
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6 Die Ansicht in der AWS Ubersicht ist vergleichbar (anders sortiert):

Anwesenheitssimulation - Uber sicht

Status : Die Anwesenhettssimulation ist aktiviert Anwesenheitssimulation inaktivieren
Die Aktionen swerden mit giner zufaligen Zeitversetzung von +- 14 min ausgefihrt. (Ad)
(A1) (A2) (A3)
I | I
Aktionen Schaltzet 1800 20:30 2200
Deckenleuchte schatten - - - &in aus
Aussenleuchte schatten - - - &in - aus

Bild 94: Tutorium AWS: konfigurierte AWS in der Ubersicht

Somit ist die AWS bereits konfiguriert und kann Uber die Schaltfldache Anwesenheitssimulation aktivieren gestartet werden
(ist im Bild 94 manuell geschehen).

e Schritt 3: Konfiguration der Aktivierung Uber ein Ereignis (A5)
Pfad: - Anwesenheitssimulation - Aktivierung
Uber die Ansicht “Aktivierung” wird das Ereignis festgelegt, welches fiir die Aktivierung/Deaktivierung der Anwesenheitssimulation zustandig ist.
(A5) Der Tastsensor im Flur besitzt eine Funktion Abwesenheit mit den Werten “DA” (0) und “WEG" (1)
Die Bedingung wird Uber einfiigen und den folgenden Dialog festgelegt und mit der Schaltfliche ok Ubernommen:

Ercignis einfiigen
Raum |Flur LJ
Gewerk | Steuerung ﬂ
Funktionsgruppe |Tastsensor Haustir ﬂ
Funktion | Abrovezenheit j
wert
ok abbrechen

Anwesenheitssimulation Aktivierung
Anwvesenheitssimulation wird aktiviert, wenn folgende Bedingung erfillt ist

Tastsensor Haustin Abwvezenhet ="WEG

‘Werte bearbeiten lizchen

Bild 95: Tutorium AWS: Konfiguration des ,Aktivieren®-Ereignisses

Somit ist die Anwesenheitssimulation fertig konfiguriert. Wird der Tastsensor betétigt und sendet Abwesenheit (Wert “WEG"), wird die Simulation
gestartet. Sendet der Sensor bei Betatigung Anwesenheit (Wert ungleich “WEG") wird diese gestoppt.

e Schritt 4: dauerhaftes Speichern der Einstellungen
Bisher wurden die Einstellungen nur temporar gespeichert. Zum dauerhaften Speichern vgl. Kapitel 5.3.7.
Pfad: - Beenden
In der Ansicht “Beenden” zum dauerhaften Speichern die Schaltfliche speichern betétigen. Nach der Bestatigungsmeldung sind die Daten
in der IP-Zentrale gegen Netzspannungsausfall gesichert.

53.5 Anwendung “Szenen“

Eine Szene ist das Einstellen von Zustanden bei einer Anzahl von Funktionen zu einem Zeitpunkt. Dabei ist es unerheblich, in welchem raumlichen
oder funktionalen Zusammenhang die einzelnen Aktionen stehen.

Eine Szene kann aus bis zu 32 Aktionen bestehen und sowohl (iber die Web-Oberflache als auch Uber bis zu acht Ereignisse ausgeldst werden.
Ein Ereignis kann aus der Installation oder Uber andere Anwendungen (interne Datenpunkte) erzeugt werden.

Wichtiger Hinweis

Eine Szene kann Aktionen enthalten, die wiederum als Ereignis zum Auslésen einer (anderen) Szene (Trigger) dienen kénnten.

Es ist darauf zu achten, dass keine Schleifenbildung erfolgt (Szene 1 16st Szene 2 aus, die wiederum I8st Szene1 aus usw.).
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5.3.5.1 Ansicht “aktive Szenen”
Die Ubersicht stellt alle aktiv geschalteten Szenen dar. Zu Beginn sind keine Szenen konfiguriert.
Pfad: - Szenen - aktive Szenen

Aktive Szenen

E= izt keine aktive Szene vorhanden.
Bild 96: leere Ansicht “aktive Szenen* (keine Szene aktiviert)

Im Ausgangszustand sind keine Szenen aktiviert. Diese kdnnen Uber die Ansicht “Szenenibersicht” (vgl. Kapitel 5.3.5.2) konfiguriert werden.

Aktive Szenen

E= izt keine aktive Szene vorhanden.
Bild 97: aktive Szenen

Aktive Szenen kénnen Uber das Markierungselement ausgewahit und mit Mausklick auf die Schaltfliche Szene ausfiihren aufgerufen werden.
Szenen bearbeiten und aktivieren erfolgt in der Ansicht “Szenenlbersicht” (vgl. Kapitel 5.3.5.2).

5.3.5.2 Ansicht “Szeneniibersicht®

Hinweis: Diese Ansicht ist in der Benutzer-Ebene “Gast" nicht vorhanden.

Die Bearbeitung der Szenen erfolgt in der Szenenbersicht. Es sind immer alle 32 Szenen (je nach Berechtigung) angelegt (standardméBig mit
dem Szenen-Namen “Scene” belegt), welche nicht aktiv sind.

Szeneniibersicht

A

Wohnzimmer fernsehen Scene
Eszzimmer Ahendessen Scene
Scene B B Scens
Scene Scene
Scene Scene
Scene e C Scene

Scene Scene

Scene Scene
Scene Scene
Scene Scene
Scene Scene
Scene Sceng
Sceng Scens
Sceng Sceng

SCcene Scens

W2 e W g & e W2 e W o R e R 2 g
R e Bw e Se le Be s Se e e Ms e i Be il

Soeng Soene

Bild 98: Ansicht “Szenenlibersicht”

In der Szenendbersicht werden die vergebenen Namen der Szene (A) sowie der Status der Szene (B) aufgelistet.

Ist eine Szene aktiv, kann diese auch Uber ein (externes) Ereignis ausgeldst werden. Eine aktive Szene erscheint auch in der Ansicht

“aktive Szenen” (vgl. Kapitel 5.3.5.1).

Eine noch nicht bearbeitete Szene ist mit dem Namen “Scene” hinterlegt (C) und ist nicht aktiv.

Eine Szene wird mit dem Markierungsfeld vor dem Szenennamen ausgewahlit und kann dann Uber die Schaltfliche ausfiihren aufgerufen
werden. Dieses ist auch fur nicht aktive Szenen mdglich (z.B. flr einen Test).

Eine ausgewahlte Szene kann mit Betétigung der Schaltfliche bearbeiten konfiguriert werden.

Szene bearbeiten

Szenenname: Scens Ubernehmen A
Szenenstatus : Szene ist inaktiv Szene aktivieren B
Aldianen Ereignisse Seonilp D
Keine Aktionen vorbanden. C
einfiien = - E F — wetter abbrechen

Bild 99: Bearbeiten einer Szene

Im Namensbereich (A) kann der Name in das Eingabefeld eingetragen und mit der Schaltfliche libernehmen gesetzt werden.
Dieser Name wird in der Ansicht “Szenendbersicht” und in der Ansicht “aktive Szenen® aufgeflihrt.

Im Auslieferungszustand wird der Name "Scene’ verwendet. Zur besseren Identifikation sollte ein sinnvoller Name verwendet werden.
Im Aktivierungsbereich (B) wird der Zustand der Szene auf “aktiv* oder “inaktiv* gesetzt. Dieses ist mittels der Schaltflachen

Szene aktivieren / Szene inaktivieren mdglich.
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Der Bearbeitungsbereich (C) listet je nach Reiteransicht (D) die hinterlegten Aktionen oder die Ereignisse zum Ausflihren der Szene auf.
Die Bearbeitungselemente (E) zu Aktionen und Ereignissen sind bereits im allgemeinen Teil (vgl. Kapitel 5.3.1.4.1 oder Kapitel 5.3.1.4.2)
beschrieben, die Navigationselemente (F) im Kapitel 5.3.1.4.3.

Das beispielhafte Erstellen einer Szene wird im Tutorium (vgl. Kapitel 5.3.5.4) dargestellt.

¢ Teilansicht “Aktionen®
In der Teilansicht werden die Aktionen und Ereignisse der Szene hinterlegt.

Aktionen Ereigrisse

— A
Keine Aktionen vorhanden,

einfiioen weiter abhrechen

Bild 100: Teilansicht “Aktionen”

Mit den Ansichten-Reitern (A) kann zwischen den Teilansichten “Aktionen” und “Ereignisse” umgeschaltet werden. Die Aktionen werden mit der
Schaltflache einfiigen der Szene zugefligt. Es sind bis zu 32 Aktionen zuweisbar. Das Zufligen einer Aktion ist im allgemeinen Teil

(vgl. Kapitel 5.3.1.4.1) beschrieben. Die Aktion wird mit Raum/Gewerk, Funktionsgruppe, Funktion und Wert aufgelistet, der Wert wird entspre-
chend der Konfiguration des Datenpunktes angezeigt.

Aktionen
~
T
~

einfligen besrbeiten

Ereignisse

Deckenleuchte dimmen

Wandleuchte dimmen

Jalousie Position

laschen

Bild 100-1: eingefiigte Aktionen einer Szene

55%

10%

25%

weiter ahbrechen

Mit dem Markierungsfeld vor einer Aktion kann diese ausgewahlt werden. Eine ausgewahite Aktion wird mit der Schaltfldche bearbeiten
modifiziert oder mit der Schaltfldche l6schen aus der Szene entfernt.

¢ Teilansicht “Ereignisse*

Der zweite Ansichten-Reiter schaltet zur Teilansicht “Ereignisse® um.
Die Szene kann von bis zu acht Ereignissen ausgelOst (getriggert) werden. Tritt das Ereignis ein (wird z.B. das Telegramm auf diesen Daten-
punkt gesendet), wird die hinterlegte Bedingung gepriift. Ist das Ergebnis korrekt (Ereignis eingetreten und Bedingung erflillt) wird die Szene

getriggert.

Altionen
~
T
~

einfligen bearbeiten

Ereignisse

Deckenleuchte dimmen

Wandleuchte dimmen

Jalousie Paosition

laschen

Bild 101: Teilansicht “Ereignisse*

55%

10%

25%

weiter abbrechen

Eine Besonderheit der Ereignisse bei der Szene ist die Option, die Szene nur bei Wert-Anderung des Ereignisses auszuldsen (A).

In dem Fall ist das Optionsfeld zu setzen.

Generell wird bei jedem Ereignis die Bedingung (Wert) geprift und bei erflillter Bedingung die Szene getriggert. Sendet z.B. ein Gerét zyklisch
einen Wert und ist dieses ein Ereignis zum Ausflhren einer Szene, wird die Szene ohne die obige Option jedes Mal ausgefiihrt.

Ist das Optionsfeld gesetzt, wird erst wieder bei einer Anderung des Wertes die Bedingung geprift.

Beispiel: Ereignis/Bedingung: Sensor sendet Wert = 1

Sensor sendet Wert Option: nur Werténderung Option: immer
Wert 1 Szene getriggert Szene getriggert
Wert 1 keine Prlfung Szene getriggert
Wert 1 keine Prlfung Szene getriggert
Wert 0 Priifung, Priifung,

Bedingung nicht erfullt Bedingung nicht erfullt
Wert 1 Szene getriggert Szene getriggert

Die Ereignisse werden mit der Schaltflache einfiigen der Szene zugefiigt. Es sind bis zu acht Ereignisse pro Szene mdglich.
Das Zufligen eines Ereignisses ist im allgemeinen Teil (vgl. Kapitel 5.3.1.4.2) beschrieben.
Das Ereignis wird mit Raum/Gewerk, Funktionsgruppe, Funktion und Bedienung (Wert) aufgelistet, der Wert wird entsprechend der Konfiguration

des Datenpunktes angezeigt.
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Aktionen Ereignisse

[T Szene nur beiWertdnderung eines Ereignizses suslézen

o Tastsensor Tiin Szenertaste Szene 5 aufrufen
(‘% Tastsensor Tin Wippe oben = &in
einflaen hearbeten 15achen Zurick abbrechen

Bild 102: eingefligte Ereignisse einer Szene

Mit dem Markierungsfeld vor einem Ereignis kann dieses ausgewahlt werden. Ein ausgewahltes Ereignis wird mit der Schaltflache bearbeiten
modifiziert oder mit der Schaltfidche l6schen aus der Szene entfernt.

5.3.5.3 Ansicht “Berechtigungen

Hinweis: Diese Ansicht ist in den Benutzer-Ebenen “User” und “Gast" nicht vorhanden.

Die Benutzer-Ebene “Admin“ kann Szenen fir die untergeordneten Benutzer-Gruppen in der Browseransicht ausblenden. Diese sind dann nicht
mehr konfigurierbar (Benutzer-Gruppe “User”) und nicht mehr bedienbar (Benutzer-Gruppen “User” und “Gast").

Die Funktionalitat des ereignisgesteuerten Auslosens der Szene Uber die Installation (Trigger) sowie (iber andere Module innerhalb der IP-Zentrale
bleibt bestehen.

Pfad: - Szenen - Berechtigungen

Aktionen Ereignisse

[T Szene nur beiWerténderung eines Ereignizses suslésen

o Tastsensor Tiin Szenertaste Szene 5 aufrufen
(‘% Tastsensor Til Wippe oben =&in
einfliaen hearbeten I&schen Zuriick abbrechen

Bild 103: Berechtigungen fir Szenen festlegen

Die Optionsfelder kénnen einzeln gesetzt (Standardeinstellung) werden, somit ist die Szene fur die entsprechende Benutzer-Gruppe sichtbar.
Ein nicht gesetztes Optionsfeld blendet die Szene aus.
Beim Setzen/Léschen des Optionsfeldes werden die Einstellungen direkt Gbernommen. Zum dauerhaften Speichern vgl. Kapitel 5.3.7.

5.3.5.4 Tutorium zu den Szenen
Das Tutorium soll das Erstellen einer Szene mit einer mdglichen (fiktiven) Konfiguration zeigen. Es wird mit kurzen Erklarungen die Vorgehensweise
geschildert, Details und Auswirkungen kénnen den vorhergegangenen Kapiteln (vgl. Kapitel 5.3.5.x) entnommen werden.

¢ Ausgangszustand
Es sind die Default-Zustande nach erstmaligen Erstellen eines Objektmodells und Laden des Modells aus dem ETS-Plugin in das Gerat
vorhanden.
Das Projekt beinhaltet eine schaltbare Aussenleuchte im Raum “Garten®, eine dimmbare Deckenleuchte im Wohnzimmer, eine Jalousie mit
Position im Wohnzimmer sowie ein Tastsensor mit einer Schaltfunktion auf der oberen Wippe. Es sind alle Berechtigungen vorhanden.
* Ziel
konfigurierte Szene
Anforderungen:
(A1) die Deckenleuchte im Wohnzimmer soll auf 50 % Helligkeit gedimmt werden

(A2) . die Jalousie im Wohnzimmer soll auffahren (1 %)

(A3):  die Leuchte im Garten soll eingeschaltet werden

(Ad) . ein Tastsensor im Wohnzimmer soll bei der Betétigung der oberen Wippe (Wert “ein”) die Szene ausldsen
(AB):  die Szene soll bei jedem Ubereinstimmenden Wert ausgel®st werden

(AB):  die Szene soll fir die Benutzer-Gruppe “Gast” nicht sichtbar sein.

Bei den Vorgaben wird ggf. auf die angegebenen Nummern verwiesen.
e Schritt 1: Anlegen der Szene

Es wird eine noch nicht verwendete Szene gewahlt:

Pfad: - Szenen - Szenenubersicht

Szeneniibersicht

" Wiohnzimmer fernsehen
" Esszimmer Abendesszen

¥  Scene

Bild 104: Tutorium Szenen: neue Szene anlegen

Mit der Schaltflache bearbeiten wird die Detailansicht aufgerufen.
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Szene bearheiten
Szenenname @ Tutorium Szene ubT%nehmen

Bild 105: Tutorium Szenen: Namen vergeben
Als Name wird “Tutorium Szene" vergeben und mit Betatigung der Schaltflidche iibernehmen gesetzt.

e Schritt 2: Anlegen der Aktionen
Die Aktionen werden in der Teilansicht mit jeweiliger Betatigung der Schaltflache einfiigen erstellt.

Aktionen Ereigniz=ze

Keine Aktionen varhanden.

einftﬁen

Bild 106: Tutorium Szenen: neue Aktion einfligen

Es werden folgende Aktionen angelegt und jeweils mit der Schaltflache ok (ibernommen.

(A1 ) Aktion sinfiigen
Raum |Wohnzimmer j
Gewerk |Lic|'rt ﬂ
Funktionsgruppe | Deckenleuchts j
Funktion [ ermmen ]
Werteingabe 50|
ok ahbrechen
(A2) Aktion einfilgen
Raum ‘thnzimmer ﬂ
Gewerk ‘ Beschattung ﬂ
Funktionsgruppe ‘ Jalousie ﬂ
Funktion ‘ Position ﬂ
Werteingabe 1
ok ablrechen
(A3) Aktion einfilgen
Raum ‘Gartan ﬂ
Gewerk ‘L\ch‘l ﬂ
Funktionsaruppe ‘ Aussenlsuchte ﬂ
Funiktion ‘ schatten ﬂ
Wiert Bin -
ok abbrechen

Bild 107: Tutorium Szenen: Aktionen anlegen

Die angelegten Aktionen werden in der Teilansicht dargestellt:

Aktionen Ereignizse
i Deckenleuchte dimmen S0%
. Jalousie Position 1%
o Aussenleuchte zchalten &in
einflioen wrefter abhrechen

Bild 108: Tutorium Szenen: Ubersicht der Aktionen

* Schritt 3: Anlegen des Ereignisses (A4) und Konfiguration der Option “Wertanderung® (A5)
Uber die Betatigung des Reiters “Ereignisse” wird in die Teilansicht zur Konfiguration der Ereignisse gewechselt.
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Aktionen Ereignizse

[T Szeme nur beiYWertdnderung sines Ereignisses ausiisen

Keine Ereignis=e vorhanden.
einfiicen zurick abhbrechen

Bild 109: Tutorium Szenen: Ereignisse konfigurieren

Mit der Schaltflache einfiigen wird das Ereignis (A4) festgelegt:

Ereignis einfiigen

Raum |W0hnzimmer ﬂ
Gevwerk | Steuerung j
Funktionsgruppe |Tasisensor Tir j
Funktion |Nppe aken j
Wiert gin hd

ok abbrechen

Bild 110: Tutorium Szenen: Ereignis (A4) anlegen

Mit der Schaltflache ok wird das Ereignis angelegt und in der Ereignistibersicht dargestellt.

Ereignis einfiigen

Raum |Wohnzimmer j
Gewerk | Steusrung j
Funktionsgruppe |Tas‘tsensor Tiir ﬂ
Funktion |V\11ppe oken j
Wiert &in hd

ok abhrechen

Bild 111: Tutorium Szenen: Darstellung der Ereignisse
Das Optionsfeld “Szene nur bei Wertdnderung eines Ereignisses ausldsen” bleibt geméaB (A5) nicht gesetzt.

* Schritt 4: Anlegen des Berechtigung (A6)
Uber die Subnavigation wird die Berechtigung angelegt.
Pfad: - Szenen - Berechtigungen

Berechtigungen

User Guest
‘Wohnzimmer fernsehen v W
Es=zimmer Abendessen v =
Tutorium Szene rd M

Bild 112: Tutorium Szenen: Berechtigung flir Benutzer-Gruppe festlegen

Das Optionsfeld der angelegten Szene “Tutorium Szene" wird in der Spalte “Gast* deaktiviert (A6). Somit ist die Szene bei dieser Benutzer-
Gruppe nicht sichtbar.

e Schritt 5: Aktivieren der Szene
Pfad: - Szenen - Szenenubersicht - Szene “Tutorium Szene” - bearbeiten
Die erstellte Szene kann in der Detailansicht aktiv geschaltet werden (Schaltfliche Szene aktivieren ) und ist somit fertig konfiguriert.

e Schritt 6: dauerhaftes Speichern der Einstellungen
Bisher wurden die Einstellungen nur temporar gespeichert. Zum dauerhaften Speichern vgl. Kapitel 5.3.7.
Pfad: - Beenden
In der Ansicht “Beenden” zum dauerhaften Speichern die Schaltfidéche speichern betétigen. Nach der Bestatigungsmeldung sind die Daten
in der IP-Zentrale gegen Netzspannungsausfall gesichert.
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5.3.6 Anwendung “Ereignismeldung

Die Ereignismeldung dient dazu, beim Auftreten von bestimmten Ereignissen Meldungen zu generieren und ggf. den Zeitstempel des letzten
Auftretens zu speichern.

Ein Ereignis kann das Setzen auf einen bestimmten Wert, das Uberschreiten eines Messwertes oder das Ergebnis einer komplexen Hysterese-
funktion sein.

Eine Meldung kann als eMail an einen oder mehrere Empfanger gesendet werden. Die eMail kann einen Betreff und einen eMail-Text enthalten,
wobei diese Texte aktuelle Zusténde aus der IP-Zentrale beinhalten kénnen (mittels Platzhalter).

Weiterhin kénnen zwei Aktionen bei einer Ereignismeldung hinterlegt werden, welche beim Eintreten des Ereignisses ausgeflhrt werden.

5.3.6.1 Ansicht “aktive Meldungsverarbeitung“

Die Ubersicht der aktiven Ereignismeldungen (Melder) listet alle konfigurierten aktiven Melder sowie - falls konfiguriert und erfasst — den
Zeitstempel des letzten Auftretens auf.

Sind keine Melder aktiviert, erscheint der Hinweistext “keine aktive Meldungsverarbeitung vorhanden®. In dem Fall kdnnen unter der Ansicht
“Ubersicht* Melder konfiguriert werden.

Aktive Verarbeit der Ereigni Il
E /B ,C D«
~
" ‘Wassereinbruch Keller bestitigen
F =7 Bewegung Gatten A

G » " wWindalarm

Bild 113: Ansicht der aktiven Melder mit unterschiedlichem Bestatigungsstatus

In der Ansicht der aktiven Melder werden diese im Listenbereich (A) mit dem vergebenen Namen (B) angezeigt (B). Ist die Funktion fir die
Speicherung des Zeitstempels aktiv (vgl. Kapitel 5.3.6.2), wird das letzte Auftreten des Ereignisses mit Datum und Uhrzeit (Systemzeit) angegeben
(C). Die Ansicht wird alle 10 Sekunden aktualisiert.
Eine Ereignismeldung kann Uber die Markierungsfelder ausgewahlit und mit Betatigen der Schaltflache bearbeiten editiert werden.
Eine mit Speicherung konfigurierte Ereignismeldung wird beim Eintreten des Ereignisses als “neu” markiert und kann Uber die Schaltflache
bestétigen (D) manuell bestatigt werden.
In Bild 113 sind die mdglichen Darstellungen einer Ereignismeldung aufgefthrt:
(E): eine neu eingetretene Meldung mit, die noch nicht bestétigt wurde, mit Datum und Uhrzeit
(Speicherung des Zeitstempels ist aktiv)
(F): eine bestatigte Meldung mit Datum und Uhrzeit
(Speicherung des Zeitstempels ist aktiv)
(G): eine normale Meldung ohne aktivierter Speicherung oder ein noch nicht aufgetretenes Ereignis
Liegt mindestens eine als “neu* markierte Ereignismeldung vor, wird in den Ubersichten der {brigen Anwendungen ein Hinweisfenster
eingeblendet. Mit der Schaltflache zur Ubersicht wird zur Ansicht der aktiven Melder gewechselt.

Ubersicht (ADMIH}

zur Obersicht

Bild 114: Hinweis auf neue Ereignismeldungen
Sobald alle Meldungen bestatigt wurden, wird der Hinweis ausgeblendet.

5.3.6.2 Ansicht “Ubersicht

Hinweis: Diese Ansicht ist in der Benutzer-Ebenen “Gast" nicht vorhanden.

In der Ubersicht werden alle mdglichen Ereignismeldungen aufgefiihrt. Dabei wird der vergebene Name und der Status der Ereignismeldung
aufgefihrt.

Pfad: - Ereignismeldung - Ubersicht

Ubersicht der miglichen Ereignismeldungen

™ Waszersinbruch Keller
" Bewegung Garten
T Winclalarm
" Motification

Bild 115: Ubersicht der Ereignismelder (Ausschnitt)
StandardmaBig ist der Name der Ereignismeldung auf “Notification” gesetzt. Dieser sollte in der Detail-Ansicht sinnvoll vergeben werden.

Ein Ereignismelder wird Uber die Markierungsfelder vor dem Namen ausgewahlt. Die Detail-Ansicht kann Uber die Schaltfidche bearbeiten
aufgerufen werden.
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Ercignis bearbeiten

Ergignismeldung: \Wasszereinbruch Keller dhernehmen A
zuletzt aufoetreten: bestatigen B
- C
Meldungseinstelungen Ereigniz Aktion Pl
Bitte geben Sie an, ob die Ereignizmeldung ausgefihrt werden sall & aktiv " inaktiv D

Bitte geben Sie an, ob das letzte Eintreten des Ereignisses mit Datum & Uhrzeit gespeichert werden

i & aktiv " inaktiv

aall:
Beim Eintreten des Ereignisses ..

 keine Aufgake ausldsen.

& aufgaben auslbsen, wenn Ereignis neu eingetreten ist

" Aufgaben auslisen, wenn sine Wert-Anderung vorliedt.

" Aufgaben erst wieder nach min. ausibsen.
Aufraben:

& ez werden sowohl Aktionen ausgefihrt als auch die eMail gesendet!

O e= werden nur Aktionen ausgefihr!

" eswerden Aktionen ausgefihrt die eMail wird nur bei gltiger Bedingung gesendet!

weiter ok ahbrechen Uhernehmen

Bild 116: Detail-Ansicht einer Ereignismeldung

Der Name der Ereignismeldung wird im Namensbereich (A) vergeben und mit der Schaltflache iibernehmen eingetragen. Der urspriinglich
eingestellte Name “Notification” sollte durch eine sinnvolle Beschreibung ersetzt werden.

Im Hinweisfenster (B) wird - falls parametriert — der Zeitstempel des letzten Ereignisses dargestellt. Ist der Melder noch nicht bestatigt, kann tber
die Schaltflache bestétigen die Markierung am Melder entfernt werden. Diese Ereignismeldung wird in den anderen Anwendungen in der
Ubersicht dann nicht mehr aufgefiihrt (wenn keine Meldung mehr markiert ist, wird der Hinweis in den Ubersichten ausgeblendet).

Der Ereignismelder kann in vier verschiedenen Ansichten konfiguriert werden. Diese Ansichten werden mit dem Ansichten-Reiter (C)
umgeschaltet. Im jeweiligen Arbeitsbereich (D) kénnen weitere Einstellungen vorgenommen werden.

Innerhalb der Ansichten kénnen mit der allgemeinen Navigation (vgl. Kapitel 5.3.1.4.3) die Einstellungen (ibernommen oder in eine andere Ansicht
gewechselt werden.

¢ Ansicht “Meldungseinstellungen®
In den Meldungseinstellungen wird die Grundkonfiguration eingerichtet.

Meldungzeinstellungen Ergigniz Aktion Wil

Bitte geken Sie an, ok die Ereignismeldung ausgefihit werden soll: & aktiv  inaktiv A

Bitte geben Sie an, ob das letzte Eirtreten des Ereignisses mit Datum & Uhrzeit gespeichert werden
=0l

o aktiv T inakiv B
Beim Eintreten des Ereignizses C
" keine Aufgabe auslisen.
& Aufgaben auslosen, wenn Ereignis neu eingetreten ist.
" Aufgaben ausldzen, wenn eine Wert-Anderung vorliegt.

" Aufgaben erst wisder nach miin. ausldsen.

Bild 117: Ansicht “Meldungseinstellungen® (Ausschnitt)

Der Melder kann aktiv oder nicht aktiv geschaltet werden (A). Ein aktiver Melder wird in der Ansicht “aktive Meldungsverarbeitung” aufgefihrt
und je nach Parametrierung ausgewertet.

Die Speicherfunktion des Zeitstempels kann Uber die Markierungsfelder (B) eingestellt werden. Eine aktive Speicherung fuhrt dazu, dass beim
Eintreten des Ereignisses der Zeitstempel gespeichert wird. Gleichzeitig wird eine Markierung gesetzt, dass das Ereignis eingetreten ist.

Dieses wird in Ubersichten anderer Anwendungen eingeblendet. Diese Markierung kann bestatigt werden. Es wird der jeweils letzte Zeitstempel
gespeichert.

Im Ereignisbereich (C) kann festgelegt werden, unter welchen Bedingungen weitere Schritte (Aufgaben) ausgefiihrt werden. Zu den Aufgaben
gehdrt das Setzen des Zeitstempels (falls parametriert), das Senden einer eMall (falls parametriert) oder das Auslésen von Aktionen

(falls parametriert).
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Es stehen folgende Mdglichkeiten zur Verfligung, die mittels Markierungsfeld ausgewahit werden kdnnen:

- keine Aufgaben ausldsen
Es werden keine weiteren Aufgaben ausgefuhrt.

- Aufgaben ausldsen, wenn Ereignis neu eingetreten ist
Wenn die in der Ansicht “Ereignis” projektierte Bedingung erflillt wurde und das Ereignis eingetreten ist, wird (falls parametriert) der
Zeitstempel gespeichert und die Markierung “neu” gesetzt, (falls parametriert) eine eMail versendet und (falls parametriert) bis zu zwei Aktionen
ausgeldst.
Dieses ist bei jedem neuen Ereignis (und Ubereinstimmender Bedingung) der Fall. Werden mehrfach die gleichen Werte gesetzt, wird jedes
Mal das Ereignis ausgewertet.

- Aufgaben ausldsen, wenn eine Wert-Anderung vorliegt
Das Verhalten ist identisch wie bei der vorherigen Einstellmglichkeit, allerdings muss eine Wert-Anderung bei der ereignisausldsenden
Funktion vorliegen. Sollten mehrfach die gleichen Werte gesetzt werden, wird dieses Ereignis nur einmalig ausgewertet, bis eine Wert-
Anderung vorliegt.

- Aufgaben erst wieder nach min. ausldsen
Beim Eintreten eines Ereignisses werden die Aufgaben (Zeitstempel, eMail, Aktion) ausgefihrt. Dann ist der Melder fiir die eingetragene Zeit
intern gesperrt, eintretende Ereignisse werden nicht ausgewertet.
Erst nach Ablauf der Zeit ist der Melder wieder freigeschaltet; ein dann eintretendes Ereignis wird wieder ausgewertet, ggf. mit Zeitstempel
gespeichert und ggf. parametrierte Aktionen und eine eMail wird versendet.

Die Einstellungen werden im gemeinsamen mit den weiteren Einstellungen im Navigationsbereich gespeichert.

Im Aufgabenbereich wird festgelegt, welche Aufgaben (Aktion und/oder eMail) ausgefiihrt werden sollen.

Die Aufgabe “Zeitstempel* konnte bereits eingestellt werden (Bild 117 B).

Aufoaben
& s werden sowohl Aktionen susgefiht als auch die eMail gesendet!
ez werden nur Aktionen ausgefihrt!

" ez werden Aktionen ausgefihnt; die eMail wird nur bei gitiger Bedingung gesendst

Bild 118: Aufgabenbereich (Ausschnitt)

Es steht folgende Auswahl zu Verfligung (einstellbar Gber das Markierungsfeld):

- es werden sowohl Aktionen ausgefihrt als auch die eMail gesendet
Wenn Aktionen und die eMail konfiguriert sind, werden diese ausgesendet.

- es werden nur Aktionen ausgefuhrt!
Wenn Aktionen konfiguriert sind, werden diese gesendet.
Eine ggf. konfigurierte eMail wird nicht gesendet.

- es werden Aktionen ausgefuhrt, die eMail wird nur bei gliltiger Bedingung gesendet
Wenn Aktionen konfiguriert sind, werden diese gesendet. Eine konfigurierte eMail wird nur dann gesendet, wenn die bei der eMail hinterlegte
Bedingung (eine Funktion hat einen bestimmten Zustand) giltig ist, wird die eMail gesendet.
Diese Einstellung ist beispielsweise fur den Fall gedacht, dass eine eMail nur dann gesendet werden soll, wenn keine Person anwesend ist
(eine Funktion “Anwesenheit" hétte den Zustand “abwesend"). Ansonsten soll die Benachrichtigung (iber Aktionen z.B. an ein Display gesen-
det werden.

Ansicht “Ereignis®
Eine Ereignismeldung kann durch genau ein Ereignis ausgeldst werden. Tritt dieses Ereignis ein und ist die eingestellte Bedingung gulltig, werden
ja nach Parametrierung Aufgaben ausgeldst.

Meldung=seinstelungen Ereignis Aktion hdail
Ereignis:
Wassermelder Waszeralarm ALARM
hearbeiten lschen zurilck | weeiter abbrechen

Bild 119: Ereignis eines Melders

Das Ereignis kann Uber die Schaltflache einfiigen erstellt werden. Das Ereignis wird wie im allgemeinen Teil (vgl. Kapitel 5.3.1.4.2) beschrieben
festgelegt.

Uber die Schaltflachen bearbeiten oder léschen kann das Ereignis modifiziert oder entfernt werden.

Neben den bereits vorgestellten Bedingungen (gleich, kleiner, groBer, etc.) kann eine Hysterese mit drei Modi verwendet werden.

Diese Hysteresefunktion ist nur in der Anwendung “Ereignismeldung* zugelassen und wird im Folgenden beschrieben.

Insbesondere bei laufenden Messungen, mit denen eine Benachrichtigungsfolge eingerichtet werden soll, ist die Hysterese vorgesehen.

Ein schwankender Messwert |6st nicht jedes Mal eine Meldung aus, ebenso ist eine stufenweise Benachrichtigung abhangig von der
Messwertkurve maglich.
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Ereignis bearbeten

Raum |I{c|lcr ;J
Gewerk | Steverung ﬂ
Funktionsgruppe |Wassermelder ﬂ A
Furiion | iasserstand R4
Werteingabe 10.0
Breedii mgua g 7 gleivh € Kleiner & groker © kleinergleich © grisergleich
1 ?!\f;er_esz;uadio_n 2 |$ _______________________________________
hodus | Grenzwert-Schalter j
Grenwert 20 B

Start bci
Triggerschwells

ak abbrechen

Bild 120: Hysterese-Ereignis bei der Ereignismeldung

Die Konfiguration erfolgt zun&chst &hnlich zu den Ublichen Ereignissen (Bereich A, vgl. Kapitel 5.3.1.4.2) und bietet die bekannten Funktionen.
Zuséatzlich besteht die Méglichkeit, die Hysterese zu verwenden. Das Optionsfeld “Hysteresefunktion” erweitert die Ansicht um den
Hysteresebereich (B).

Je nach Modus werden verschiedene Felder freigeschaltet.

Hysterese-Modus “Grenzwert-Schalter”

wWerteingahe 10.0

Bedincung T gleich © Keiner & gréer O kleinergleich © arolergleich
Hysteresefunktion [

hocius | Grenzwert-Schatter j
Grenzvwert

Start bei r

Triggerschwelle

Bild 121: Hysteresefunktion, Modus Grenzwert-Schalter (Ausschnitt)

Phase 1: Der Messwert muss die Bedingung (Feld Bedingung und Werteingabe) erfilllen (im Beispiel: Messwert > 10.0).
Der Melder wird ausgel6st (ggf. Zeitstempel sichern, Aktionen und eMail verschickt).
Der Melder ist nun gesperrt und wird nicht weiter ausgelost.

Phase 2: Der Messwert muss nun vom Triggerwert (Feld Werteingabe) um den Grenzwert abweichen.
Die Richtung bestimmt die Bedingung, bei der Bedingung “groBer” muss der Wert um den Grenzwert unter dem Triggerwert liegen,
bei der Bedingung “kleiner muss der Wert um den Grenzwert Uiber dem Triggerwert liegen (im Beispiel: Messwert muss unter
8.0 liegen). Dann wird der Melder erneut ausgel®st und ist nun wieder freigeschaltet.

Das néchste Ausldsen bestimmt wieder die Bedingung und der Triggerwert (Feld Werteingabe) (im Beispiel: Messwert > 10.0) (Phase 1).

Meldung Meldung Meldung Meldung
(T1) 4 (T2) (T3) (T4) |

= Messwerte |
== Melder aktiv (Phase1) 5 2= % R

Melder gesperrt (Phase2)

=

Triggerwert

g: Grenzwert

Bild 122: Skizze zum Hysterese-Modus “Grenzwert-Schalter

Die Option “Start bei Triggerschwelle” ist eine konfigurierbare Startbedingung:
Ist die Option gesetzt, ist der Melder beim System-Neustart gesperrt (Phase 2) und der Messwert muss erst auBerhalb der Triggerschwelle
(Bedingung) liegen, um den Melder freizuschalten (im Beispiel unter Wert 10.0).
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6

¢ Hysterese-Modus “einfache Hysterese”

Werteingabe 10.0

BredincLng T gleich © keiner & griker O kleinergleich O gréRergleich
Hysteresefunktion W

lodus |einfache Hysterese ﬂ
Grenzwert 2

Start bei

Triggerschwells

Bild 123: Hysteresefunktion, Modus einfache Hysterese (Ausschnitt)

¢ Die einfache Hysterese beschreibt einen Grenzbereich um den Triggerwert, so dass schwankende Werte den Melder nicht erneut auslésen.
Erst wenn der Messwert den Bereich aus letztem Triggerwert und Grenzwert verlasst, wird das nachste Mal der Melder ausgelst.
Im Beispiel triggert der Messwert 11.0 (groBer als die Triggerschwelle 10.0) den Melder.
Die Werte 10.0 bis 13.0 I6sen den Melder nicht mehr aus. Erst wenn der Bereich letzter Triggerwert +/— Grenzwert verlassen wird, erfolgt ein
erneutes Auslosen (in dem Beispiel: letzter Triggerwert 11.0 +/ 2 Grenzwert; erst wenn der Messwert groBer 13.0 ist, wird ausgelost).

Meldung Meldung Meldung
(T1) (T2), (T3)

= Messwerte =+ -
= Melder aktiv v B © AN

i

Melder gesperrt = =
| = "
| : a ! .

Triggerwert 5y D —
g: Grenzwert - : | :

1

Bild 124: Skizze zum Hysterese-Modus ,einfache Hysterese”
Die Option “Start bei Triggerschwelle” ist eine konfigurierbare Startbedingung:
Ist die Option gesetzt, ist der Melder beim System-Neustart gesperrt und der Messwert muss erst auBerhalb der Bedingung liegen, um den
Melder freizuschalten (im Beispiel Wert unter 10.0).

Hysterese-Modus “Hysterese mit Schrittweitenanpassung”

Werteingakbe 100

BredincLng  gleich O kleiner & grorer O Keinergleich O grifergleich
Hysteresefunktion W

fodus |H\,fsterese mit Zchrittweitenanpassung ﬂ
Grenzwert 2

Schrittwveite |

Start bei

Triggerschywelle

Bild 125: Hysteresefunktion, Modus Hysterese mit Schrittweitenanpassung (Ausschnitt)

Die erweiterte Hysterese ist vergleichbar mit der einfachen Hysterese, nur dass dabei zwei unterschiedliche Grenzbereiche um den letzten
Triggerwert gelegt werden.

bei aufsteigende Messwertkurve (Bedingung “groBer”):

der Grenzbereich ist beschrieben durch (Trigger — Grenzwert) bis (Trigger + Schrittweite).
bei abfallender Messwertkurve (Bedingung “kleiner”):

der Grenzbereich ist beschrieben durch (Trigger — Schrittweite) bis (Trigger + Grenzwert).

Im Beispiel triggert der Messwert 11.0 (groBer als die Triggerschwelle 10.0) den Melder.

Die Werte 10.0 bis 16.0 I6sen den Melder nicht mehr aus. Erst wenn der Bereich letzter Triggerwert — Grenzwert bis letzter Triggerwert

+ Schrittweite verlassen wird, erfolgt ein erneutes Auslosen (in dem Beispiel: letzter Triggerwert 11.0, erst wenn der Messwert gréBer 16.0 ist,
wird ausgeldst).
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Meldung Meldung Meldung
(T1) (T2) (T3)
= Messwerte > N
B2
= Melder aktiv Val % AN
Melder gesperrt < o - .

Triggerwert . : —
g: Grenzwert - : :
s: Schrittweite

Bild 126: Skizze zum Hysterese-Modus “Hysterese mit Schrittweitenanpassung*

Die Option “Start bei Triggerschwelle” ist eine konfigurierbare Startbedingung:

Ist die Option gesetzt, ist der Melder beim System-Neustart gesperrt und der Messwert muss erst auBerhalb der Bedingung liegen, um den
Melder freizuschalten (im Beispiel Wert unter 10.0).

Anwendungen der Hysteresefunktionen sind Uberwachung von Kilhlanlagen oder Flilssigkeitsstanden etc. mit Benachrichtigung bei
Uber-/Unterschreiten von Grenzwerten.

Beim Neustart eines Systems (z.B. bei Netzspannungsausfall oder Programmierung der Konfiguration durch das ETS-Plugin) werden die
bisherigen Messwert-Daten nicht weiter verwendet und das System beginnt mit der erneuten Erfassung.

Das Speichern der Ereignisbedingung erfolgt mit der Schaltflache ok .

Er eignismeldung bearbeiten
Ereignizmeldung. \Wassereinbruch Keller Ubernehmen
Meldungzeinstellungen Ereignis Alktion il
Ereignizs:
Wassermelder Waszserstand =100 cm
hearbeten ldzchen zurick | weiter abbrechen

Bild 127: eingefligtes Hysterese-Ereignis bei der Ereignismeldung

Die konfigurierte Bedingung wird in der Ubersicht angezeigt und kann mit den Schaltfidchen bearbeiten oder I6schen entsprechend weiter
behandelt werden.
Uber die Navigationselemente kann zu den anderen Ansichten gewechselt werden.

* Ansicht “Aktion*
Zu jedem Ereignismelder konnen bis zu zwei Aktionen hinterlegt werden. Diese werden ausgefthrt, wenn der Melder guiltig ausgeldst wurde.

Ereignismeldung bearbeiten

Ereignistneldund: Wassereinbruch Keller Uhernehmen
Meldungseinstellungen Ereignis Aktion Pl
L Wassermelder Wiazzeralarm A
einflcen Zurick | wveiter abbrechen

Bild 128: Ansicht “Aktion” bei der Ereignismeldung

Eine Aktion wird mittels der Schaltfldche einfiigen angelegt. Sind zwei Aktionen angelegt, wird die Schaltflache gesperrt, es muss erst eine
Aktion wieder gelscht werden.

Eine bestehende Aktion kann Uber die Markierungsfelder ausgewahlt und tber die Schaltflichen bearbeiten oder 16schen modifiziert oder
entfernt werden. Das Viorgehen zum Einfligen, Bearbeiten oder Léschen ist im allgemeinen Teil (vgl. Kapitel 5.3.1.4.3) beschrieben.

¢ Ansicht “Mail
Die Konfiguration der eMail-Einstellungen werden in der Ansicht “Mail* vorgenommen.
Voraussetzung fur die korrekte Verarbeitung der individuellen eMail eines Ereignismelders sind die grundlegenden Einstellungen in den
Bereichen Adressbuch (vgl. Kapitel 5.3.6.3) und Sendeoptionen (vgl. Kapitel 5.3.6.4).
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Eine eMail wird gesendet, wenn
6 - das Ereignis ausgeldst wurde (abhéngig ggf. von einer Hysterese-Funktion und)
— der Modus fir das Eintreten des Ereignisses (Ansicht “Meldungseinstellungen®) keine Verzégerung oder Beschrénkung vorsieht oder diese das
Ausldsen nicht verhindern
— der Modus fir die Aufgaben das Senden der eMail vorsieht und ggf. die Bedingung zum Senden erflllt ist
- die eMail-Sendeoptionen korrekt eingestellt sind und gliltige Empfanger eingetragen wurden

Meldungseinstelungen Ereignis Altion Ml

Bedingung fir das Senden einer etail (falls abhangiy)

hearbeften
ehdall Empianger verwencet Adresshuch | hearbeten
IP-Z Doku IP-Z Doku B
Betreff Vorschau
EM susgeldst
Mail-Text
zurlick ok abbrechen Gbernehmen
Auztilikilfe D =

Bild 129: Ansicht “Mail* bei der Ereignismeldung

Im Bereich (A) kann eine Bedingung festgelegt werden.

Diese wird gepr(ift, wenn im allgemeinen Teil (Ansicht “Meldungseinstellungen”) der Modus “es werden Aktionen ausgefihrt; die eMail wird nur
bei gliltiger Bedingung gesendet!” aktiviert ist.

Ist die Bedingung erflillt, wird die eMail ausgesendet. Diese Priifung wird auf den aktuellen Zustand der zu prifenden Funktion angewandt und
ist nicht ereignisabhéngig. Das Festlegen der Bedingung erfolgt vergleichbar zum Anlegen eines Ereignisses (vgl. Kapitel 5.3.1.4.2).

Im Adressbereich (B) kbnnen aus den im Adressbuch vergebenen Kontakten die Empfanger der eMail ausgewahlit werden. Die Kontakte des
Adressbuches sind im rechten Fenster aufgelistet, kdnnen in der Liste markiert (angeklickt) und mit der Schaltflachen <-- den Empféngern der
eMail zugefligt werden (linkes Fenster). Mehrere Kontakte kénnen ausgewahlit werden, indem die STRG-Taste gehalten und diese einzeln ange-
Klickt werden.

Ebenso kénnen im rechten Fenster Kontakte markiert (angeklickt) werden und mittels der Schaltflache --> . aus der Liste der Empfanger
geldscht werden.

Besteht die Berechtigung der Benutzer-Gruppe “Admin®, kénnen Uber die Schaltflache (Adressbuch) bearbeiten die Kontakte des
Adressbuches (angezeigter Name und eMail-Adresse) bearbeitet werden.

In dem Fall steht im Adressbuch die Schaltfldche zuriick zum Melder Meldername zur Verfigung (Meldername ist in dem Fall der ver-
gebene Name des Ereignismelders), der direkt die Weiterbearbeitung der Einstellung des Melders erméglicht. Getétigte Einstellungen im
Nachrichtenbereich (C) der eMail-Nachricht werden bei Benutzung der Adressbuch-Bearbeitungsfunktion nicht gespeichert.

Im Nachrichten-Bereich (C) kann ein Betreff flr die zu versendende eMail sowie der eigentliche eMail-Text angegeben werden.

Die Eintrége werden mit den Navigationsfldchen tibernommen. Die eMail-Nachricht kann keine Zeilenumbriiche verwalten, diese werden bei
der Ubernahme entfernt. Sobald Inhalte hinterlegt sind (z.B. mittels der Schaltfldche Gibernehmen ), wird in der Vorschau die tatséchlich
gesendete Nachricht eingeblendet.

Sowohl der Betreff als auch die Nachricht kénnen aktuelle Informationen aus der IP-Zentrale enthalten. Da diese Informationen erst zum Sende-
Zeitpunkt der eMail ermittelt werden kénnen, mlssen daflr Platzhalter in den eMail-Text oder die Betreff-Zeile eingefuigt werden. Die Platzhalter

“ouou

werden durch zwei Steuerzeichen “«*,“»* und einem Befehl beschrieben.

Folgende Informationen stehen zur Verfligung:

Platzhalter Information

«ID» Kennung der IP-Zentrale (vergeben im ETS-Plugln unter Eigenschaften)
«AcDate» das aktuelle Systemdatum

«AcTime» die aktuelle Systemzeit

«DP(ID).Name()» der Name einer Funktion (mit interner Funktions-ID)

«DP(ID).Valuge()» der Wert einer Funktion (mit interner Funktions-ID)

«DP(ID).Room()» die Raum-Zuordnung der Funktion (mit interner Funktions-ID)
«DP(ID).Function()» die Gewerke-Zuordnung der Funktion (mit interner Funktions-ID)
«DP(ID).Channel()» die Funktionsgruppen-Zuordnung der Funktion(mit interner Funktions-ID)
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Diese Steuerzeichen kénnen mittels Ausflllhilfe (D) komfortabel in die eMail Nachricht oder die Betreff-Zeile eingefligt werden. Die Vorschau
zeigt die ersetzten Platzhalter mit dem aktuellen Zustand an. Da diese Zusténde jeweils ermittelt werden, kann die Vorschau von dem Inhalt der
tatséchlich zu einem Zeitpunkt gesendeten eMail abweichen (z.B. hat eine Funktion zu dem Zeitpunkt einen anderen Status).

Mail-Text B

Diie Funktiors ] i © H
Yen Zustand «DFT39T;
zuriick ok ahbbrechen Uhernehmen

Bild 130: Vorschau des eMail-Textes mit Platzhaltern

In der Vorschau ist zu erkennen, dass der Platzhalter (A) «<DP(ID).Name()» durch den tatsachlichen Namen (B) Wasseralarm ersetzt wird.
Ebenso verhalten sich der Wert der Funktion sowie die aktuelle Systemzeit. Es ist darauf zu achten, dass die Platzhalter nicht getrennt oder
verandert werden.

Die Ausflllhilfe (D) kann Uber die Pfeilschaltflidche ein- und ausgeblendet werden.

Austilhilfe =
A
allgemeine Informationen Informationen zur Funktions-I0: i D
" Kennung " Funktions-Mame " Raum-Zuordnung
" aktuelles Datum T Funktions-Wiert " Gewerk-Zuordnung
7 aktuelle Uhrzeit " Funktionsgruppen-Zuordnung

Info zu Platzhalttern

Bild 131: eingeblendete Ausflillhilfe in der Ansicht ,Mail*

Die Pfeilschaltflache (A) ermdglicht das Ein- und Ausblenden der Ausfillhilfe.
Es kénnen allgemeine Informationen (B) oder spezielle Informationen zu einer Funktion (C) eingefligt werden.

Das Vorgehen ist identisch:

Zuerst wird die Information Uber die Markierungsfelder ausgewahlt. Dann wird der Cursor an die Stelle im Nachrichtentext oder der Betreff-Zeile
gesetzt, an welcher die Information (Platzhalter) eingefligt werden soll. Die Betétigung der Schaltfidche an Cursor-Position einfiigen ergénzt
den Platzhalter an dieser Cursor-Position.

Fir die speziellen Informationen zu einer Funktion (z.B. dem Wasseralarm) muss diese zunéchst bestimmt werden. Dieses ist mit dem
Auswahldialog méglich, der sich in einem separaten Browser-Fenster 6ffnet. Dazu ist die Schaltflache ... (D) zu betatigen.

Hinweis:

Sollte der verwendete Browser einen sogenannten Popup-Blocker nutzen, kann das Fenster ggf. nicht gedffnet werden. In dem Fall erscheint
ein Hinweisfenster. Ublicherweise wird dieses auch im Browser durch eine Information angezeigt.

1 Diese Funkkion bendtigt ein separates Fenster,
} Bitte gaf, Poplp-Blocker ausschalten!

Es hilft auch, die STRG-Taste gedrickt zu halten. .,

Bild 132: Hinweis-Fenster auf Popup-Blocker

Um mit der Funktionalitit weiterarbeiten zu kénnen, sollte der Popup-Blocker flr die Webseiten der IP-Zentrale deaktiviert werden.

Alternativ kann bei Betatigung der Schaltflache ... die STRG-Taste gehalten werden. Damit wird der Popup-Blocker normalerweise temporar
ausgeschaltet.

In dem separaten Fenster kann die Funktion ausgewahlit werden.

aIP-Zenllale - Microsoft Internet Explorer

Raum | Keller j

Gewerk | Steuerung ﬂ

Funktionzgruppe |Wassermelder j

Funktion |Wasseralarm j
ok abbrechen

Bild 133: Auswahl-Fenster der Funktion fir die Ausflllhilfe

Eine ermittelte Funktion wird mit der Schaltfldche ok fur die Ausflllhilfe ausgewahlt.
Die interne Nummer wird ermittelt und bei den Platzhaltern verwendet.
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Die Ausflllhilfe kann nur die Platzhalter erzeugen und an der markierten Stelle einfigen. Ein Riickschluss Uber die Information innerhalb des
Platzhalters ist nur Uber das manuelle Auswahlen des Platzhalters im Text moglich.

Betreff “orschau
EM ausgeldst
Mail-Te:xt P A
Die Funktion ZelEREENRIENIERE] hat um «AcTime:s den Zusta |
| | J =
zuriick ok ahbrechen hernehmen
Ausfilllhilfe h
sllgemeine Informationen Informationen zur Funktions-IC:
" Kennung " Funktionz-hlame " Raum-Zuordnung
' asktueles Datum " Funktions-yert " Gewerk-Zuordnung
" aktuele Unrzeit " Funktionsgruppen- Zuordnung
Info zu Platz4attern — B

Bild 134: Info zu einem Platzhalter

Dazu ist der Platzhalter mit Steuerzeichen im Text (eMail-Nachricht oder Betreff-Zeile) zu markieren (A). Der Wert des Platzhalters kann Uber die
Schaltflache Info zu Platzhaltern angezeigt werden (B).

Xl
A WasseralamALARM
EL wasgermelder
o= Steuerung
Keller

0K

Bild 135: Infofenster zu einem markierten Platzhalter

In dem Infofenster wird (im Falle eines Platzhalters flir eine Funktions-Information) der Name der Funktion mit aktuellem Wert sowie zugehdrige
Raum-, Gewerk- und Funktionsgruppen-Angehdrigkeit aufgelistet. Sollte ein Platzhalter fir allgemeine Informationen markiert worden sein, wird
diese Information ermittelt und angezeigt (Kennung der IP-Zentrale, aktuelles Systemdatum oder aktuelle Systemuhrzeit).

Die Einstellungen der eMail werden Uber die Navigationsflachen tbernommen. Zum dauerhaften Speichern vgl. Kapitel 5.3.7.

5.3.6.3 Ansicht “Adressbuch*

Hinweis: Diese Ansicht ist in den Benutzer-Ebenen “User oder “Gast” nicht vorhanden.
Das Adressbuch enthélt bis zu 32 Kontakte flr das Versenden von eMails.

Pfad: - Ereignismeldung - Adressbuch

Ihr Adressbuch

Das ADRESSBUCH vervwaltet hre eMail-Empfanger, die Sie in den einzelnen Ereignismeldungen verwenden kinnen.

A B C

IP-Z Daku ipz@zerver.de Ubetnehmen lischen
Gkernehmen

Ubernehmen

Bild 136: Adressbuch der Ereignismeldungen

Jeder Kontakt besteht aus einem angezeigten Namen und der eMail-Adresse. Beide Felder einer Reihe (Name und eMail-Adresse) kénnen
eingetragen und mit der Schaltfldche {ibernehmen gespeichert werden.

Damit steht der Eintrag in der Ansicht “Mail* einer Ereignismeldung zur Verfigung und kann als Empfénger ausgewahlt werden.

Ein Eintrag kann geandert werden, indem die Daten Uberschrieben werden und die Schaltflidche {ibernehmen betétigt wird.

Konfigurierte eMails greifen dann auf die geénderten Daten zu.

Es wird immer der Kontakt eingetragen/gedndert, dessen zugehérigen Schaltfldche bettigt wurde. Anderungen an anderen Eintragen, welche
zusétzlich gedndert wurden, werden verworfen.

Soll der Eintrag geldscht werden, ist die Schaltflache l6schen hintern dem jeweiligen Eintrag zu betétigen. Damit wird aus allen Ereignismeldern
dieser Eintrag aus den Empféngerlisten ausgetragen.
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5.3.6.4 Ansicht “eMail-Sendeoptionen®

Hinweis: Diese Ansicht ist in den Benutzer-Ebenen “User” oder “Gast" nicht vorhanden.

Um eine eMail versenden zu kénnen, sind generelle Einstellungen notwendig. Uber die Ansicht kdnnen der eMail-Server und weitere
Konfigurationen vorgenommen werden.

Pfad: - Ereignismeldung - eMail-Sendeoptionen

Die bendtigen Daten werden vom verwendeten eMail-Provider bereitgestellt.

eMail-Sendeoptionen

Eil zum Senden der Ereigni
ehdail-Adresse der IP-Zentrale ipzid@insta.de
SMTP-Server w2kex] inzta.de
POP3 Anfrage vorab erforderlich? [

POP3-Server
POP3 Benutzername
POP3 Pazswart

Ukernehmen
Bild 137: eMail Sende-Einstellungen

Es miissen eingetragen werden:

- die verwendete Absende eMail-Adresse (Feld “eMail-Adresse der IP-Zentrale")

- der verwendete SMTP-Server (Feld “SMTP-Server”) als IP-Adresse oder URL

Sollte der Server den Sicherheitsmechanismus “Pop Bevor SMTP” unterstltzen (das vorherige Anmelden und Abholen von eMails berechtigt zum
Senden), ist das Optionsfeld “POP3 Anfrage vorab erforderlich?” zu setzen. In dem Fall werden die weiteren Felder fir die POP3 Einstellungen
freigeschaltet.

Es kdénnen dann eingetragen werden:

— der verwendete POP3-Server (Feld “POP3-Server”) als IP-Adresse oder URL

— der POP3-Benutzername

- das POP3-Passwort (wird direkt verschliisselt angezeigt)

Es werden keine Daten aus dem Postfach geladen, es erfolgt lediglich die Autorisierung Uber diesen Zugang. Andere Sicherheitsmechanismen
werden im Moment nicht unterstitzt.

Alle Einstellungen werden mit der Schaltflache iibernehmen eingetragen.

Beispiel-Konfiguration (Freuemail-Konto von www.web.de):

Einstellung Wert

eMail-Adresse der IP-Zentrale verwendete eMail-Adresse
SMTP-Server smtp.web.de

POP3 Anfrage vorab erforderlich Ja (Optionsfeld gesetzt)
POP3-Server pop.web.de
Benutzername web.de Benutzername
Passwort web.de Passwort

5.3.6.5 Tutorium zu den Ereignismeldungen
Das Tutorium soll das Erstellen eines Ereignismelders mit einer méglichen (fiktiven) Konfiguration zeigen. Es wird mit kurzen Erklarungen die
Vorgehensweise geschildert, Details und Auswirkungen kénnen den vorhergegangenen Kapiteln (vgl. Kapitel 5.3.6.X) entnommen werden.

* Ausgangszustand
Es sind die Default-Zustande nach erstmaligen Erstellen eines Objektmodells und Laden des Modells aus dem ETS-Plugin in das Gerat
vorhanden. Das Projekt beinhaltet einen Wassermelder im Raum Keller mit einer Funktion Wasseralarm (KNX DPT 01) und einer Funktion
Wasserstand (Wert in cm, KNX DPT 09.). Weiterhin ist ein Tastsensor im Flur vorhanden, der die An- und Abwesenheit festlegen kann.
Es sind alle Berechtigungen vorhanden.
* Ziel
konfigurierter Ereignismelder
Anforderungen:
(A1) der Melder heiBt “Wassermeldung*
(A2):  es soll auf das Ereignis Wasserstand > 10 cm gemeldet werden; es soll die Hysterese-Funktion verwendet werden, so dass bei
steigendem Wasserstand alle 10 cm gemeldet wird (10 cm, 20 cm, 30 cm usw.)
(A3):  es soll bei jedem Ereignis (durch die Hysterese gefiltert) eine Aktion als auch eine eMail gesendet werden; eine eMail soll nur dann
gesendet werden, wenn der Zustand “Abwesenheit (WEG)" des Tastsensors vorliegt.
4):  die Ereignismeldung soll mit Zeitstempel gespeichert werden
5.  essoll die Aktion Wasseralarm = ALARM (Wert: 1) gesetzt werden
6): es soll eine eMail mit dem Wasserstand an p.pan@ip-zentrale.de (fiktive Adresse) gesendet werden
Betreff: “Wasseralarm®, Text: “Der Wasserstand betragt xx cm*®
Bei den Vorgaben wird ggf. auf die angegebenen Nummern verwiesen.

==
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e Schritt 1: Anlegen des Melders und Vergabe der Grundeinstellungen
6 Pfad: - Ereignismeldung - Ubersicht
Es wird ein noch nicht verwendeter Melder (Ublicherweise “Notification”) mit dem Markierungsfeld gewahlt und mit der Schaltfliche bearbeiten
zur Bearbeitung gedffnet.

& Natification

kmearbe'rter‘}S

Bild 138: Tutorium Ereignismeldung: neuen Melder bearbeiten

In der Detail-Ansicht wird der Name “Wassermeldung” (A1) eingetragen und mit der Schaltfldache libernehmen gespeichert.

Ereignis bearbeiten

Ereignismeldung: Wassermeldung| [Jbetgehmen

Bild 139: Tutorium Ereignismeldung: Vergabe des Namens

Dann wird der Melder aktiviert (generell) und die Speicherung des Zeitstempels eingestellt (Ad):

Meldungseinstellungen Ereignis Aktion il

Bitte geben Sie an, ob die Ereignismeldung ausgefihrt werden soll: & aktiv  inaktiv

Bitte gehen Sie an, ob das letzte Eirtreten des Ereignisses mit Detum & Uhrzeit gespeichert werden

- ¥ aktiv T inaktiv
=all:

Bild 140: Tutorium Ereignismeldung: Grundeinstellungen 1

Der Ereignismelder soll bei jedem Ereignis ausldsen (die Filterung erfolgt in der Hysterese) (A2 + A3):

Beim Eintreten des Ereignisses ..

7 keine Aufgabe auslbzen.

% pufgaben ausldsen, wenn Ereignis neu singetreten ist.
" Aufgaben auslbsen, wenn eine Wert-Anderung vorliect.
-

Aufgaben erst wieder nach min. ausldzen.

Bild 141: Tutorium Ereignismeldung: Grundeinstellungen 2

Der Ereignismelder soll immer die Aktionen ausfuhren. Wenn der Zustand Abwesend (Wert “WEG") erkannt wird, soll zusétzlich eine eMail
gesendet werden (A3):

Aufgaben:
" es werden sowohl Sktionen ausgefihm als such die ebail gesendet!
7 e werden nur Aktionen ausgefihr!

& ez werden Aktionen ausgefihrt; die eail wird nur bei gitiger Becingung gesendet!

Bild 142: Tutorium Ereignismeldung: Grundeinstellung 3
Uber die Navigationstaste weiter werden die Daten gespeichert und die nachste Ansicht aufgerufen.

o Schritt 2: Erstellen des Ereignisses mit der Hysterese
Pfad: - Ereignismeldung - Meldung bearbeiten - Ansicht “Ereignis*
In der bereits aufgerufenen Ansicht “Ereignis” wird mit der Schaltflache einfiigen das Ereignis definiert (A2):

Ereignis hinzufiigen

Faum |Ke||er ﬂ
Geveerk |S‘teuarung j
Funktionsaruppe |Wasserme\der j
Funktion |Wassersland j
Werteingabe 10.0

Bedingung O gleich 7 Keingr @ griRer O kleinergleich © griRergleich
Hysteresefunktion W

Modus |Hyslerese mit Schrittwetenanpassung ﬂ
Grenzwert 2

Schrittweite 10

Start bei r

Trigaerschwele

ok abbrechen
Bild 143: Tutorium Ereignismeldung: Ereignis anlegen

Es wird die Funktion “Wasserstand” der Funktionsgruppe “Wassermelder” im Raum “Keller" (Gewerk “Steuerung*) gewahlt.
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Der Melde-Wert (Trigger) ist 10.0 (cm), die Bedingung ist “groBer.
6 Somit 16st jeder Messwert > 10.0 cm den Melder aus.
Es wird zusétzlich die Hysteresefunktion (Optionsfeld) gewahlt.
Modus ist die “Hysterese mit Schrittweitenanpassung®, der Grenzwert ist 2 (cm) (fiktiv).
Die Schrittweitenanpassung erfolgt alle 10 cm.

Eine mogliche Messwert-Kurve kdnnte aussehen:
9.0cm keine Triggerung, da unterhalb des Melde-Wertes

10.2 cm erste Triggerung, nachster Grenzwert > 20.2
15.2 cm keine Triggerung, noch im Grenzbereich
23.4cm nachste Triggerung, neuer Grenzwert > 33.4

Das Ereignis wird mit der Schaltfldche ok (ibernommen und ist in der Ubersicht eingetragen.
Mit der Schaltflache weiter wird in die Ansicht “Aktion” gewechselt.

e Schritt 3: Erstellen der Aktion
Pfad: - Ereignismeldung - Meldung bearbeiten - Ansicht ,Aktion®
In der bereits aufgerufenen Ansicht “Aktion” wird mit der Schaltfldche einfiigen die Aktion festgelegt (A5):

Aktion hinzufiigen

Raum | Keller j
Gevverk | Steverung ﬂ
Funktionzsgruppe |Wassermelder j
Funktion |Wasseralarm ﬂ
Wert ALARM -

Dl}\ abbrechen

Bild 144: Tutorium Ereignismeldung: Aktion einfligen

Das Aktion wird mit der Schaltfldche ok (ibernommen und ist in der Ubersicht eingetragen.
Mit der Schaltflache weiter wird in die Ansicht “Mail* gewechselt.

e Schritt 4: Erstellen der eMail
Pfad: - Ereignismeldung — Meldung bearbeiten - Ansicht “Mail*
In der bereits aufgerufenen Ansicht “Mail“ wir zun&chst die Bedingung fiir das Senden festgelegt (A3). Dazu mittels Schaltfliche bearbeiten
die Bedingung auswahlen:

Bedingung hinzufiigen

Raum |Flur ﬂ
Gewerk |Steuerur|g ﬂ
Funktionsgruppe |Tastsensor Haustir j
Funktian | Abweszenheit ﬂ
ert [wec =]

ok abbrechen

Bild 145: Tutorium Ereignismeldung: Bedingung flr das Senden einer eMail festlegen

Mit der Schaltflache ok wird die Bedingung Ubernommen. Falls eine eMail gesendet werden soll, wird gepr(ft, ob der Zustand der Funktion
“Abwesenheit” des Tastsensors dem Wert “WEG® (1) entspricht. Nur in dem Fall wird die eMail gesendet.
Die Ansicht "“Mail’ zeigt die Bedingung nun an:

Meldungseinstelungen Ereignis Aktion il

Bedingung flr das Senden einer eMail (falls abhangig)
Tastsensor Haustiin Abweezenheit ="WEG

bearheiten lazchen

Bild 146: Tutorium Ereignismeldung: eingefligte Bedingung fir das Senden

Da bisher noch kein Kontakt im Adressbuch eingetragen ist (Hinweis: “keine Adressen hinterlegt”), wird mit der Schaltflache (Adressbuch)
bearbeiten zum Adressbuch verzweigt.

Dort wird der Kontakt (A6) eingetragen, mit der Schaltflache iibernehmen gespeichert und mit der Schaltfldche zuriick zum Melder
Wassermeldung in die Ansicht zurtickgekehrt.
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Ihr Adressbuch

Daz ADRESSBUCH verwaltet Ihre eMail-Empfanger, die Sie in den einzelnen Ereignizmeldungen verwenden kinnen.

zurlick zum Melder Wassermeldundg

Peter Pan ppaniE@ip-zentrale de Ghernehmen ldzchen

Bild 147: Tutorium Ereignismeldung: Kontakt im Adressbuch anlegen

In der Adressliste kann nun “Peter Pan* ausgewahlt (angeklickt) und mit der Schaltflache <-- als Empfénger (ibernommen werden:

ehail Empfanger verwendet Adresshuch | bearbeiten

P

Bild 148: Tutorium Ereignismeldung: Zufligen eines Kontaktes

Das Konfigurieren der Nachricht erfolgt unter Zuhilfenahme der AusfUllhilfe.

Betreff “orschau
Wazzeralarm
\A
Mail-Text ~
Der Wasserstand betragt |cm _J
zurlick ok abbrechen Uhernehmen
Ausfiilhilfe B— {}J

Bild 149: Tutorium Ereignismeldung: Erstellen der Nachricht

Der feste Text ist in die Felder Betreff und Mail-Text (A) einzugeben, danach wird die Ausflillhilfe eingeblendet (B).

Ausfilhilfe -
allgemeine Informationen Informationen zur Funktions-IC:

" Kennung " Funktions-Mame o Raum-%ordnung

" aktuelles Datum " Funktions-ywert " Gewerk-Zuordnung

7 aktuele Uhrzeit " Funktionsgruppen-Zuordnung

Info zu Platzhattern

Bild 150: Tutorium Ereignismeldung: Ausfullhilfe, Information zur Funktion

Mit der Schaltflache ... wird ein separater Auswahl-Dialog getffnet (neues Browser-Fenster, Hinweise auf Popup-Blocker beachten).
Dort wird die Funktion “Wasserstand” gewahlt. (Pfad: Raum “Keller”, Gewerk “Steuerung®, Funktionsgruppe “Wassermelder")

IP-Zentrale - Microzoft Internet Explorer

Raum |Keller

Gewerk |Steuerung

Funktionsgruppe |Wassermeldar

RNIENRA{EN

Funktion |Wassers1and

ok [% abbrechen

Bild 151: Tutorium Ereignismeldung: Auswahl der Funktion im separaten Fenster

Mit Betétigen der Schaltfliche ok wird die interne Funktions-ID Gbernommen (Bild 154 A).
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Betreft Worschau
Wasseralarm
Mail-Text -~ C
Der Wasserstand betrag: |om J
Zuriick ok abhrechen bernehmen
Auztilhilte -
A
slligemeine Informationen Infarmationen zur Funktions-I0:
" Kennung " Funktions-Mame € Raum-Zuordnung
" akuelles Datum B — ¥ Funktions-Wert  Gewerk-Zuordnung
" aktuelle Unrzeit  Funktionsgruppen-Zuotdnung
D — an CursT%Pnsmﬂn einflcen Infa zu Platzhattern

Bild 152: Tutorium Ereignismeldung: Schritte flr das Einfligen des Platzhalters

Die gew(inschte Information wird Uber die Markierungsfelder (B) gewahlt. Der Cursor wird an der Stelle der eMail-Nachricht gesetzt, an die
diese Information als Platzhalter eingefiigt werden soll (C). Dann wird mit Betatigen der Schaltfliche an Cursor-Position einfiigen der
Platzhalter in den eMail-Text Gbernommen.

Mit der Schaltflache iibernehmen werden die Einstellungen gespeichert und in der Vorschau wird der Platzhalter durch den aktuellen
Wasserstand ersetzt (zum jetzigen Zeitpunkt: 0.1 cm).

Betreft Worachau
Wasseralarm
Mail-Text
Der Wasserstand betrdot «DP{40).Value()s cm J
Zurick ok abbrechen Obernehmen

Bild 153: Tutorium Ereignismeldung: eMail-Nachricht in der Vorschau

Wenn die eMail gesendet wird, wird vorher der aktuelle Wasserstand ermittelt und an der Stelle des Platzhalters eingefigt.
Die Ereignismeldung ist fertig konfiguriert und die Ansicht kann mit der Schaltfliche ok verlassen werden.

e Schritt 5: dauerhaftes Speichern der Einstellungen
Bisher wurden die Einstellungen nur temporar gespeichert. Zum dauerhaften Speichern vgl. Kapitel 5.3.7.
Pfad: - Beenden

In der Ansicht “Beenden” zum dauerhaften Speichern die Schaltfidéche speichern betétigen. Nach der Bestatigungsmeldung sind die Daten
in der IP-Zentrale gegen Netzspannungsausfall gesichert.

53.7 Beenden

Alle Einstellungen werden vorerst temporér Gibernommen, aber sofort umgesetzt und ausgefiihrt. Um eine dauerhafte Speicherung auch nach
Netzspannungs-Ausfall sicherzustellen, sollte die Arbeit immer Uber den Reiter “Beenden* verlassen werden.

Pfad: - Beenden

Es stehen zwei Mdglichkeiten zur Verfligung:

BEEHDEN

Daten ins Flash speichern: | speichern

Beenden ohne Speichern: =ofort beenden

Bild 154: Beenden der Verbindung zur IP-Zentrale

¢ Daten ins Flash speichern: speichern .
Damit werden alle Einstellungen dauerhaft gespeichert und stehen auch nach einem Netzspannungs-Ausfall wieder zur Verfligung
(der Hysterese-Verlauf wird nicht gespeichert). Diese Option sollte immer gewahlt werden.
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Das Speichern dauert ca. 2 min. Der Speicherzustand wird zyklisch abgefragt.
Ist das Speichern abgeschlossen, erscheint folgende Meldung:

Microsoft Internet Explorer |

9 Die angezeigte “Webseite versucht, das Fenster zu schiisfen.

Soll daz Fenster geschlossen werden?

Ja [ | Mein |

Bild 155: Hinweis zum SchlieBen des Browserfensters

Damit die Verbindung zur IP-Zentrale, insbesondere die Benutzer-Berechtigung, ordnungsgemaB beendet wird, sollte das verwendete Browser-
Fenster geschlossen werden. Dieses wird von der IP-Zentrale ibernommen, allerdings erwartet der Browser beim automatischen SchlieBen die
Bestétigung des Anwenders. Dieser Hinweis sollte mit Ja bestatigt werden, damit keine nachfolgenden Personen mit der zuletzt verwendeten
Benutzer-Berechtigung die IP-Zentrale bedienen konnen.

Danach ist die Verbindung geschlossen und kann erneut mittels Eingabe der IP-Adresse der IP-Zentrale in den URL-Eingabebereich des
Browsers, mittels Favoriten-Aufruf im Browser (falls erstellt) oder mittels dem GatewayBrowser-Tool gedffnet werden. Eine erneute
Benutzeranmeldung ist erforderlich.

® Beenden ohne Speichern: sofort beenden .
Diese Option speichert die Daten nicht ins Flash. In dem Fall (und im Fall, dass das Browser-Fenster einfach geschlossen wird) stehen die
Daten nur temporér zur Verfugung. Nach einem Neustart der IP-Zentrale kénnten dabei Einstellungen verloren gehen.
Bei Betétigung der Schaltflache sofort beenden wird direkt versucht, das Browser-Fenster aus Sicherheitsgriinden zu schlieBen
(vgl. Bild 1565). Es gelten die gleichen Bedingungen, daher kann der Hinweis mit der Schaltfliche ok bestatigt werden.
Das Browser-Fenster wird geschlossen.

Sicherheitsspeicherung

Aus Sicherheitsgriinden priift die IP-Zentrale alle zwei Stunden, ob Anderungen an der Konfiguration erfolgt sind. Sollte dieses erkannt werden,
wird die Konfiguration automatisch dauerhaft gespeichert und steht somit auch nach einem Netzspannungs-Ausfall wieder zur Verfigung

(der Hysterese-Verlauf wird nicht gespeichert).

Anderungen, die innerhalb dieses Rhythmus nicht manuell gespeichert wurden, stehen im Fall eines Neustarts der IP-Zentrale nicht mehr zur
Verflgung.

Hinweis beim Arbeiten mit dem ETS-Plugin (Projektierung):

Bei der Arbeit mit dem Plugin sollten zunéchst die Daten aus der IP-Zentrale geladen werden (vgl. Kapitel 3.2.1). Dieses sind die aktuellen
Einstellungen, es wird nicht auf die gespeicherte Sicherheitskopie zuriickgegriffen.

In der Zeit der Konfiguration im Plugln sollten keine Anderungen tiber die Web-Oberfldche erfolgen, da beim Riickschreiben der ETS-Plugin
Konfiguration diese mit dem ausgelesenen Stand Uberschrieben werden.

Nach Programmieren der Konfiguration durch das Plugin wird das System neu gestartet. Daher gehen beim Arbeiten mit dem Plugin auch der
Hysterese-Verlauf verloren.

5.3.8 Zeit- und Spracheinstellungen

Hinweis: Diese Ansicht ist in der Benutzer-Ebene “Guest* nicht vorhanden.

Die Zeit- und Datumseinstellungen der Systemuhr, die Standort-Koordinaten flir die Astro-Berechnung sowie die Sprache kdnnen in dieser
Ansicht konfiguriert werden.

Pfad: - Mausklick auf die Systemzeit

24.03.2006

o9 ~h
D atumn & Uhrzeit stellen

Firmenlogo

Bild 156: Aufruf der Konfigurationsseite fir Datum/Uhrzeit und Sprache

¢ Ansicht “Zeiteinstellungen*
Pfad: - Mausklick auf die Systemzeit - Zeiteinstellungen
Im oberen Bereich kann die Systemzeit sowie die Handhabung der Zeitumstellung Sommer-/Winterzeit konfiguriert werden

Zeit & Datum

A = Datum 24.03.2005 Uhrzett 0946 Diaten vom PC dbernshmen
B — Ietzone |(GMT 13 Amsterdam, Berlin +Belgrad, Prag+Brissel, Kopenhagen+Paris+Sarajevo, Warschau ﬂ
C Zetumstelund [ verwendung der Sommerzeit [Winterzetumstelung & Europa

T Usa

" externe Definition

Uhr stellen

Bild 157: Uhrzeit und Datum stellen

Eine Zeit und das Datum kénnen manuell in die Felder (A) eingetragen werden.
Im Auswahlfeld zur Zeitzone (B) kann die entsprechende Zeitzone gewahlt werden, Deutschland liegt in der Zeitzone (GMT 1).

118



IP-Zentrale Art.-Nr. IPZ 1000 REG

Im Bereich Zeitumstellung (C) kann gewahlt werden, ob eine automatische Umstellung der Sommerzeit/Winterzeit erfolgen soll (Optionsfeld
setzen) und nach welchem System. Es sind die Systeme “Europa“ und “USA" fest vorgesehen und kénnen Uber das Markierungsfeld ausge-
wahlt werden. Ist die Zeitumstellung aktiviert, erfolgt zu dem berechneten Zeitpunkt eine Anpassung der Systemzeit um die Differenz.
Beispiel Deutschland:

Am letzten Sonntag im M&rz wird die Zeit auf Sommerzeit umgestellt (Systemzeit + 1 Stunde).

Alle Zeitaktionen in der Zeitspanne werden nachgeholt.

Am letzten Sonntag im Oktober wird die Zeit auf Winterzeit (Normalzeit) umgestellt (Systemzeit -1 Stunde).

Falls diese beiden Modi nicht zutreffen, kann Uber das Zusatz-Programm “GatewayBrowser* eine eigene Zeitumstellungs-Datei geladen werden.
Ist die Datei geladen, wird die entsprechende Option aktiviert und die Definitionsbeschreibung angezeigt. Ist keine Datei geladen, ist die Option
externe Definition nicht aktiv.

Zetumstelung  [F verwendung der Sommerzett Linterzetumateliung ¥ Europa
" uza

7 externe Definition

Zetumstelung [ werwendung der Sommerzeit /winterzetumstelung * Europa
T usa
" Extern Europa

Bild 158: (oben) keine Definitionsdatei geladen, (unten) Definitionsdatei mit der Kennung “Extern Europa“ geladen

Die Datei enthalt feste Daten (z.B. 26.03.2006) und ein Offset fir die Systemzeit (+1 h) zu diesem Datum. Die Datei kann - falls verfugbar -
beim Hersteller angefragt werden.
Mit der Schaltflache Uhr stellen werden diese (ibernommen. Die Systemzeit wird umgestellt und alle neuen Zeitaufgaben neu berechnet.
Der Zeitplaner muss in dem Fall (kein automatisches Erkennen eines Jahreswechsels) ggf. manuell umgestellt (vgl. Kapitel 5.3.3) und kontrolliert
werden.
Zuséatzlich besteht die Mdglichkeit, mit der Schaltflache Daten vom PC iibernehmen die Systemzeit des Rechners, auf dem das
Browserfenster gedffnet ist, zu Ubernehmen.
Wenn das Optionsfeld zur Nutzung der Zeitumstellung gesetzt ist, kann die IP-Zentrale die glltige Zeitzone nicht ermitteln. Das 6ffnende
Hinweisfenster fragt diese Option ab:

ok es wird mit der Sommerzeit gerechnet

abbrechen es wird mit der Winterzeit gerechnet
Die ermittelten Daten werden in die Felder (Bild 157 A + B) eingetragen, kdnnen kontrolliert und mit der Schaltflache Uhr stellen bernommen
werden.
Im unteren Bereich der Zeiteinstellung werden die Standort-Koordinaten fir die Berechnung der Astro-Zeit des Zeitplaners angegeben.

Astro-Koordinaten

Auzfillhilfe:
Langengrad 7 G16670

Land weéhlen |b'rt'te weihlen j

Stact wahlen

Bretengrad 51 516670

Uhernehimen

Bild 159: Standort-Koordinaten ermitteln

Die Koordinaten werden anhand der geografischen Position des Standortes angegeben. Es existieren 180 Breitengrade, beginnend mit 0 Grad
am Aquator bis jeweils 90 Grad zum Nord- oder Stidpol. Weiterhin existieren 360 Léngengrade, beginnen mit dem Nullmeridian vom Nord- zum
Stidpol durch die Sternwarte in Greenwich (England) jeweils 180 Grad in &stlicher oder westlicher Ausdehnung.

Die Koordinaten sind Ubehrlicherweise in der Angabe 51° 13’ N, 7° 37’ O angegeben (Liidenscheid, 51 Grad 13 Minuten Nérdlicher Breite,

7 Grad 37 Minuten Ostlicher Lange).

Die Daten fiir die IP-Zentrale werden im Format +/- DD.DDD in dezimaler Form angegeben.

Nord- und Ostgrade werden ohne Vorzeichen, Stid- und Westgrade mit negativem Vorzeichen angegeben.

Umrechnungen von klassischen Angaben (Grad, Minute, Sekunde) in die dezimale Form sind im Internet mdglich.

Alternativ kann die Ausflllhilfe verwendet werden. Diese enthélt die Koordinaten von wichtigen Stadten und tragt diese in die Eingabefelder ein.
Sobald die Auswahl flir das Land und die Stadt getroffen wurde, erscheint ein Hinweis, dass die Daten in die Felder (ibernommen werden.

Es kann nur das Eintragen der Daten erfolgen, eine Ruckbeziehung der tatséchlichen Koordinaten zu den Angaben der Ausflllhilfe ist nicht
maglich. Daher wird bei erneuter Ansicht der Web-Seite die Ausflllhilfe zurlickgesetzt (die Koordinaten bleiben erhalten).
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Microzoft Internet Explorer

AN Ludenscheid:die Daten werden Lbemammet
L

Land wahlen |Deu‘tschland ﬂ

Stacl wahlen Lildenscheid o

Avzfilhilfe:

Bild 160: Ausfulihilfe fir Koordinaten

Die Koordinaten werden mit der Schaltflache iibernehmen gespeichert und dienen als Grundlage der Sonnenauf- und Sonnenuntergangs-
berechnung (Astro) im Zeitplaner.

Im Informationsfeld dieser Ansicht sind die Versionskennungen der Firmware (BuildNr.) und der Webseiten (UI-Revision) angegeben.

Diese Versionen sind ggf. fur Updates oder Fehlersuche hilfreich.

Bild 161: Versionskennungen der IP-Zentrale

e Ansicht “Spracheinstellungen*
Hinweis: Diese Ansicht ist in den Benutzer-Ebenen “User” oder “Guest” nicht vorhanden.
Pfad: - Mausklick auf die Systemzeit - Spracheinstellungen

Bei der Sprachumschaltung kann die Sprache der Browser-Seiten gedndert werden. Dabei werden alle festen Begriffe ersetzt, selbst vergebene
Namen (z.B. den Namen einer Szene oder den Namen eines Raumes) bleiben erhalten. Diese kdnnen Uber die Browser-Oberflache oder im
ETS-Plugin geéndert werden.

Die Ersetzung der Sprache basiert auf Sprachdateien, die Uber das Zusatz-Tool “GatewayBrowser” auf das System geladen werden kdnnen.

Es sind bis zu drei Sprachdateien auf das System ladbar.

Spracheinstellungen

Sie kdnnen hier die Sprache der Seiten auswahlen.
Daz Umzchatten der Sprache dauert einige Zeit. In dieser Zeit ist das Gerit aufter Funktion.

Sprache auswwhlen:

= Ubernehmen

Spracheinstellungen

Sie kéinnen hier die Sprache der Seiten auswahlen.
Dias Umachaten der Sprache dauvert einige Zett. In dieser Zeit ist das Gerit aufter Funktion.

Sprache auswahlen:

bernehmen

Bild 162: (oben) Spracheinstellung ohne geladene Sprache
(unten) Spracheinstellung mit geladenen Sprachen “deutsch* und “english*

Die geladenen Sprachen werden im Auswahlifenster angezeigt. Es kann eine Sprache ausgewahlt werden und mit der Schaltfldche
tibernehmen wird eine Sicherheitsabfrage gedffnet.

Microsoft Internet Explorer B |

?

+ /  Sdlldie Sprache Uibersetzt werden?

DK& | Abbrechen|

Bild 163: Sicherheitsabfrage zur Sprachersetzung
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Wird die Abfrage bestéatigt, startet die Sprachersetzung.
In der Zeit sollte kein Zugriff von anderen Browsern, von anderen Benutzern oder vom ETS-Plugin erfolgen. Wahrend der Ersetzung ist folgen-
des Fenster sichtbar:

Spracheinstellungen

Sprache wird ersetzt,

Loading......

Bild 164: Hinweis bei laufender Sprachersetzung

Die Sprachersetzung dauert ca. 4 Minuten. Danach wird das Fenster zur Sprachersetzung (in der neuen Sprache) wieder angezeigt

(vgl. Bild 162).

Die Sprachersetzung ist dauerhaft. Das Wechseln zur bisherigen Sprache ist nur durch erneutes Ubersetzen mit der bisherigen Sprachdatei
maglich.

Bemerkungen zur Software
¢ Mindestanforderung PC fiir den Webzugriff:
HandelsUblicher PC mit Windows Betriebssystem (ab Win 98 SE) und Microsoft® Internet Explorer ab Version 5.5.
Empfohlen: Pentium IV Prozessor (oder vergleichbare) ab 2 GHz/min. 256 MB RAM/Microsoft® Internet Explorer 6.0 SP 2.
¢ Hinweis zur ETS:
Bei der IP-Zentrale ist es nicht méglich, die BCU durch ein Passwort (BCU-Schlussel) zu schiitzen. Der im ETS-Projekt gesetzte BCU-Schllssel
hat somit keine Auswirkungen auf die IP-Zentrale.
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