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¡ENHORABUENA POR ADQUIRIR UN PRODUCTO DE CALIDAD! 
 
Fermax Electrónica desarrolla y fabrica equipos de primera calidad que cumplen los más 

altos estándares de diseño y tecnología. 

El software de gestión MEET es un dispositivo tecnológico diseñado para la comunicación 

segura en viviendas. 

En este manual se describen todas las funciones disponibles. Estas funciones se pueden 

activar o desactivar a voluntad, conforme a los diferentes perfiles. 
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1. INTRODUCCIÓN 

1.1  DESCRIPCIÓN GENERAL 

 
El software de gestión MEET es una aplicación de software para PC especialmente 

diseñada para funcionar como centro de conserjería y llevar a cabo funciones 

administrativas o de instalación. Se trata de una aplicación de software multifunción que 

permite enviar mensajes, recibir alarmas, gestionar el sistema y administrar permisos 

de control de acceso. Basándose en nivel de acceso con que cuente el usuario, 

permitirá el acceso a todas las funciones, o solo a algunas. 

 

El software de gestión MEET se entrega junto con un dispositivo USB que funciona 

como llave de seguridad encriptada (dongle). Si el dongle USB de seguridad no está 

conectado al PC, el software no funcionará. 

Una instalación MEET normalmente solo tiene un software de gestión MEET.  

 

Un sistema de videoportero MEET puede trabajar sin software de gestión MEET, 

mientras la instalación solo requiera funciones de audio / vídeo y alarma. Este software 

no realiza ningún tipo de comunicación por audio o vídeo. 

 

Se recomienda instalar el software de gestión MEET en un PC con una pantalla táctil 

de 17”, donde la CPU esté en la propia pantalla, aunque también se puede instalar en 

cualquier PC estándar que cumpla los requisitos mínimos: 

- Sistema operativo: Windows 7 - 32 bit.  

- CPU: Procesador Dual-Core de 2,5 GHz  

- Disco duro: HDD SATA 160G  

- La resolución de la pantalla debe ser superior a 720p 

- Interfaz USB: 2 puertos disponibles  

- Puerto Ethernet: Gigabit, 100/1000Mbps (Ethernet rápido). 

La dirección IP del PC tiene que ser la misma que la indicada en el campo IP DEL 

SOFTWARE de cada dispositivo MEET. 

LICENCIA DE SOFTWARE: El software de gestión MEET se distribuye con una 

licencia individual para cada dispositivo, implementada en el dongle USB. Está 
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protegida frente a copias no autorizadas. Aunque la copia autorizada se pueda instalar 

en más de un PC, solo funcionará el ordenador con el dongle USB enchufado. 

 

1.2 CONFIGURACIÓN DEL SOFTWARE DE GESTIÓN MEET 

 
a. Copie todos los archivos en la carpeta PC, descomprima FERMAX _MMS_V01.04 

b. Conectre el dongle USB, y el PC instalará automáticamente el controlador. 

c. Ejecute el archivo srv_install, y a continuación reinicie su PC  

 
d. Haga doble clic en el archivo bin 
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e. Haga doble clic en watchdog.exe.  Haga doble clic en MEET MANAGEMENT 
SOFTWARE.exe. 

 
 

f. Compruebe el dongle USB, si en el PC aparece la siguiente imagen 
 

 

g. Para llevar a cabo esta configuración, será necesario acceder al software de gestión 

MEET con el login del instalador: 

ID Usuario: installer 

Contraseña: 123456 

      Conexión: Local 



Página8 
 

 
 

 
Nota:  
Tiene que ejecutar el archivo watchdog.exe como administrador si aparece el mensaje 

“La ID de usuario o la contraseña no es válida”. 

Por razones de seguridad, cambie la contraseña tras haber accedido el instalador al 
software de gestión. 
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2. GLOSARIO DE ICONOS 

 

MENSAJE NUEVO 

 

REGISTROS DE 
MENSAJES 

CONFIRMACIÓN DE 
ALARMA 

 

EVENTOS DE ALARMA 

 

MODO ALARMA       

 

CONFIG ALARMA 

 

SMS ALARMA 

 

PERFIL DE USUARIO 

 

ESTADO ONLINE 

 

REGISTRO SIP 

 

GESTIÓN DE 
DISPOSITIVOS  CONEXIÓN REMOTA 

 

AJUSTE DE PUERTOS 

 

REGISTROS DE 
LLAMADAS 

 

REGISTROS DE 
CONTROL DE 
ACCESOS  

 

TARJETA DE 
PROXIMIDAD 

 

AUTORIZAR 
TARJETAS    

 

RECONOCIMIENTO 
FACIAL 

 

CARGA DE DATOS 
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3. FUNCIONES DEL SOFTWARE DE GESTIÓN MEET 

3.1 INTERFAZ GRÁFICO 

 
 
 

3.2 PERFIL DE USUARIO 

 
a. El software puede funcionar con diferentes perfiles, y cada perfil tiene diferentes 

funciones.  

• Instalador: tiene el máximo de privilegios, incluyendo la instalación y la 

puesta en marcha de funciones para todo el sistema. 

• Admin.: tiene privilegios especiales para configurar las tarjetas de 

proximidad y el reconocimiento facial. 

• Conserje: solo puede enviar mensajes y confirmar alarmas y eventos 

En la siguiente tabla se muestran las funciones disponibles para cada perfil 

(la X indica que esta función está disponible para el perfil en cuestión). 
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A continuación puede consultar los diferentes interfaces para instalador, admin. y 
conserje. 
 

 
 
 
 
 

Funciones Instalador Administrador Conserje

Envío de mensajes x x x

Histórico de mensajes x x x

Confirmación de alarma x x x

Histórico de alarmas x x x

Modos de alarma x x x

Configuración de alarmas x

SMS de alarmas x x

Perfiles de usuarios x x x

Status online x x x

Registro SIP x x x

Gestión de dispositivos x  

Conexión remota x

Selección de puertos x  

Registro de llamadas x x x

Registro de control de accesos x x x

Gestión de tarjetas de proximidad x x

Autorizar tarjetas de proximidad x x

Reconocimiento facial x x

Carga de datos en dispositivos x x

  Perfil 

  Nombre de usuario 
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b. Para los diferentes perfiles (instalador, admin. y conserje), los privilegios son 

diferentes en cuanto a la adición, modificación y eliminación de usuarios. Consulte 

la lista a continuación. 
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3.3 GESTIÓN DE DISPOSITIVOS  

 

Grupo                     Monitor online                     Placa online 

 

Conserjería on-line                                              Dispositivo offline                             

     

a. El instalador puede gestionar monitores, placas de bloque, placas de 1 línea, 
placas de entrada general, unidades de conserjería, dispositivos SIP y grupos. 
Todos los dispositivos de la instalación se tienen que crear previamente.  

 

ID Usuario

Perfil

Item Nuevo Modificar Borrar Nuevo Modificar Borrar Nuevo Modificar Borrar Nuevo Modificar Borrar Nuevo Modificar Borrar

ID Usuario

Nombre x

Password x

Grupo

Perfil

ID Usuario

Nombre x x

Password x x

Grupo x

Perfil

ID Usuario

Nombre x x

Password x x

Grupo x

Perfil

ID Usuario

Nombre x x x x

Password x x x x

Grupo x x x

Perfil

ID Usuario

Nombre x x x x

Password x x x x

Grupo x x x

Perfil

x

x x

x x

x

x

x

Toni Jacobo CatiAlicia

Conserje ConserjeAdministrador Administrador

Alicia Conserje x x

Cati Conserje x x

Toni Administrador x x

Jacobo Administrador x x

InstaladorJuan

Instalador

Juan
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El perfil de instalador puede crear dispositivos nuevos, modificarlos o eliminarlos. Los 

mensajes emergentes le ayudarán durante el proceso. 

 N.º bloque: 0-999 

 N.º apartamento: 1-9899 

 N.º dispositivo placa de bloque: 1-99 

 N.º dispositivo placa de 1 línea: 1-9 

 N.º dispositivo placa de entrada general: 1-9999 

 N.º dispositivo conserje: 1-9 

Nota: N.º vivienda: 0101 - 9899 cuando el instalador crea nuevos dispositivos. El último 

dígito no puede ser 0. 

b. Gestión de grupos  

El instalador tiene que crear un grupo para poder gestionar múltiples dispositivos. Usted 

tiene que seleccionar un grupo cuando el instalador cree un nuevo monitor, placa de 

bloque, placa de 1 línea, placa de entrada general o  unidad de conserjería. 

Un grupo puede incluir un solo bloque, o varios. Un grupo más grande puede incluir varios 

grupos pequeños.  
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     Ajuste del dispositivo  

    El instalador puede mover los dispositivos de un grupo a otro. 

     Recuperación de datos 

     Si se pierden datos cuando el instalador modifica los ajustes del dispositivo, dichos 

datos se pueden recuperar. 

 

3.4 CONFIG ALARMA 

Cuando se selecciona CONFIG, aparece una pantalla para la configuración de alarmas.  

La descripción y el tipo de zona se pueden modificar en la placa y el monitor. Para la 

placa, la alarma de puerta es la zona 1. 

La información modificada se aplicará a todos los monitores y placas si pulsa Aplicar a 

todo. 

De esta forma, la información de alarma MEET que se reciba será más intuitiva. 



Página17 
 

 

 

3.5 SMS ALARMA 

Cuando se selecciona SMS, aparece una pantalla para los SMS de alarma. Se pueden 

añadir, modificar y eliminar nombres y números de teléfono. 

Nota: la función de SMS de alarma necesita un dispositivo GSM adicional. 
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3.6 CONEXIÓN REMOTA 

Cuando se selecciona REMOTO, aparece una pantalla para la CONEXIÓN REMOTA. 

Los Ajustes de red y la Configuración SIP se pueden aplicar a dispositivos remotos de 

acuerdo con la dirección MAC, una vez localizado el dispositivo. 

 

 

 

 

3.7 CONFIGURACIÓN DE PUERTOS 

Cuando se selecciona PUERTOS, aparece una pantalla para la CONFIGURACIÓN DE 

PUERTOS. Es necesario configurar los puertos si el software gestiona altas de 

identificadores de tarjeta. Tiene que conectarse al PC un lector de proximidad MEET USB 

PC, donde se selecciona el lector de proximidad para PC MEET correspondiente al puerto 

COM deseado. Pulse Guardar. 
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3.8 TARJETA DE PROXIMIDAD 

Cuando se selecciona TARJETAS PROX., aparece una pantalla para la TARJETA DE 

PROXIMIDAD.  

 

 

a. Funcionamiento individual  

Se pueden añadir, modificar y eliminar tarjetas de proximidad. 
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Los números de ID de las tarjetas de proximidad se pueden introducir manualmente o 

usando un lector de proximidad MEET USB PC.   

Para leer las tarjetas, pulse Iniciar lectura, el lector de proximidad MEET USB PC leerá 

los números de ID y los mostrará en el campo ID tarjeta. Tras completarse la lectura, 

seleccione el grupo y la fecha de caducidad, e introduzca una descripción, el número de 

teléfono, el bloque y la vivienda, y finalmente pulse Nuevo. 

Compruebe el lector de proximidad para PC y el puerto si aparece el mensaje Fallo al 

abrir UART. 

 

 

 

Pulse Detener lectura tras haber creado y completado la ID de tarjeta.  

Para buscar la tarjeta, introduzca la ID de tarjeta y pulse Buscar. 
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Se puede modificar la descripción, el teléfono, el bloque, la vivienda y la fecha de 

caducidad, pero no se puede modificar la ID de tarjeta. La ID de tarjeta solo se puede 

eliminar.  

 

b. Funcionamiento en lote 

Las ID de tarjeta se pueden crear por lotes. Introduzca las tarjetas para cada vivienda, 

rango de bloques y rango de viviendas, seleccione el grupo e introduzca el número de 

inicio de bloque y vivienda antes de que el lector de proximidad MEET USB PC empiece a 

leer las tarjetas.   

El número de vivienda se incrementará automáticamente tras leerse cada tarjeta. 

 

 

 

Las tarjetas se pueden cambiar de un grupo a otro con Modificar grupo. 

La fecha de caducidad se puede modificar en lote, para lo cual hay que seleccionar la 

fecha y pulsar Modificar. 
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La información de la ID de tarjeta de proximidad se puede importar o exportar en un 

archivo Excel. Se mostrará la cantidad total de tarjetas con ID exportadas / importadas. 

 

 

3.9 AUTORIZAR TARJETAS 

 Cuando se selecciona AUTORIZAR, aparece una pantalla para autorizar tarjetas. 

 

  

a. Buscar una tarjeta 

Marque la casilla de Modo de búsqueda y pulse Buscar. 
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Busque la tarjeta de proximidad por número de ID o por número de vivienda. 

Introduzca el número de ID en el campo en blanco. Si este número de ID existe en 

la base de datos, se mostrará el registro. Haga clic una vez en este registro para 

seleccionarlo. 

 

 

 

Marque la casilla de Buscar por vivienda, introduzca el número de bloque y de 

vivienda, pulse Buscar, y aparecerán todos los registros de esta vivienda en la 

base de datos, si los hay. 
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Si se modifica información, haga clic en Actualizar para actualizar la información 

de esta tarjeta en la placa.  

 

 

 

b. Añadir autorización 

Seleccione una o varias placas y tarjetas a autorizar y pulse Añadir autorización si 

desea autorizar, tras lo cual los datos de estas tarjetas se enviarán a las correspondientes 
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placas seleccionadas. Se mostrará la cantidad de tarjetas autorizadas. Estas tarjetas 

pueden abrir la puerta si se usan con la placa. 

 

 

c. Retirar autorización 

Seleccione una o varias placas y tarjetas a eliminar y pulse Retirar autorización. Las 

tarjetas seleccionadas se eliminarán de las placas seleccionadas. Se mostrará la cantidad 

de tarjetas eliminadas. Estas tarjetas no podrán abrir la puerta. 

3.10  RECONOCIMIENTO FACIAL 

Si pulsa AUTORIZAR, aparecerá una ventana para AUTORIZAR TARJETAS. Se pueden 

añadir, modificar y eliminar fotos de inquilinos y personal del complejo residencial.  

Cada monitor puede tener asociados usuarios de ID de reconocimiento facial. Para crear 

una nueva ID de reconocimiento facial, seleccione el monitor para poder asociar la ID. Si 

la ID pertenece a personal que trabaja en el complejo residencial, seleccione una unidad 

de conserjería en lugar de un monitor para asociar la ID.   

Pulse el botón Nuevo para crear una o varias ID faciales. A continuación modifique la 

información, cargue hasta 3 fotos y haga clic en Modificar. 

Se puede definir la fecha de caducidad de la foto. Se pueden añadir hasta 3 fotos. La 
cantidad máxima de IDs faciales depende del número de fotos por ID.    
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- 6000 usuarios: 1 imagen por usuario 
- 3000 usuarios: 2 imágenes por usuario 
- 2000 usuarios: 3 imágenes por usuario 

 

 

 

Nota: La función de reconocimiento facial tiene que estar habilitada en la placa. 
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3.11  CARGA DE DATOS  

Cuando se selecciona CARGA DE DATOS, aparece una pantalla para la CARGA DE 

DATOS. 

Usted puede seleccionar una placa con un solo clic, después cargar las ID de la tarjeta y 

los datos de la ID facial en la placa. 

El cuanto a la ID de la tarjeta, la información relacionada con la ID también se mostrará y 

se cargará en la placa, como por ejemplo el número de vivienda. 

En cuanto a los datos de la ID facial, los relacionados con los usuarios y el personal del 

bloque seleccionado se cargarán en la placa.  

3.12  MENSAJES  

Si se selecciona NUEVO, aparece una pantalla para MENSAJE NUEVO. El software 

de gestión MEET puede mandar mensajes de texto a monitores de las viviendas. Se 

pueden usar hasta 254 caracteres incluyendo signos de puntuación y espacios. 

 

Se tiene que seleccionar un apartamento, varios apartamentos, un grupo, varios 

grupos o todos los grupos. La cantidad de mensajes procesados se mostrará tras 

enviarse el mensaje. 
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Si se selecciona EVENTOS, aparece una ventana con los registros de mensajes. Para 

revisar el mensaje, seleccione el monitor y el registro. 

 

 

 

3.13  ESTADO ONLINE 

Si se selecciona ONLINE, aparece una ventana con el ESTADO ONLINE. 

Se pueden buscar dispositivos según diferentes estados y diferentes tipos. 

La lista incluye grupo, ID de dispositivo, tipo, estado, IP y fecha, todos los monitores, 

placas de bloque, placas de entrada general, placas de 1 línea y conserjería.  
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3.14  REGISTRO SIP 

Cuando se selecciona SIP, aparece una pantalla para el REGISTRO SIP. 

El interfaz indica si el dispositivo está registrado o no. 
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3.15  REGISTROS DE LLAMADAS 

Si se pulsa REGISTROS DE LLAMADAS, aparece una pantalla para los REGISTROS 

DE LLAMADAS. 

Marque todos los interlocutores y pulse Buscar, tras lo cual aparecerá el historial de 

llamadas de todos los interlocutores. 

 

 

Haga clic una vez en un dispositivo de la lista de dispositivos, y los eventos de llamada de 

este dispositivo se mostrarán tras pulsar Buscar. 

 

 

Si hace doble clic sobre el interlocutor, obtendrá una imagen de los eventos de llamada de 

la placa. 
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Si desea exportar los eventos de llamada a un archivo Excel, haga clic en Exportar. La 

información incluye interlocutor, receptor, eventos y fecha. 

 

 

3.16  REGISTROS DE CONTROL DE ACCESOS 

Cuando se selecciona REG. ACC., aparece una pantalla para los REGISTROS DE 

CONTROL DE ACCESOS. 

Haga clic en Todo y pulse Buscar, tras lo cual aparecerán los registros de control de 

acceso de todas las placas. 
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Haga clic una vez en un dispositivo de la lista de dispositivos, tras lo cual los registros de 

control de acceso de este dispositivo se mostrarán tras pulsar Buscar. 

 

 

Haga clic en Por tarjeta y pulse Buscar, tras lo cual aparecerán los registros de control 

de acceso de una ID de tarjeta leída en diferentes placas.  

 

 

Se puede acceder a la captura de pantalla haciendo doble clic en el evento. 
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Si desea exportar los registros de control de acceso a un archivo Excel, haga clic en 

Exportar. La información incluye la ID de tarjeta, descripción, vivienda, placa y fecha. 

 

3.17  CONFIRMACIÓN DE ALARMA 

Cuando se selecciona CONFIRMAR, aparece una pantalla para la CONFIRMACIÓN DE 

ALARMA. Siempre que se recibe un evento de alarma, la información sobre la alarma 

aparece en pantalla. Esta ventana tiene prioridad sobre el resto. Seleccione uno, varios o 

todos los registros y confirme. Tras la confirmación, aparecerá SÍ.  
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3.18  EVENTOS DE ALARMA 

Siempre que se recibe un evento de alarma, la lista mostrará los eventos de alarma.  

Los eventos de alarma son: 

- Desde placa o monitor. 

- Para placa, el evento será la alarma del sensor de la puerta. 

- Para monitor, el evento será cualquiera de las 8 zonas de alarma del monitor. 

Marque todos los dispositivos y pulse Buscar, y los eventos de todos los dispositivos 

se mostrarán en la lista dentro del intervalo de fechas seleccionado. 

 

 

 

 
Haga clic una vez en un dispositivo de la lista de dispositivos, tras lo cual los eventos 

de alarma de este dispositivo se mostrarán tras pulsar Buscar. 

 

 

 

Si desea exportar los eventos de alarma a un archivo Excel, haga clic en Exportar.  
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3.19  MODO ALARMA 

Cuando se selecciona MODO, aparece una pantalla para el MODO ALARMA. 

Haga clic una vez en un monitor de la lista de dispositivos, tras lo cual los registros del 

modo de alarma de este monitor se mostrarán tras pulsar Buscar. 

La lista muestra el modo alarma, qué zonas están activadas en el modo actual, y la fecha. 

 

 

 

 

 

 

 


